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1 Introduction

The primary motivation behind this paper is to provide an strategy for migrating SS7 routing services to IP; taking full benefit of IP end to end routing while maintaining the local administration of server selection based on ‘GTT-like’ database information. The key objective is to provide a way to use ENUM to services/protocols within a PLMN, and to identify the associated service applications node (s) by their IP addresses/URIs. This document describes the ENUM based mobility services reference architecture, which is equally applicable to any identifier (global titles in SS7 world) and the associated services based on this identifier.

2 Terminology

The following definitions apply as defined in [1]:

SG- Signaling Gateway

SN- Subscriber number field of an E.164 number

SAPC-Service Application PLMN Code 

PLMN- Public Land Mobile Network

MAP-Mobile Applications Part

MCC- Mobile Country Code

MNC- Mobile Network Code

MSIN- Mobile Subscriber Identification Number

CAP- Camel Applications Part

PC-Point Code

Service application node – Any SS7/IP user adaptation protocol node 

XUA- Any SS7/IP user adaptation protocol such as IUA, M2UA, M3UA, SUA etc.

ENUM- ENUM

SAP – SS7/IP user Adaptation Proxy function

SIF – SS7 Inter-working Function

SUA - SCCP User Adaptation protocol

3 Reference Architecture for ENUM based Services
To transport SS7 applications (service/protocol) in an all IP environment, especially using peer-to-peer architecture, will require an infrastructure to translate the global titles and subscriber IDs (IMSI, IMEI, E.164) to an IP address of an SS7 service node.

Currently in an IP environment, there is no scheme defined for retrieval of service applications node address (IP address, Host name or URI etc.) based on IMSI as an identifier. The same can be applied to IMEI-International Mobile Equipment Identifier, which is used extensively as an identifier for mobile equipment to provide authentication/security services for the mobile subscribers. 

The translation of these identifiers or so called Global Title  (term used for identifiers in SS7 environment) to an IP address can be performed deploying an infrastructure based on ENUM/DNS servers or some other means. However, for ENUM/DNS to be used for mapping each identifier to IP address, we need to define a unique domain for each numbering plan (e.g. e164.arpa, e212.arpa and e214.arpa, IMEI.arpa, Point Code.arpa etc). Apart from creating new domains by the IANA, there is tremendous work that needs to be done to come up with procedures to administer these numbers. Not to mention the large memory requirement to accommodate the entire range of identifiers at each operator's domain to map the correct IP address to these numbers corresponding to the service application node(s).

A DNS server can be populated with IMSIs if an operator wishes to use IMSI and wants to establish his own private nation-wide data network. However, even though this document does not preclude the use of IMSI/DNS, the problem still remains of managing two different DNS domains and not to mention other domains that might need to be added depending on the services associated with other global titles and subscriber Ids.

3.1 Key requirements/assumptions of the mobility services using ENUM
IMSI (E.212) is used as the subscriber ID for roaming and registration services in mobile environment. The following are the key requirements to be supported by the ENUM based DNS infrastructure:

· Using IMSI received from a subscriber, identify a physical or a virtual node providing a specific mobility related service such as: MAP-HLR etc. within a PLMN. 

· These service applications nodes and their IP addresses need to be under the control of the local domains. These should be defined by the service provider based on service providing capability, that is: a service application node’s IP address can be provided in the local DB/ENUM depending on the type of services it is handling or the GT types/protocols it is capable of handling. This is further illustrated in later sections of this document. 

· Using a common standards based infrastructure such as ENUM, identify the IP address of a specific service application node to be used for sending the subsequent MAP applications messages and to negotiate the GT data type to be used within the messages.

· To identify/discover the service handling capability of a PLMN. This can be further utilized for Service discovery prior to sending query associated with a specific service.

· A common solution based on ENUM, using both IMSI, E.164 and other global titles based numbering schemes to provide service/protocol discovery and service node identification (retrieval of the destination IP address) will simplify network management for the operators. The same common infrastructure for address resolution should be applied all SS7/IP user adaptation protocols. Derived requirements associated with this are:

· Provide service discovery and identification of the appropriate service applications node for other services not associated with IMSI or E.164 numbers.

· To provide ability of sharing a service application node across geographically dispersed PLMNs (centralized service concept). 

· Provide an inter-working between the various SS7/IP adaptation protocols.   
3.2 Some definitions

Here, two new concepts are introduced: First: Service Application PLMN Code (SAPC) and, second: Addition of new services in ENUM under the control of the operators who have reached a roaming agreement for a set of subscribers.

Service Application PLMN Code (SAPC): Service Application PLMN Code (SAPC) is a unique E.164 number assigned to a PLMN providing a set of services. Table 1 gives examples of SAPC codes for different PLMNs. It should be noted that the use of wild card to denote an exchange code would work equally well and is covered by the SAPC concept introduced in this draft paper. However, the wild card use in DNS can cause unpredictable results. It is also recommended that it should not be used in DNS/ENUM. SAPC code assignment will undoubtedly work to associate a set of services uniquely with a PLMN. 

SAPC concept applies to other services as well as potential future services such as Instant Messaging, Dispatch etc. which may not be based on or associated with E.164 numbering scheme. Refer to table 1 for SAPC codes and the associated services provided by a PLMN. Services can be associated with a number of different subscriber ID scheme, such as: E.164 (CAP, MAP, SIP), E.212 (MAP), E.XXX (Dispatch/group calls), Point Codes (SS7 support service) etc.
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Services/Service application node: Services could be based on and associated with any numbering scheme. Services could be in support of Voice Dispatch, Instant Messaging etc, and can be based on any identifier (E.212, E.214, E.164, IMEI, point code as node address etc.) using any protocol type. An example of a service can be support of the SS7 message routing functionality to legacy networks. Additionally, service can be associated with a particular protocol such as SUA @ IP add/host name, M3UA @ IP add/host name, XUA @ IP add/host name etc. 

Discovery/Retrieval of IP address for a service application node can be based on any service URI specified in ENUM. New services can be standardized and introduced via ENUM in conformance with governing regulations.

SCCP User Adaptation protocol (SUA): SUA stands for SCCP User Adaptation protocol. SUA messages contain the global titles within the message body as part of the called party address field. 

Here the use SUA is synonymous with XUA (any SS7/IP adaptation protocol such as SUA, M3UA, M2UA, M2PA, IUA etc.) to explain the reference architecture and operation for mobility services. SUA is used from here on as an example only. 
3.3 System solution based on ENUM

This document focuses on a solution that will work with just one domain (e164.arpa) in ENUM for all the numberings schemes which includes, E.164, E.212, E.214 etc., thereby reducing the memory requirements, administrative overhead, operational and management costs etc. This document describes an architecture illustrating how SUA can deliver SCCP-User messages to the destination node using the Global Title Information that are based on IMSI as well as E.164 numbers. The architecture makes use of the RFC 2916 (ENUM/DNS) to achieve this by using the concept of Service Applications Code (SAPC) and the inclusion of mobility services URI (MAP URI etc.) in ENUM. 

It is expectedI It is expected that operators populate the ENUM with MAP URI associated with mobility services such as MSC/HLR/VLR etc. End point service node IP addresses, associated with a set of services, need to be stored in ENUM corresponding to the SAPC belonging to the local operator for a given PLMN. These end node IP addresses are sent as part of the ENUM/DNS response to the query based on this PLMN SAPC (E.164 number format). 

Received URI/IP address from the ENUM is based on the standard query information based on the preference and order. Therefore, either the URI/IP address of the service node providing the mobility services can be retrieved uniquely or all the services populated (provided by the service provider) can be known by using the ENUM query based on PLMN ‘s E.164 number (SAPC). 

3.4 Service discovery/IP address retrieval of end service nodes
As stated earlier, service applications nodes can be defined by the service provider in ENUM, that is: a service application node’s IP address can be provided in the local DB/ENUM depending on the type of services it is handling or a specific protocol based services that it is capable of providing. 

Operational scenarios:

Two scenarios are described.

· First scenario (Figure 1) illustrates the service discovery with point code as the global title. An example of such a service is ‘SS7 support service’ to provide inter-working function for the legacy SS7 networks using point codes based addressing scheme and SG as the service application node. To further illustrate this, a small satellite PLMN not capable of providing legacy SS7 network support via SG could utilize this service via its main PLMN 1 supporting such a service. Therefore, using the SAPC concept in ENUM domain, a satellite PLMN could identify the IP address of a specific service application node to be used for sending the subsequent SS7 applications messages to the legacy SS7 network via the main PLMN.
· Second scenario (Figure 2) illustrates the discovery of a virtual IP address of a proxy node for load balancing in a distributed architecture using SS7/IP user Adaptation Proxy function (SAP) concept. Signalling Gateway (SG) is shown as two separate functions: SIF and SUA for clarity and to utilize the load sharing function of the SAP for the legacy SS7 network messages.
Notes/assumptions: 

· Service Applications Node (example- SUA) can be based on any SS7/IP adaptation layer protocol.

· Local ENUM can contain a virtual IP address or an IP address of a physical service application node providing mobility services (HLR in this case) 

· Discovery/Retrieval of IP address for a service application node can be based on any service URI specified in ENUM.

· Service discovery can be based on standard DNS/ENUM query with order and preference.

· PLMN 1 and PLMN N have roaming agreement and are aware of the SAPC codes for each other’s PLMN.
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Operational steps:
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Figure 1: SS7 support services example (Point Code)
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Operational steps

u

SUA proxy (SAP) node in PLMN N receives IMSI (registration reque

st) from MS

u

SAP node looks

-

up corresponding SAPC(E.164 number = 1

-

817

-

822

-

1999) in local DB/ENUM

u

SAP node uses this as the unique E.164 (ISDN) number for the PLM

N 1 in ENUM query 

message.

u

SAP node sends an ENUM query message (1). This is routed over ot

her

ENUMs

to the local 

ENUM of PLMN 1

u

Local ENUM/DB in PLMN 1 receives the message (1) and looks up th

e services/protocols 

(including SAP node’s virtual IP address) corresponding to SAPC 

received in the ENUM query.

u

Local ENUM responds with message (2) with all services/protocols

associated with SAPC of 

PLMN1. Message (2) is routed over the IP network to PLMN N.

u

PLMN N sends the SUA message (3) to PLMN 1 using the retrieved I

P address of the SAP node.

u

SUA Message (3) is routed over the IP network and received and t

erminated on SAP in PLMN 1.

u

SAP examines the SUA message (3) content and discovers the routi

ng criterion (SSN, GT data 

type, data translation type etc.)  and finds the service applica

tions (SUA) node based on  type of 

GT data (E.212, E.214, E.164, PC, IP address or a host name), se

rvice type and range by 

performing the query to the local DB (AMF function).

u

SAP in PLMN 1 performs load balancing for the incoming SUA messa

ges between multiple SUA 

nodes based on pre

-

defined criterion (e.g. based on registered 

ASPs

serving  m nodes) and sends  

the SUA message (4) to the appropriate service applications node

(SUA node). All subsequent 

SUA messages and responses are directly sent to the same SUA nod

e (AS

-

SUA) using the 

received IP address in the CLDT

-

SUA response message and the SCTP association.

u

Incoming messages from the SS7 network are treated in the simila

r manner by SAP. See 

messages (5), (6) and (7).
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Figure 2: Distributed SUA architecture with load balancing
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4 Proposals

1. Add section 3 of the contribtuion to a new section 6.7.7 ·Reference Architecture for ENUM Based Services.
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