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Introduction:

For WG3#23, Nokia was tasked to initiate according to the discussions during the RAN3#22 closing plenary on the document Tdoc R3-012086 RANAP CR302 revision 4 on Release 4 additions in Iu to support new positioning methods. Indeed there were too many issues still open or raised during the meeting that we could not go ahead with an approval of the CR.
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The email discussion was kicked off with a revised CR 
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and a list of issues according to the meeting discussion. I will summarise the email discussion based on that list.

Issue 1:

Initial issue raised by Qualcomm: UE needs the deciphering key in order to use the BC data. UE needs to request the deciphering key from the CN regardless of the case (UE based or something else). In section 8.x Assistance Data Transfer in the general section Ie-Hong (Qualcomm) doesn't agreed with the paragraph. Yann (Nortel) stated that RAN WG3 had a long discussion and this was the result. Martin (Ericsson) agreed with Yann. Ie-Hong thinks the first sentence is misleading.

E-Mail Discussion Comments: Yann proposed to replace the following wording in section 8.x:

"The purpose of the Assistance Data Transfer procedure is to provide means for communicating additional information related to UE initiated Positioning methods over the Iu interface. This procedure allows the CN either to retrieve deciphering keys for the broadcast assistance data from the RNC (to be forwarded to the UE), or to request the RNC to deliver dedicated assistance data to the UE."

with:

"The purpose of the Assistance Data Transfer procedure is to provide the means to handle additional LCS-related requests over the Iu interface: it allows the CN to either retrieve from the RNC deciphering keys (to be forwarded to the UE) for the broadcasted assistance data, or request the RNC to deliver dedicated assistance data to the UE."

I aligned the section 7 accordingly.

In order to not use LCS (LoCation Service) due to several reasons explained by Chenghock (NEC) (the RNC does not know the "service" at all. LCS has a wide meaning of overall "location service", and the LCS includes so many functionalies. Therefore not a good idea to use the term "LCS" in the access network such as UTRAN since the UTRAN only provides a mean to transfer or calculate LCS related data), I changed "LCS-related" to "Location related" in Yann's proposal.

ISSUE CLOSED

Issue 2:

Initial issue: the cause value 'broadcast assistance not available' was renamed to 'deciphering Keys not available' but what about the case when Deciphering Keys are available but it's not possible to broadcast them ?

E-Mail Discussion Comments from Ie-Hong: "the Assistance Data Transfer unsuccessful procedure takes care of the following two cases: when the RNC cannot deliver the requested dedicated assistance data to the UE, or when the RNC cannot provide the requested deciphering keys back to CN.

Whether RNC can then broadcast the assistance data to the UEs should not be part of the unsuccessful procedure".

ISSUE CLOSED

Issue 3:

Initial issue: the presence for the Positioning Priority IE and the Client type IE within the Request Type IE used to be set to condition 'ifDirect' which means that we only have those IEs for Direct Report and not Change of Service Area although they may be also applicable if the Event IE set to 'Change of service area'.

E-Mail Discussion Comments from Martin (Ericsson): "I have not seen any reasons for why the Positioning Priority IE and the Client type IE should be applicable also for Change of Service Area reporting. If we can't find any requirements or a good motivation for this proposed change of the R99 functionality then we should not include it in the CR. My preference would be to stick to the initially proposed condition ('ifDirect')".

E-Mail Discussion Comments from Yann: "To my knowledge, the LCS Client Type may induce in some countries some restrictions in the Geographical Shapes you're allowed to use to report the Position Estimate. So, it would be necessary to have this information for the Change of Service Area case also.

Furthermore, Priority (as I understand it)indicates the relative importance of Position Estimate computations compared to each other (used for determining in which order computations should be done,...). In the case of a "Direct" event, the Response Time can also be used to determine this order. So this Priority is even more needed for the Change of Service Area case than for the Direct case: if it's not present there is absolutely no information allowing to order the Position Estimate Computations (especially when estimates must be computed for Direct and Change of Service Area events by the same entity: we have to have a way of comparing both)".

E-Mail Discussion Comments from Martin: "Reporting on change of Service Area is not an LCS function, and to my understanding the restrictions on shapes in some countries are only applicable for LCS. Reporting on change of SA does not involve any Position Estimate computations, the RNC knows the mapping between cells and SA's and when the UE moves to a cell of an other SA then this is reported. LCS Client Type and Priority are LCS related IEs, and since reporting on change of SA is not an LCS function I still claim that the condition should be changed back to 'ifDirect'". 

THIS STILL NEEDS TO BE APPROVED by the group

Issue 4:

Initial issue from Nortel: With Ericsson, according to how it described in RRC Rel4 section 10.3.7.88a (UE positioning GPS Additional Assistance Data Request) and corresponding ASN.1 syntax, we aligned RANAP tabular format and ASN1 coding for "Requested GPS Assistance Data" based on that RRC Rel4 sections.

Nortel asked regarding the fact that we have now all the IEs included in "Requested GPS Assistance Data" and considering the fact that the NAS message sent from MS to CN (24.080) where this IE is only an OCTET STRING (size 1..38), does it mean that the CN has the capability to translate this OCTET STRING?

E-Mail Discussion Comments: Yann (Nortel) clarified their point,

"Requested GPS Assistance Data":

GPSAssistanceData::= OCTET STRING (SIZE (1..38)) 
-- Octets 1 to 38 are coded in the same way as the octets 3 to 7+2n of Requested GPS Data IE 
-- in GSM 09.31. 
this seems to me to be a transparent container for GSM 09.31 (which is fortunately encoded as in 25.331). That's why I proposed to have an RRC transparent container sent over the Iu.

According to latest Olivier Dubuisson's and Yann's conclusions, I deduced that we could:

- remove and then DO NOT specify what is CONTAINED in tabular format for the "Requested GPS Assistance Data" IE (remove the whole table).

- put instead some text and reference like this:

This information element is used for indicating the requested GPS assistance data. 

This IE is transparent to CN.

For the corresponding Information Element Definition see "UE positioning GPS Additional Assistance Data Request" [10].

- accordingly put the corresponding ASN.1 syntax:

Requested-GPS-Assistance-Data ::= OCTET STRING (CONTAINING UE-Positioning-GPS-AdditionalAssistanceDataRequest ENCODED BY {joint-iso-itu-t asn1 packed-encoding(3) basic(0) unaligned(1)}) -- UE-Positioning-GPS-AdditionalAssistanceDataRequest as defined in RRC --

- import in RANAP ASN.1 syntax, the "UE positioning GPS Additional Assistance Data Request" IE type

E-Mail Discussion Comments from Martin and Yann: 

According to them, there are 2 ways of solving this issue:

· One option would be to simplify the handling in the CN by defining an OCTET STRING also in RANAP and refer to GSM 09.31 for the contents. By doing this the CN would just have to decode the OCTET STRING and then encode it again (no mapping, the IE would be transparent to the CN). The mapping between the GSM 09.31 format and RRC format would then have to be done in the RNC. The drawback would be that it will require external references and then make RANAP dependant on other specifications.

· On the other hand, we could also propose an update to 24.080 (the NAS octet string is filled with RRC encoding). As a matter of fact the content in terms of IEs is the same as in the RRC Information Element. This would simplify the handling both in the CN and RNC, maybe this would be the optimum solution. However, Yann fears this would be a backward incompatible change as, according to Olivier (Dubuisson)'s comments, 24.080 uses BER and RRC uses unaligned PER, so bits sent over the air would not be the same. The translation will have to be done somewhere if this modification is not accepted by CN4. But if we are referring to the CONTAINING/ENCODED BY constraint applied to the OCTET STRING type, then Olivier Dubuisson do not see where there could be a problem if the container is encoded with, say, BER while the content is encoded with PER.

Yann suggests that RAN3 delegates contact their respective CN4 delegates to get their "feeling" on such a correction. In the meantime, the transparent container seems to be the better option as we cannot decide with which protocol (encoding rules?) this IE will be encoded.

THIS STILL NEEDS TO BE WORKING OUT

Issue 5:

Ie-Hong (Qualcomm) stated that the value of IODE should be {0...255}. The rapporteur stated that the values {0...239} are in RRC. In fact the value has been updated between V 4.0.0 and V4.1.0 (2001-06) of 3GPP TS 25.331 RRC, and the correct value now is {0...255}.

ISSUE CLOSED

Issue 6:

Initial issue from Alcatel on the accuracy of the naming of the procedure: the term "Transfer" seems to imply that this procedure would enable a transfer from the CN to the RNC or the other way around. 

Many attempts were made for a better name:

"Assistance Data Delivery", "LCS Data Delivery", "Location Related Data Transfer".

The latest proposal from Yann was "Location Related Data"

But this issue had initiated some other issues listed below.

Issue 6.1

Actually the "Location related data procedure" contains two very different services:

- the CN requests the RNC to deliver Assistance Data (Dedicated Assistance Data Delivery Initiation).

- the CN requests the Deciphering Keys from the RNC (Deciphering Keys Data Transfer). 

Some opinions have been expressed on the fact that there is no need for a Response message for the first service. 

E-Mail Discussion Comments: Yann thinks that there is a need for a Failure message and the response message can only be used to indicate that the RRC ASSISTANCE DATA DELIVERY message has been sent.

E-Mail Discussion Comments: Tim (Vodafone) shares these two points that a failure/response message is beneficial in Iu-pc case especially.

E-Mail Discussion Comments: Chenghock(NEC) questions still need to be clarified:

If there is a Failure/Response message for the Assistance Data Delivery Initiation service, what should the CN do if the failure is received? have another try? or inform the UE that the delivery was failed? or just a

recording for OAM purpose inside the CN?

Even if the response message is received, it is not really saying the delivery to the UE has been successful but it is just saying the process in the UTRAN(not including UE) has been successful, so, is this information

useful for the CN?

If there is a response message between CN and UE, can CN response to the UE to say that the delivery has been successful?

E-Mail Discussion Comments: Yann's attempt to close this issue.

The Assistance Data Delivery RRC message is sent in RLC Acknowledge Mode. It means that the RLC layer is able to indicate whether this message has been successfully received by the UE or not. So, the response message is NOT a "dummy" response, but a confirmation that the message has been successfully delivered! In the other case, the failure message will be used. To conclude, this information IS useful to the CN especially for billing purpose as we are sure that the requested service has been provided (answer for Chenghock's second question). 

According to this, the answer to Chenghock's 3rd question is that, in this case, there is no need for a response message from the CN to the MS.

Regarding the first question asked by Chenghock, Yann think that this is an implementation-specific issue and that, anyway, RAN3 is not supposed to specify the CN behaviour in 25.413 if I remember well.

ISSUE CLOSED

Issue 6.2

E-Mail Discussion Comments: Tim highlighted the fact that maybe we should have specified two procedures instead of one.

1) To enable the CN to request deciphering keys from the RNC.

2) To enable the CN to request the RNC to deliver dedicated Assistance Data to the UE.

E-Mail Discussion Comments: Yann think that it would be better not to further split these already almost-empty messages, considering development effort.

But what about much more clear specifications and simple testing of two different functionalities with two different procedures ?

Now that the need for the Response (and a Failure) message in the case of the Assistance Data Delivery service is well-established, Yann, Martin and I would tend to agree that we should have only one Class 1 procedure.

THIS STILL NEEDS TO BE APPROVED by the group

Issue 6.3

The issue 6.3 was in fact the issue about the naming of the procedure (if there is only one).

The latest proposal from Yann was "Location Related Data"

THIS STILL NEEDS TO BE APPROVED by the group

Issue 6.4

If we change the name of the procedure (issue 6.3 above), we should also change the name of the IE Assistance Data.

E-Mail Discussion Comments: Yann has another proposition for the encoding of the Request message removing the need for the Condition (checked at ASN.1 level) as well as the definition of a specific IE. They have done the same thing in PCAP (see his file attached).
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E-Mail Discussion Comments from Olivier Guyot: "However in order to respect the RANAP way of writing tabular format and ASN.1 syntax (keep it homogeneous), I proposed only to change the name of "Assistance Data" and "Assistance Data Request" IEs to "Location Related Data Request Type" and "Requested Location Related Data Type" respectively.

It sounds a bit strange or weak, but I turned around all the ways to either include Yann's proposal or align only the naming and that was the best solution I have found".
E-Mail Discussion Comments from Yann: "The reason why I made this proposition is that, as I understand it, the checking of a Conditional presence has to be performed using some additional C code as it is not done by the ASN.1 Syntax Checker. This implies more development than if the message does not have to undergo some more verification after having been syntax checked. This seems to me a cleaner way of encoding things using all the properties of the ASN.1. Although consistency is a good thing, I think it's better to change our way of doing things if we find a better way of doing them".

E-Mail Discussion Comments from Olivier Dubuisson: "I'm not sure you and me have the same definition for "ASN.1 syntax checker"! I guess you mean semantics checker (or front-end of a compiler). It also seems to me that you want to checking to be done at runtime (by encoders and/or decoders) which has nothing to do with the front-end".

THIS STILL NEEDS TO BE DISCUSSED by the group

Issue 7:

Initial proposal from Yann: "I would like to propose a slight rewording of the sentence in § 7: "it allows the CN to either retrieve from the RNC deciphering keys for the broadcasted assistance data, or request the RNC to deliver dedicated assistance data to the UE." This seems more clear to me put that way (pretty subjective statement). It is also in line with my proposition in point 1 for § 8.x.1. The statement between parenthesis was removed because we shouldn't specify what the CN will do with the deciphering keys (although what should be done is obvious)".

Move to issue 1, and then ISSUE CLOSED

Issue 8:

Initial questions about the Positioning Priority IE in the Request Type IE:

What is this IE used for ?

Where do this IE and its particular values come from ?

Is it aligned with stage2 specifications ?

E-Mail Discussion Comments from Yann: Priority indicates the relative importance of Position Estimate computations compared to each other (used for determining in which order computations should be done,...). If it's not present there is absolutely no information allowing to order the Position Estimate Computations (especially when estimates must be computed for Direct and Change of Service Area events by the same entity: we have to have a way of comparing both).

I guess this information can then be used to schedule several simultaneous location requests. Core network (MSC, SGSN) receives this information from GMLC, which has either set it by itself or negotiated with LCS client (see chapter 10.3 in stage 2).

E-Mail Discussion Comments from Ie-Hong: the Priority helps RNC prioritize UE positioning request. This IE came from MAP 29.002 where Lg interface is defined between GMLC and CN. It seems that there are discrepancy on the value: only Highest and Normal Priority  are defined in MAP 29.002. It will be a good idea to align them.

ISSUE CLOSED except the possible alignment with 29.002.
Conclusions:

I provided on the reflector one CR (Tdoc R3-012322) almost at the end of those discussions.

This CR is aligned with all the conclusions and changes implied by the closed issues.

Furthermore according to issues 3, 6.2, 6.3 and 6.4, I have made different proposals in that CR that still need to be approved by the group:

· presence of the Positioning Priority IE and the Client type IE if the Event IE set to 'Change of service area', that is to say the condition is changed to 'IfDirect&ChangeArea' (issue 3).

Opposite proposal: the condition should still be kept to 'ifDirect'.

· only one new class 1 elementary procedure named "Location Related Data" (issue 6.2 and 6.3).

Opposite proposal: two new class 1 EPs or one class 1 and the other class 2.

· no change in the encoding of the Location Related Data Request message but new aligned names for old "Assistance Data" and "Assistance Data Request" IEs => "Location Related Data Request Type" and "Requested Location Related Data Type" respectively.

Opposite proposal: Yann's proposal to change tabular format and ASN.1 in order to avoid the need of a condition.

Finally the issue 4 about the ASN.1 syntax for the Requested GPS Assistance Data IE is still opened and the CR does not contain a clear proposal.

There was also some late comment about the CR: 

· In the ASN.1 definition of the "LocationRelatedDataRequestType", change "RequestedGPSAssistanceData" to "Requested-GPS-Assistance-Data" to be in line with the definition of the imported type from RRC. 

· the Positioning Priority IE in the Request Type IE should only have two values (Highest and Normal Priority) according to MAP 29.002.

I propose to discuss and review that CR regarding to the conclusion of that Email discussion.
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7
Functions of RANAP



RANAP protocol has the following functions:



-
Relocating serving RNC. This function enables to change the serving RNC functionality as well as the related Iu resources (RAB(s) and Signalling connection) from one RNC to another.



-
Overall RAB management. This function is responsible for setting up, modifying and releasing RABs.



-
Queuing the setup of RAB. The purpose of this function is to allow placing some requested RABs into a queue, and indicate the peer entity about the queuing.



-
Requesting RAB release. While the overall RAB management is a function of the CN, the RNC has the capability to request the release of RAB.



-
Release of all Iu connection resources. This function is used to explicitly release all resources related to one Iu connection.



-
Requesting the release of all Iu connection resources. While the Iu release is managed from the CN, the RNC has the capability to request the release of all Iu connection resources from the corresponding Iu connection.



-
SRNS context forwarding function. This function is responsible for transferring SRNS context from the RNC to the CN for intersystem forward handover in case of packet forwarding.



-
Controlling overload in the Iu interface. This function allows adjusting the load in the Iu interface.



-
Resetting the Iu. This function is used for resetting an Iu interface.



-
Sending the UE Common ID (permanent NAS UE identity) to the RNC. This function makes the RNC aware of the UE's Common ID.



-
Paging the user. This function provides the CN for capability to page the UE.



-
Controlling the tracing of the UE activity. This function allows setting the trace mode for a given UE. This function also allows the deactivation of a previously established trace.



-
Transport of NAS information between UE and CN (ref. [8]). This function has two sub-classes:



1.
Transport of the initial NAS signalling message from the UE to CN. This function transfers transparently the NAS information. As a consequence also the Iu signalling connection is set up.



2.
Transport of NAS signalling messages between UE and CN, This function transfers transparently the NAS signalling messages on the existing Iu signalling connection. It also includes a specific service to handle signalling messages differently.



-
Controlling the security mode in the UTRAN. This function is used to send the security keys (ciphering and integrity protection) to the UTRAN, and setting the operation mode for security functions.



-
Controlling location reporting. This function allows the CN to operate the mode in which the UTRAN reports the location of the UE.



-
Location reporting. This function is used for transferring the actual location information from RNC to the CN.



-
Data volume reporting function. This function is responsible for reporting unsuccessfully transmitted DL data volume over UTRAN for specific RABs.



-
Reporting general error situations. This function allows reporting of general error situations, for which function specific error messages have not been defined.


-
Assistance data transfer. This function allows the CN either to retrieve deciphering keys for the broadcast assistance data from the RNC (to be forwarded to the UE), or to request the RNC to deliver dedicated assistance data to the UE.


These functions are implemented by one or several RANAP elementary procedures described in the following clause.


8
RANAP Procedures



8.1
Elementary Procedures



In the following tables, all EPs are divided into Class 1, Class 2 and Class 3 EPs (see subclause 3.1 for explanation of the different classes):



Table 1: Class 1



Elementary Procedure


Initiating Message


Successful Outcome


Unsuccessful Outcome











Response message


Response message





Iu Release


IU RELEASE COMMAND


IU RELEASE COMPLETE








Relocation Preparation


RELOCATION REQUIRED


RELOCATION COMMAND


RELOCATION PREPARATION FAILURE





Relocation Resource Allocation


RELOCATION REQUEST


RELOCATION REQUEST ACKNOWLEDGE


RELOCATION FAILURE





Relocation Cancel


RELOCATION CANCEL


RELOCATION CANCEL ACKNOWLEDGE








SRNS Context Transfer


SRNS CONTEXT REQUEST


SRNS CONTEXT RESPONSE








Security Mode Control


SECURITY MODE COMMAND


SECURITY MODE COMPLETE


SECURITY MODE REJECT





Data Volume Report


DATA VOLUME REPORT REQUEST


DATA VOLUME REPORT








Reset


RESET


RESET ACKNOWLEDGE








Reset Resource


RESET RESOURCE


RESET RESOURCE ACKNOWLEDGE








Assistance Data Transfer


ASSISTANCE DATA TRANSFER REQUEST


ASSISTANCE DATA TRANSFER RESPONSE


ASSISTANCE DATA TRANSFER FAILURE





8.19
Location Reporting Control



8.19.1
General



The purpose of the Location Reporting Control procedure is to allow the CN to request information on the location of a given UE. The procedure uses connection oriented signalling.



8.19.2
Successful Operation
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Figure 1: Location Reporting Control procedure. Successful operation.



The CN shall initiate the procedure by generating a LOCATION REPORTING CONTROL message.


The Request Type IE shall indicate to the serving RNC whether:



-
to report directly;



-
to report upon change of Service area, or



-
to stop reporting. 



If reporting upon change of Service Area is requested, the Serving RNC shall report whenever the UE moves between Service Areas. For this procedure, only Service Areas that are defined for the PS and CS domains shall be considered.



The Request Type IE shall also indicate what type of location information the serving RNC shall report. The location information is either of the following types:



-
Service Area Identifier, or



-
Geographical coordinates, with or without requested accuracy, response time, priority and the client type.



A request for a direct report can be done in parallel with having an active request to report upon change of Service Area for the same UE. The request to report upon change of Service Area shall not be affected by this.


Interaction with Relocation:



The order to perform location reporting at change of Service Area is lost in UTRAN at successful Relocation of SRNS. If the location reporting at change of Service Area shall continue also after the relocation has been performed, the Location Reporting Control procedure shall thus be re-initiated from the CN towards the future SRNC after the Relocation Resource Allocation procedure has been executed successfully.


8.19.3
Abnormal Conditions 



Not applicable.



8.30
RAB Modification Request



8.30.1
General



The purpose of the RAB Modification procedure is to allow RNC to initiate renegotiation of RABs for a given UE after RAB establishment. The procedure uses connection oriented signalling. 



8.30.2
Successful Operation
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Figure 2: RAB Modification procedure.



The RNC shall initiate the procedure by generating a RAB MODIFY REQUEST message towards the CN. Under the RABs To Be Modified IE of the RAB MODIFY REQUEST message, the RAB ID IE shall identify the RABs for which modifications are requested, and the corresponding Requested RAB Parameter Values IE shall list those RAB parameters the RNC would like modified and the associated new RAB parameter values it is requesting. For any given RAB, RNC shall be able to propose modifications to any negotiable RAB parameters.



Upon reception of the RAB MODIFY REQUEST message, it is up to the CN to decide how to react to the request. 



8.30.3
Abnormal Conditions



Not applicable.



8.x
Assistance Data Transfer



8.x.1
General



The purpose of the Assistance Data Transfer procedure is to provide means for communicating additional information related to UE initiated
 Positioning methods over the Iu interface. This procedure allows the CN either to retrieve deciphering keys for the broadcast assistance data from the RNC (to be forwarded to the UE), or to request the RNC to deliver dedicated assistance data to the UE.



8.x.2
Successful Operation
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Figure X: Assistance Data Transfer procedure. Successful operation.



The CN initiates the procedure by generating an ASSISTANCE DATA TRANSFER REQUEST message to the RNC.



Upon the reception of the ASSISTANCE DATA TRANSFER REQUEST message, the RNC shall initiate requested function as indicated in the Assistance Data IE.


The Assistance Data IE shall indicate to the RNC whether:



-
to start dedicated assistance data delivery to the UE, or



-
to send deciphering keys for broadcast assistance data to the CN.



If the ASSISTANCE DATA TRANSFER REQUEST message included a request for dedicated assistance data delivery to the UE, and if the dedicated assistance data was successfully delivered to the UE, the RNC shall respond to CN with ASSISTANCE DATA TRANSFER RESPONSE message containing no data.


If the ASSISTANCE DATA TRANSFER REQUEST message included a request for broadcast assistance data deciphering keys, the RNC shall respond to CN with ASSISTANCE DATA TRANSFER RESPONSE message containing the Broadcast Assistance Data Deciphering Keys IE.


8.x.3
Unsuccessful Operation
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Figure X: Assistance Data Transfer procedure. Unsuccessful operation.



If the RNC was not able to deliver
 the requested dedicated assistance data to the UE, or if the RNC is not able to provide the requested deciphering keys, the RNC shall send ASSISTANCE DATA TRANSFER FAILURE message including Cause IE to the CN. The Cause IE shall indicate the appropriate cause value to CN, e.g. "Dedicated Assistance data Not Available" or "Deciphering Keys Not Available".



8.x.4
Abnormal Conditions 



Not applicable.



9.1.46 
RAB MODIFY REQUEST



This message is sent by the RNC to the CN to request modification of one or more RABs for the same UE.



Direction: RNC ( CN.



Signalling bearer mode: Connection oriented.



IE/Group Name


Presence


Range


IE type and reference


Semantics description


Criticality


Assigned Criticality





Message Type


M





9.2.1.1





YES


Ignore





RABs To Be Modified


M


1 to <maxnoofRABs>








EACH


Ignore





>RAB ID


M





9.2.1.2


Uniquely identifies the RAB for a specific CN domain, for a particular UE.


-
































> Requested RAB Parameter Values


M





9.2.1.45


Includes RAB parameters for which different values than what was originally negotiated are being requested.


-








Range bound


Explanation





maxnoofRABs


Maximum no. of RABs for one UE. Value is 256.





9.1.x1 
ASSISTANCE DATA TRANSFER REQUEST



This message is sent by the CN either to initiate delivery of dedicated assistance data from the RNC to the UE, or to retrieve deciphering keys for broadcast assistance data to the CN.


Direction: CN ( RNC.



Signalling bearer mode: Connection oriented.



IE/Group Name


Presence


Range


IE type and reference


Semantics description


Criticality


Assigned Criticality





Message Type


M





9.2.1.1





YES


reject





Assistance Data


M





9.2.3.x1





YES


reject





9.1.x2
ASSISTANCE DATA TRANSFER RESPONSE



This message is sent by the RNC to report the successful response of the ASSISTANCE DATA TRANSFER REQUEST message.



Direction: RNC ( CN.



Signalling bearer mode: Connection oriented.



IE/Group Name


Presence


Range


IE type and reference


Semantics description


Criticality


Assigned Criticality





Message Type


M





9.2.1.1





YES


reject





Broadcast Assistance Data Deciphering Keys 


O





9.2.3.x2





YES


ignore





9.1.x3

ASSISTANCE DATA TRANSFER FAILURE



This message is sent by the RNC to report the unsuccessful response of the ASSISTANCE DATA TRANSFER REQUEST message.



Direction: RNC ( CN.



Signalling bearer mode: Connection oriented.



IE/Group Name


Presence


Range


IE type and reference


Semantics description


Criticality


Assigned Criticality





Message Type


M





9.2.1.1





YES


reject





Cause


M





9.2.1.4





YES


ignore





9.2
Information Element Definitions



9.2.0
General



Section 9.2 presents the RANAP IE definitions in tabular format. The corresponding ASN.1 definition is presented in section 9.3. In case there is contradiction between the tabular format in section 9.2 and the ASN.1 definition, the ASN.1 shall take precedence, except for the definition of conditions for the presence of conditional elements, where the tabular format shall take precedence.



9.2.1
Radio Network Layer Related IEs



9.2.1.1
Message Type



Message Type IE uniquely identifies the message being sent. It is mandatory for all messages.



IE/Group Name


Presence


Range


IE type and reference


Semantics description





Message Type











Assumed max no of messages is 256.





>Procedure Code


M





ENUMERATED (RAB Assignment, 



RAB Release Request, 



Iu Release Request, 



Iu Release, 



Relocation Preparation, 



Relocation Resource Allocation, 



Relocation Detect, 



Relocation Complete



Relocation Cancel, 



SRNS Context Transfer, 



SRNS Data Forwarding Initiation, 



SRNS Context Forwarding from Source RNC to CN, 



SRNS Context Forwarding to Target RNC from CN, 



Paging, 



Common ID, 



CN Invoke Trace, Security Mode Control, 



Location Reporting Control



Location Report, 



Data Volume Report, 



Initial UE Message



Direct Transfer, 



Overload Control, 



Reset, 



Error Indication,



CN Deactivate Trace,



RANAP Relocation Information,



Reset Resource,



Reset Resource Acknowledge, 


…, 



Assistance Data Transfer)








>Type of Message


M





ENUMERATED (Initiating Message, Successful Outcome, Unsuccessful Outcome, Outcome)








9.2.1.4
Cause



The purpose of the Cause IE is to indicate the reason for a particular event for the RANAP protocol.



IE/Group Name


Presence


Range


IE type and reference


Semantics description





Choice Cause

















>Radio Network Layer Cause 








INTEGER
(RAB pre-empted(1),



Trelocoverall Expiry(2),



Trelocprep Expiry(3),



Treloccomplete Expiry(4), 


Tqueing Expiry(5),



 Relocation Triggered(6),



Unable to Establish During Relocation(8),



Unknown Target RNC(9),



Relocation Cancelled(10),



Successful Relocation(11),



Requested Ciphering and/or Integrity Protection Algorithms not Supported(12),



Change of Ciphering and/or Integrity Protection is not supported(13),



Failure in the Radio Interface Procedure(14),



Release due to UTRAN Generated Reason(15),



User Inactivity(16),



Time Critical Relocation(17),



Requested Traffic Class not Available(18), 



Invalid RAB Parameters Value(19),



Requested Maximum Bit Rate not Available(20),



Requested Maximum Bit Rate for DL not Available(33),



Requested Maximum Bit Rate for UL not Available(34),



Requested Guaranteed Bit Rate not Available(21),



Requested Guaranteed Bit Rate for DL not Available(35),



Requested Guaranteed Bit Rate for UL not Available(36),



Requested Transfer Delay not Achievable(22),



Invalid RAB Parameters Combination(23), 



Condition Violation for SDU Parameters(24), 



Condition Violation for Traffic Handling Priority(25), 



Condition Violation for Guaranteed Bit Rate(26), 



User Plane Versions not Supported(27), 



Iu UP Failure(28),



TRELOCalloc Expiry (7),



Relocation Failure in Target CN/RNC or Target System (29),


Invalid RAB ID(30),



No remaining RAB(31),



Interaction with other procedure(32),



Repeated Integrity Checking Failure(37),


Requested Report Type not supported(38),


Request superseded(39),


Release due to UE generated signalling connection release(40), 


Resource Optimisation Relocation(41),



Requested Information Not Available(42),



Relocation desirable for radio reasons (43),



Relocation not supported in Target RNC or Target system(44),



 Directed Retry (45),



Radio Connection With UE Lost(46)


…,



RNC unable to establish all RFCs  (47),


Deciphering Keys Not Available(48),


Dedicated Assistance data Not Available(49))


Value range is 1 – 64.





>Transport Layer Cause








INTEGER
(



Signalling Transport Resource Failure(65),


Iu Transport Connection Failed to Establish(66),



…)


Value range is 65 – 80.





>NAS Cause








INTEGER
(User Restriction Start Indication(81),



User Restriction End Indication(82),



Normal Release(83),



 …)


Value range is 81 – 96.





>Protocol Cause








INTEGER
(Transfer Syntax Error(97), 



Semantic Error (98),



Message not compatible with receiver state (99),



Abstract Syntax Error (Reject) (100),



Abstract Syntax Error (Ignore and Notify) (101),


Abstract Syntax Error (Falsely Constructed Message) (102),


…)


Value range is 97 – 112.





>Miscellaneous Cause








INTEGER
(O&M Intervention(113),



No Resource Available(114),



Unspecified Failure(115),



Network Optimisation(116), 



…)


Value range is 113 – 128.





>Non-standard Cause








INTEGER



(…)


Value range is 129 – 256.





The meaning of the different cause values is described in the following table. In general, "not supported" cause values indicate that the concerning capability is missing. On the other hand, "not available" cause values indicate that the concerning capability is present, but insufficient resources were available to perform the requested action.


Radio Network Layer cause


Meaning





Deciphering Keys Not Available


The action failed because RNC is not able to provide requested deciphering keys.





Change Of Ciphering And/Or Integrity Protection Is Not Supported


The UTRAN and/or the UE are/is unable to support the requested change of ciphering and/or integrity protection algorithms.





Condition Violation For Guaranteed Bit Rate


The action was not performed due to condition violation for guaranteed bit rate.





Condition Violation For SDU Parameters


The action was not performed due to condition violation for SDU parameters.





Condition Violation For Traffic Handling Priority


The action was not performed due to condition violation for traffic handling priority.





Dedicated Assistance data Not Available


The action failed because RNC is not able to deliver the requested dedicated assistance data to the UE.





Directed Retry


The reason for action is Directed Retry





Failure In The Radio Interface Procedure


Radio interface procedure has failed.





Interaction With Other Procedure


Relocation was cancelled due to interaction with other procedure.





Invalid RAB ID


The action failed because the RAB ID is unknown in the RNC.





Invalid RAB Parameters Combination


The action failed due to invalid RAB parameters combination.





Invalid RAB Parameters Value


The action failed due to invalid RAB parameters value.





Iu UP Failure


The action failed due to Iu UP failure.





No remaining RAB


The reason for the action is no remaining RAB.





RAB Pre-empted


The reason for the action is that RAB is pre-empted.





Radio Connection With UE Lost


The action is requested due to losing radio connection to the UE





Release Due To UE Generated Signalling Connection Release


Release requested due to UE generated signalling connection release.





Release Due To UTRAN Generated Reason


Release is initiated due to UTRAN generated reason.





Relocation Cancelled


The reason for the action is relocation cancellation.





Relocation Desirable for Radio Reasons


The reason for requesting relocation is radio related.





Relocation Failure In Target CN/RNC Or Target System


Relocation failed due to a failure in target CN/RNC or target system.





Relocation Not Supported In Target RNC Or Target System


Relocation failed because relocation was not supported in target RNC or target system.





Relocation Triggered


The action failed due to relocation.





Repeated Integrity Checking Failure


The action is requested due to repeated failure in integrity checking.





Request Superseded


The action failed because there was a second request on the same RAB.





Requested Ciphering And/Or Integrity Protection Algorithms Not Supported


The UTRAN or the UE is unable to support the requested ciphering and/or integrity protection algorithms.





Requested Guaranteed Bit Rate For DL Not Available


The action failed because requested guaranteed bit rate for DL is not available.





Requested Guaranteed Bit Rate For UL Not Available


The action failed because requested guaranteed bit rate for UL is not available.





Requested Guaranteed Bit Rate Not Available


The action failed because requested guaranteed bit rate is not available.





Requested Information Not Available


The action failed because requested information is not available.





Requested Maximum Bit Rate For DL Not Available


The action failed because requested maximum bit rate for DL is not available.





Requested Maximum Bit Rate For UL Not Available


The action failed because requested maximum bit rate for UL is not available.





Requested Maximum Bit Rate Not Available


The action failed because requested maximum bit rate is not available.





Requested Report Type Not Supported


The RNC is not supporting the requested location report type.





Requested Traffic Class Not Available


The action failed because requested traffic class is not available.





Requested Transfer Delay Not Achievable


The action failed because requested transfer delay is not achievable.





Resource Optimisation Relocation


The reason for requesting relocation is resource optimisation.





Successful Relocation


The reason for the action is completion of successful relocation.





Time Critical Relocation


Relocation is requested for time critical reason.





TQUEUING Expiry


The action failed due to expiry of the timer TQUEUING.





TRELOCalloc Expiry


Relocation Resource Allocation procedure failed due to expiry of the timer TRELOCalloc.





TRELOCcomplete Expiry


The reason for the action is expiry of timer TRELOCcomplete.





TRELOCoverall Expiry


The reason for the action is expiry of timer TRELOCoverall.





TRELOCprep Expiry


Relocation Preparation procedure is cancelled when timer TRELOCprep  expires.





Unable To Establish During Relocation


RAB failed to establish during relocation because it cannot be supported in the target RNC.





Unknown Target RNC


Relocation rejected because the target RNC is not known to the CN.





User Inactivity


The action is requested due to user inactivity.





User Plane Versions Not Supported


The action failed because requested user plane versions were not supported.





RNC unable to establish all RFCs


RNC couldn’t establish all RAB subflow combinations indicated within the RAB Parameters IE.





Transport Layer cause


Meaning





Iu Transport Connection Failed to Establish


The action failed because the Iu Transport Network Layer connection could not be established.





Signalling Transport Resource Failure


Signalling transport resources have failed (e.g. processor reset).





NAS cause


Meaning





Normal Release


The release is normal.





User Restriction Start Indication


A location report is generated due to entering a classified area set by O&M.





User Restriction End Indication


A location report is generated due to leaving a classified area set by O&M.





Protocol cause


Meaning





Abstract Syntax Error (Reject)


The received message included an abstract syntax error and the concerning criticality indicated "reject".





Abstract Syntax Error (Ignore And Notify)


The received message included an abstract syntax error and the concerning criticality indicated "ignore and notify".





Abstract Syntax Error (Falsely Constructed Message)


The received message contained IEs or IE groups in wrong order or with too many occurrences.





Message Not Compatible With Receiver State


The received message was not compatible with the receiver state.





Semantic Error


The received message included a semantic error.





Transfer Syntax Error


The received message included a transfer syntax error.





Miscellaneous cause


Meaning





Network Optimisation


The action is performed for network optimisation.





No Resource Available


No requested resource is available.





O&M Intervention


The action is due to O&M intervention.





Unspecified Failure


Sent when none of the specified cause values applies.





9.2.1.16
Request Type



This element indicates the type of UE location to be reported from RNC and it is either a Service Area or geographical co-ordinates.



IE/Group Name


Presence


Range


IE type and reference


Semantics description





Request Type

















>Event


M





ENUMERATED(Stop, Direct, Change of service area, ...)








>Report Area


M





ENUMERATED(Service Area, Geographical Coordinates, ...)


When the Event IE is set to Stop, the value of the Report area IE shall be the same as in the LOCATION REPORTING CONTROL message that initiated "Change of Service Area" reporting.





>Horizontal Accuracy Code


C – ifGeoCoordandAccuracy





INTEGER(



0...127)


The requested accuracy "r" is derived from the "accuracy code" k by



r = 10x(1.1k-1)





>Vertical Accuracy Code


C – ifGeoCoordandAccuracy





INTEGER(



0...127)


The requested accuracy "r" is derived from the "accuracy code" k by



r = 10x(1.1k-1)





>Response time


C – ifDirect





ENUMERATED (Low Delay, Delay Tolerant, …) 








>Positioning Priority



C – ifDirect&ChangeArea 






ENUMERATED(High Priority, Normal Priority,  Low Priority,… )








>Client type


C – ifDirect&ChangeArea 






ENUMERATED(Emergency Services, Value Added Services, PLMN Operator Services, Lawful Intercept Services, …)


Identifies the type of client





Condition


Explanation





IfGeoCoordandAccuracy


To be used if Geographical Coordinates shall be reported with a requested accuracy.






IfDirect


This IE shall be present if the Event IE is set to ‘Direct’.





IfDirect&ChangeArea


This IE shall be present if the Event IE is set to ‘Direct’ or “Change of Service Area”.





9.2.3.18
NAS Synchronisation Indicator


This information element contains transparent NAS information that is transferred without interpretation in the RNC.



IE/Group Name


Presence


Range


IE type and reference


Semantics description





NAS Synchronisation Indicator


M





BIT STRING (4)








9.2.3.x1
Assistance Data



This element indicates the type of the assistance data request for the indicated positioning method, and provides the assistance data for the Assisted GPS positioning method.



IE/Group Name


Presence


Range


IE type and reference


Semantics description





Assistance Data

















>Assistance Data Request


M





ENUMERATED(Deciphering Keys for UE Based OTDOA, 


Deciphering Keys for Assisted GPS, 


Dedicated Assistance Data for UE Based OTDOA, 


Dedicated Assistance Data for Assisted GPS, ...)








>Requested GPS Assistance Data


C – ifDedAssGPS





9.2.3.x3








Condition


Explanation





ifDedAssGPS


This IE shall be present if the Assistance Data Request IE is set to ‘Dedicated Assistance Data for Assisted GPS’.





9.2.3.x2
Broadcast Assistance Data Deciphering keys



This information element is used for indicating the deciphering keys that will be used by the UE for deciphering of assistance data broadcast.


IE/Group Name


Presence


Range


IE type and reference


Semantics description





Broadcast Assistance Data Deciphering keys

















> Ciphering Key Flag


M





BIT STRING (SIZE(1))


Indicates the current Ciphering Key Flag that is used for the assistance data broadcast messages in the location area.





>Current Deciphering key


M





BIT STRING (SIZE(56))


Current deciphering key that is used for deciphering assistance data.





>Next Deciphering key


M





BIT STRING (SIZE(56))


Next deciphering key that will used for deciphering assistance data.





9.2.3.x3
Requested GPS Assistance Data



This information element is used for indicating the requested GPS assistance data. For corresponding information in RRC see “UE positioning GPS Additional Assistance Data Request” [10].


IE/Group Name


Presence


Range


IE type and reference


Semantics description





Requested GPS Assistance Data


















>Almanac


M





BOOLEAN


TRUE means requested





>UTC Model


M





BOOLEAN


TRUE means requested





>Ionospheric model


M





BOOLEAN


TRUE means requested





>Navigation Model


M





BOOLEAN


TRUE means requested





>DGPS Corrections


M





BOOLEAN


TRUE means requested





>Reference Location


M





BOOLEAN


TRUE means requested





>Reference Time


M





BOOLEAN


TRUE means requested





>Acquisition Assistance


M





BOOLEAN


TRUE means requested





>Real-Time Integrity


M





BOOLEAN


TRUE means requested





>Navigation Model Additional data


C- IfNavigationModel














>> GPS Week


M





INTEGER (0..1023)


GPS Week of the assistance currently held by the UE. 





>>GPS Toe


M





INTEGER (0..167)


GPS time of ephemeris in hours of the latest set contained in UE memory. 





>>T-Toe limit


M





INTEGER (0..10)


Ephemeris age tolerance of the UE to UTRAN in hours. 





>>Satellite data


M


1 to <maxSat>











>>>SatID


M





INTEGER (0..63)








>>>IODE


M





INTEGER (0..255)



Issue of Data Ephemeris, identifies the sequence number for the ephemeris for the particular satellite.





Condition


Explanation





IfNavigationModel


This IE shall be present if Navigation Model IE is set to 'TRUE'.





Range bound


Explanation





maxSat


Maximum number of satellites. Value is 16.





9.3.2
Elementary Procedure Definitions



-- **************************************************************



--



-- Elementary Procedure definitions



--



-- **************************************************************



RANAP-PDU-Descriptions  { 


itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 



umts-Access (20) modules (3) ranap (0) version1 (1) ranap-PDU-Descriptions (0)}


DEFINITIONS AUTOMATIC TAGS ::= 



BEGIN



-- **************************************************************



--



-- IE parameter types from other modules.



--



-- **************************************************************



IMPORTS




Criticality,




ProcedureCode



FROM RANAP-CommonDataTypes




Iu-ReleaseCommand,




Iu-ReleaseComplete,




RelocationCommand,




RelocationPreparationFailure,




RelocationRequired,




RelocationRequest,




RelocationRequestAcknowledge,




RelocationFailure,




RelocationCancel,




RelocationCancelAcknowledge,




SRNS-ContextRequest,




SRNS-ContextResponse,




SecurityModeCommand,




SecurityModeComplete,




SecurityModeReject,




DataVolumeReportRequest,




DataVolumeReport,




Reset,




ResetAcknowledge,




RAB-ReleaseRequest,




Iu-ReleaseRequest,




RelocationDetect,




RelocationComplete,




Paging,




CommonID,




CN-InvokeTrace,




CN-DeactivateTrace,




LocationReportingControl,




LocationReport,




InitialUE-Message,




DirectTransfer,




Overload,




ErrorIndication,




SRNS-DataForwardCommand,




ForwardSRNS-Context,




RAB-AssignmentRequest,




RAB-AssignmentResponse, 




RAB-ModifyRequest,



PrivateMessage,




ResetResource,




ResetResourceAcknowledge,




RANAP-RelocationInformation,




AssistanceDataTransferRequest,




AssistanceDataTransferResponse,




AssistanceDataTransferFailure


FROM RANAP-PDU-Contents




id-AssistanceDataTransfer,




id-CN-DeactivateTrace,




id-CN-InvokeTrace,




id-CommonID,




id-DataVolumeReport,




id-DirectTransfer,




id-ErrorIndication,




id-ForwardSRNS-Context,




id-InitialUE-Message,




id-Iu-Release,




id-Iu-ReleaseRequest,




id-LocationReport,




id-LocationReportingControl,




id-OverloadControl,




id-Paging,




id-privateMessage,




id-RAB-Assignment,




id-RAB-ReleaseRequest, 




id-RAB-ModifyRequest,



id-RANAP-Relocation,




id-RelocationCancel,




id-RelocationComplete,




id-RelocationDetect,




id-RelocationPreparation,




id-RelocationResourceAllocation,




id-Reset,




id-SRNS-ContextTransfer,




id-SRNS-DataForward,




id-SecurityModeControl,




id-ResetResource



FROM RANAP-Constants;



-- **************************************************************



--



-- Interface Elementary Procedure Class



--



-- **************************************************************



RANAP-ELEMENTARY-PROCEDURE ::= CLASS {




&InitiatingMessage



,




&SuccessfulOutcome



OPTIONAL,




&UnsuccessfulOutcome



OPTIONAL,




&Outcome




OPTIONAL,




&procedureCode


ProcedureCode 
UNIQUE,




&criticality


Criticality 
DEFAULT ignore



}



WITH SYNTAX {




INITIATING MESSAGE

&InitiatingMessage




[SUCCESSFUL OUTCOME

&SuccessfulOutcome]




[UNSUCCESSFUL OUTCOME

&UnsuccessfulOutcome]




[OUTCOME


&Outcome]




PROCEDURE CODE



&procedureCode




[CRITICALITY


&criticality]



}



-- **************************************************************



--



-- Interface PDU Definition



--



-- **************************************************************



RANAP-PDU ::= CHOICE {




initiatingMessage
InitiatingMessage,




successfulOutcome
SuccessfulOutcome,




unsuccessfulOutcome
UnsuccessfulOutcome,




outcome


Outcome,




...



}



InitiatingMessage ::= SEQUENCE {




procedureCode
RANAP-ELEMENTARY-PROCEDURE.&procedureCode
({RANAP-ELEMENTARY-PROCEDURES}),




criticality
RANAP-ELEMENTARY-PROCEDURE.&criticality

({RANAP-ELEMENTARY-PROCEDURES}{@procedureCode}),




value

RANAP-ELEMENTARY-PROCEDURE.&InitiatingMessage
({RANAP-ELEMENTARY-PROCEDURES}{@procedureCode})



}



SuccessfulOutcome ::= SEQUENCE {




procedureCode
RANAP-ELEMENTARY-PROCEDURE.&procedureCode
({RANAP-ELEMENTARY-PROCEDURES}),




criticality
RANAP-ELEMENTARY-PROCEDURE.&criticality

({RANAP-ELEMENTARY-PROCEDURES}{@procedureCode}),




value

RANAP-ELEMENTARY-PROCEDURE.&SuccessfulOutcome
({RANAP-ELEMENTARY-PROCEDURES}{@procedureCode})



}



UnsuccessfulOutcome ::= SEQUENCE {




procedureCode
RANAP-ELEMENTARY-PROCEDURE.&procedureCode
({RANAP-ELEMENTARY-PROCEDURES}),




criticality
RANAP-ELEMENTARY-PROCEDURE.&criticality

({RANAP-ELEMENTARY-PROCEDURES}{@procedureCode}),




value

RANAP-ELEMENTARY-PROCEDURE.&UnsuccessfulOutcome
({RANAP-ELEMENTARY-PROCEDURES}{@procedureCode})



}



Outcome ::= SEQUENCE {




procedureCode
RANAP-ELEMENTARY-PROCEDURE.&procedureCode
({RANAP-ELEMENTARY-PROCEDURES}),




criticality
RANAP-ELEMENTARY-PROCEDURE.&criticality

({RANAP-ELEMENTARY-PROCEDURES}{@procedureCode}),




value

RANAP-ELEMENTARY-PROCEDURE.&Outcome

({RANAP-ELEMENTARY-PROCEDURES}{@procedureCode})



}



-- **************************************************************



--



-- Interface Elementary Procedure List



--



-- **************************************************************



RANAP-ELEMENTARY-PROCEDURES RANAP-ELEMENTARY-PROCEDURE ::= {




RANAP-ELEMENTARY-PROCEDURES-CLASS-1
|




RANAP-ELEMENTARY-PROCEDURES-CLASS-2
|




RANAP-ELEMENTARY-PROCEDURES-CLASS-3
,




...



}



RANAP-ELEMENTARY-PROCEDURES-CLASS-1 RANAP-ELEMENTARY-PROCEDURE ::= {




iu-Release


|




relocationPreparation

|




relocationResourceAllocation
|




relocationCancel

|




sRNS-ContextTransfer

|




securityModeControl

|




dataVolumeReport

|




reset

|




resetResource



,




...,




assistanceDataTransfer


}



Lots of unaffected ASN1 in 9.3.2 not shown



rAB-ModifyRequest RANAP-ELEMENTARY-PROCEDURE ::= {




INITIATING MESSAGE
RAB-ModifyRequest




PROCEDURE CODE

id-RAB-ModifyRequest




CRITICALITY

ignore



}



assistanceDataTransfer RANAP-ELEMENTARY-PROCEDURE ::= {




INITIATING MESSAGE

AssistanceDataTransferRequest



SUCCESSFUL OUTCOME

AssistanceDataTransferResponse



UNSUCCESSFUL OUTCOME
AssistanceDataTransferFailure



PROCEDURE CODE


id-AssistanceDataTransfer



CRITICALITY



reject


}



END



9.3.3
PDU Definitions



-- **************************************************************



--



-- PDU definitions for RANAP.



--



-- **************************************************************



RANAP-PDU-Contents { 


itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 



umts-Access (20) modules (3) ranap (0) version1 (1) ranap-PDU-Contents (1) }


DEFINITIONS AUTOMATIC TAGS ::= 



BEGIN



-- **************************************************************



--



-- IE parameter types from other modules.



--



-- **************************************************************



IMPORTS




BroadcastAssistanceDataDecipheringKeys,




AssistanceData,




DataVolumeReference,




AreaIdentity,




CN-DomainIndicator,




Cause,




CriticalityDiagnostics,




ChosenEncryptionAlgorithm,




ChosenIntegrityProtectionAlgorithm,




ClassmarkInformation2,




ClassmarkInformation3,




DL-GTP-PDU-SequenceNumber,




DL-N-PDU-SequenceNumber,




DataVolumeReportingIndication,




DRX-CycleLengthCoefficient,




EncryptionInformation,




GlobalRNC-ID,




IntegrityProtectionInformation,




IuSignallingConnectionIdentifier,




IuTransportAssociation,




KeyStatus,




L3-Information,




LAI,




NAS-PDU,




NAS-SynchronisationIndicator,




NonSearchingIndication,




NumberOfSteps,




OMC-ID,




OldBSS-ToNewBSS-Information,




PagingAreaID,




PagingCause,



   
PDP-TypeInformation,




PermanentNAS-UE-ID,




RAB-ID,




RAB-Parameters,




RAC,




RelocationType,




RequestType, 




Requested-RAB-Parameter-Values,



SAI,




SAPI,



Service-Handover,



SourceID,




SourceRNC-ToTargetRNC-TransparentContainer,




TargetID,




TargetRNC-ToSourceRNC-TransparentContainer,




TemporaryUE-ID,




TraceReference,




TraceType,




UnsuccessfullyTransmittedDataVolume,




TransportLayerAddress,




TriggerID,




UE-ID,




UL-GTP-PDU-SequenceNumber,




UL-N-PDU-SequenceNumber,




UP-ModeVersions,




UserPlaneMode,




Alt-RAB-Parameters,




Ass-RAB-Parameters



FROM RANAP-IEs




PrivateIE-Container{},




ProtocolExtensionContainer{},




ProtocolIE-ContainerList{},




ProtocolIE-ContainerPair{},




ProtocolIE-ContainerPairList{},




ProtocolIE-Container{},




RANAP-PRIVATE-IES,




RANAP-PROTOCOL-EXTENSION,




RANAP-PROTOCOL-IES,




RANAP-PROTOCOL-IES-PAIR



FROM RANAP-Containers




maxNrOfDTs,




maxNrOfErrors,




maxNrOfIuSigConIds,




maxNrOfRABs,




maxNrOfVol,




id-AreaIdentity, 



 
id-Alt-RAB-Parameters,




id-Ass-RAB-Parameters,



id-BroadcastAssistanceDataDecipheringKeys,




id-AssistanceData,




id-CN-DomainIndicator,




id-Cause,




id-ChosenEncryptionAlgorithm,




id-ChosenIntegrityProtectionAlgorithm,




id-ClassmarkInformation2,




id-ClassmarkInformation3,




id-CriticalityDiagnostics,




id-DRX-CycleLengthCoefficient,




id-DirectTransferInformationItem-RANAP-RelocInf,




id-DirectTransferInformationList-RANAP-RelocInf,




id-DL-GTP-PDU-SequenceNumber,




id-EncryptionInformation,




id-GlobalRNC-ID,




id-IntegrityProtectionInformation,




id-IuSigConId,



id-IuSigConIdItem,




id-IuSigConIdList,




id-IuTransportAssociation,




id-KeyStatus,




id-L3-Information,




id-LAI,




id-NAS-PDU,




id-NonSearchingIndication,




id-NumberOfSteps,




id-OMC-ID,




id-OldBSS-ToNewBSS-Information,




id-PagingAreaID,




id-PagingCause,




id-PermanentNAS-UE-ID,




id-RAB-ContextItem,




id-RAB-ContextList,




id-RAB-ContextFailedtoTransferItem,




id-RAB-ContextFailedtoTransferList,




id-RAB-ContextItem-RANAP-RelocInf,




id-RAB-ContextList-RANAP-RelocInf,




id-RAB-DataForwardingItem,




id-RAB-DataForwardingItem-SRNS-CtxReq,




id-RAB-DataForwardingList,




id-RAB-DataForwardingList-SRNS-CtxReq,




id-RAB-DataVolumeReportItem,




id-RAB-DataVolumeReportList,




id-RAB-DataVolumeReportRequestItem,




id-RAB-DataVolumeReportRequestList,




id-RAB-FailedItem,




id-RAB-FailedList,




id-RAB-FailedtoReportItem,




id-RAB-FailedtoReportList,




id-RAB-ID, 




id-RAB-ModifyList,




id-RAB-ModifyItem,



id-RAB-QueuedItem,




id-RAB-QueuedList,




id-RAB-ReleaseFailedList,




id-RAB-ReleaseItem,




id-RAB-ReleasedItem-IuRelComp,




id-RAB-ReleaseList,




id-RAB-ReleasedItem,




id-RAB-ReleasedList,




id-RAB-ReleasedList-IuRelComp,




id-RAB-RelocationReleaseItem,




id-RAB-RelocationReleaseList,




id-RAB-SetupItem-RelocReq,




id-RAB-SetupItem-RelocReqAck,




id-RAB-SetupList-RelocReq,




id-RAB-SetupList-RelocReqAck,




id-RAB-SetupOrModifiedItem,




id-RAB-SetupOrModifiedList,




id-RAB-SetupOrModifyItem,




id-RAB-SetupOrModifyList,




id-RAC,




id-RelocationType,




id-RequestType,




id-SAI,




id-SAPI,




id-SourceID,




id-SourceRNC-ToTargetRNC-TransparentContainer,




id-TargetID,




id-TargetRNC-ToSourceRNC-TransparentContainer,




id-TemporaryUE-ID,




id-TraceReference,




id-TraceType,




id-TransportLayerAddress,




id-TriggerID,




id-UE-ID,




id-UL-GTP-PDU-SequenceNumber



FROM RANAP-Constants;



Lots of unaffected ASN1 in 9.3.3 not shown



-- **************************************************************



--



-- RAB MODIFICATION REQUEST ELEMENTARY PROCEDURE



--



-- **************************************************************



-- **************************************************************



--



-- RAB Modify Request


--



-- **************************************************************



RAB-ModifyRequest ::= SEQUENCE {




protocolIEs


ProtocolIE-Container       { {RAB-ModifyRequestIEs} },




protocolExtensions

ProtocolExtensionContainer { {RAB-ModifyRequestExtensions} }



OPTIONAL,




...



}



RAB-ModifyRequestIEs RANAP-PROTOCOL-IES ::= {




{ ID id-RAB-ModifyList


CRITICALITY ignore
TYPE RAB-ModifyList


PRESENCE mandatory},




...



}



RAB-ModifyList 


::= RAB-IE-ContainerList { {RAB-ModifyItemIEs} }



RAB-ModifyItemIEs RANAP-PROTOCOL-IES ::= {




{ ID id-RAB-ModifyItem

CRITICALITY ignore
TYPE RAB-ModifyItem

PRESENCE mandatory
},




...



}



RAB-ModifyItem ::= SEQUENCE {




rAB-ID





RAB-ID,



requested-RAB-Parameter-Values
Requested-RAB-Parameter-Values,



iE-Extensions




ProtocolExtensionContainer { {RAB-ModifyItem-ExtIEs} }


OPTIONAL,




...



}



RAB-ModifyItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {




...



}



RAB-ModifyRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {




...



}



-- **************************************************************



--



-- ASSISTANCE DATA TRANSFER ELEMENTARY PROCEDURE



--



-- **************************************************************



-- **************************************************************



--



-- Assistance Data Transfer Request


--



-- **************************************************************



AssistanceDataTransferRequest ::= SEQUENCE {




protocolIEs


ProtocolIE-Container       { {AssistanceDataTransferRequestIEs} },




protocolExtensions

ProtocolExtensionContainer { {AssistanceDataTransferRequestExtensions} }



OPTIONAL,




...



}



AssistanceDataTransferRequestIEs RANAP-PROTOCOL-IES ::= {




{ ID id-AssistanceData

CRITICALITY ignore
TYPE AssistanceData

PRESENCE mandatory
},



...



}



AssistanceDataTransferRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {




...



}



-- **************************************************************



--



-- Assistance Data Transfer Response


--



-- **************************************************************



AssistanceDataTransferResponse ::= SEQUENCE {




protocolIEs


ProtocolIE-Container       { { AssistanceDataTransferResponseIEs} },




protocolExtensions

ProtocolExtensionContainer { { AssistanceDataTransferResponseExtensions} }



OPTIONAL,




...



}



AssistanceDataTransferResponseIEs RANAP-PROTOCOL-IES ::= {




{ ID id-BroadcastAssistanceDataDecipheringKeys

CRITICALITY ignore
TYPE BroadcastAssistanceDataDecipheringKeys

PRESENCE OPTIONAL
},



...



}



AssistanceDataTransferResponseExtensions RANAP-PROTOCOL-EXTENSION ::= {




...



}



-- **************************************************************



--



-- Assistance Data Transfer Failure


--



-- **************************************************************



AssistanceDataTransferFailure ::= SEQUENCE {




protocolIEs


ProtocolIE-Container       { { AssistanceDataTransferFailureIEs} },




protocolExtensions

ProtocolExtensionContainer { { AssistanceDataTransferFailureExtensions} }



OPTIONAL,




...



}



AssistanceDataTransferFailureIEs RANAP-PROTOCOL-IES ::= {




{ ID id-Cause



CRITICALITY ignore
TYPE Cause




PRESENCE mandatory
},



...



}



AssistanceDataTransferFailureExtensions RANAP-PROTOCOL-EXTENSION ::= {




...



}



END



9.3.4 Information Element Definitions



-- **************************************************************



--



-- Information Element Definitions



--



-- **************************************************************



RANAP-IEs { 



itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 



umts-Access (20) modules (3) ranap (0) version1 (1) ranap-IEs (2) }


DEFINITIONS AUTOMATIC TAGS ::= 



BEGIN



IMPORTS




maxNrOfErrors,




maxNrOfPDPDirections,




maxNrOfPoints,




maxNrOfRABs,




maxNrOfSeparateTrafficDirections,




maxRAB-Subflows,




maxRAB-SubflowCombination,




maxNrOfLevels,




maxNrOfAltValues,




maxSat,




id-MessageStructure



FROM RANAP-Constants




Criticality,




ProcedureCode,




ProtocolIE-ID,




TriggeringMessage



FROM RANAP-CommonDataTypes




ProtocolExtensionContainer{},




RANAP-PROTOCOL-EXTENSION



FROM RANAP-Containers;



Lots of unaffected ASN1 in 9.3.4 not shown



AreaIdentity ::= CHOICE {




sAI



SAI,




geographicalArea

GeographicalArea,




...



}



AssistanceData
::= SEQUENCE {




assistanceDataRequest


AssistanceDataRequest,




requestedGPSAssistanceData

RequestedGPSAssistanceData
OPTIONAL,




-- This IE shall be present if the Assistance Data Request IE is set to ‘Dedicated Assistance Data for Assisted GPS’ –-




...



}


AssistanceDataRequest ::= ENUMERATED { 




decipheringKeysUEBasedOTDOA,




decipheringKeysAssistedGPS,




dedicatedAssistanceDataUEBasedOTDOA,




dedicatedAssistanceDataAssistedGPS, 




... 



}


Ass-RAB-Parameters ::= SEQUENCE {




assMaxBitrateInf


Ass-RAB-Parameter-MaxBitrateList 





OPTIONAL




-- This IE is only present when RAB QoS Negotiation has been performed for the RAB Parameter in question --,




assGuaranteedBitRateInf

Ass-RAB-Parameter-GuaranteedBitrateList 



OPTIONAL




-- This IE is only present when RAB QoS Negotiation has been performed for the RAB Parameter in question --,




iE-Extensions


ProtocolExtensionContainer { {Ass-RAB-Parameters-ExtIEs} } 
OPTIONAL,




...



}



Ass-RAB-Parameters-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {




...



}



Ass-RAB-Parameter-GuaranteedBitrateList
::= SEQUENCE (SIZE (1..maxNrOfSeparateTrafficDirections)) OF GuaranteedBitrate



Ass-RAB-Parameter-MaxBitrateList ::= SEQUENCE (SIZE (1..maxNrOfSeparateTrafficDirections)) OF MaxBitrate



-- B



BindingID



::= OCTET STRING (SIZE (4))



BroadcastAssistanceDataDecipheringKeys
::= SEQUENCE {




cipheringKeyFlag

BIT STRING (SIZE (1)),




currentDecipheringKey
BIT STRING (SIZE (56)),




nextDecipheringKey

BIT STRING (SIZE (56)),




...



}



-- C



Cause ::= CHOICE {




radioNetwork


CauseRadioNetwork,




transmissionNetwork

CauseTransmissionNetwork,




nAS



CauseNAS,




protocol


CauseProtocol,




misc



CauseMisc,




non-Standard


CauseNon-Standard,




...



}



CauseMisc ::= INTEGER {




om-intervention (113),




no-resource-available (114),




unspecified-failure (115),




network-optimisation (116)



} (113..128)



CauseNAS ::= INTEGER {




user-restriction-start-indication (81),




user-restriction-end-indication (82),




normal-release (83)



} (81..96)



CauseProtocol ::= INTEGER {




transfer-syntax-error (97),




semantic-error (98),




message-not-compatible-with-receiver-state (99),




abstract-syntax-error-reject (100),




abstract-syntax-error-ignore-and-notify (101),




abstract-syntax-error-falsely-constructed-message (102)



} (97..112)



CauseRadioNetwork ::= INTEGER {




rab-pre-empted (1),




trelocoverall-expiry (2),




trelocprep-expiry (3),




treloccomplete-expiry (4),




tqueing-expiry (5),




relocation-triggered (6),




trellocalloc-expiry(7),




unable-to-establish-during-relocation (8),




unknown-target-rnc (9),




relocation-cancelled (10),




successful-relocation (11),




requested-ciphering-and-or-integrity-protection-algorithms-not-supported (12),




change-of-ciphering-and-or-integrity-protection-is-not-supported (13),




failure-in-the-radio-interface-procedure (14),




release-due-to-utran-generated-reason (15),




user-inactivity (16),




time-critical-relocation (17),




requested-traffic-class-not-available (18),




invalid-rab-parameters-value (19),




requested-maximum-bit-rate-not-available (20),




requested-guaranteed-bit-rate-not-available (21),




requested-transfer-delay-not-achievable (22),




invalid-rab-parameters-combination (23),




condition-violation-for-sdu-parameters (24),




condition-violation-for-traffic-handling-priority (25),




condition-violation-for-guaranteed-bit-rate (26),




user-plane-versions-not-supported (27),




iu-up-failure (28),




relocation-failure-in-target-CN-RNC-or-target-system(29),




invalid-RAB-ID (30),




no-remaining-rab (31),




interaction-with-other-procedure (32),




requested-maximum-bit-rate-for-dl-not-available (33), 




requested-maximum-bit-rate-for-ul-not-available (34), 




requested-guaranteed-bit-rate-for-dl-not-available (35), 




requested-guaranteed-bit-rate-for-ul-not-available (36),




repeated-integrity-checking-failure (37),




requested-report-type-not-supported (38),




request-superseded (39),




release-due-to-UE-generated-signalling-connection-release (40),




resource-optimisation-relocation (41),




requested-information-not-available (42),




relocation-desirable-for-radio-reasons (43),




relocation-not-supported-in-target-RNC-or-target-system (44),




directed-retry (45),




radio-connection-with-UE-Lost (46),




rNC-unable-to-establish-all-RFCs  (47),



deciphering-keys-not-available(48),



dedicated-assistance-data-not-available(49)


} (1..64)



CauseNon-Standard ::= INTEGER (129..256)



CauseTransmissionNetwork ::= INTEGER {




signalling-transport-resource-failure (65),




iu-transport-connection-failed-to-establish (66)


} (65..80)



ClientType ::= ENUMERATED {




emergency-Services,




value-Added-Services,




pLMN-Operator-Services,




lawful-Intercept-Services,



...



}


CriticalityDiagnostics ::= SEQUENCE {




procedureCode


ProcedureCode


OPTIONAL,




triggeringMessage

TriggeringMessage

OPTIONAL,




procedureCriticality

Criticality


OPTIONAL,




iEsCriticalityDiagnostics

CriticalityDiagnostics-IE-List 
OPTIONAL,




iE-Extensions


ProtocolExtensionContainer { {CriticalityDiagnostics-ExtIEs} } OPTIONAL,




...



}



Lots of unaffected ASN1 in 9.3.4 not shown



GlobalRNC-ID ::= SEQUENCE {




pLMN-ID



PLMN-ID,




rNC-ID



RNC-ID



}



GPS-NavModelAddDataReq ::= SEQUENCE {




gPS-Week


INTEGER (0..1023),




gPS-Toe



INTEGER (0..167),




t-ToeLimit


INTEGER (0..10),




satelliteData

SatelliteData,




...



}



GTP-TEI




::= OCTET STRING (SIZE (4))



-- Reference: xx.xxx



GuaranteedBitrate


::= INTEGER (0..16000000)



-- Unit is bits per sec



-- H



-- I



Lots of unaffected ASN1 in 9.3.4 not shown



PermittedIntegrityProtectionAlgorithms ::= SEQUENCE (SIZE (1..16)) OF




IntegrityProtectionAlgorithm



PLMN-ID 



::= TBCD-STRING (SIZE (3))



PositioningPriority
::= ENUMERATED {




high-Priority,




normal-Priority,




low-Priority,



...



}


Pre-emptionCapability ::= ENUMERATED {




shall-not-trigger-pre-emption,




may-trigger-pre-emption



}



Lots of unaffected ASN1 in 9.3.4 not shown



ReportArea ::= ENUMERATED { 




service-area, 




geographical-coordinates, 




... 



}



RequestedGPSAssistanceData

::= SEQUENCE {




almanacRequest





BOOLEAN,




uTC-Model






BOOLEAN,




ionosphericModel




BOOLEAN,




navigationModel





BOOLEAN,




dgpsCorrections





BOOLEAN,




referenceLocation




BOOLEAN,




referenceTime





BOOLEAN,




aquisitionAssistance



BOOLEAN,




realTimeIntegrity




BOOLEAN,




navModelAddData





GPS-NavModelAddDataReq

OPTIONAL




-- This IE shall be present if Navigation Model IE is set to 'TRUE' --,




...



}


Requested-RAB-Parameter-Values ::= SEQUENCE {




requestedMaxBitrates



Requested-RAB-Parameter-MaxBitrateList


OPTIONAL




-- This IE is only present when a different value is being requested for the RAB Parameter --,




requestedGuaranteedBitrates



Requested-RAB-Parameter-GuaranteedBitrateList


OPTIONAL




-- This IE is only present when a different value is being requested for the RAB Parameter --,



iE-Extensions


ProtocolExtensionContainer { { Requested-RAB-Parameter-Values-ExtIEs} } 
OPTIONAL,




...



}



Requested-RAB-Parameter-Values-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {




...



}



Requested-RAB-Parameter-MaxBitrateList ::= SEQUENCE (SIZE (1..maxNrOfSeparateTrafficDirections)) OF MaxBitrate



Requested-RAB-Parameter-GuaranteedBitrateList
::= SEQUENCE (SIZE (1..maxNrOfSeparateTrafficDirections)) OF GuaranteedBitrate



RequestType ::= SEQUENCE {




event



Event,




reportArea


ReportArea,




horizontalAccuracyCode

INTEGER (0..127)
OPTIONAL,




-- To be used if Geographical Coordinates shall be reported with a requested accuracy. --




...,




verticalAccuracyCode


INTEGER (0..127)
OPTIONAL,




-- To be used if Geographical Coordinates shall be reported with a requested accuracy. –-




responseTime




ResponseTime
OPTIONAL,




-- This IE shall be present if the Event IE is set to ‘Direct’ –-



positioningPriority



PositioningPriority
OPTIONAL,



-- This IE shall be present if the Event IE is set to ‘Direct’ or “Change of Service Area”. –-



clientType





ClientType
OPTIONAL




-- This IE shall be present if the Event IE is set to ‘Direct’ or “Change of Service Area”. --


}



ResidualBitErrorRatio ::= SEQUENCE {




mantissa


INTEGER (1..9),




exponent


INTEGER (1..8),




iE-Extensions


ProtocolExtensionContainer { {ResidualBitErrorRatio-ExtIEs} } OPTIONAL



}



-- ResidualBitErrorRatio = mantissa * 10^-exponent



ResidualBitErrorRatio-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {




...



}



ResponseTime
::= ENUMERATED {




lowdelay,




delaytolerant,



...



}


RNC-ID




::= INTEGER (0..4095)



-- RNC-ID




::= BIT STRING (SIZE (12))



-- Harmonized with RNSAP and NBAP definitions



RRC-Container



::= OCTET STRING



-- S



SAC




::= OCTET STRING (SIZE (2))



SAI ::= SEQUENCE {




pLMN-ID



PLMN-ID,




lAC



LAC,




sAC



SAC,




iE-Extensions


ProtocolExtensionContainer { {SAI-ExtIEs} } OPTIONAL



}



SAI-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {




...



}



SAPI ::= ENUMERATED {




sapi-0,




sapi-3,




...



}



SatelliteData

::= SEQUENCE (SIZE (1..maxSat)) OF




SEQUENCE {





satID

INTEGER (0..63),





iODE

INTEGER (0..255),





...




}



SDU-ErrorRatio ::= SEQUENCE {




mantissa


INTEGER (1..9),




exponent


INTEGER (1..6),




iE-Extensions


ProtocolExtensionContainer { {SDU-ErrorRatio-ExtIEs} } OPTIONAL



}



-- SDU-ErrorRatio = mantissa * 10^-exponent



Lots of unaffected ASN1 in 9.3.4 not shown



END



9.3.6
Constant Definitions



-- **************************************************************



--



-- Constant definitions



--



-- **************************************************************



RANAP-Constants { 


itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 



umts-Access (20) modules (3) ranap (0) version1 (1) ranap-Constants (4) } 



DEFINITIONS AUTOMATIC TAGS ::= 



BEGIN



-- **************************************************************



--



-- Elementary Procedures



--



-- **************************************************************



id-RAB-Assignment




INTEGER ::= 0



id-Iu-Release





INTEGER ::= 1



Lots of unaffected ASN1 in 9.3.6 not shown



id-RANAP-Relocation




INTEGER ::= 28 



id-RAB-ModifyRequest



INTEGER ::= 29


id-AssistanceDataTransfer


INTEGER ::= 30


-- **************************************************************



--



-- Extension constants



--



-- **************************************************************



maxPrivateIEs 





INTEGER ::= 65535



maxProtocolExtensions 



INTEGER ::= 65535



maxProtocolIEs





INTEGER ::= 65535



-- **************************************************************



--



-- Lists



--



-- **************************************************************



maxNrOfDTs






INTEGER ::= 15



maxNrOfErrors





INTEGER ::= 256



maxNrOfIuSigConIds




INTEGER ::= 250



maxNrOfPDPDirections



INTEGER ::= 2



maxNrOfPoints





INTEGER ::= 15



maxNrOfRABs






INTEGER ::= 256



maxNrOfSeparateTrafficDirections
INTEGER ::= 2



maxNrOfVol






INTEGER ::= 2


maxNrOfLevels





INTEGER ::= 256 



maxNrOfAltValues




INTEGER ::= 16



maxRAB-Subflows





INTEGER ::= 7



maxRAB-SubflowCombination


INTEGER ::= 64



maxSat







INTEGER ::= 16


-- **************************************************************



--



-- IEs



--



-- **************************************************************



id-AreaIdentity 







INTEGER ::= 0



id-CN-DomainIndicator 






INTEGER ::= 3



Lots of unaffected ASN1 in 9.3.6 not shown



id-RAB-ModifyList







INTEGER ::= 91



id-RAB-ModifyItem







INTEGER ::= 92



id-BroadcastAssistanceDataDecipheringKeys

INTEGER ::= 94


id-AssistanceData







INTEGER ::= 95


END
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9.1.x1 
LOCATION RELATED DATA TRANSFER REQUEST



This message is sent by the CN either to initiate delivery of dedicated assistance data from the RNC to the UE, or to retrieve deciphering keys for broadcast assistance data to the CN.



Direction: CN ( RNC.



Signalling bearer mode: Connection oriented.



			IE/Group Name


			Presence


			Range


			IE type and reference


			Semantics description


			Criticality


			Assigned Criticality





			Message Type


			M


			


			9.2.1.1


			


			YES


			reject





			CHOICE Location-related Data Request Type


			M


			


			


			


			YES


			reject





			> Deciphering Keys for UE-Based OTDOA


			


			


			NULL


			


			


			





			> Deciphering Keys for Assisted-GPS


			


			


			NULL


			


			


			





			> Assistance Data for UE-Based OTDOA


			


			


			NULL


			


			


			





			> Assistance Data for Assisted-GPS


			


			


			


			


			


			





			>> Requested GPS Assistance Data


			M


			


			9.2.3.x3


			


			-
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7
Functions of RANAP



RANAP protocol has the following functions:



-
Relocating serving RNC. This function enables to change the serving RNC functionality as well as the related Iu resources (RAB(s) and Signalling connection) from one RNC to another.



-
Overall RAB management. This function is responsible for setting up, modifying and releasing RABs.



-
Queuing the setup of RAB. The purpose of this function is to allow placing some requested RABs into a queue, and indicate the peer entity about the queuing.



-
Requesting RAB release. While the overall RAB management is a function of the CN, the RNC has the capability to request the release of RAB.



-
Release of all Iu connection resources. This function is used to explicitly release all resources related to one Iu connection.



-
Requesting the release of all Iu connection resources. While the Iu release is managed from the CN, the RNC has the capability to request the release of all Iu connection resources from the corresponding Iu connection.



-
SRNS context forwarding function. This function is responsible for transferring SRNS context from the RNC to the CN for intersystem forward handover in case of packet forwarding.



-
Controlling overload in the Iu interface. This function allows adjusting the load in the Iu interface.



-
Resetting the Iu. This function is used for resetting an Iu interface.



-
Sending the UE Common ID (permanent NAS UE identity) to the RNC. This function makes the RNC aware of the UE's Common ID.



-
Paging the user. This function provides the CN for capability to page the UE.



-
Controlling the tracing of the UE activity. This function allows setting the trace mode for a given UE. This function also allows the deactivation of a previously established trace.



-
Transport of NAS information between UE and CN (ref. [8]). This function has two sub-classes:



1.
Transport of the initial NAS signalling message from the UE to CN. This function transfers transparently the NAS information. As a consequence also the Iu signalling connection is set up.



2.
Transport of NAS signalling messages between UE and CN, This function transfers transparently the NAS signalling messages on the existing Iu signalling connection. It also includes a specific service to handle signalling messages differently.



-
Controlling the security mode in the UTRAN. This function is used to send the security keys (ciphering and integrity protection) to the UTRAN, and setting the operation mode for security functions.



-
Controlling location reporting. This function allows the CN to operate the mode in which the UTRAN reports the location of the UE.



-
Location reporting. This function is used for transferring the actual location information from RNC to the CN.



-
Data volume reporting function. This function is responsible for reporting unsuccessfully transmitted DL data volume over UTRAN for specific RABs.



-
Reporting general error situations. This function allows reporting of general error situations, for which function specific error messages have not been defined.


-
Assistance data transfer. This function is used either for transferring deciphering keys from RNC to the CN or to provide the assistance data to be forwarded to the UE.


These functions are implemented by one or several RANAP elementary procedures described in the following clause.


8
RANAP Procedures



8.1
Elementary Procedures



In the following tables, all EPs are divided into Class 1, Class 2 and Class 3 EPs (see subclause 3.1 for explanation of the different classes):



Table 1: Class 1



			Elementary Procedure


			Initiating Message


			Successful Outcome


			Unsuccessful Outcome





			


			


			Response message


			Response message





			Iu Release


			IU RELEASE COMMAND


			IU RELEASE COMPLETE


			





			Relocation Preparation


			RELOCATION REQUIRED


			RELOCATION COMMAND


			RELOCATION PREPARATION FAILURE





			Relocation Resource Allocation


			RELOCATION REQUEST


			RELOCATION REQUEST ACKNOWLEDGE


			RELOCATION FAILURE





			Relocation Cancel


			RELOCATION CANCEL


			RELOCATION CANCEL ACKNOWLEDGE


			





			SRNS Context Transfer


			SRNS CONTEXT REQUEST


			SRNS CONTEXT RESPONSE


			





			Security Mode Control


			SECURITY MODE COMMAND


			SECURITY MODE COMPLETE


			SECURITY MODE REJECT





			Data Volume Report


			DATA VOLUME REPORT REQUEST


			DATA VOLUME REPORT


			





			Reset


			RESET


			RESET ACKNOWLEDGE


			





			Reset Resource


			RESET RESOURCE


			RESET RESOURCE ACKNOWLEDGE


			





			Assistance Data Transfer


			ASSISTANCE DATA TRANSFER REQUEST


			ASSISTANCE DATA TRANSFER RESPONSE


			ASSISTANCE DATA TRANSFER FAILURE








8.19
Location Reporting Control



8.19.1
General



The purpose of the Location Reporting Control procedure is to allow the CN to request information on the location of a given UE. The procedure uses connection oriented signalling.



8.19.2
Successful Operation
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Figure 1: Location Reporting Control procedure. Successful operation.



The CN shall initiate the procedure by generating a LOCATION REPORTING CONTROL message.


The Request Type IE shall indicate to the serving RNC whether:



-
to report directly;



-
to report upon change of Service area, or



-
to stop reporting. 



If reporting upon change of Service Area is requested, the Serving RNC shall report whenever the UE moves between Service Areas. For this procedure, only Service Areas that are defined for the PS and CS domains shall be considered.



The Request Type IE shall also indicate what type of location information the serving RNC shall report. The location information is either of the following types:



-
Service Area Identifier, or



-
Geographical coordinates, with or without requested accuracy, response time, priority and the client type.



A request for a direct report can be done in parallel with having an active request to report upon change of Service Area for the same UE. The request to report upon change of Service Area shall not be affected by this.


Interaction with Relocation:



The order to perform location reporting at change of Service Area is lost in UTRAN at successful Relocation of SRNS. If the location reporting at change of Service Area shall continue also after the relocation has been performed, the Location Reporting Control procedure shall thus be re-initiated from the CN towards the future SRNC after the Relocation Resource Allocation procedure has been executed successfully.


8.19.3
Abnormal Conditions 



Not applicable.



8.30
RAB Modification Request



8.30.1
General



The purpose of the RAB Modification procedure is to allow RNC to initiate renegotiation of RABs for a given UE after RAB establishment. The procedure uses connection oriented signalling. 



8.30.2
Successful Operation
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Figure 2: RAB Modification procedure.



The RNC shall initiate the procedure by generating a RAB MODIFY REQUEST message towards the CN. Under the RABs To Be Modified IE of the RAB MODIFY REQUEST message, the RAB ID IE shall identify the RABs for which modifications are requested, and the corresponding Requested RAB Parameter Values IE shall list those RAB parameters the RNC would like modified and the associated new RAB parameter values it is requesting. For any given RAB, RNC shall be able to propose modifications to any negotiable RAB parameters.



Upon reception of the RAB MODIFY REQUEST message, it is up to the CN to decide how to react to the request. 



8.30.3
Abnormal Conditions



Not applicable.



8.x
Assistance Data Transfer



8.x.1
General



The purpose of the Assistance Data Transfer procedure is to provide means for communicating additional information related to UE based Positioning methods over the Iu interface. This procedure allows the CN either to retrieve deciphering keys for the broadcast assistance data from the RNC (to be forwarded to the UE), or to request the RNC to deliver dedicated assistance data to the UE.



8.x.2
Successful Operation
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Figure X: Assistance Data Transfer procedure. Successful operation.



The CN initiates the procedure by generating an ASSISTANCE DATA TRANSFER REQUEST message to the RNC.



Upon the reception of the ASSISTANCE DATA TRANSFER REQUEST message, the RNC shall initiate requested function as indicated in the Assistance Data IE.


The Assistance Data IE shall indicate to the RNC whether:



-
to start dedicated assistance data delivery to the UE, or



-
to send deciphering keys for broadcast assistance data to the CN.



If the ASSISTANCE DATA TRANSFER REQUEST message included a request for dedicated assistance data delivery to the UE, and if the dedicated assistance data was successfully transferred to the UE, the RNC shall respond to CN with ASSISTANCE DATA TRANSFER RESPONSE message containing no data.


If the ASSISTANCE DATA TRANSFER REQUEST message included a request for broadcast assistance data deciphering keys, the RNC shall respond to CN with ASSISTANCE DATA TRANSFER RESPONSE message containing the Broadcast Assistance Data Deciphering Keys IE.


8.x.3
Unsuccessful Operation
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Figure X: Assistance Data Transfer procedure. Unsuccessful operation.



If the RNC was not able to transfer the requested dedicated assistance data to the UE, or if the RNC is not able to provide the requested deciphering keys, the RNC shall send ASSISTANCE DATA TRANSFER FAILURE message including Cause IE to the CN. The Cause IE shall indicate the appropriate cause value to CN, e.g. "Dedicated Assistance data Not Available" or "Deciphering Keys Not Available".



8.x.4
Abnormal Conditions 



Not applicable.



9.1.46 
RAB MODIFY REQUEST



This message is sent by the RNC to the CN to request modification of one or more RABs for the same UE.



Direction: RNC ( CN.



Signalling bearer mode: Connection oriented.



			IE/Group Name


			Presence


			Range


			IE type and reference


			Semantics description


			Criticality


			Assigned Criticality





			Message Type


			M


			


			9.2.1.1


			


			YES


			Ignore





			RABs To Be Modified


			M


			1 to <maxnoofRABs>


			


			


			EACH


			Ignore





			>RAB ID


			M


			


			9.2.1.2


			Uniquely identifies the RAB for a specific CN domain, for a particular UE.


			-


			





			


			


			


			


			


			


			





			> Requested RAB Parameter Values


			M


			


			9.2.1.45


			Includes RAB parameters for which different values than what was originally negotiated are being requested.


			-


			








			Range bound


			Explanation





			maxnoofRABs


			Maximum no. of RABs for one UE. Value is 256.








9.1.x1 
ASSISTANCE DATA TRANSFER REQUEST



This message is sent by the CN either to initiate delivery of dedicated assistance data from the RNC to the UE, or to retrieve deciphering keys for broadcast assistance data to the CN.


Direction: CN ( RNC.



Signalling bearer mode: Connection oriented.



			IE/Group Name


			Presence


			Range


			IE type and reference


			Semantics description


			Criticality


			Assigned Criticality





			Message Type


			M


			


			9.2.1.1


			


			YES


			reject





			Assistance Data


			M


			


			9.2.3.x1


			


			YES


			reject








9.1.x2
ASSISTANCE DATA TRANSFER RESPONSE



This message is sent by the RNC to report the successful response of the ASSISTANCE DATA TRANSFER REQUEST message.



Direction: RNC ( CN.



Signalling bearer mode: Connection oriented.



			IE/Group Name


			Presence


			Range


			IE type and reference


			Semantics description


			Criticality


			Assigned Criticality





			Message Type


			M


			


			9.2.1.1


			


			YES


			reject





			Broadcast Assistance Data Deciphering Keys 


			O


			


			9.2.3.x2


			


			YES


			ignore








9.1.x3

ASSISTANCE DATA TRANSFER FAILURE



This message is sent by the RNC to report the unsuccessful response of the ASSISTANCE DATA TRANSFER REQUEST message.



Direction: RNC ( CN.



Signalling bearer mode: Connection oriented.



			IE/Group Name


			Presence


			Range


			IE type and reference


			Semantics description


			Criticality


			Assigned Criticality





			Message Type


			M


			


			9.2.1.1


			


			YES


			reject





			Cause


			M


			


			9.2.1.4


			


			YES


			ignore








9.2
Information Element Definitions



9.2.0
General



Section 9.2 presents the RANAP IE definitions in tabular format. The corresponding ASN.1 definition is presented in section 9.3. In case there is contradiction between the tabular format in section 9.2 and the ASN.1 definition, the ASN.1 shall take precedence, except for the definition of conditions for the presence of conditional elements, where the tabular format shall take precedence.



9.2.1
Radio Network Layer Related IEs



9.2.1.1
Message Type



Message Type IE uniquely identifies the message being sent. It is mandatory for all messages.



			IE/Group Name


			Presence


			Range


			IE type and reference


			Semantics description





			Message Type


			


			


			


			Assumed max no of messages is 256.





			>Procedure Code


			M


			


			ENUMERATED (RAB Assignment, 



RAB Release Request, 



Iu Release Request, 



Iu Release, 



Relocation Preparation, 



Relocation Resource Allocation, 



Relocation Detect, 



Relocation Complete



Relocation Cancel, 



SRNS Context Transfer, 



SRNS Data Forwarding Initiation, 



SRNS Context Forwarding from Source RNC to CN, 



SRNS Context Forwarding to Target RNC from CN, 



Paging, 



Common ID, 



CN Invoke Trace, Security Mode Control, 



Location Reporting Control



Location Report, 



Data Volume Report, 



Initial UE Message



Direct Transfer, 



Overload Control, 



Reset, 



Error Indication,



CN Deactivate Trace,



RANAP Relocation Information,



Reset Resource,



Reset Resource Acknowledge, 


…, 



Assistance Data Transfer)


			





			>Type of Message


			M


			


			ENUMERATED (Initiating Message, Successful Outcome, Unsuccessful Outcome, Outcome)


			








9.2.1.4
Cause



The purpose of the Cause IE is to indicate the reason for a particular event for the RANAP protocol.



			IE/Group Name


			Presence


			Range


			IE type and reference


			Semantics description





			Choice Cause


			


			


			


			





			>Radio Network Layer Cause 


			


			


			INTEGER
(RAB pre-empted(1),



Trelocoverall Expiry(2),



Trelocprep Expiry(3),



Treloccomplete Expiry(4), 


Tqueing Expiry(5),



 Relocation Triggered(6),



Unable to Establish During Relocation(8),



Unknown Target RNC(9),



Relocation Cancelled(10),



Successful Relocation(11),



Requested Ciphering and/or Integrity Protection Algorithms not Supported(12),



Change of Ciphering and/or Integrity Protection is not supported(13),



Failure in the Radio Interface Procedure(14),



Release due to UTRAN Generated Reason(15),



User Inactivity(16),



Time Critical Relocation(17),



Requested Traffic Class not Available(18), 



Invalid RAB Parameters Value(19),



Requested Maximum Bit Rate not Available(20),



Requested Maximum Bit Rate for DL not Available(33),



Requested Maximum Bit Rate for UL not Available(34),



Requested Guaranteed Bit Rate not Available(21),



Requested Guaranteed Bit Rate for DL not Available(35),



Requested Guaranteed Bit Rate for UL not Available(36),



Requested Transfer Delay not Achievable(22),



Invalid RAB Parameters Combination(23), 



Condition Violation for SDU Parameters(24), 



Condition Violation for Traffic Handling Priority(25), 



Condition Violation for Guaranteed Bit Rate(26), 



User Plane Versions not Supported(27), 



Iu UP Failure(28),



TRELOCalloc Expiry (7),



Relocation Failure in Target CN/RNC or Target System (29),


Invalid RAB ID(30),



No remaining RAB(31),



Interaction with other procedure(32),



Repeated Integrity Checking Failure(37),


Requested Report Type not supported(38),


Request superseded(39),


Release due to UE generated signalling connection release(40), 


Resource Optimisation Relocation(41),



Requested Information Not Available(42),



Relocation desirable for radio reasons (43),



Relocation not supported in Target RNC or Target system(44),



 Directed Retry (45),



Radio Connection With UE Lost(46)


…,



RNC unable to establish all RFCs  (47),


Dedicated Assistance data Not Available(48),


Deciphering Keys Not Available(49))


			Value range is 1 – 64.





			>Transport Layer Cause


			


			


			INTEGER
(



Signalling Transport Resource Failure(65),


Iu Transport Connection Failed to Establish(66),



…)


			Value range is 65 – 80.





			>NAS Cause


			


			


			INTEGER
(User Restriction Start Indication(81),



User Restriction End Indication(82),



Normal Release(83),



 …)


			Value range is 81 – 96.





			>Protocol Cause


			


			


			INTEGER
(Transfer Syntax Error(97), 



Semantic Error (98),



Message not compatible with receiver state (99),



Abstract Syntax Error (Reject) (100),



Abstract Syntax Error (Ignore and Notify) (101),


Abstract Syntax Error (Falsely Constructed Message) (102),


…)


			Value range is 97 – 112.





			>Miscellaneous Cause


			


			


			INTEGER
(O&M Intervention(113),



No Resource Available(114),



Unspecified Failure(115),



Network Optimisation(116), 



…)


			Value range is 113 – 128.





			>Non-standard Cause


			


			


			INTEGER



(…)


			Value range is 129 – 256.








The meaning of the different cause values is described in the following table. In general, "not supported" cause values indicate that the concerning capability is missing. On the other hand, "not available" cause values indicate that the concerning capability is present, but insufficient resources were available to perform the requested action.


			Radio Network Layer cause


			Meaning





			Deciphering Keys Not Available


			The action failed because RNC is not able to provide requested deciphering keys.





			Change Of Ciphering And/Or Integrity Protection Is Not Supported


			The UTRAN and/or the UE are/is unable to support the requested change of ciphering and/or integrity protection algorithms.





			Condition Violation For Guaranteed Bit Rate


			The action was not performed due to condition violation for guaranteed bit rate.





			Condition Violation For SDU Parameters


			The action was not performed due to condition violation for SDU parameters.





			Condition Violation For Traffic Handling Priority


			The action was not performed due to condition violation for traffic handling priority.





			Dedicated Assistance data Not Available


			The action failed because RNC is not able to transfer the requested dedicated assistance data to the UE.





			Directed Retry


			The reason for action is Directed Retry





			Failure In The Radio Interface Procedure


			Radio interface procedure has failed.





			Interaction With Other Procedure


			Relocation was cancelled due to interaction with other procedure.





			Invalid RAB ID


			The action failed because the RAB ID is unknown in the RNC.





			Invalid RAB Parameters Combination


			The action failed due to invalid RAB parameters combination.





			Invalid RAB Parameters Value


			The action failed due to invalid RAB parameters value.





			Iu UP Failure


			The action failed due to Iu UP failure.





			No remaining RAB


			The reason for the action is no remaining RAB.





			RAB Pre-empted


			The reason for the action is that RAB is pre-empted.





			Radio Connection With UE Lost


			The action is requested due to losing radio connection to the UE





			Release Due To UE Generated Signalling Connection Release


			Release requested due to UE generated signalling connection release.





			Release Due To UTRAN Generated Reason


			Release is initiated due to UTRAN generated reason.





			Relocation Cancelled


			The reason for the action is relocation cancellation.





			Relocation Desirable for Radio Reasons


			The reason for requesting relocation is radio related.





			Relocation Failure In Target CN/RNC Or Target System


			Relocation failed due to a failure in target CN/RNC or target system.





			Relocation Not Supported In Target RNC Or Target System


			Relocation failed because relocation was not supported in target RNC or target system.





			Relocation Triggered


			The action failed due to relocation.





			Repeated Integrity Checking Failure


			The action is requested due to repeated failure in integrity checking.





			Request Superseded


			The action failed because there was a second request on the same RAB.





			Requested Ciphering And/Or Integrity Protection Algorithms Not Supported


			The UTRAN or the UE is unable to support the requested ciphering and/or integrity protection algorithms.





			Requested Guaranteed Bit Rate For DL Not Available


			The action failed because requested guaranteed bit rate for DL is not available.





			Requested Guaranteed Bit Rate For UL Not Available


			The action failed because requested guaranteed bit rate for UL is not available.





			Requested Guaranteed Bit Rate Not Available


			The action failed because requested guaranteed bit rate is not available.





			Requested Information Not Available


			The action failed because requested information is not available.





			Requested Maximum Bit Rate For DL Not Available


			The action failed because requested maximum bit rate for DL is not available.





			Requested Maximum Bit Rate For UL Not Available


			The action failed because requested maximum bit rate for UL is not available.





			Requested Maximum Bit Rate Not Available


			The action failed because requested maximum bit rate is not available.





			Requested Report Type Not Supported


			The RNC is not supporting the requested location report type.





			Requested Traffic Class Not Available


			The action failed because requested traffic class is not available.





			Requested Transfer Delay Not Achievable


			The action failed because requested transfer delay is not achievable.





			Resource Optimisation Relocation


			The reason for requesting relocation is resource optimisation.





			Successful Relocation


			The reason for the action is completion of successful relocation.





			Time Critical Relocation


			Relocation is requested for time critical reason.





			TQUEUING Expiry


			The action failed due to expiry of the timer TQUEUING.





			TRELOCalloc Expiry


			Relocation Resource Allocation procedure failed due to expiry of the timer TRELOCalloc.





			TRELOCcomplete Expiry


			The reason for the action is expiry of timer TRELOCcomplete.





			TRELOCoverall Expiry


			The reason for the action is expiry of timer TRELOCoverall.





			TRELOCprep Expiry


			Relocation Preparation procedure is cancelled when timer TRELOCprep  expires.





			Unable To Establish During Relocation


			RAB failed to establish during relocation because it cannot be supported in the target RNC.





			Unknown Target RNC


			Relocation rejected because the target RNC is not known to the CN.





			User Inactivity


			The action is requested due to user inactivity.





			User Plane Versions Not Supported


			The action failed because requested user plane versions were not supported.





			RNC unable to establish all RFCs


			RNC couldn’t establish all RAB subflow combinations indicated within the RAB Parameters IE.








			Transport Layer cause


			Meaning





			Iu Transport Connection Failed to Establish


			The action failed because the Iu Transport Network Layer connection could not be established.





			Signalling Transport Resource Failure


			Signalling transport resources have failed (e.g. processor reset).








			NAS cause


			Meaning





			Normal Release


			The release is normal.





			User Restriction Start Indication


			A location report is generated due to entering a classified area set by O&M.





			User Restriction End Indication


			A location report is generated due to leaving a classified area set by O&M.








			Protocol cause


			Meaning





			Abstract Syntax Error (Reject)


			The received message included an abstract syntax error and the concerning criticality indicated "reject".





			Abstract Syntax Error (Ignore And Notify)


			The received message included an abstract syntax error and the concerning criticality indicated "ignore and notify".





			Abstract Syntax Error (Falsely Constructed Message)


			The received message contained IEs or IE groups in wrong order or with too many occurrences.





			Message Not Compatible With Receiver State


			The received message was not compatible with the receiver state.





			Semantic Error


			The received message included a semantic error.





			Transfer Syntax Error


			The received message included a transfer syntax error.








			Miscellaneous cause


			Meaning





			Network Optimisation


			The action is performed for network optimisation.





			No Resource Available


			No requested resource is available.





			O&M Intervention


			The action is due to O&M intervention.





			Unspecified Failure


			Sent when none of the specified cause values applies.








9.2.1.16
Request Type



This element indicates the type of UE location to be reported from RNC and it is either a Service Area or geographical co-ordinates.



			IE/Group Name


			Presence


			Range


			IE type and reference


			Semantics description





			Request Type


			


			


			


			





			>Event


			M


			


			ENUMERATED(Stop, Direct, Change of service area, ...)


			





			>Report Area


			M


			


			ENUMERATED(Service Area, Geographical Coordinates, ...)


			When the Event IE is set to Stop, the value of the Report area IE shall be the same as in the LOCATION REPORTING CONTROL message that initiated "Change of Service Area" reporting.





			>Horizontal Accuracy Code


			C – ifGeoCoordandAccuracy


			


			INTEGER(



0...127)


			The requested accuracy "r" is derived from the "accuracy code" k by



r = 10x(1.1k-1)





			>Vertical Accuracy Code


			C – ifGeoCoordandAccuracy


			


			INTEGER(



0...127)


			The requested accuracy "r" is derived from the "accuracy code" k by



r = 10x(1.1k-1)





			>Response time


			C – ifDirect


			


			ENUMERATED (Low Delay, Delay Tolerant, …) 


			





			>Positioning Priority


			C – ifDirect&ChangeArea 



			


			ENUMERATED(High Priority, Normal Priority,  Low Priority,… )


			





			>Client type


			C – ifDirect&ChangeArea 



			


			ENUMERATED(Emergency Services, Value Added Services, PLMN Operator Services, Lawful Intercept Services, …)


			Identifies the type of client








			Condition


			Explanation





			IfGeoCoordandAccuracy


			To be used if Geographical Coordinates shall be reported with a requested accuracy.





			IfDirect&ChangeArea


			This IE shall be present if the Event IE is set to ‘Direct’ or “Change of Service Area”.








9.2.3.18
NAS Synchronisation Indicator


This information element contains transparent NAS information that is transferred without interpretation in the RNC.



			IE/Group Name


			Presence


			Range


			IE type and reference


			Semantics description





			NAS Synchronisation Indicator


			M


			


			BIT STRING (4)


			








9.2.3.x1
Assistance Data



This element indicates the type of the assistance data request for the indicated positioning method, and provides the assistance data for the Assisted GPS positioning method.



			IE/Group Name


			Presence


			Range


			IE type and reference


			Semantics description





			Assistance Data


			


			


			


			





			>Assistance Data Request


			M


			


			ENUMERATED(Deciphering Keys for UE Based OTDOA, 


Deciphering Keys for Assisted GPS, 


Dedicated Assistance Data for UE Based OTDOA, 


Dedicated Assistance Data for Assisted GPS, ...)


			





			>Requested GPS Assistance Data


			C – ifDedAssGPS


			


			9.2.3.x3


			








			Condition


			Explanation





			ifDedAssGPS


			This IE shall be present if the Assistance Data Request IE is set to ‘Dedicated Assistance Data for Assisted GPS’.








9.2.3.x2
Broadcast Assistance Data Deciphering keys



This information element is used for indicating the deciphering keys that will be used by the UE for deciphering of assistance data broadcast.


			IE/Group Name


			Presence


			Range


			IE type and reference


			Semantics description





			Broadcast Assistance Data Deciphering keys


			


			


			


			





			> Ciphering Key Flag


			M


			


			BIT STRING (SIZE(1))


			Indicates the current Ciphering Key Flag that is used for the assistance data broadcast messages in the location area.





			>Current Deciphering key


			M


			


			BIT STRING (SIZE(56))


			Current deciphering key that is used for deciphering assistance data.





			>Next Deciphering key


			M


			


			BIT STRING (SIZE(56))


			Next deciphering key that will used for deciphering assistance data.








9.2.3.x3
Requested GPS Assistance Data



This information element is used for indicating the requested GPS assistance data. For corresponding information in RRC see “UE positioning GPS Additional Assistance Data Request” [10].


			IE/Group Name


			Presence


			Range


			IE type and reference


			Semantics description





			Requested GPS Assistance Data


			


			


			


			





			>Almanac


			M


			


			BOOLEAN


			TRUE means requested





			>UTC Model


			M


			


			BOOLEAN


			TRUE means requested





			>Ionospheric model


			M


			


			BOOLEAN


			TRUE means requested





			>Navigation Model


			M


			


			BOOLEAN


			TRUE means requested





			>DGPS Corrections


			M


			


			BOOLEAN


			TRUE means requested





			>Reference Location


			M


			


			BOOLEAN


			TRUE means requested





			>Reference Time


			M


			


			BOOLEAN


			TRUE means requested





			>Acquisition Assistance


			M


			


			BOOLEAN


			TRUE means requested





			>Real-Time Integrity


			M


			


			BOOLEAN


			TRUE means requested





			>Navigation Model Additional data


			C- IfNavigationModel


			


			


			





			>> GPS Week


			M


			


			INTEGER (0..1023)


			GPS Week of the assistance currently held by the UE. 





			>>GPS Toe


			M


			


			INTEGER (0..167)


			GPS time of ephemeris in hours of the latest set contained in UE memory. 





			>>T-Toe limit


			M


			


			INTEGER (0..10)


			Ephemeris age tolerance of the UE to UTRAN in hours. 





			>>Satellite data


			M


			1 to <maxSat>


			


			





			>>>SatID


			M


			


			INTEGER (0..63)


			





			>>>IODE


			M


			


			INTEGER (0..239)


			Issue of Data Ephemeris, identifies the sequence number for the ephemeris for the particular satellite.








			Condition


			Explanation





			IfNavigationModel


			This IE shall be present if Navigation Model IE is set to 'TRUE'.








			Range bound


			Explanation





			maxSat


			Maximum number of satellites. Value is 16.








9.3.2
Elementary Procedure Definitions



-- **************************************************************



--



-- Elementary Procedure definitions



--



-- **************************************************************



RANAP-PDU-Descriptions  { 


itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 



umts-Access (20) modules (3) ranap (0) version1 (1) ranap-PDU-Descriptions (0)}


DEFINITIONS AUTOMATIC TAGS ::= 



BEGIN



-- **************************************************************



--



-- IE parameter types from other modules.



--



-- **************************************************************



IMPORTS




Criticality,




ProcedureCode



FROM RANAP-CommonDataTypes




Iu-ReleaseCommand,




Iu-ReleaseComplete,




RelocationCommand,




RelocationPreparationFailure,




RelocationRequired,




RelocationRequest,




RelocationRequestAcknowledge,




RelocationFailure,




RelocationCancel,




RelocationCancelAcknowledge,




SRNS-ContextRequest,




SRNS-ContextResponse,




SecurityModeCommand,




SecurityModeComplete,




SecurityModeReject,




DataVolumeReportRequest,




DataVolumeReport,




Reset,




ResetAcknowledge,




RAB-ReleaseRequest,




Iu-ReleaseRequest,




RelocationDetect,




RelocationComplete,




Paging,




CommonID,




CN-InvokeTrace,




CN-DeactivateTrace,




LocationReportingControl,




LocationReport,




InitialUE-Message,




DirectTransfer,




Overload,




ErrorIndication,




SRNS-DataForwardCommand,




ForwardSRNS-Context,




RAB-AssignmentRequest,




RAB-AssignmentResponse, 




RAB-ModifyRequest,



PrivateMessage,




ResetResource,




ResetResourceAcknowledge,




RANAP-RelocationInformation,




AssistanceDataTransferRequest,




AssistanceDataTransferResponse,




AssistanceDataTransferFailure


FROM RANAP-PDU-Contents




id-AssistanceDataTransfer,




id-CN-DeactivateTrace,




id-CN-InvokeTrace,




id-CommonID,




id-DataVolumeReport,




id-DirectTransfer,




id-ErrorIndication,




id-ForwardSRNS-Context,




id-InitialUE-Message,




id-Iu-Release,




id-Iu-ReleaseRequest,




id-LocationReport,




id-LocationReportingControl,




id-OverloadControl,




id-Paging,




id-privateMessage,




id-RAB-Assignment,




id-RAB-ReleaseRequest, 




id-RAB-ModifyRequest,



id-RANAP-Relocation,




id-RelocationCancel,




id-RelocationComplete,




id-RelocationDetect,




id-RelocationPreparation,




id-RelocationResourceAllocation,




id-Reset,




id-SRNS-ContextTransfer,




id-SRNS-DataForward,




id-SecurityModeControl,




id-ResetResource



FROM RANAP-Constants;



-- **************************************************************



--



-- Interface Elementary Procedure Class



--



-- **************************************************************



RANAP-ELEMENTARY-PROCEDURE ::= CLASS {




&InitiatingMessage



,




&SuccessfulOutcome



OPTIONAL,




&UnsuccessfulOutcome



OPTIONAL,




&Outcome




OPTIONAL,




&procedureCode


ProcedureCode 
UNIQUE,




&criticality


Criticality 
DEFAULT ignore



}



WITH SYNTAX {




INITIATING MESSAGE

&InitiatingMessage




[SUCCESSFUL OUTCOME

&SuccessfulOutcome]




[UNSUCCESSFUL OUTCOME

&UnsuccessfulOutcome]




[OUTCOME


&Outcome]




PROCEDURE CODE



&procedureCode




[CRITICALITY


&criticality]



}



-- **************************************************************



--



-- Interface PDU Definition



--



-- **************************************************************



RANAP-PDU ::= CHOICE {




initiatingMessage
InitiatingMessage,




successfulOutcome
SuccessfulOutcome,




unsuccessfulOutcome
UnsuccessfulOutcome,




outcome


Outcome,




...



}



InitiatingMessage ::= SEQUENCE {




procedureCode
RANAP-ELEMENTARY-PROCEDURE.&procedureCode
({RANAP-ELEMENTARY-PROCEDURES}),




criticality
RANAP-ELEMENTARY-PROCEDURE.&criticality

({RANAP-ELEMENTARY-PROCEDURES}{@procedureCode}),




value

RANAP-ELEMENTARY-PROCEDURE.&InitiatingMessage
({RANAP-ELEMENTARY-PROCEDURES}{@procedureCode})



}



SuccessfulOutcome ::= SEQUENCE {




procedureCode
RANAP-ELEMENTARY-PROCEDURE.&procedureCode
({RANAP-ELEMENTARY-PROCEDURES}),




criticality
RANAP-ELEMENTARY-PROCEDURE.&criticality

({RANAP-ELEMENTARY-PROCEDURES}{@procedureCode}),




value

RANAP-ELEMENTARY-PROCEDURE.&SuccessfulOutcome
({RANAP-ELEMENTARY-PROCEDURES}{@procedureCode})



}



UnsuccessfulOutcome ::= SEQUENCE {




procedureCode
RANAP-ELEMENTARY-PROCEDURE.&procedureCode
({RANAP-ELEMENTARY-PROCEDURES}),




criticality
RANAP-ELEMENTARY-PROCEDURE.&criticality

({RANAP-ELEMENTARY-PROCEDURES}{@procedureCode}),




value

RANAP-ELEMENTARY-PROCEDURE.&UnsuccessfulOutcome
({RANAP-ELEMENTARY-PROCEDURES}{@procedureCode})



}



Outcome ::= SEQUENCE {




procedureCode
RANAP-ELEMENTARY-PROCEDURE.&procedureCode
({RANAP-ELEMENTARY-PROCEDURES}),




criticality
RANAP-ELEMENTARY-PROCEDURE.&criticality

({RANAP-ELEMENTARY-PROCEDURES}{@procedureCode}),




value

RANAP-ELEMENTARY-PROCEDURE.&Outcome

({RANAP-ELEMENTARY-PROCEDURES}{@procedureCode})



}



-- **************************************************************



--



-- Interface Elementary Procedure List



--



-- **************************************************************



RANAP-ELEMENTARY-PROCEDURES RANAP-ELEMENTARY-PROCEDURE ::= {




RANAP-ELEMENTARY-PROCEDURES-CLASS-1
|




RANAP-ELEMENTARY-PROCEDURES-CLASS-2
|




RANAP-ELEMENTARY-PROCEDURES-CLASS-3
,




...



}



RANAP-ELEMENTARY-PROCEDURES-CLASS-1 RANAP-ELEMENTARY-PROCEDURE ::= {




iu-Release


|




relocationPreparation

|




relocationResourceAllocation
|




relocationCancel

|




sRNS-ContextTransfer

|




securityModeControl

|




dataVolumeReport

|




reset

|




resetResource



,




...,




assistanceDataTransfer


}



Lots of unaffected ASN1 in 9.3.2 not shown



rAB-ModifyRequest RANAP-ELEMENTARY-PROCEDURE ::= {




INITIATING MESSAGE
RAB-ModifyRequest




PROCEDURE CODE

id-RAB-ModifyRequest




CRITICALITY

ignore



}



assistanceDataTransfer RANAP-ELEMENTARY-PROCEDURE ::= {




INITIATING MESSAGE

AssistanceDataTransferRequest



SUCCESSFUL OUTCOME

AssistanceDataTransferResponse



UNSUCCESSFUL OUTCOME
AssistanceDataTransferFailure



PROCEDURE CODE


id-AssistanceDataTransfer



CRITICALITY



reject


}



END



9.3.3
PDU Definitions



-- **************************************************************



--



-- PDU definitions for RANAP.



--



-- **************************************************************



RANAP-PDU-Contents { 


itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 



umts-Access (20) modules (3) ranap (0) version1 (1) ranap-PDU-Contents (1) }


DEFINITIONS AUTOMATIC TAGS ::= 



BEGIN



-- **************************************************************



--



-- IE parameter types from other modules.



--



-- **************************************************************



IMPORTS




BroadcastAssistanceDataDecipheringKeys,




AssistanceData,




DataVolumeReference,




AreaIdentity,




CN-DomainIndicator,




Cause,




CriticalityDiagnostics,




ChosenEncryptionAlgorithm,




ChosenIntegrityProtectionAlgorithm,




ClassmarkInformation2,




ClassmarkInformation3,




DL-GTP-PDU-SequenceNumber,




DL-N-PDU-SequenceNumber,




DataVolumeReportingIndication,




DRX-CycleLengthCoefficient,




EncryptionInformation,




GlobalRNC-ID,




IntegrityProtectionInformation,




IuSignallingConnectionIdentifier,




IuTransportAssociation,




KeyStatus,




L3-Information,




LAI,




NAS-PDU,




NAS-SynchronisationIndicator,




NonSearchingIndication,




NumberOfSteps,




OMC-ID,




OldBSS-ToNewBSS-Information,




PagingAreaID,




PagingCause,



   
PDP-TypeInformation,




PermanentNAS-UE-ID,




RAB-ID,




RAB-Parameters,




RAC,




RelocationType,




RequestType, 




Requested-RAB-Parameter-Values,



SAI,




SAPI,



Service-Handover,



SourceID,




SourceRNC-ToTargetRNC-TransparentContainer,




TargetID,




TargetRNC-ToSourceRNC-TransparentContainer,




TemporaryUE-ID,




TraceReference,




TraceType,




UnsuccessfullyTransmittedDataVolume,




TransportLayerAddress,




TriggerID,




UE-ID,




UL-GTP-PDU-SequenceNumber,




UL-N-PDU-SequenceNumber,




UP-ModeVersions,




UserPlaneMode,




Alt-RAB-Parameters,




Ass-RAB-Parameters



FROM RANAP-IEs




PrivateIE-Container{},




ProtocolExtensionContainer{},




ProtocolIE-ContainerList{},




ProtocolIE-ContainerPair{},




ProtocolIE-ContainerPairList{},




ProtocolIE-Container{},




RANAP-PRIVATE-IES,




RANAP-PROTOCOL-EXTENSION,




RANAP-PROTOCOL-IES,




RANAP-PROTOCOL-IES-PAIR



FROM RANAP-Containers




maxNrOfDTs,




maxNrOfErrors,




maxNrOfIuSigConIds,




maxNrOfRABs,




maxNrOfVol,




id-AreaIdentity, 



 
id-Alt-RAB-Parameters,




id-Ass-RAB-Parameters,



id-BroadcastAssistanceDataDecipheringKeys,




id-AssistanceData,




id-CN-DomainIndicator,




id-Cause,




id-ChosenEncryptionAlgorithm,




id-ChosenIntegrityProtectionAlgorithm,




id-ClassmarkInformation2,




id-ClassmarkInformation3,




id-CriticalityDiagnostics,




id-DRX-CycleLengthCoefficient,




id-DirectTransferInformationItem-RANAP-RelocInf,




id-DirectTransferInformationList-RANAP-RelocInf,




id-DL-GTP-PDU-SequenceNumber,




id-EncryptionInformation,




id-GlobalRNC-ID,




id-IntegrityProtectionInformation,




id-IuSigConId,



id-IuSigConIdItem,




id-IuSigConIdList,




id-IuTransportAssociation,




id-KeyStatus,




id-L3-Information,




id-LAI,




id-NAS-PDU,




id-NonSearchingIndication,




id-NumberOfSteps,




id-OMC-ID,




id-OldBSS-ToNewBSS-Information,




id-PagingAreaID,




id-PagingCause,




id-PermanentNAS-UE-ID,




id-RAB-ContextItem,




id-RAB-ContextList,




id-RAB-ContextFailedtoTransferItem,




id-RAB-ContextFailedtoTransferList,




id-RAB-ContextItem-RANAP-RelocInf,




id-RAB-ContextList-RANAP-RelocInf,




id-RAB-DataForwardingItem,




id-RAB-DataForwardingItem-SRNS-CtxReq,




id-RAB-DataForwardingList,




id-RAB-DataForwardingList-SRNS-CtxReq,




id-RAB-DataVolumeReportItem,




id-RAB-DataVolumeReportList,




id-RAB-DataVolumeReportRequestItem,




id-RAB-DataVolumeReportRequestList,




id-RAB-FailedItem,




id-RAB-FailedList,




id-RAB-FailedtoReportItem,




id-RAB-FailedtoReportList,




id-RAB-ID, 




id-RAB-ModifyList,




id-RAB-ModifyItem,



id-RAB-QueuedItem,




id-RAB-QueuedList,




id-RAB-ReleaseFailedList,




id-RAB-ReleaseItem,




id-RAB-ReleasedItem-IuRelComp,




id-RAB-ReleaseList,




id-RAB-ReleasedItem,




id-RAB-ReleasedList,




id-RAB-ReleasedList-IuRelComp,




id-RAB-RelocationReleaseItem,




id-RAB-RelocationReleaseList,




id-RAB-SetupItem-RelocReq,




id-RAB-SetupItem-RelocReqAck,




id-RAB-SetupList-RelocReq,




id-RAB-SetupList-RelocReqAck,




id-RAB-SetupOrModifiedItem,




id-RAB-SetupOrModifiedList,




id-RAB-SetupOrModifyItem,




id-RAB-SetupOrModifyList,




id-RAC,




id-RelocationType,




id-RequestType,




id-SAI,




id-SAPI,




id-SourceID,




id-SourceRNC-ToTargetRNC-TransparentContainer,




id-TargetID,




id-TargetRNC-ToSourceRNC-TransparentContainer,




id-TemporaryUE-ID,




id-TraceReference,




id-TraceType,




id-TransportLayerAddress,




id-TriggerID,




id-UE-ID,




id-UL-GTP-PDU-SequenceNumber



FROM RANAP-Constants;



Lots of unaffected ASN1 in 9.3.3 not shown



-- **************************************************************



--



-- RAB MODIFICATION REQUEST ELEMENTARY PROCEDURE



--



-- **************************************************************



-- **************************************************************



--



-- RAB Modify Request


--



-- **************************************************************



RAB-ModifyRequest ::= SEQUENCE {




protocolIEs


ProtocolIE-Container       { {RAB-ModifyRequestIEs} },




protocolExtensions

ProtocolExtensionContainer { {RAB-ModifyRequestExtensions} }



OPTIONAL,




...



}



RAB-ModifyRequestIEs RANAP-PROTOCOL-IES ::= {




{ ID id-RAB-ModifyList


CRITICALITY ignore
TYPE RAB-ModifyList


PRESENCE mandatory},




...



}



RAB-ModifyList 


::= RAB-IE-ContainerList { {RAB-ModifyItemIEs} }



RAB-ModifyItemIEs RANAP-PROTOCOL-IES ::= {




{ ID id-RAB-ModifyItem

CRITICALITY ignore
TYPE RAB-ModifyItem

PRESENCE mandatory
},




...



}



RAB-ModifyItem ::= SEQUENCE {




rAB-ID





RAB-ID,



requested-RAB-Parameter-Values
Requested-RAB-Parameter-Values,



iE-Extensions




ProtocolExtensionContainer { {RAB-ModifyItem-ExtIEs} }


OPTIONAL,




...



}



RAB-ModifyItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {




...



}



RAB-ModifyRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {




...



}



-- **************************************************************



--



-- ASSISTANCE DATA TRANSFER ELEMENTARY PROCEDURE



--



-- **************************************************************



-- **************************************************************



--



-- Assistance Data Transfer Request


--



-- **************************************************************



AssistanceDataTransferRequest ::= SEQUENCE {




protocolIEs


ProtocolIE-Container       { {AssistanceDataTransferRequestIEs} },




protocolExtensions

ProtocolExtensionContainer { {AssistanceDataTransferRequestExtensions} }



OPTIONAL,




...



}



AssistanceDataTransferRequestIEs RANAP-PROTOCOL-IES ::= {




{ ID id-AssistanceData

CRITICALITY ignore
TYPE AssistanceData

PRESENCE mandatory
},



...



}



AssistanceDataTransferRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {




...



}



-- **************************************************************



--



-- Assistance Data Transfer Response


--



-- **************************************************************



AssistanceDataTransferResponse ::= SEQUENCE {




protocolIEs


ProtocolIE-Container       { { AssistanceDataTransferResponseIEs} },




protocolExtensions

ProtocolExtensionContainer { { AssistanceDataTransferResponseExtensions} }



OPTIONAL,




...



}



AssistanceDataTransferResponseIEs RANAP-PROTOCOL-IES ::= {




{ ID id-BroadcastAssistanceDataDecipheringKeys

CRITICALITY ignore
TYPE BroadcastAssistanceDataDecipheringKeys

PRESENCE OPTIONAL
},



...



}



AssistanceDataTransferResponseExtensions RANAP-PROTOCOL-EXTENSION ::= {




...



}



-- **************************************************************



--



-- Assistance Data Transfer Failure


--



-- **************************************************************



AssistanceDataTransferFailure ::= SEQUENCE {




protocolIEs


ProtocolIE-Container       { { AssistanceDataTransferFailureIEs} },




protocolExtensions

ProtocolExtensionContainer { { AssistanceDataTransferFailureExtensions} }



OPTIONAL,




...



}



AssistanceDataTransferFailureIEs RANAP-PROTOCOL-IES ::= {




{ ID id-Cause



CRITICALITY ignore
TYPE Cause




PRESENCE mandatory
},



...



}



AssistanceDataTransferFailureExtensions RANAP-PROTOCOL-EXTENSION ::= {




...



}



END



9.3.4 Information Element Definitions



-- **************************************************************



--



-- Information Element Definitions



--



-- **************************************************************



RANAP-IEs { 



itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 



umts-Access (20) modules (3) ranap (0) version1 (1) ranap-IEs (2) }


DEFINITIONS AUTOMATIC TAGS ::= 



BEGIN



IMPORTS




maxNrOfErrors,




maxNrOfPDPDirections,




maxNrOfPoints,




maxNrOfRABs,




maxNrOfSeparateTrafficDirections,




maxRAB-Subflows,




maxRAB-SubflowCombination,




maxNrOfLevels,




maxNrOfAltValues,




maxSat,




id-MessageStructure



FROM RANAP-Constants




Criticality,




ProcedureCode,




ProtocolIE-ID,




TriggeringMessage



FROM RANAP-CommonDataTypes




ProtocolExtensionContainer{},




RANAP-PROTOCOL-EXTENSION



FROM RANAP-Containers;



Lots of unaffected ASN1 in 9.3.4 not shown



AreaIdentity ::= CHOICE {




sAI



SAI,




geographicalArea

GeographicalArea,




...



}



AssistanceData
::= SEQUENCE {




assistanceDataRequest


AssistanceDataRequest,




requestedGPSAssistanceData

RequestedGPSAssistanceData
OPTIONAL,




-- This IE shall be present if the Assistance Data Request IE is set to ‘Dedicated Assistance Data for Assisted GPS’. –-




...



}


AssistanceDataRequest ::= ENUMERATED { 




decipheringKeysUEBasedOTDOA,




decipheringKeysAssistedGPS,




dedicatedAssistanceDataUEBasedOTDOA,




dedicatedAssistanceDataAssistedGPS, 




... 



}


Ass-RAB-Parameters ::= SEQUENCE {




assMaxBitrateInf


Ass-RAB-Parameter-MaxBitrateList 





OPTIONAL




-- This IE is only present when RAB QoS Negotiation has been performed for the RAB Parameter in question --,




assGuaranteedBitRateInf

Ass-RAB-Parameter-GuaranteedBitrateList 



OPTIONAL




-- This IE is only present when RAB QoS Negotiation has been performed for the RAB Parameter in question --,




iE-Extensions


ProtocolExtensionContainer { {Ass-RAB-Parameters-ExtIEs} } 
OPTIONAL,




...



}



Ass-RAB-Parameters-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {




...



}



Ass-RAB-Parameter-GuaranteedBitrateList
::= SEQUENCE (SIZE (1..maxNrOfSeparateTrafficDirections)) OF GuaranteedBitrate



Ass-RAB-Parameter-MaxBitrateList ::= SEQUENCE (SIZE (1..maxNrOfSeparateTrafficDirections)) OF MaxBitrate



-- B



BindingID



::= OCTET STRING (SIZE (4))



BroadcastAssistanceDataDecipheringKeys
::= SEQUENCE {




cipheringKeyFlag

BIT STRING (SIZE (1)),




currentDecipheringKey
BIT STRING (SIZE (56)),




nextDecipheringKey

BIT STRING (SIZE (56)),




...



}



-- C



Cause ::= CHOICE {




radioNetwork


CauseRadioNetwork,




transmissionNetwork

CauseTransmissionNetwork,




nAS



CauseNAS,




protocol


CauseProtocol,




misc



CauseMisc,




non-Standard


CauseNon-Standard,




...



}



CauseMisc ::= INTEGER {




om-intervention (113),




no-resource-available (114),




unspecified-failure (115),




network-optimisation (116)



} (113..128)



CauseNAS ::= INTEGER {




user-restriction-start-indication (81),




user-restriction-end-indication (82),




normal-release (83)



} (81..96)



CauseProtocol ::= INTEGER {




transfer-syntax-error (97),




semantic-error (98),




message-not-compatible-with-receiver-state (99),




abstract-syntax-error-reject (100),




abstract-syntax-error-ignore-and-notify (101),




abstract-syntax-error-falsely-constructed-message (102)



} (97..112)



CauseRadioNetwork ::= INTEGER {




rab-pre-empted (1),




trelocoverall-expiry (2),




trelocprep-expiry (3),




treloccomplete-expiry (4),




tqueing-expiry (5),




relocation-triggered (6),




trellocalloc-expiry(7),




unable-to-establish-during-relocation (8),




unknown-target-rnc (9),




relocation-cancelled (10),




successful-relocation (11),




requested-ciphering-and-or-integrity-protection-algorithms-not-supported (12),




change-of-ciphering-and-or-integrity-protection-is-not-supported (13),




failure-in-the-radio-interface-procedure (14),




release-due-to-utran-generated-reason (15),




user-inactivity (16),




time-critical-relocation (17),




requested-traffic-class-not-available (18),




invalid-rab-parameters-value (19),




requested-maximum-bit-rate-not-available (20),




requested-guaranteed-bit-rate-not-available (21),




requested-transfer-delay-not-achievable (22),




invalid-rab-parameters-combination (23),




condition-violation-for-sdu-parameters (24),




condition-violation-for-traffic-handling-priority (25),




condition-violation-for-guaranteed-bit-rate (26),




user-plane-versions-not-supported (27),




iu-up-failure (28),




relocation-failure-in-target-CN-RNC-or-target-system(29),




invalid-RAB-ID (30),




no-remaining-rab (31),




interaction-with-other-procedure (32),




requested-maximum-bit-rate-for-dl-not-available (33), 




requested-maximum-bit-rate-for-ul-not-available (34), 




requested-guaranteed-bit-rate-for-dl-not-available (35), 




requested-guaranteed-bit-rate-for-ul-not-available (36),




repeated-integrity-checking-failure (37),




requested-report-type-not-supported (38),




request-superseded (39),




release-due-to-UE-generated-signalling-connection-release (40),




resource-optimisation-relocation (41),




requested-information-not-available (42),




relocation-desirable-for-radio-reasons (43),




relocation-not-supported-in-target-RNC-or-target-system (44),




directed-retry (45),




radio-connection-with-UE-Lost (46),




rNC-unable-to-establish-all-RFCs  (47),



deciphering-keys-not-available(48),



dedicated-assistance-data-not-available(49)


} (1..64)



CauseNon-Standard ::= INTEGER (129..256)



CauseTransmissionNetwork ::= INTEGER {




signalling-transport-resource-failure (65),




iu-transport-connection-failed-to-establish (66)


} (65..80)



ClientType ::= ENUMERATED {




emergency-Services,




value-Added-Services,




pLMN-Operator-Services,




lawful-Intercept-Services,



...



}


CriticalityDiagnostics ::= SEQUENCE {




procedureCode


ProcedureCode


OPTIONAL,




triggeringMessage

TriggeringMessage

OPTIONAL,




procedureCriticality

Criticality


OPTIONAL,




iEsCriticalityDiagnostics

CriticalityDiagnostics-IE-List 
OPTIONAL,




iE-Extensions


ProtocolExtensionContainer { {CriticalityDiagnostics-ExtIEs} } OPTIONAL,




...



}



Lots of unaffected ASN1 in 9.3.4 not shown



GlobalRNC-ID ::= SEQUENCE {




pLMN-ID



PLMN-ID,




rNC-ID



RNC-ID



}



GPS-NavModelAddDataReq ::= SEQUENCE {




gPS-Week


INTEGER (0..1023),




gPS-Toe



INTEGER (0..167),




t-ToeLimit


INTEGER (0..10),




satelliteData

SatelliteData,




...



}



GTP-TEI




::= OCTET STRING (SIZE (4))



-- Reference: xx.xxx



GuaranteedBitrate


::= INTEGER (0..16000000)



-- Unit is bits per sec



-- H



-- I



Lots of unaffected ASN1 in 9.3.4 not shown



PermittedIntegrityProtectionAlgorithms ::= SEQUENCE (SIZE (1..16)) OF




IntegrityProtectionAlgorithm



PLMN-ID 



::= TBCD-STRING (SIZE (3))



PositioningPriority
::= ENUMERATED {




high-Priority,




normal-Priority,




low-Priority,



...



}


Pre-emptionCapability ::= ENUMERATED {




shall-not-trigger-pre-emption,




may-trigger-pre-emption



}



Lots of unaffected ASN1 in 9.3.4 not shown



ReportArea ::= ENUMERATED { 




service-area, 




geographical-coordinates, 




... 



}



RequestedGPSAssistanceData

::= SEQUENCE {




almanacRequest





BOOLEAN,




uTC-Model






BOOLEAN,




ionosphericModel




BOOLEAN,




navigationModel





BOOLEAN,




dgpsCorrections





BOOLEAN,




referenceLocation




BOOLEAN,




referenceTime





BOOLEAN,




aquisitionAssistance



BOOLEAN,




realTimeIntegrity




BOOLEAN,




navModelAddData





GPS-NavModelAddDataReq

OPTIONAL




-- This IE shall be present if Navigation Model IE is set to 'TRUE'. --,




...



}


Requested-RAB-Parameter-Values ::= SEQUENCE {




requestedMaxBitrates



Requested-RAB-Parameter-MaxBitrateList


OPTIONAL




-- This IE is only present when a different value is being requested for the RAB Parameter --,




requestedGuaranteedBitrates



Requested-RAB-Parameter-GuaranteedBitrateList


OPTIONAL




-- This IE is only present when a different value is being requested for the RAB Parameter --,



iE-Extensions


ProtocolExtensionContainer { { Requested-RAB-Parameter-Values-ExtIEs} } 
OPTIONAL,




...



}



Requested-RAB-Parameter-Values-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {




...



}



Requested-RAB-Parameter-MaxBitrateList ::= SEQUENCE (SIZE (1..maxNrOfSeparateTrafficDirections)) OF MaxBitrate



Requested-RAB-Parameter-GuaranteedBitrateList
::= SEQUENCE (SIZE (1..maxNrOfSeparateTrafficDirections)) OF GuaranteedBitrate



RequestType ::= SEQUENCE {




event



Event,




reportArea


ReportArea,




horizontalAccuracyCode

INTEGER (0..127)
OPTIONAL,




-- To be used if Geographical Coordinates shall be reported with a requested accuracy. --




...,




verticalAccuracyCode


INTEGER (0..127)
OPTIONAL,




-- To be used if Geographical Coordinates shall be reported with a requested accuracy. –-




responseTime




ResponseTime
OPTIONAL,




-- This IE shall be present if the Event IE is set to ‘Direct’. –-



positioningPriority



PositioningPriority
OPTIONAL,



-- This IE shall be present if the Event IE is set to ‘Direct’. –-



clientType





ClientType
OPTIONAL




-- This IE shall be present if the Event IE is set to ‘Direct’. --


}



ResidualBitErrorRatio ::= SEQUENCE {




mantissa


INTEGER (1..9),




exponent


INTEGER (1..8),




iE-Extensions


ProtocolExtensionContainer { {ResidualBitErrorRatio-ExtIEs} } OPTIONAL



}



-- ResidualBitErrorRatio = mantissa * 10^-exponent



ResidualBitErrorRatio-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {




...



}



ResponseTime
::= ENUMERATED {




lowdelay,




delaytolerant,



...



}


RNC-ID




::= INTEGER (0..4095)



-- RNC-ID




::= BIT STRING (SIZE (12))



-- Harmonized with RNSAP and NBAP definitions



RRC-Container



::= OCTET STRING



-- S



SAC




::= OCTET STRING (SIZE (2))



SAI ::= SEQUENCE {




pLMN-ID



PLMN-ID,




lAC



LAC,




sAC



SAC,




iE-Extensions


ProtocolExtensionContainer { {SAI-ExtIEs} } OPTIONAL



}



SAI-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {




...



}



SAPI ::= ENUMERATED {




sapi-0,




sapi-3,




...



}



SatelliteData

::= SEQUENCE (SIZE (1..maxSat)) OF




SEQUENCE {





satID

INTEGER (0..63),





iODE

INTEGER (0..239),





...




}



SDU-ErrorRatio ::= SEQUENCE {




mantissa


INTEGER (1..9),




exponent


INTEGER (1..6),




iE-Extensions


ProtocolExtensionContainer { {SDU-ErrorRatio-ExtIEs} } OPTIONAL



}



-- SDU-ErrorRatio = mantissa * 10^-exponent



Lots of unaffected ASN1 in 9.3.4 not shown



END



9.3.6
Constant Definitions



-- **************************************************************



--



-- Constant definitions



--



-- **************************************************************



RANAP-Constants { 


itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 



umts-Access (20) modules (3) ranap (0) version1 (1) ranap-Constants (4) } 



DEFINITIONS AUTOMATIC TAGS ::= 



BEGIN



-- **************************************************************



--



-- Elementary Procedures



--



-- **************************************************************



id-RAB-Assignment




INTEGER ::= 0



id-Iu-Release





INTEGER ::= 1



Lots of unaffected ASN1 in 9.3.6 not shown



id-RANAP-Relocation




INTEGER ::= 28 



id-RAB-ModifyRequest



INTEGER ::= 29


id-AssistanceDataTransfer


INTEGER ::= 30


-- **************************************************************



--



-- Extension constants



--



-- **************************************************************



maxPrivateIEs 





INTEGER ::= 65535



maxProtocolExtensions 



INTEGER ::= 65535



maxProtocolIEs





INTEGER ::= 65535



-- **************************************************************



--



-- Lists



--



-- **************************************************************



maxNrOfDTs






INTEGER ::= 15



maxNrOfErrors





INTEGER ::= 256



maxNrOfIuSigConIds




INTEGER ::= 250



maxNrOfPDPDirections



INTEGER ::= 2



maxNrOfPoints





INTEGER ::= 15



maxNrOfRABs






INTEGER ::= 256



maxNrOfSeparateTrafficDirections
INTEGER ::= 2



maxNrOfVol






INTEGER ::= 2


maxNrOfLevels





INTEGER ::= 256 



maxNrOfAltValues




INTEGER ::= 16



maxRAB-Subflows





INTEGER ::= 7



maxRAB-SubflowCombination


INTEGER ::= 64



maxSat







INTEGER ::= 16


-- **************************************************************



--



-- IEs



--



-- **************************************************************



id-AreaIdentity 







INTEGER ::= 0



id-CN-DomainIndicator 






INTEGER ::= 3



Lots of unaffected ASN1 in 9.3.6 not shown



id-RAB-ModifyList







INTEGER ::= 91



id-RAB-ModifyItem







INTEGER ::= 92



id-BroadcastAssistanceDataDecipheringKeys

INTEGER ::= 94


id-AssistanceData







INTEGER ::= 95


END
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