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1. Introduction
For the first meeting of the Rel-19, RAN3 got the following progress on ambient IoT enhancement:
	AIoT Paging can be used to reach one or more devices for identified AIoT services (e.g., inventory, command).
· One dedicated device
· Group of devices
· All devices within an Area
[bookmark: OLE_LINK1]What’s device context？
The content in Inventory and Command?


There are some open issues left in RAN3. And this paper will discuss on them.
2. Discussion
[bookmark: OLE_LINK11]2.1	The content of Inventory message from AIoT-aware CN to AIoT RAN node
The candidate IEs of inventory message from AIoT-aware CN node to AIoT RAN node is listed below with definitions (some of these IEs refer to the development in 23.700-13 [1]):
· CN node ID, which uniquely identifies the AIoT-aware CN node from which the inventory comes. It may be the AMF ID or the new AIoT-aware CN node ID.
· AIoT RAN node ID or Reader ID, which uniquely identifies an AIoT RAN node or Reader that provides AIoT radio and connects with an AIoT-aware CN node. RAN3 may discuss whether the AIoT RAN node ID has any relevance to UE ID (Topology 2)/gNB ID (Topology 1)/Cell ID (Topology 1) or a newly defined AIoT RAN node ID.
· AIoT ID or AIoT ID list, which may be included when the network wants to page one or more specific AIoT devices.
· Inventory command, it may have Select/Query/QueryRep/QueryAdjust commands or other possible commands. The details may be decided with other working groups.
· Mask, which may be a full or partial AIoT Device ID. A reader will broadcast it to select a specific group of AIoT Devices to perform random access and report their Device IDs to the network. The AIoT Device whose Device ID matches the MASK will perform random access to report the Device ID [1].
· Service area, which describes an area the services want to provide. Readers in the service area can trigger an inventory of AIoT devices. A list of reader IDs, RAN node IDs, cell IDs, or other possible forms may describe it.
· Inventory session ID, which uniquely identifies the inventory procedure or inventory round.
· Service session ID, which uniquely identifies the AIoT service requested by a 3rd party/AF.
· Inventory cause, which indicates the reason for triggering the inventory procedure. It may include inventory for Command, inventory for locating, inventory for requesting device ID, etc.
· Status required, which indicates that the AIoT-aware CN node wants the AIoT devices to report its status. It may include the ready status, open status, secured status, etc. In addition, the AIoT device status may consist of locked status, unavailable to write status, unavailable to erase status, device full memory, low battery status, good battery status, or any other possible status. It helps the AIoT-aware CN decide which Command should be delivered to the AIoT devices in the following command message. Also, the AIoT-aware CN node, which knows the status of the AIoT devices, helps establish the device context.
· Memory size required, which indicates the AIoT-aware CN wants the AIoT to report the available memory size/total memory size. It may be helpful when the AIoT-aware CN intends to write data to the AIoT devices.
· Command message, which is applicable when the inventory and Command can be used in the same procedures.
Proposal 1: RAN 3 is suggested to include the listed IEs in the Inventory message from AIoT-aware CN to AIoT RAN node.
2.2	The content of the Command message from AIoT-aware CN to AIoT RAN node
First of all, the AIoT-aware CN is expected to send Command messages to the AIoT RAN node after the inventory procedure successful. It may contain some IEs mentioned in the Inventory message: CN node ID, AIoT RAN node ID or Reader ID, AIOT ID or AIoT ID list, Service session ID, and Status required. 
[bookmark: OLE_LINK2]The AIoT ID over the XX interface may also be included, uniquely identifying an AIoT device associated with the interface between the AIoT-aware CN and the AIoT RAN node. It may be needed if the actual AIoT device ID is transparent to the AIoT RAN node. Therefore, we need to discuss whether or not the AIoT device ID is transparent to the AIoT RAN node.
Proposal 2: RAN3 need to discuss whether or not the AIoT device ID is transparent to the AIoT RAN node.
Furthermore, the content of Commands may have the following:
· Read Command, which allows the AIoT RAN node to read part or all the stored data in the AIoT device’s memory.
· Write Command, which allows the AIoT RAN node to write some data in the AIoT device’s memory.
· Lock Command, which may lock the memory of AIoT devices, i.e., those not available to write or erase, and may lock some parameters configured to the AIoT.
· Kill Command, which will kill the AIoT device and permanently disable it. And the AIoT is no longer available to the network.
· Ending Command, which means the AIoT device may not receive any further Command in this inventory round and indicates the end of this inventory round. So, the AIoT device may wait for another inventory round.
Proposal 3: RAN 3 should consider including the listed IEs in the Command message from AIoT-aware CN to the AIoT RAN node.
There is an issue with whether these Commands are transparent to the AIoT RAN node. These commands come from the Application Function or AIoT-aware CN node, so they should be NSA signaling, and they are expected to be piggybacked in Command messages sent from AIoT-aware CN.
Proposal 4: The Command content may be transparent to the AIoT RAN node.
The AIoT-aware CN may want the AIoT device to execute more than one Command in an inventory round, so one command message may include multiple Commands to an AIoT device to reduce the signaling overhead.
Proposal 5: One command message may include multiple Commands to an AIoT device.
3. Conclusion
Proposal 1: RAN 3 is suggested to include the listed IEs in the Inventory message from AIoT-aware CN to AIoT RAN node.
Proposal 2: RAN3 need to discuss whether or not the AIoT device ID is transparent to the AIoT RAN node.
Proposal 3: RAN 3 should consider including the IEs above in the Command from AIoT-aware CN to the AIoT RAN node.
Proposal 4: The Command content should be transparent to the AIoT RAN node.
Proposal 5: One command message may include multiple Commands to an AIoT device.
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