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Introduction

CB: # 10_IABCorrections

- Check the issue on handling of IAB authorization status during Xn HO and decide the solution

- Check the CRs on IAB authorization status description and support over MR-DC

- Other agreements if any

(moderator - ZTE)

Summary of offline disc R3-240824
For the Chair’s Notes

Propose to capture the following Agreement:

Proposal 1: Agree the 38.423 CRs (R3-240954/R3-240955) and 38.401 CRs (R3-240956/R3-240957). 
Proposal 2: Agree the following CRs:

38.401 CR: R3-241003 (38.401 R16)/R3-241010(38.401 R18)/R3-241011(38.401 R17)

36.423 CR: R3-240398(36.423 R16)/R3-240399(36.423 R17)/R3-240400(36.423 R18)

38.423 CR: R3-240401(38.423 R17)/R3-240402(38.423 R18)

36.413 CR: R3-241004 (36.413 R16)/R3-241005 (36.413 R17)/R3-241006 (36.413 R18) 

38.413 CR: R3-241007 (38.413 R16)/R3-241008 (38.413 R17)/R3-241009 (38.413 R18) 

Proposal 3: Agree the 38.401 CRs (R3-241040/R3-241041/R3-241042).
Proposal 4-1: After the donor CU serving the IAB-DU has received the authorization status = “not authorized” and removed the F1 connection, it sends an indication to the RAN node serving the IAB-MT about the release of F1. Signaling details to be discussed at the next meeting.

Proposal 4-2: After RAN node serving the IAB-MT is informed that the F1 connection of the IAB-DU has been released, it sends an indication to the AMF that the unauthorized IAB-MT can be deregistered. Signaling details to be discussed at the next meeting.

 

Proposal 5-1: After the donor CU serving the IAB-DU has received the authorization status = “not authorized” and removed the F1 connection, it sends an indication to the eNB serving the IAB-MT about the release of F1. Signaling details to be discussed at the next meeting.

Proposal 5-2: After the eNB serving the IAB-MT in EN-DC is informed that the F1 connection of the IAB-DU has been released, it sends an indication to the MME that the unauthorized IAB-MT can be deregistered. Signaling details to be discussed at the next meeting.

…

Discussion

Issue 1:   transfer and handling of IAB authorization status during MT migration (R3-240046/R3-240047/R3-240048) 

Background from [1][2][3]: 

Based on TS 23.501, an IAB node can access the network when it is not authorized, or the authorization status changes from “authorized” to “not authorized”. When inter-CU MT migration is initiated for a not authorized IAB node, it is not clear whether the target donor allocates and includes the IAB operation related configuration in the HO request ACK message even though it doesn’t know the authorization status of the IAB node. And the stage 2 description for transfer and handling of authorization status during MT migration is missing in TS 38.401. 
During the online session, 4 alternatives listed in [1] were discussed as copied in the below.  

Alt 1: IAB authorization status is not included in the Xn HO request, and the target donor doesn’t allocate IAB operation related configuration in the HO request ACK.

Alt 2: IAB authorization status is not included in the Xn HO request, and the target donor always allocates IAB operation related configuration in the HO request ACK. If Alt 2 is adopted, agree the CR to TS 38.401 based on the TP provided in this contribution.
Alt 3: The target donor allocates IAB operation related configuration based on the IAB authorization status included in the Xn HO request. If Alt 3 is adopted, agree the CRs to TS 38.423/38.401 in [2][3].  

Alt 4: No additional IAB authorization status is introduced in the Xn HO request, the IAB node indication IE is used to indicate the authorization status implicitly. 

And one company raise a question about the scenario, i.e. why MT migration procedure is initiated for a not authorized IAB-MT. In the moderator’s view, it has been specified by SA2 in TS 23.501 that an IAB node can access the network when it is not authorized, or the authorization status changes from “authorized” to “not authorized”. And based on the WID for R17 IAB [RP-201293], MT migration can be initiated to enhance robustness, i.e. due to deterioration of radio link quality. To ensure the connectivity of IAB node though it’s not authorized as specified in 23.501, MT migration may be initiated for the not-authorized IAB-MT. So the moderator thinks it is a valid scenario which needs to be considered. 
	RP-201293 New WID on Enhancements to Integrated Access and Backhaul Qualcomm

Specification of procedures for inter-donor IAB-node migration to enhance robustness and load-balancing, including enhancements to reduce signalling load.   


Regarding the alternatives to solve this issue, Alt 3 got the most support among the 4 alternatives while some companies suggested to use Alt 2 or Alt 4 instead. In the moderator’s view, Alt 3 is optimal technically considering that there is no additional signaling to allocate or release the IAB operation related configuration and additional service interruption can be avoided. Moreover, one unified principle can be used for all scenarios from R16 to R18 for the handling of IAB/mIAB authorization status, i.e. the IAB donor shall determine whether to allocate/release the IAB operation related configurations based on the authorization status. Therefore, the moderator tries to propose that we go with Alt3, i.e. IAB authorization status included in the Xn HANDOVER REQUEST message. And companies please provide feedback/comment to the following questions. 
Q1-1: Do you agree that the scenario wherein MT migration is initiated for a not-authorized IAB node is valid?

	Company
	Yes/No 
	Comment

	ZTE
	Yes 
	

	Huawei
	See comment
	We are not against such scenario since SA2 has agreed that the IAB-MT is allowed to stay in the network even if not authorized. 

However, after checking the SA2 specification, the related paragraphs are copied below
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It seems SA2 allows the IAB-MT remains in the network even if not authorized, but the state will be CM-IDLE if not authorized. Then the IAB-MT will be in RRC IDLE mode, no handover needs to be performed for an idle IAB-MT. 

In another angle, if the IAB-node which has no PDU session is not authorized, but stay in the network as a normal UE, the Handover procedure which allow no PDU session as exception for this “normal UE” should not be performed. 

So, it looks that the doubt on the necessity for such scenario is really worth to be discussed. 

	ZTE2
	
	Thank you for pointing this out. It’s good to make it clear. 

Based on SA2 description copied above by HW, SA2 specifies that IAB-node remains in CM-CONNECTED state if it is authorized, instead of “the state will be CM-IDLE if not authorized”. There is not any statement about IAB node cannot be in CM-CONNECTED or IAB node shall be in CM-IDLE if it is not authorized anywhere. Furthermore, there is not any statement that the N2 connection and RRC connection shall be released if the IAB node is not authorized. 

And I checked the SA2 CR (S2-2307980) which introduced the change on this sentence in 23.501 “After registered to the 5G system, the IAB-node remains in CM-CONNECTED state if the IAB operation is authorized. ”. It’s based on the LS on IAB Authorization from RAN3 (R3-231010), which is about AMF behaviour when IAB-MT is not authorized (the AMF rejects the IAB-UE’s registration or de-registers the IAB-UE, or the IAB-UE is still registered). There has not been discussion on whether IAB node shall be in CM-IDLE state or not if it’s not authorized in SA2. All these shows that there is no discussion/conclusion in SA2 that IAB node shall be in CM-IDLE if it is not authorized. 

To make progress, the following options can be considered: 

Option 1: RAN3 asks SA2 to check whether IAB node shall be in CM-IDLE if it is not authorized

Option 2: RAN3 makes decision on its own and notifies SA2. 

Option 2-1: RAN3 assumes that IAB node shall be in CM-IDLE if it is not authorized. The following needs to be considered:

The Xn CR is not needed, while the 38401 CR is still needed to capture the handling of authorization status during MT migration, e.g. authorization status is included in the path switch req ack (this is needed since MT migration can be initiated for authorized MT), and the corresponding IAB donor behaviour if it is not authorized. The IAB donor behaviour including release the configuration/resources,  MT’s CU informs DU’s CU of the authorization status if it is not authorized, DU’s CU performs orderly release, MT’s CU request to release N2 connection and then release RRC connection with the MT, then MT enters RRC IDLE mode. 
Stage 2 needs to capture that handover is not initiated for a not authorized IAB node. If handover is initiated for an IAB-MT, the target donor regards that it’s authorized and allocates IAB operation related configuration in the Xn HO request ack.  
The IAB donor behaviour in all other scenarios when the status is not authorized needs to reflect the new behaviour as well, i.e. make sure the not authorized MT enters RRC IDLE mode. 
Similar impact to other scenarios, i.e. R16 EN-DC/ R17 CU-UP separation, i.e. there is no need to establish dual connectivity for a not authorized IAB node which shall be in RRC_IDLE. This is related to issue 2. 
Option 2-2: RAN3 assumes that IAB node may remain in CM-CONNECTED state if  it’s not authorized. Then we can continue to discuss the following question in this questionnaire. 

	QC
	Yes
	On HW’s comment: 

23.501 presently does not preclude that the IAB-MT remains in CM Connected when de-authorized.

If the AMF does not want to support an unauthorized IAB-MT, it can reject registration. This is supported by 23.501. However, 23.501 also allows MT registration when IAB-MT is not authorized.

RAN3, and not SA2, was the driving WG for Rel-16/17 IAB. As long as SA2 is fine to keep an unauthorized MT registered, it is up to RAN3 to decide whether such MT can stay RRC connected or not.

RAN3 should align Rel-16/17 IAB and mIAB behavior: The AMF can switch the (m)IAB authorization status forth and back while the (m)IAB-MT is RRC connected.

	E///
	See comment
	SA2 specs are indeed silent wrt RRC state of an unauthorized MT. Our question about this issue was guided by the fact that, usually, UEs without UP traffic are not kept in CONNECTED state. In any case, RRC state aside, the point here is that an unauthorized MT will have next to no traffic. 

Then, considering that an unauthorized UE has very little traffic of any kind, is it meaningful to support MT HO for the purpose of link robustness? In that respect:

If there is very little traffic here and there, how will the MT/network reliably determine that the link is bad? 

Instead of MT HO, is it not enough to let the MT declare RLF and connect elsewhere?

Is it not easier to wait until it really matters whether the link is good or not?

	ZTE
	
	Reply to E///, an unauthorized MT may have some OAM traffic. The MT/network can determine based RRM measurement based on the reference signal. And we think it’s not a good design to let the MT declare RLF instead of MT HO. 

And if we go this way (some kind of alt 4 - the IAB node indication indicates authorization status implicitly), it needs to be captured in the spec that MT HO is not initiated for a not authorized IAB-MT. And it needs to be captured in the procedure text in 38.423 that, if IAB node indication is included in Xn HO request message, the target donor considers it as an authorized IAB node. 

	Samsung
	See comment
	It seems that the Rapp. wants to get the benefit for following up handover by introducing the IAB authorization indication. However, in our understanding, once an IAB node is not authorized, the NW does not need to take IAB feature into account for the following-up handover. Moreover, we are here considering the fixed IAB node for Rel-16/17, the occurrence of handover is not that often. 

If some clarification is really wanted among companies, some text in 38.423 may be considered. 

	Lenovo
	See comments
	Refer to SA2, the IAB-MT may remain in CM connected when it’s de-authorized, in this case, it’s reasonable to initiate the MT migration for a not-authorized IAB.

	CATT
	
	In our understanding, a non-authorized IAB-MT can be maintained in CM connected, but MT migration is not performed for such IAB-node. The MT migration is carried out due to HO of IAB-MT whose co-located IAB-DU maintains F1 connection. 


Summary: 

One company points out that SA2 allows the IAB-MT remains in the network even if not authorized, but the state will be CM-IDLE if not authorized. After further check, it’s clear that SA2 specifies that IAB-node remains in CM-CONNECTED state if it is authorized, instead of “the state will be CM-IDLE if not authorized”.  And there is no discussion/conclusion in SA2 that IAB node shall be in CM-IDLE if it is not authorized. So the moderator thinks that the scenario wherein MT migration is initiated for a not-authorized IAB node is valid.
Q1-2: Do you agree that RAN3 doesn’t need to revisit whether to introduce IAB authorization status in the NGAP PATH SWITCH REQUEST ACK message?

	Company
	Yes/No 
	Comment

	ZTE
	Yes 
	

	Huawei
	Yes
	Need more clarification on this question, why it comes? No paper mentions this issue.

	ZTE2
	
	Reply to Huawei: this comes from Ericsson’s comment during online discussion. And I’d like to clarify that even if SA2/RAN3 concludes that not authorized IAB node shall be in RRC IDLE, including authorization status in path switch request ack is still needed since MT migration would be initiated for authorized IAB-MT and the AMF can inform updated status to donor during path switch procedure. 

	QC
	Should not be revisited
	We are discussing CRs in this session. Not new features.

	E///
	
	The comment we made is that we maybe introduced the authorization status indication in too many messages. Given the state of the discussion now, what is the value of having it in PATH SWITCH REQUEST ACK? The AMF can, soon after HO use the UE context management signalling to inform the authorization status.

It may be indeed too late for any re-discussions.

	Samsung
	Yes
	

	Lenovo
	Yes
	

	CATT
	Yes
	

	
	
	


Summary: 

Based on the discussion, we don’t need to revisit whether to introduce IAB authorization status in the NGAP PATH SWITCH REQUEST ACK message. 
Q1-3: Do you agree (or accept) to introduce IAB authorization status in the Xn HANDOVER REQUEST message? 
	Company
	Agree/accept or not
	Comment

	ZTE
	Agree 
	

	Huawei
	
	No strong view. This is an optimization when compared to Alt 2, only has benefits if the IAB is not authorized and performed handover. We can first address Q1-1, and if the scenario is valid, then further check whether it is needed. 

	Qualcomm
	
	No strong view. As HW pointed out, this is an optimization. It avoids that the target CU allocates BH for an unauthorized IAB-MT for a brief time before it receives notification from the AMF about the authorization status. It is not really necessary.

	E///
	See comment
	This is an optimization for a corner case. If everyone really wants to have it, we will not block it.

	Samsung 
	
	It is an optimization. Another way is to add some clarification without introducing new IE. 

	Lenovo
	Agree
	The indication in the HO request is beneficial for the target donor to allocate IAB operation related configuration.

	CATT
	
	We tend to agree with HW and QC. Alt.2 is acceptable. 

	
	
	

	
	
	


Summary: 

Based on the discussion, most companies are ok to introduce a new authorization status IE in the Xn HO request message meanwhile several companies think this scenario is not so critical. So the moderator propose to address this issue in a more simpler and acceptable way, i.e. we go with Alt 4 (the IAB node indication IE is used to indicate the authorization status implicitly) as suggested by Samsung. In this way, no new IE is to be introduced, and some text modification in TS 38.423 and 38.401 are needed. 
Q1-4: If  the answer to Q3 is yes, do you agree the 38.423 CRs for R17/R18 based on R3-240047? 
	Company
	Yes/No 
	Comment

	ZTE
	Yes 
	

	Lenovo
	Yes
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Q1-5: If  the answer to Q3 is yes, do you agree the 38.401 CRs for R17/R18 based on the following TP based on R3-240048? You can provide your comments in the below or directly in the draft CR. 

	Company
	Yes/No 
	Comment

	ZTE
	Yes 
	

	Lenovo
	Yes
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


	1.
The source IAB-donor-CU sends an Xn HANDOVER REQUEST message to the target IAB-donor-CU . This message may include the migrating IAB-node’s TNL address information in the RRC container. This message includes the authorization status of the IAB-node.
2.
The target IAB-donor-CU sends a UE CONTEXT SETUP REQUEST message to the target parent node IAB-DU, to create the UE context for the migrating IAB-MT and to set up the bearers, which the migrating IAB-MT uses for its signaling, and, optionally, data traffic. 

3.
The target parent node IAB-DU responds to the target IAB-donor-CU with a UE CONTEXT SETUP RESPONSE message. 

4.
The target IAB-donor-CU performs admission control and provides the new RRC configuration as part of the HANDOVER REQUEST ACKNOWLEDGE message. The RRC configuration includes a BAP address for the boundary node in the target IAB-donor-CU’s topology, a default BH RLC channel and a default BAP routing ID configuration for UL F1-C/non-F1 traffic mapping on the target path if the IAB node is authorized according to the authorization status received in step 1. The RRC configuration may include the new TNL address(es) anchored at the target IAB-donor-DU for the migrating node if the IAB node is authorized according to the authorization status received in step 1.

5.
The source IAB-donor-CU sends a UE CONTEXT MODIFICATION REQUEST message to the source parent node IAB-DU, which includes the received RRCReconfiguration message from the target IAB-donor-CU. 

6.
The source parent node IAB-DU forwards the received RRCReconfiguration message to the migrating IAB-MT.

7.
The source parent node IAB-DU responds to the source IAB-donor-CU with the UE CONTEXT MODIFICATION RESPONSE message. 

8.
The migrating IAB-MT performs a random access procedure at the target parent node IAB-DU.

9.
The migrating IAB-MT responds to the target parent node IAB-DU with an RRCReconfigurationComplete message. 

10.
The target parent node IAB-DU sends an UL RRC MESSAGE TRANSFER message to the target IAB-donor-CU, to convey the received RRCReconfigurationComplete message. 
11.
The target IAB-donor-CU triggers the path switch procedure for the migrating IAB-MT, if needed. The AMF informs the authorization status of the IAB-node to the target IAB-donor via the path switch procedure. 



Summary: 

The moderator proposes to agree the CRs to TS 38.423/38.401 based on the discussion.

Proposal 1: Agree the 38.423 CRs (R3-240954/R3-240955) and 38.401 CRs (R3-240956/R3-240957). 
Issue 2: transfer and handling of authorization status for scenarios other than MT migration scenarios
Based on the online discussion, the wording in 38.401 CRs (R3-240167/R3-240187/R3-240175) needs to be checked. 

Q2-1: Do you agree the 38.401 CRs based on R3-240167/R3-240187/R3-240175? Please provide your comments in the below or directly in the draft CRs. 

	Company
	Yes/No 
	Comment

	ZTE
	Yes with comments
	One scenario for R16 is missing for section 8.9.Y.2 (IAB-node with one IAB-donor in SA): the IAB node is NR dual-connected, where the its two parent nodes connects to the same IAB donor, i.e. the intra-CU redundancy case. 

	Huawei
	Yes
	On the scenario raised by ZTE, it seems this scenario has already covered by the IAB-node in SA case, since only one donor is involved.

	Qualcomm
	Yes
	Ericsson was not happy with the “Reasons for change” on the cover pages. We agree. Before we provide a revision Ericsson won’t like, we suggest Ericsson provides such a revision.

On ZTE’s comment: Agree with HW’s reply.

	E///
	Yes, after our comments are implemented
	We had many comments beyond the front page design, we provided them to CATT and we expect them to be included in the new iteration of the CRs.

	Samsung 
	Yes, by waiting for new version
	

	Lenovo
	Yes
	For the comments from ZTE, agree with HW’s reply.

	CATT
	Yes
	The scenario which ZTE pointed out has been captured during the revision. Also, Ericsson’s concerns/comments have been considered. After that, we adopted the changes from Ericsson and provided the revised CRs (v1) in the folder. 

	
	
	

	
	
	


Q2-2: Do you agree the 36.423 CRs based on 
R3-240398/R3-240399/R3-240400? Please provide your comments in the below or directly in the draft CRs. 

	Company
	Yes/No 
	Comment

	ZTE
	Yes 
	We are fine with the CRs though we think it’s not so necessary to introduce the authorization status in the addition message, considering that it’s not clear why dual connectivity needs to be established for a not-authorized IAB node.  

	Huawei
	Yes
	Regarding ZTE’s concern, we already have some discussion during the offline, some companies believe that the SN addition procedure is for IAB-MT and can be independent with the IAB-authorization status. So, it makes sense to add the authorization status in the addition message.

	ZTE2
	
	Please check the comments in the Q1-1 regarding whether a not authorized IAB node shall be in RRC_IDLE. If yes, there is no need to establish dual connectivity for a RRC_IDLE IAB-MT.

	Qualcomm
	Yes
	On the DC scenario: The MT can stay RRC connected while not-authorized, and therefore, the donor can decide to dual-connect this MT. 

We should allow for implementation flexibility and not micromanage any little corner case scenario. 

	E///
	These CRs are indeed OK, no need to revise
	

	Samsung
	Yes
	

	Lenovo
	Yes
	

	CATT
	Yes
	The MT can be dual-connected even if it is not authorized.


Q2-3: Do you agree the 38.423 CRs based on 
R3-240401/R3-240402? Please provide your comments in the below or directly in the draft CRs. 

	Company
	Yes/No 
	Comment

	ZTE
	Yes 
	We are fine with the CRs though we think it’s not so necessary to introduce the authorization status in the addition message, considering that it’s not clear why dual connectivity needs to be established for a not-authorized IAB node.  

	Huawei
	Yes
	Regarding ZTE’s concern, we already have some discussion during the offline, some companies believe that the SN addition procedure is for IAB-MT and can be independent with the IAB-authorization status. So, it makes sense to add the authorization status in the addition message.

	Qualcomm
	Yes
	On the DC scenario: See above



	E///
	OK, no need to revise
	

	Samsung
	Yes
	

	Lenovo
	Yes
	

	CATT
	Yes
	The MT can be dual-connected even if it is not authorized.

	
	
	


Q2-4: Do you agree the 36.413 CRs based on R3-240169/R3-240170/R3-240171? Please provide your comments in the below or directly in the draft CRs. 

	Company
	Yes/No 
	Comment

	ZTE
	Yes 
	

	Samsung
	Yes
	

	Lenovo
	Yes
	

	CATT
	Yes
	

	
	
	

	
	
	

	
	
	

	
	
	


Q2-5: Do you agree the 38.413 CRs based on R3-240172/R3-240173/R3-240174? Please provide your comments in the below or directly in the draft CRs. 

	Company
	Yes/No 
	Comment

	ZTE
	Yes 
	

	Samsung
	Yes
	

	Lenovo
	Yes
	

	CATT
	Yes
	

	
	
	

	
	
	

	
	
	

	
	
	


Summary: 

The moderator proposes to agree the CRs to TS 38.401/36.423/38.423/36.413/38.413 based on the discussion.

Proposal 2: Agree the following CRs:

38.401 CR: R3-241003 (38.401 R16)/R3-241010(38.401 R18)/R3-241011(38.401 R17)
36.423 CR: R3-240398(36.423 R16)/R3-240399(36.423 R17)/R3-240400(36.423 R18)

38.423 CR: R3-240401(38.423 R17)/R3-240402(38.423 R18)
36.413 CR: R3-241004 (36.413 R16)/R3-241005 (36.413 R17)/R3-241006 (36.413 R18) 

38.413 CR: R3-241007 (38.413 R16)/R3-241008 (38.413 R17)/R3-241009 (38.413 R18) 

Issue 3: Support of no PDU session for IAB-MT during Path Switch Request procedure (R3-240284/R3-240285)
Reason for change: An IAB-MT may have no PDU session. In current 38.413, the PDU Session Resource to be Switched in Downlink List IE in the path switch request message is mandatory. So if MT migration is initiated for an IAB-MT with no PDU session, the AMF shall ignore this IE in the path switch request message. However, the behaviour of the AMF as stated above is not captured in the procedure text for path switch request procedure. 

During the online discussion, one company suggests to wait for SA2 conclusion since SA2 is discussing this issue in R18. In the moderator’s view, the discussion in SA2 is related to NG-based MT HO in R18 while these CRs are about Xn-based MT HO in R17. So we may not necessarily need to wait for SA2. And even SA2 decides to use dummy value for PDU session ID instead of a no PDU session indication in the handover request message, these two CR(R3-240284/R3-240285) are also applicable, i.e. the AMF shall ignore the corresponding IE related to PDU session in the path switch request message during Xn-based MT HO if the UE is an IAB-MT which doesn’t have PDU session. So perhaps we can fix it in RAN3 in this meeting. 

Q3: Do you agree the 38.413 CR based on R3-240284/R3-240285?

	Company
	Yes/No 
	Comment

	ZTE
	Yes 
	

	Huawei
	Suggest revision
	Agree with the intention of the change, but we are wondering maybe it will be better to add an explicit indication for the “no PDU session” in the PATH SWITCH REQUEST message, and then the AMF ignore the PDU Session Resource to be Switched in Downlink List IE. Such explicit indication is helpful to cover “no PDU session” and “no activated PDU session” case.

	ZTE2
	
	Reply to Huawei: AMF can check whether there is PDU session for the IAB-MT by itself. So there is no need to introduce a new indication. And there is no “activated” issue since it is not mentioned in the text. 

	Qualcomm
	No
	We just had the equivalent discussion for mIAB and decided to wait for SA2 to conclude on this issue. Let’s wait until they are done before we take action.

	E///
	Wait for SA2
	

	Samsung
	Wait for SA2
	

	Lenovo
	Wait for SA2
	

	
	
	

	
	
	


Summary: 

The moderator proposes to wait for SA2 conclusion based on the discussion. No proposal for this issue. 
Issue 4: IAB IP address allocation via OAM(R3-240394/R3-240395/R3-240396/R3-240397)
Based on the contributions, the issue is that, for the OAM-based IP allocation, the OAM has no idea of the donor-DU’s BAP address, causing the IAB-node cannot obtain the mapping between the IP address and the BAP address of donor-DU. The source IP address cannot be selected properly for UL traffic. In the worst case, some UL packets without proper source IP address may be dropped by the donor-DU in case the source IP filtering is configured.

Based on the online discussion, some companies think there is nothing to be fixed. And based on some offline discussion, there seems to be consensus among some companies that it needs to be captured in TS 38.401 that the IAB node and the IAB-donor need to obtain the mapping between the IP address and the BAP address of the corresponding donor-DU, and how to obtain it is up to implementation. 

Q4: Do you agree the 38.401 CRs to capture that the IAB node and the IAB-donor need to obtain the mapping between the IP address and the BAP address of the corresponding donor-DU. Please provide your comments in the below or directly in the draft CRs. 

	Company
	Yes/No 
	Comment

	Huawei
	Yes
	After some offline discussion, the reworded change will be:

In case of OAM-based IP address allocation, the IAB-node informs the IAB-donor-CU via an UL RRC message about the IP address(es) it received for each purpose. The mapping of each IP address assigned to the IAB-node and the corresponding donor-DU’s BAP address should be known by the IAB-node and the IAB-donor-CU, by implementation. This occurs before the IAB node uses the IP address(es) for UL and/or DL traffic. 
The IAB-node should know the mapping for UL IP address selection, and the IAB-donor-CU should know the mapping for DL mapping configuration at the donor DU. And the updated version will use “by implementation” for how to provide the mapping information as a compromise. 

The updated CR has been uploaded in the corresponding folder for your further review.

	QC
	Suggest slight rewording
	In case of OAM-based IP address allocation, the IAB-node informs the IAB-donor-CU via an UL RRC message about the IP address(es) it received for each purpose. This occurs before the IAB node uses the IP address(es) for UL and/or DL traffic. The mapping between the IP addresses assigned to the IAB-node and the BAP address(es) of the corresponding IAB-donor-DU(s) anchoring these IP addresses should be known by the IAB-node and the IAB-donor-CU based on implementation. 


	E///
	QC rewording is OK
	

	Samsung
	OK for rewording
	

	Lenovo
	Ok for rewording
	

	CATT
	
	Seems a little redundant, is it really necessary?

Does it mean the OAM and the donor-CU should be aligned about the knowledge on mapping between the IP address and the BAP address? If yes, we can just make a note on this.

	
	
	

	
	
	


Summary: 

The moderator proposes to agree the CRs to TS 38.401 based on the discussion.

Proposal 3: Agree the 38.401 CRs (R3-241040/R3-241041/R3-241042).
Issue 5: Mirroring the NGAP agreement about MT de-registration to EN-DC
In November, we agreed to introduce a cause value applicable to NGAP UE CONTEXT RELEASE REQUEST, which is used by the RAN to inform the AMF that the MT may be deregistered (i.e., that RAN did its part of the job wrt handling of unauthorized IAB node, and that the AMF may deregister the MT, if it wants to).

So, we need to port this change to EN-DC (S1AP), and to Rel-16/17 (NGAP). So, the proposal to be added to the CB is (based on the November NGAP agreement):

Proposal x: The eNB MT’s CU sends an S1AP indication to MME in the S1AP UE CONTEXT RELEASE REQUEST to indicate that the IAB MT can be deregistered. The indication to be captured via a new cause value.
	Company
	Yes/No 
	Comment

	E///
	Yes
	We are porting the authorization handling back to EN-DC and previous releases, and this feature is a part of authorization handling so it should be mirrored as well.

	CATT
	
	Get the point, but there are a number of scenarios to consider for IAB. I’m not sure all the scenarios can be covered by what Ericsson suggests.

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Summary:

Based on the discussion, companies are fine to mirror the NGAP agreement about MT de-registration to R16/17 scenarios. However, the R16/17 scenarios supporting dual connectivity with only one IAB donor is quite different from R18 scenarios, which needs more discussion. And there is limited time to produce the CRs to implement the corresponding enhancement, which includes 38.401, 36.413, 38.413, and potentially 36.423, 38.423. So the moderator proposes to agree that the NGAP agreement about MT de-registration are mirrored to R16/17 scenarios while the signaling details can be discussed in the next meeting. 
Proposal 4-1: After the donor CU serving the IAB-DU has received the authorization status = “not authorized” and removed the F1 connection, it sends an indication to the RAN node serving the IAB-MT about the release of F1. Signaling details to be discussed at the next meeting.

Proposal 4-2: After RAN node serving the IAB-MT is informed that the F1 connection of the IAB-DU has been released, it sends an indication to the AMF that the unauthorized IAB-MT can be deregistered. Signaling details to be discussed at the next meeting.

 

Proposal 5-1: After the donor CU serving the IAB-DU has received the authorization status = “not authorized” and removed the F1 connection, it sends an indication to the eNB serving the IAB-MT about the release of F1. Signaling details to be discussed at the next meeting.

Proposal 5-2: After the eNB serving the IAB-MT in EN-DC is informed that the F1 connection of the IAB-DU has been released, it sends an indication to the MME that the unauthorized IAB-MT can be deregistered. Signaling details to be discussed at the next meeting.

Conclusion, Recommendations
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