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Introduction
In previous meeting, we received a reply LS from SA3[1], which follows up the previous LS from RAN3 on the user consent for trace reporting. In the reply LS, SA3 gives their answers regard to the user consent mechanism. If we trace the discussion back to Rel-17, no agreements are made on the user consent for UE trace reporting and the majority’s view in RAN3 is the existing MDT user consent also for the UE location information. In this contribution, we will provide our understanding on the user consent for trace reporting based on the response from SA3.
[bookmark: _Hlk110416859]Discussion
The user consent for trace reporting has been discussed since Rel-16. A previous LS is triggered from SA3, which is noted as follows:
	SA3 opines that RAN2, RAN3, and SA5 do not need to make user consent mandatory for RLF/CEF cases but should provide a possibility so that the operator has an option to collect and handle user consent. SA3 also believes it is not required to update previous releases (R15 and prior).


The latest LS from SA3 is received in last meeting, providing the replies to two questions:
	Q1: Whether user consent should be used to allow/disallow transfer of information from RAN to Trace Collection Entity (TCE), or whether it should also be used to allow/disallow collection of information over the air interface for RAN internal use only.
Q2: To provide feedback on feasibility and benefit of a Rel-18 user consent mechanism where an operator can provision, via OAM, which information is subject to user consent, depending on the law and regulations in place.
A1: The existing user consent mechanism is only intended for internal use within the 3GPP operators (controllers) domain for collection MDT measurements at the RAN and reporting them to the Trace Collection Entity. 
A2: Further, user consent is given to the operator so that the 3GPP system can be provisioned/configured based on the operator-subscriber agreed permissions stored in UDM to make it feasible for the 3GPP system to comply with local laws and regulations.
Whether the RAN needs to check if user consent is required for a specific type of information/data of a subscriber for a particular purpose can be configured by the OAM. Such configuration is done based on local regulations, which is likely to change infrequently. From the UDM, per UE basis, the RAN receives the yes/no information on whether a user has given consent for the information/data configured by the OAM to be used by the RAN for a particular purpose.


In reply LS, it is clearly stated that the user consent applies to collection MDT measurements at the RAN and report MDT measurements to the Trace Collection Entity. As common understanding, the user consent applies to selection of UE for MDT, but SA3 gives a precondition for existing user consent mechanism. Followed by the SA3’s answers, OAM totally determines which information/data of a subscriber for a particular purpose is subject to user consent depending on local regulations. In general, operators may control different jurisdictions with different configuration rules, so OAM is configured highly depending on the local laws and regulations. After receiving the OAM configurations, RAN will be aware of which information is subject to the user consent. If OAM configures RAN does not need to check if the user consent is required for a specific type of information/data of a subscriber for a particular purpose, RAN will consider collection of measurements is not affected by user consent and report them to TCE directly.
Observation 1: OAM totally determines which information/data of a subscriber for a particular purpose is subject to user consent depending on local laws and regulations.
Observation 2:  If OAM configures RAN does not need to check if the user consent is required for a specific type of information/data of a subscriber for a particular purpose, RAN will consider collection of measurement is not affected by user consent and report them to TCE directly.
For management based MDT, as specified in TS 32.422, the existing user consent mechanism is described as follows:
	When UE attaches to the network, the UDM shall forward the user consent information, stored in the UDM database, to the corresponding AMF. When the AMF receives the user consent information it shall store it in its subscriber database. 
The AMF shall also check the roaming status of the user. If the user is within its home operator’s PLMNs and the user has given its consent, the AMF shall send the Management based MDT PLMN List IE to the gNB during the UE context setup procedure (INITIAL CONTEXT SETUP REQUEST message, see TS 38.413 [49]). Otherwise, the AMF shall not send the Management based MDT PLMN List IE to the gNB. 


Based on the highlight part, the AMF shall send the Management based MDT PLMN List IE to the gNB in existing procedure. According to the SA3 reply, gNB will receive additional configuration by means of OAM, indicating whether the collection of some MDT measurements is required to check the user consent. Hence, some descriptions on OAM configuration should be added in current Management based MDT mechanism.
Proposal 1: For management based MDT, gNB will receive additional configuration by means of OAM, indicating whether the collection of some MDT measurements is required to check the user consent.
For signalling based MDT, as specified in TS 32.422, the example for delivering user consent information in signalling based MDT is illustrated as follows:


In case of signalling based MDT, getting user consent before activating the MDT functionality is required because of privacy and legal obligations. Since the UDM will check the user consent availability when there is MDT activation targeting to the UDM, there will be no issue foreseen on RAN where the UDM will reject MDT activation if no user consent given by the specific user. In our view, some optimization should be performed on CN, providing the OAM configuration before sending the MDT activation to NG-RAN node, but the discussion on this optimization is not our RAN3 scope.
Observation 3: For signalling based MDT, there will be no issue foreseen on RAN where the UDM will reject MDT activation if no user consent given by the specfic user.
Proposal 2: Some optimization should be performed on CN, providing the OAM configuration before sending the MDT activation to NG-RAN node, but the discussion on this optimization is not our RAN3 scope.
Additionally, regard to Logged MDT, we think the enhancement of user consent mechanism does not impact the legacy UE behavior. Considered the legacy UE behavior in logged MDT, RAN will transfer the MDT PLMN List to UE. Then, UE can collect and report MDT measurements in the PLMN within the PLMN List. For operator’s deployment, we think RAN3 should focus on the logged MDT measurements for inter-PLMN scenraio where different PLMNs belong to the same operator. For ease of management, the configuration configured by OAM should be consistent for all the PLMNs of one operator. If the PLMNs belong to two different operators, the collection of MDT measurements could not be exchanged between NG-RAN nodes belonging to two operators due to privacy policy. 
Observation 4: For ease of management, the configuration configured by OAM should be consistent for all the PLMNs of one operator.
Observation 5: If the PLMNs belong to two different operators, the collection of MDT measurements could not be exchanged between NG-RAN nodes belonging to two operators due to privacy policy.
Proposal 3: RAN3 should focus on the logged MDT measurements for inter-PLMN scenraio where different PLMNs belong to the same operator.
Conclusions
In this contribution, we continue the discussion on user consent for trace reporting. The following observations and proposals are listed below:
Observation 1: OAM totally determines which information/data of a subscriber for a particular purpose is subject to user consent depending on local laws and regulations.
Observation 2:  If OAM configures RAN does not need to check if the user consent is required for a specific type of information/data of a subscriber for a particular purpose, RAN will consider collection of measurement is not affected by user consent and report them to TCE directly.
Observation 3: For signalling based MDT, there will be no issue foreseen on RAN where the UDM will reject MDT activation if no user consent given by the specfic user.
Observation 4: For ease of management, the configuration configured by OAM should be consistent for all the PLMNs of one operator.
Observation 5: If the PLMNs belong to two different operators, the collection of MDT measurements could not be exchanged between NG-RAN nodes belonging to two operators due to privacy policy.
Proposal 1: For management based MDT, gNB will receive additional configuration by means of OAM, indicating whether the collection of some MDT measurements is required to check the user consent.
Proposal 2: Some optimization should be performed on CN, providing the OAM configuration before sending the MDT activation to NG-RAN node, but the discussion on this optimization is not our RAN3 scope.
Proposal 3: RAN3 should focus on the logged MDT measurements for inter-PLMN scenraio where different PLMNs belong to the same operator.
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