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1 Introduction

The current understanding in RAN3 for Rel-18 IoT NTN is that once the discussion for an issue is stable for NR NTN, the same feature is introduced in IoT NTN. Even though some topics are not explicitly listed in the Rel-18 IoT NTN WID [1], the common understanding in RAN3 seems to be that they should be beneficial for IoT NTN none the less.
So far RAN3 has followed this practice for e.g. mapped cell ID, CHO and UE location verification.
We would like to raise the attention on this situation so that an explicit and conscious choice can be made.
2 Discussion
UE location verification is part of the NR NTN Rel-18 WID [2], but it is not part of the IoT NTN Rel-18 WID [1].

Observation 1: In Rel-18, UE location verification is in the NR NTN WID objectives, but not in the IoT NTN WID objectives.
None the less, for UE location verification RAN3 has followed the same practice as for all other NTN topics, i.e. mirroring in IoT NTN the status of NR NTN. It seemed common understanding that agreed Rel-18 NR NTN functionality should also be beneficial toward the IoT NTN objectives (any needed enhancements to mobility management and power saving for discontinuous coverage, taking into account the conclusions from the SA2 study, according to the RAN3 parts of the WID [1]).

UE location verification has been added to the current stage 2 BL CR for IoT NTN [4], and related stage 3 proposals have also been submitted (e.g. [5]
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[6]).
Observation 2: So far, RAN3 has added support for UE location verification in the IoT NTN stage 2 BL CR, and related stage 3 proposals have been submitted; it seemed common understanding that agreed NR NTN functionality should also be beneficial for the IoT NTN objectives.
We also note that no discussion on UE location verification has taken place so far in RAN2 (and there is currently no mention of this functionality in the RAN2 running CR for TS 38.300), unlike for NR NTN. This implies that in Rel-18 UE location verification for IoT NTN may be expected to be supported only through RAN3 functionality (and not RAN2 functionality).

Observation 3: UE location verification for IoT NTN has not been discussed in RAN2; this implies that it may be expected to be supported only through RAN3 functionality.
Currently defined UE location functionality requires triggering the LCS subsystem, and for this to happen the UE needs to be in RRC_CONNECTED mode. But we also note that for IoT NTN RAN2 has discussed an alternative solution that does not require the UE to be in connected mode and has liaised CT1 about it (RAN3 is in cc) asking for a study and potential normative activity [3]. Such a solution, if pursued, would involve NAS and would be transparent to the gNB; this could be a duplicate of the solution currently discussed in RAN3.
Observation 4: RAN2 and CT1 may pursue an alternative, NAS-based solution to convey the UE location which would be transparent to the gNB; if pursued, this could be a duplicate of the solution currently discussed in RAN3.
We propose to discuss in RAN3 the above situation and make a conscious choice with respect to the possible way forward. We see the following 2 possible options:
a) RAN3 continues with the current discussion on UE location verification for IoT NTN. If agreed, this feature is expected to be supported only through RAN3 functionality as it was not discussed in other WGs. A conscious decision needs to be taken, an agreement needs to be captured in the Chair’s Notes, and the IoT NTN WID may need amending by TSG RAN. We may also need to liaise e.g. RAN1/RAN2 to inform them of this decision (e.g. the RX-TX time difference/offset/drift definitions in TS 36.214 might need revising, etc.).
b) RAN3 strictly adheres to the Rel-18 IoT NTN WID and stops discussion on this topic. The corresponding changes to the TS 36.300 BL CR need to be reverted. It should be possible to further continue this topic as e.g. TEI19.

Proposal 1: RAN3 should discuss whether to continue with the current discussion on UE location verification for Rel-18 IoT NTN, or to strictly adhere to the corresponding WID, including possible further actions to be taken; we welcome further discussion on this.
3 Conclusions and Proposal
Our observations and proposal are summarized below.
Observation 1: In Rel-18, UE location verification is in the NR NTN WID objectives, but not in the IoT NTN WID objectives.
Observation 2: So far, RAN3 has added support for UE location verification in the IoT NTN stage 2 BL CR, and related stage 3 proposals have been submitted; it seemed common understanding that agreed NR NTN functionality should also be beneficial for the IoT NTN objectives.
Observation 3: UE location verification for IoT NTN has not been discussed in RAN2; this implies that it may be expected to be supported only through RAN3 functionality.
Observation 4: RAN2 and CT1 may pursue an alternative, NAS-based solution to convey the UE location which would be transparent to the gNB; if pursued, this could be a duplicate of the solution currently discussed in RAN3.
Proposal 1: RAN3 should discuss whether to continue with the current discussion on UE location verification for Rel-18 IoT NTN, or to strictly adhere to the corresponding WID, including possible further actions to be taken; we welcome further discussion on this.
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