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1	Introduction
In previous RAN3 meeting, RAN3 agreed to introduce “authorization status” in Transport Migration modification procedure in case the DU’s CU and MT’s CU are different and had the following agreements.
The authorization status update is passed from the MT’s CU to the DU’s CU via Transport Management Modification Request message. The information signalled in the response message needs to be further discussed
After the MT’s CU has receives the mIAB authorization status set to “non-authorized” and all traffic has been released from the MT’s backhaul link, the MT’s CU will release all backhaul resources (including BAP address, TNL address and default BAP reconfiguration). The condition for the release of backhaul resources for the mIAB node needs to be further discussed.
According to the agreements and the guidance from the Rapporteur, the following leftover issues are needs to be discussed. 
- XnAP response information for not-authorized indication
- NGAP response information for not-authorized indication
- status changes from “not-authorized” to “authorized”
2	Discussion
[bookmark: _Hlk109747344]2.1 XnAP response information for not-authorized indication
In our understanding, the leftover issues are related to how the DU’s CU response MT’s CU if the authorization status is set to “not-authorized”, we think after all the UEs are handed over to other cells, the MT’s CU needs to be informed about the outcome of the DU’s CU’s action. There may be two approaches:
- Option A, re-use the Traffic to Be Released Information IE in Transport Migration Management request message.
- Option B, introduce a new indication in Transport Migration Management Modification response message.
For option A, according to the following procedural text in TS 38.423, the original intension to introduce this Traffic to Be Released Information IE is for the F1-terminating IAB initiated traffic release request, the non-F1-termniating IAB needs to include the Traffic Released List IE in the Transport Migration Management response message, the response message seems not needed for the un-authorized case, if option 1 is selected, redundant message and information over XnAP is introduced.If the Traffic To Be Released Information IE is contained in the IAB TRANSPORT MIGRATION MANAGEMENT REQUEST message, the non-F1-terminating IAB-donor should release all offloaded traffic if the All Traffic Indication IE in the Traffic to Be Released Information IE is set to "true", or release only the offloaded traffic indicated by the Traffic to Be Released Item IE in the Traffic to Be Released Information IE. 
If the IAB TRANSPORT MIGRATION MANAGEMENT REQUEST message contains the Traffic to Be Released Information IE, the non-F1-terminating IAB-donor shall include the Traffic Released List IE in the IAB TRANSPORT MIGRATION MANAGEMENT RESPONSE message.



In addition, if option A is used, the interaction text needs to be added in IAB Transport Migration Modification procedure to clarify the F1-terminating IAB-donor’s behaviour and associate the Transport Migration Modification procedure and Transport Migration Management procedure as we captured in the Annex A.
With above discussion, we think option B is better and clear and we capture option B in Annex B.
Observation 1, in case DU’s CU and MT’s CU are different, if the mobile IAB-node is “not-authorized”, the DU’s CU needs to be informed about all the UEs are moved out and the F1 connection is released. 
Proposal 1, RAN3 to down-select the following options to indicates the MT’s CU about all the UEs are moved to other cells and the F1 connection is released due to the “not-authorized” indication from MT’s CU.
- Option A, re-use the Traffic to Be Released Information IE in Transport Migration Management request message.
- Option B, introduce a new indication in Transport Migration Management Modification response message.
Proposal 2, if option A is selected, interaction procedural text needs to be added in IAB Transport Migration Management Modification procedure as shown in Annex A.
Proposal 3, if option B is selected, RAN3 agree the corresponding TP in Annex B.
2.2 NGAP response information for not-authorized indication
According to the latest agreed CR for mobile IAB authorization handling in [1] as shown below, if the mobile IAB-node is not authorized, or the core network may decide to initiate Deregistration procedure for the mobile IAB-MT, The AMF informs the NG-RAN of the new authorization status using UE Context Modification, Initial Context Setup procedure or the DOWNLINK NAS TRANSPORT message, with the following principles:
-	If the authorization state changes from authorized to not authorized and AMF uses the UE Configuration Updated procedure to update the MBSR, the AMF updates the NG-RAN with the new authorization indication (not authorized) by including this information in the DOWNLINK NAS TRANSPORT message. The NG-RAN completes handover of the UEs served by the MBSR before releasing the F1 connection to the MBSR IAB-DU.
-	If the authorization state changes from authorized to not authorized and the AMF uses the Deregistration procedure to update the MBSR, the AMF sends the UE Context Modification message to NG-RAN and after a certain period (e.g. based on the expiration of a timer configured on the AMF) the AMF before triggering executes the deregistration towards procedure with MBSR and releases the NAS signalling connection after a certain period (e.g. based on the expiration of a timer configured on the AMF).
If the Network-initiated Deregistration procedure is triggered for MBSR IAB-UE that is registered with authorization to act as MBSR, the AMF sends the UE Context Modification message to NG-RAN and updates the NG-RAN with the authorization indication as not authorized and after a certain period (e.g. based on the expiration of a timer configured on the AMF) the AMF executes the deregistration procedure with MBSR and releases the NAS signalling connection.
NOTE 3:	The AMF delays the MBSR de-registration to allow the IAB-donor gNB to move all connected UEs via MBSR to other cells as specified in clause 8.9.10 of TS 38.401 [42].
If a PDU session is used to provide OAM access for MBSR when it is not authorized but remains registered, the AMF may notify the SMF serving the PDU session for O&M access to trigger the release of the PDU Session.
NOTE 3:	The AMF delays the MBSR de-registration to allow the IAB-donor gNB to move all connected UEs via MBSR to other cells as specified in clause 8.9.10 of TS 38.401 [42].
NOTE 4:	The mechanism applies to both roaming and non-roaming MBSR operations.


there are two steps for AMF:
-  step 1, AMF sends the “not-authorized” indication to NG-RAN, so that the IAB-donor can move all the UEs served by the mobile IAB to other cells.
-  step 2, AMF sends the “not-authorized” indication to mobile IAB-MT via NAS, so that IAB-MT will act as normal UE and this is also to make sure the “not-authorized” IAB-node will not attempt to send the F1 setup request to the IAB-donor, this issue is asked by SA2 in their LS in [2] and RAN3 responded SA2 in [3] that if IAB-MT receives the NAS signalling from AMF, there will be no issue.RAN3 assumes that not providing backhaul resources to the mobile IAB node, or the NAS-based signaling to the mobile IAB node provided in TS 23.501 section 5.35A.4, v.18.3.0 is sufficient to prevent the mobile IAB-DU attempting to reestablish F1 in case it is “non-authorized”.


[bookmark: _Hlk149829215]According to SA2, to make sure the UEs served by the mobile IAB will not be interrupted, the step 2 should be performed after the step 1 is complete, i.e. the AMF sends the UE Context Modification message to NG-RAN and updates the NG-RAN with the authorization indication as not authorized and after a certain period (e.g. based on the expiration of a timer configured on the AMF). In our view, based on the timer to perform step 2 may have issues. 
If the timer is longer than the actual action time (the time takes to complete the step1) in RAN side, as shown in Figure 1, the issue asked by SA2 may happen, i.e. the IAB-DU may attempt to re-establish F1.


Figure 1 if the de-registration is sent too late
If the timer is shorter than actual action time (the time takes to complete the step1) in RAN side, as shown in Figure 2, the UE service may be interrupted if the de-registration is sent too early.


Figure 2 if the de-registration is sent too early
The time that takes to complete step 1 (i.e. move all the UEs) is hard to predict and cannot be preconfigure, as it depends on how many UEs in the IAB-node and the how long it takes to finish the handover. In our view, it would be more accurate that the IAB-donor can notify the AMF if step 1 is complete. It is proposed to the IAB-donor can indicate the AMF that all the UEs via the IAB-node has been moved out. Otherwise we need to notify the SA2 the issues if a timer-based deregistration is used.
Observation 2, there’re two steps to be initiated by AMF if the authorization status is set to “not authorized”:
-  step 1, AMF sends the “not-authorized” indication to NG-RAN to make sure all the UEs moves out.
-  step 2, AMF sends the “not-authorized” indication to mobile IAB-MT via NAS to make sure the IAB-DU will not attempt to re-establish F1.
Observation 3, to avoid UE service interruption, the AMF should only send the de-registration to UE after all the UEs have been moved out. 
Observation 4, the timer-based deregistration is not a good approach, and have the following issues:
- if the de-registration is sent too late, the IAB-DU will attempt to re-establish F1.
- if the de-registration is sent too early, the UE service will be interrupted. 
Proposal 4, RAN3 agree that the IAB-donor should indicate the AMF that all the UEs via the IAB-node has been moved out
Proposal 5, RAN3 send LS to SA2 for further clarification on the issues identified as in Annex D. 
2.3 status changes from “not-authorized” to “authorized”
If the mobile IAB-node is not authorized, the IAB-MT will act as a normal UE. As normal UE, it may receive the “authorized” information via NAS from AMF, after that, the IAB-MT can request OAM to obtain the information for DU setup and F1 setup, the procedure can be the same as phase 3 in mobile IAB-node integration.
We think there is no issue for the status change from “not-authorized” to “authorized”, but it’s good to capture the behaviour in stage2, so it is proposed to add the following text in TS 38.401, and we capture is in the Annex C.
During mobile IAB-node integration procedure, the RRC-terminating IAB-donor-CU receives the authorization status of the mobile IAB-node from the 5GC. If the authorization status is “not authorized”, the RRC-terminating IAB-donor-CU will not establish any backhaul resources (including BAP address, TNL address and default BAP configuration) for this mobile IAB-node. If the authorization status for the mobile IAB-node changes, the 5GC sends an updated authorization status to the RRC-terminating IAB-donor. If the authorization status is changed from “not authorized” to “authorized”, both mobile IAB-MT and RRC-terminating IAB-donor-CU receive the “authorized” information from AMF, then the mobile IAB-MT can request OAM to get the information to setup IAB-DU and initiate F1 connection with the F1-terminating IAB-donor-CU as defined in Phase 3 in mobile IAB integration.
Observation 5, IAB-MT can request OAM to obtain the information for DU setup and F1 setup after it receives the “authorized” indication from AMF via NAS, the phase 3 in mobile IAB integration procedure can be performed.
Observation 6, there is no issue for the status change from “not-authorized” to “authorized”.
Proposal 6, it is proposed to capture the stage 2 text in Annex C to clarify the IAB-node behaviour when the status is changed from “not-authorized” to “authorized”.
3	Conclusion
In this contribution, we had the following observations and proposals.
XnAP response information for not-authorized indication 
Observation 1, in case DU’s CU and MT’s CU are different, if the mobile IAB-node is “not-authorized”, the DU’s CU needs to be informed about all the UEs are moved out and the F1 connection is released. 
Proposal 1, RAN3 to down-select the following options to indicates the MT’s CU about all the UEs are moved to other cells and the F1 connection is released due to the “not-authorized” indication from MT’s CU.
- Option A, re-use the Traffic to Be Released Information IE in Transport Migration Management request message.
- Option B, introduce a new indication in Transport Migration Management Modification response message.
Proposal 2, if option A is selected, interaction procedural text needs to be added in IAB Transport Migration Management Modification procedure as shown in Annex A.
Proposal 3, if option B is selected, RAN3 agree the corresponding TP in Annex B.
NGAP response information for not-authorized indication 
Observation 2, there’re two steps to be initiated by AMF if the authorization status is set to “not authorized”:
-  step 1, AMF sends the “not-authorized” indication to NG-RAN to make sure all the UEs moves out.
-  step 2, AMF sends the “not-authorized” indication to mobile IAB-MT via NAS to make sure the IAB-DU will not attempt to re-establish F1.
Observation 3, to avoid UE service interruption, the AMF should only send the de-registration to UE after all the UEs have been moved out. 
Observation 4, the timer-based deregistration is not a good approach, and have the following issues:
- if the de-registration is sent too late, the IAB-DU will attempt to re-establish F1.
- if the de-registration is sent too early, the UE service will be interrupted. 
Proposal 4, RAN3 agree that the IAB-donor should indicate the AMF that all the UEs via the IAB-node has been moved out
Proposal 5, RAN3 send LS to SA2 for further clarification on the issues identified as in Annex D. 
Observation 5, IAB-MT can request OAM to obtain the information for DU setup and F1 setup after it receives the “authorized” indication from AMF via NAS, the phase 3 in mobile IAB integration procedure can be performed.
status changes from “not-authorized” to “authorized”
Observation 6, there is no issue for the status change from “not-authorized” to “authorized”.
Proposal 6, it is proposed to capture the stage 2 text in Annex C to clarify the IAB-node behaviour when the status is changed from “not-authorized” to “authorized”.
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5	Annex A (TP to 38.423 support of mobile IAB authorization)- option A
-------------------------------------------option A -------------------------------------------
[bookmark: _Toc98868183][bookmark: _Toc105174467][bookmark: _Toc106109304][bookmark: _Toc113825125][bookmark: _Toc146227724]<<<<<<<<<<<<<<<<<<<< First Change >>>>>>>>>>>>>>>>>>>>
8.5.3	IAB Transport Migration Modification
[bookmark: _Toc98868184][bookmark: _Toc105174468][bookmark: _Toc106109305][bookmark: _Toc113825126][bookmark: _Toc146227725]8.5.3.1	General
The purpose of the IAB Transport Migration Modification procedure is to modify the backhaul information of the offloaded traffic in the topology of the non-F1-terminating IAB-donor of a boundary IAB-node. The procedure can also be used to release the resources under the non-F1-terminating IAB-donor used for serving the offloaded traffic. The procedure can also be used to transfer the authorization status information of the mobile IAB-node.
The procedure is applicable to inter-donor partial migration, inter-donor RLF recovery and inter-donor topology redundancy cases. The procedure is initiated by the non-F1-terminating IAB-donor of the boundary IAB-node. 
The procedure uses UE-associated signalling.
[bookmark: _Toc98868185][bookmark: _Toc105174469][bookmark: _Toc106109306][bookmark: _Toc113825127][bookmark: _Toc146227726]8.5.3.2	Successful Operation


Figure 8.5.3.2-1: IAB Transport Migration Modification, successful operation
The non-F1-terminating IAB-donor initiates the procedure by sending the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message to the F1-terminating IAB-donor. The F1-terminating IAB-donor responds with the IAB TRANSPORT MIGRATION MODIFICATION RESPONSE message.
If the Traffic Required To Be Modified List IE is contained in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message, the F1-terminating IAB-donor shall update the backhaul information in non-F1-terminating topology for each traffic indicated in the list, and include the Traffic Required Modified List IE in the IAB TRANSPORT MIGRATION MODIFICATION RESPONSE message.
If the Traffic To Be Released Information IE is contained in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message, the F1-terminating IAB-donor shall consider that all offloaded traffic will be released by the non-F1-terminating IAB-donor if the All Traffic Indication IE in the Traffic to Be Released Information IE is set to “true”, or that only the traffic indicated by the Traffic to Be Released Item IE will be released by the non-F1-terminating IAB-donor. 
If the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message contains the Traffic To Be Released Information IE, the F1-terminating IAB-donor shall include the Traffic Released List IE in the IAB TRANSPORT MIGRATION MODIFICATION RESPONSE message.
If the IAB TNL Address To Be Added IE is contained in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message, the F1-terminating IAB-donor shall allocate the TNL address(es) contained in this IE to the boundary IAB-node or the descendant IAB-nodes.
If the IAB TNL Address To Be Released IE is contained in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message, the F1-terminating IAB-donor shall release the TNL address(es) contained in this IE for the boundary IAB-node or the descendant IAB-nodes.
If the IAB QoS Mapping Information IE is contained in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message, the F1-terminating IAB-donor, shall, if supported, use it to set DSCP and/or IPv6 flow label fields for the downlink IP packets of the offloaded traffic.
If the Mobile IAB Authorization Status IE is contained in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message, the F1-terminating IAB-donor, shall, if supported, store it and use it as defined in TS 38.401[2]. If the Mobile IAB-node Authorization Status IE is set to “Not Authorized”, the F1-terminating IAB-donor, shall, if supported, initiate actions to ensure that the mobile IAB node will not serve any UE(s), as defined in TS 38.401[2].
Interaction with IAB Transport Migration Management procedure
After F1-terminating IAB-donor hand over all the UEs served by the mobile IAB-node and releases the F1 interface towards the mobile IAB-DU, it shall initiate Transport Migration Management procedure by sending the IAB TRANSPORT MIGRATION MANAGEMENT REQUEST message including the Traffic to Be Released Information IE, and the All Traffic Indication IE in the Traffic to Be Released Information IE shall be set to "true".

<<<<<<<<<<<<<<<<<<<< Change End>>>>>>>>>>>>>>>>>>>>

6	Annex B (TP to 38.423 support of mobile IAB authorization)- option B
-------------------------------------------option B -------------------------------------------
[bookmark: _Hlk149667697]<<<<<<<<<<<<<<<<<<<< First Change >>>>>>>>>>>>>>>>>>>>
8.5.3	IAB Transport Migration Modification
8.5.3.1	General
The purpose of the IAB Transport Migration Modification procedure is to modify the backhaul information of the offloaded traffic in the topology of the non-F1-terminating IAB-donor of a boundary IAB-node. The procedure can also be used to release the resources under the non-F1-terminating IAB-donor used for serving the offloaded traffic. The procedure can also be used to transfer the authorization status information of the mobile IAB-node.
The procedure is applicable to inter-donor partial migration, inter-donor RLF recovery and inter-donor topology redundancy cases. The procedure is initiated by the non-F1-terminating IAB-donor of the boundary IAB-node. 
The procedure uses UE-associated signalling.
8.5.3.2	Successful Operation


Figure 8.5.3.2-1: IAB Transport Migration Modification, successful operation
The non-F1-terminating IAB-donor initiates the procedure by sending the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message to the F1-terminating IAB-donor. The F1-terminating IAB-donor responds with the IAB TRANSPORT MIGRATION MODIFICATION RESPONSE message.
If the Traffic Required To Be Modified List IE is contained in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message, the F1-terminating IAB-donor shall update the backhaul information in non-F1-terminating topology for each traffic indicated in the list, and include the Traffic Required Modified List IE in the IAB TRANSPORT MIGRATION MODIFICATION RESPONSE message.
If the Traffic To Be Released Information IE is contained in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message, the F1-terminating IAB-donor shall consider that all offloaded traffic will be released by the non-F1-terminating IAB-donor if the All Traffic Indication IE in the Traffic to Be Released Information IE is set to “true”, or that only the traffic indicated by the Traffic to Be Released Item IE will be released by the non-F1-terminating IAB-donor. 
If the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message contains the Traffic To Be Released Information IE, the F1-terminating IAB-donor shall include the Traffic Released List IE in the IAB TRANSPORT MIGRATION MODIFICATION RESPONSE message.
If the IAB TNL Address To Be Added IE is contained in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message, the F1-terminating IAB-donor shall allocate the TNL address(es) contained in this IE to the boundary IAB-node or the descendant IAB-nodes.
If the IAB TNL Address To Be Released IE is contained in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message, the F1-terminating IAB-donor shall release the TNL address(es) contained in this IE for the boundary IAB-node or the descendant IAB-nodes.
If the IAB QoS Mapping Information IE is contained in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message, the F1-terminating IAB-donor, shall, if supported, use it to set DSCP and/or IPv6 flow label fields for the downlink IP packets of the offloaded traffic.
If the Mobile IAB Authorization Status IE is contained in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message, the F1-terminating IAB-donor, shall, if supported, store it and use it as defined in TS 38.401[2]. If the Mobile IAB-node Authorization Status IE is set to “Not Authorized”, the F1-terminating IAB-donor, shall, if supported, initiate actions to ensure that the mobile IAB node will not serve any UE(s), and release the F1 connections, and then include the All Released IE in the IAB TRANSPORT MIGRATION MODIFICATION RESPONSE message, as defined in TS 38.401[2].

<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc98868278][bookmark: _Toc105174564][bookmark: _Toc106109401][bookmark: _Toc113825222][bookmark: _Toc138863353]9.1.4.5	IAB TRANSPORT MIGRATION MODIFICATION RESPONSE
This message is sent by the F1-terminating IAB-donor to the non-F1-terminating IAB-donor of a boundary IAB-node to acknowledge the update of configuration requested by the non-F1-terminating IAB-donor.
Direction: F1-terminating IAB-donor  non-F1-terminating IAB-donor.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3.1
	
	YES
	reject

	F1-Terminating IAB-donor UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	This IE refers to the Source NG-RAN node UE
XnAP ID or to the M-NG-RAN node UE XnAP
ID, or to the S-NG-RAN node UE XnAP
ID.
	YES
	reject

	Non-F1-Terminating IAB-donor UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	This IE refers to the Target NG-RAN node UE
XnAP ID or to the S-NG-RAN node UE XnAP
ID, or to the M-NG-RAN node UE XnAP
ID.
	YES
	reject

	Traffic Required Modified List
	
	0..1
	
	
	YES
	reject

	>Traffic Required Modified Item
	
	1 .. <maxnoofTrafficIndexEntries>
	
	
	–
	

	>>Traffic Index
	M
	
	9.2.2.80
	
	–
	

	Traffic Released List IE
	
	0..1
	
	
	YES
	reject

	>Traffic Released Item
	
	1 .. <maxnoofTrafficIndexEntries>
	
	
	–
	

	>>Traffic Index
	M
	
	9.2.2.80
	
	–
	

	>>BH Info List
	O
	
	9.2.2.99
	
	–
	

	All Released
	
	
	ENUMERATED (True, …)
	
	
	



	Range bound
	Explanation

	maxnoofTrafficIndexEntries
	Maximum no. of traffic offloaded to the non-F1-terminating IAB-donor. The value is 1024. 



<<<<<<<<<<<<<<<<<<<< Changes end>>>>>>>>>>>>>>>>>>>>
7	Annex C (TP to TS 38.401 support of authorization)
<<<<<<<<<<<<<<<<<<<< Change start>>>>>>>>>>>>>>>>>>>>
8.9.X1 Mobile IAB node authorization
During mobile IAB-node integration procedure, the RRC-terminating IAB-donor-CU receives the authorization status of the mobile IAB-node from the 5GC. If the authorization status is “not authorized”, the RRC-terminating IAB-donor-CU will not establish any backhaul resources (including BAP address, TNL address and default BAP configuration) for this mobile IAB-node. If the authorization status for the mobile IAB-node changes, the 5GC sends an updated authorization status to the RRC-terminating IAB-donor. If the authorization status is changed from “not authorized” to “authorized”, both mobile IAB-MT and RRC-terminating IAB-donor-CU receive the “authorized” information from AMF, then the mobile IAB-MT can request OAM to get the information to setup IAB-DU and initiate F1 connection with the F1-terminating IAB-donor-CU as defined in Phase 3 in mobile IAB integration.
In case the mobile IAB-MT and its co-located mIAB-DU connect to different IAB-donor-CUs, i.e. the RRC-terminating IAB-donor is different from the F1-terminating IAB-donor, the RRC-terminating IAB-donor will inform the F1-terminating IAB-donor about the authorization status of the mobile IAB-node via XnAP signalling once the authorization status has been updated. 
NOTE: In absence of Xn between RRC-terminating IAB-donor-CU and F1-terminating IAB-donor-CU, the passing of the authorization status is left up to implementation.
If the updated authorization status for the mobile IAB node is “not authorized”, the F1-terminating donor may hand over the UEs served by the mobile IAB-node, and should releases the F1 interface towards the mobile IAB-DU. After that, the F1-terminating IAB-donor requests the RRC-terminating donor the release of all the offloaded traffics, and then the RRC-terminating donor releases all backhaul resources (including BAP address, TNL address and default BAP reconfiguration) for this mobile IAB node, and indicates the AMF that no UE is served by the mobile IAB-node, then the AMF may consider the indication to execute the deregistration procedure with mobile IAB-MT and releases the NAS signalling connection. 
<<<<<<<<<<<<<<<<<<<< Change end>>>>>>>>>>>>>>>>>>>>
8	Annex D (LS to SA2 on de-authorization)
Title:	LS on IAB-node De-authorization
Response to:	
Release:	Rel-18
Work Item:	FS_VMR

Source:	Xiaomi [to be RAN3]
To:	SA2
[bookmark: OLE_LINK46][bookmark: OLE_LINK45]Cc:	

Contact person:	Lisi Li
	lilisi(at)xiaomi.com
	
Send any reply LS to:	3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org

Attachments: 
1	Overall description
RAN3 further discussed the de-authorization handling, and RAN3 noticed the following descriptions in SA2 specification about the de-authorization handling. 
“If the authorization state changes from authorized to not authorized and the AMF uses the Deregistration procedure to update the MBSR, the AMF sends the UE Context Modification message to NG-RAN and after a certain period (e.g. based on the expiration of a timer configured on the AMF)”
Option A
RAN3 thinks there may some issues if a timer-based deregistration is used, if the deregistration is sent too late, the IAB-DU may attempt to re-establish F1 connection, if the deregistration is sent too early, the UE services may be interrupted.
Option B
RAN3 agrees that the IAB-donor of the mobile IAB-node can provide an indication to AMF after all the UEs have been handed over, so that AMF can initiate the deregistration procedure to the mobile IAB-MT.
2	Actions
To SA2
ACTION: 	RAN3 kindly ask SA2 take above into account and provide feedbacks if any. 

3	Dates of next RAN3 meetings
RAN3 Meeting #123        26 Feb -1 Mar 2024	 Athens, GR
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Introduction


 


In previous RAN3 meeting, RAN3 agreed to introduce “authorization status” in Transport Migration modification 


procedure in case the DU’s CU and MT’s CU are different and had the following agreements.


 


The authorization sta


tus update is passed from the MT


’


s CU to the DU


’


s CU via Transport Management Modification Request message. The 


information signalled in the response message needs to be further discussed


 


After the MT


’


s CU has receives the mIAB


 


authorization status set to 


“


non


-


authorized


” 


and all traffic has been released from the MT


’


s backhaul link, 


the MT


’


s CU will release all backhaul resources (including BAP address, TNL address and default BAP reconfiguration). The condition 


for the release


 


of backhaul resources for the mIAB node needs to be further discussed.


 


According to the agreements


 


and the guidance from the 


Rapporteur


, the following leftover issues are needs to be 


discussed. 


 


-


 


XnAP response information for not


-


authorized indication


 


-


 


NGAP response information for not


-


authorized indication


 


-


 


status changes from “not


-


authorized” to “authorized”


 


2


 


Discussion


 


2.1 XnAP response information for not


-


authorized indication


 


In our understanding


, the 


leftover issues 


are related to how the D


U’s CU response MT’s CU if the authorization status is 


set to “not


-


authorized”, we think


 


after all the UEs are handed over to other cells, the MT’s CU needs to be informed 


about the outcome of the DU’s CU’s action. There may be two approaches:


 


-


 


O


ption 


A


, 


re


-


use the 


Traffic to Be Released Information


 


IE


 


in Transport Migration Management request 


message


.


 


-


 


O


ption 


B


, introduce a new indication in 


Transport Migration Management M


odification response message.


 


For option 


A


, according to the following procedural text in TS 38.423, the


 


original


 


intension to introduce this


 


Traffic to 


Be Released Information


 


IE


 


is for the F1


-


terminating IAB initiated traffic release request, the non


-


F1


-


termniating IAB 


needs to include the 


Traffic Released List


 


IE


 


in the Transport Migration Management response message, 


the response 


message


 


seems not needed for the un


-


authorized case, 


if option 1 is selected,


 


redundant 


message and information


 


over 


XnAP


 


is introduced.


 


If the 


Traffic 


To


 


Be Released Information


 


IE is contained in the IAB TRANSPORT MIGRATION 


MANAGEMENT REQUEST message, the non


-


F1


-


terminating 


IAB


-


donor should release all offloaded traffic if the 


All Traffic Indication


 


IE in the 


Traffic to Be Released Information


 


IE is set to "true", or release onl


y the offloaded 


traffic indicated by the 


Traffic to Be Released Item


 


IE in the 


Traffic to Be Released Information


 


IE. 


 


If the IAB TRANSPORT MIGRATION MANAGEMENT REQUEST message contains the 


Traffic to Be Released 


Information


 


IE, the non


-


F1


-


terminating 


IAB


-


donor shall include the 


Traffic Released List


 


IE in the IAB 


TRANSPORT MIGRATION MANAGEMENT RESPONSE message.
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