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	Reason for change:
	According to TS 23.501, the AMF may indicate the authorization indication to the NG-RAN when the IAB-node connects to network. If the IAB-node is not authorized, the AMF may initiate the NG procedure to provide the IAB authorization indication with the value of “not authorized”, but still keep the IAB-MT registered. 

	23.501:
-	If the IAB operation is not authorized, the AMF may reject the IAB-UE's registration or de-register the IAB-UE. Or the AMF may initiate UE Context setup/modification procedure by providing IAB authorized indication with the value set to "not authorized" to the NG-RAN, but the IAB-UE is still registered.
-	If the IAB operation is authorized, UE Context setup/modification procedure is enhanced to provide IAB authorized indication with the value set to "authorized" to NG-RAN.


And it’s specified in TS38.413 that if the authorization status is set to “not authorized” for an IAB-MT by the AMF, the NG-RAN should ensure that the IAB-node will not serve any UE.

	38.413:

Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the NG-RAN node shall
-	if supported, store the received IAB Authorization information in the UE context. If the IAB Authorized IE is set to "not authorized" for an IAB-MT, the NG-RAN node shall, if supported, initiate actions to ensure that the IAB node will not serve any UE(s).


If the IAB Authorized IE is contained in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, store the received IAB Authorization information in the UE context. If the IAB Authorized IE is set to "not authorized" for an IAB-MT, the NG-RAN node shall, if supported, initiate actions to ensure that the IAB node will not serve any UE(s).



It can be observed that, to ensure the IAB-node will not serve any UE when the IAB-node is not authorized, the F1-terminating donor of IAB-node should be aware of the authorization status so that it can handover or release all the UEs served by the IAB-node. In R17, inter-CU topology adaptation/redundancy/RLF recovery for IAB node have been supported. The IAB-MT and co-located IAB-DU may connect to different IAB-donors. However, the authorization indication from the AMF for the IAB-node can only be received by the IAB-donor which serves as the MN of the IAB-MT. If the MN of the IAB-MT is the non-F1-terminating IAB-donor, the F1-terminating donor cannot know the status of authorization of the IAB-node.

It can also be observed that, to ensure the IAB-node will not serve any UE when the IAB-node is not authorized, it’s feasible that the F1-terminating donor release the F1 interface with the IAB-node and all the donors of the IAB-node release (or not configure) the backhaul resources with respect to the IAB-node.

The similar issue has been discussed in R18 mobile IAB, where the authorization status for mobile IAB-node from the AMF is received by the RRC-terminating donor rather than the F1-terminating donor. During RAN3#121bis and RAN3#122 meetings, agreements were made for handling this issue.

The same mechanism of authorization handling for mobile IAB-node should be applied to IAB node as well, including following aspects:
· During network integration, if the authorization status is “not authorized” for the IAB-node, the IAB-donor will not establish any backhaul resources for this IAB-node.
· The non-F1-terminating IAB-donor will inform the F1-terminating IAB-donor about the authorization status of the IAB-node via IAB TRANSPORT MODIFICATION REQUEST message once the authorization status has been updated.
· If the updated authorization status for the IAB node is “not authorized”, the F1-terminating donor confirms reception of the IAB-node authorization status via an IAB TRANSPORT MODIFICATION RESPONSE message and then hands over the UEs or the child IAB-nodes currently connect to the IAB-node’s cell(s) to other cell(s) or release the UEs, and should release the F1 interface towards the IAB-DU. The F1-terminating IAB-donor releases all backhaul resources if any for the IAB-node and sends an IAB TRANSPORT MIGRATION MANAGEMENT REQUEST message requesting all offloaded traffic release to the non-F1-terminating donor. The non-F1-terminating donor releases all backhaul resources for this IAB node upon receiving the IAB TRANSPORT MIGRATION MANAGEMENT REQUEST message from the F1-terminating donor.
· If the authorization status is “authorized”, the phase 2 of the IAB node integration is performed and the IAB-node initiates the IAB-DU setup procedure in the phase 3 of the IAB node integration.

	
	

	Summary of change:
	Add the NG-RAN handling for IAB-node authorization.

Impact analysis
Impact assessment towards the previous version of the specification (same release): 
This CR has isolated impact with the previous version of the specification (same release).
This CR has impact on the functional point of view, will impact the Handover Preparation procedure.


	
	

	Consequences if not approved:
	If the AMF sets “not authorized” status for an IAB-node and indicate that information to the NG-RAN, the NG-RAN may not be able to ensure the IAB-node will not serve any UE(s).  
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8.9.Y IAB node authorization
During the IAB-node integration procedure, the IAB-donor receives the authorization status of the IAB-node from the 5GC. If the authorization status is “not authorized”, the IAB-donor will not establish any backhaul resources (including BAP address, TNL address and default BAP configuration) for this IAB-node. If the authorization status for the mobile IAB-node changes, the 5GC sends an updated authorization status to the IAB-donor that serves as the MN of the IAB-MT. 
In case the IAB-MT and the co-located IAB-DU connect to different IAB-donor-CUs and the non-F1-terminating IAB-donor is the IAB-donor that serves as MN of the IAB-MT, the non-F1-terminating IAB-donor may inform the F1-terminating IAB-donor about the authorization status of the IAB-node once the authorization status has been updated for the IAB-node. 
If the authorization status for the IAB node is changed from “authorized” to “not authorized”, the non-F1-terminating donor informs the F1-terminating IAB-donor the “not authorized” status of the IAB-node by sending an IAB TRANSPORT MODIFICATION REQUEST message and the F1-terminating donor confirms reception of the IAB-node authorization status by replying with an IAB TRANSPORT MODIFICATION RESPONSE message. Then the F1-terminating donor may hand over the UEs or the child IAB-nodes currently connect to the IAB-node’s cell(s) to other cell(s) or it may release the UEs, after which it should release the F1 interface towards the IAB-DU. After that, the F1-terminating IAB-donor sends the IAB TRANSPORT MIGRATION MANAGEMENT REQUEST message to indicate the non-F1-terminating IAB-donor the release of all offloaded traffic. Then the non-F1-terminating donor releases all backhaul resources for this IAB node.
If the authorization status is changed back from “not authorized” to “authorized” for the IAB-node, the phase 2 and the phase 3 of the IAB node integration are performed, as defined in 8.12.1.
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