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1. [bookmark: _Ref174151459][bookmark: _Ref189809556]Introduction
A new WID for mobile IAB-node [1] has been approved to be discussed in Rel-18, and following detail objectives are identified mainly focus on RAN3 and RAN2.
	· Define Procedures for migration/topology adaptation to enable IAB-node mobility, including inter-donor migration of the entire mobile IAB-node (full migration) [RAN3, RAN2]
· The mobile IAB-node can connect to a stationary (intermediate) IAB-node. Optimizations specific to the scenarios, where the mobile IAB-node connects to a stationary (intermediate) IAB-node, or where it directly connects to an IAB-donor-DU are de-prioritized.
· The mobility of dual-connected IAB-nodes is down-prioritized.
· Enhancements for mobility of an IAB-node together with its served UEs, including aspects related to group mobility. No optimizations for the targeting of surrounding UEs. [RAN3, RAN2]
Note: Solutions should avoid touching upon topics where Rel-17 discussions already occurred and where the topic was excluded from Rel-17, except for enhancements that are specific to IAB-node mobility.
· Mitigation of interference due to IAB-node mobility, including the avoidance of potential reference and control signal collisions (e.g. PCI, RACH). [RAN3, RAN2]


In this contribution, enhancement for mobile IAB-node mobility is discussed, including aspects related to authorization status change and configuration for IAB-DU’s parameters.
2. Discussion
[bookmark: OLE_LINK8]Authorization status change
	RAN3 121:
Agree that the mIAB-DU’s CU to be informed about the mIAB-authorized status by mIAB-MT´s CU when IAB MT and IAB DU connect to different IAB donor CUs.
In case the mIAB-DU’s CU obtains “non-authorized” indication for the mIAB-node, it performs an orderly F1 release. 
RAN3 121bis:
RAN3 assumes that Xn is always available to pass mIAB-node’s authorization status indicator from MT’s CU to DU’s CU. Stage-2 to capture that the network’ behavior in absence of Xn between the mIAB-MT’s CU and mIAB-DU’s CU is left up to implementation. 
The authorization status update is passed from the MT’s CU to the DU’s CU via Transport Management Modification Request message. The information signalled in the response message needs to be further discussed.
After the MT’s CU has receives the mIAB authorization status set to “non-authorized” and all traffic has been released from the MT’s backhaul link, the MT’s CU will release all backhaul resources (including BAP address, TNL address and default BAP reconfiguration). The condition for the release of backhaul resources for the mIAB node needs to be further discussed.


In case IAB-MT and IAB-DU connect to different IAB-donor-CUs, the authorization status of the IAB-node may be updated from AMF to the RRC-terminated IAB-donor-CU, then the RRC-terminated IAB-donor-CU informs the F1-terminating IAB-donor-CU about the change of authorization status, which can be authorized or non-authorized. 
If the authorization status is changed from authorized to non-authorized, the F1 interface between IAB-node and F1-terminating IAB-donor-CU will be released and all served UEs needs to be handed over or released. Then, the F1-terminating IAB-donor-CU may initiate IAB TMM procedure to the RRC-terminated IAB-donor-CU to request release of the offloaded traffic. And based on the IAB TMM request message from the F1-termaitng IAB-donor-CU, the RRC-terminated IAB-donor-CU can release the corresponding backhaul resource allocated for the offloaded traffic.
Proposal 1: In case of authorization status from authorized to non-authorized, F1-terminating IAB-donor-CU may initiate IAB TMM procedure to RRC-terminated IAB-donor-CU to request release of the offloaded traffic after F1 release.
Proposal 2: Based on the IAB TMM request message from F1-terminating IAB-donor-CU, RRC-terminating IAB-donor-CU releases the backhaul resource for offloaded traffic.
If the authorization status is changed from non-authorized to authorized, the RRC-terminated IAB-donor-CU informs the F1-terminating IAB-donor-CU about the change of authorization status, but this is only applied for mobile IAB-node doesn’t change its RRC-terminating IAB-donor-CU. Once the RRC-terminating IAB-donor-CU changes due to IAB-MT handover, the new RRC-terminating IAB-donor-CU doesn’t have the information of original F1-terminating IAB-donor-CU and the RRC-terminating IAB-donor-CU cannot decide the new F1-terminating IAB-donor-CU based on the current agreements. Then, the RRC-terminating IAB-donor-CU sends the authorization status update information to the old F1-termiating IAB-donor-CU only if the IAB-node doesn't change its RRC-terminating IAB-donor-CU, and the IAB-node setups F1 connection to the old F1-terminating IAB-donor-CU.
If the IAB-node doesn’t have an old F1-termiating IAB-donor-CU, for example, the authorization status is set to “non-authorized” during integration and changed to authorized later. Or if the RRC-terminating IAB-donor-CU changes due to IAB-MT handover, the IAB-node needs to initiate F1 setup procedure to a proper IAB-donor-CU determined by OAM based on the IAB-DU setup procedure of IAB-node integration.
Proposal 3: In case of authorization status from non-authorized to authorized, RRC-terminating IAB-donor-CU sends the authorization status update information to old F1-termiating IAB-donor-CU, and IAB-node setups F1 connection to the old F1-terminating IAB-donor-CU.
Proposal 4: If RRC-terminating IAB-donor-CU doesn’t have a corresponding old F1-termiating IAB-donor-CU, IAB-node initiate F1 setup procedure to a proper IAB-donor-CU determined by OAM.
Dual connectivity mIAB-node
As agreed in the beginning of R18, mobility of dual-connected IAB-node is down prioritized in R18. In addition, due to the time limitation for R18, to support dual connectivity mIAB-node will further introduce some normative impacts, for example, procedures to establish dual connectivity. Furthermore, we don’t support mobility of dual-connection mIAB-node in this release, but the mIAB-node frequently performs handover due to the mobile of mounting vehicle, if the mIAB-node have established dual connection, the behaviors for this mIAB-node needs to be further discussed.
Proposal 5: Mobile IAB doesn't support dual connectivity in R18.
Configuration for IAB-DU’s parameters
	RAN3 117-e:
RAN3 to discuss whether a mobile IAB node may be configured with multiple configurations, each corresponding to a different target donor, that can be activated upon fulfillment of certain condition(s). The details of the configurations are FFS.
RAN3 117bis-e:
RAN3 to discuss which of the OAM-configured and network-configured parameters may be pre-configured at a mobile IAB-node, after a baseline procedure for IAB-DU migration is developed.


Pre-configuration at the mobile IAB-node may have some advantages to reduce the latency during IAB-DU migration or full migration, especially for the case of regular trajectory or predicable trajectory of mobile IAB-node. In addition, only some relative-static paraments could be considered to be pre-configured at the mobile IAB-node, otherwise, it’s meaningless and the pre-configured parameters may be already outdated by the time they are used which led to extra overhead. As an example, at least the TNL address(es) of IAB-DU and target IAB-donor-CU, and NCGI of IAB-DU can be pre-stored at the mobile IAB-node to accelerate the F1 setup between second logical IAB-DU and target IAB-donor-CU. 
Proposal 6: The TNL address(es) of IAB-DU and target IAB-donor-CU, and NCGI of IAB-DU can be pre-configured at the mobile IAB-node in case of determined trajectory. 
Fixed IAB-node handover
	RAN2 119-e:
[bookmark: _Hlk127190955]The method of not broadcasting “iab-Support” indication, is sufficient to prevent other IAB-node from accessing mobile IAB (without further spec impact). 
RAN2 121bis-e:
[bookmark: _Hlk134539669]R2 assumes that a mobile IAB node is not required to receive the system information of neighbour cells for reporting of measurements (i.e. it will not refrain from reporting measurements of cells that are not broadcasting the “mobile iab Support” indication, and this is acc to current R2 TS).


For the mobile IAB-node, it should have no descendent IAB-nodes and only serve for UEs as defined in the WID. In RAN2 119 e-meeting, RAN2 has agreed that the method of not broadcasting “iab-Support” indication is sufficient to prevent other IAB-node from accessing mobile IAB-node. However, the “iab-Support” indication is only applied for IAB-node integration procedure, and in last RAN2 121bis e-meeting, RAN2 has assumed not to refrain reporting measurements of the mobile IAB cells. So, it needs to avoid that a source IAB-donor-CU to configure measurement to an IAB-node with a potential cell belonging to a mobile IAB-node, and the source IAB-donor-CU to trigger handover of the IAB-node to the mobile IAB-node cell. Therefore, the source IAB-donor-CU of a fixed IAB-node should be aware of whether the potential target cell belongs to a mobile IAB-node via XnAP message.
[bookmark: OLE_LINK14]Proposal 7: Source IAB-donor-CU of a fixed IAB-node should be aware of whether potential target cell belongs to a mobile IAB-node via XnAP message.
Supporting mobile IAB-node indication
Because legacy R16/R17 IAB-donors or parent IAB-nodes may not support the functionalities and characters that will be introduced by the R18 mobile IAB, it’s not a good choice for the R18 mobile IAB-node to camp on a legacy R16/R17 IAB-donor or parent IAB-node. Therefore, to assist the mobile IAB-node access to a suitable IAB-donor or parent IAB-node, a “mobile-IAB-Support” IE can be introduced in SIB1 just as the “iab-Support” IE in R16. And in RAN2 meeting, RAN2 assumes "supporting mobile-IAB" indication is provided by Rel-18 Mobile IAB capable parent cell. Therefore, IAB-donor-CU needs to configure whether each cell of fixed parent node IAB-DU or IAB-donor-DU is mobile-IAB-supported or not.
Proposal 8: IAB-donor-CU configures whether each cell of fixed parent node IAB-DU or IAB-donor-DU is mobile-IAB-supported.
Conclusion
This contribution aims to discuss enhancements for mobility of an IAB-node together with its served UEs. And following observations and proposals are concluded. 
Proposal 1: In case of authorization status from authorized to non-authorized, F1-terminating IAB-donor-CU may initiate IAB TMM procedure to RRC-terminated IAB-donor-CU to request release of the offloaded traffic after F1 release.
Proposal 2: Based on the IAB TMM request message from F1-terminating IAB-donor-CU, RRC-terminating IAB-donor-CU releases the backhaul resource for offloaded traffic.
Proposal 3: In case of authorization status from non-authorized to authorized, RRC-terminating IAB-donor-CU sends the authorization status update information to old F1-termiating IAB-donor-CU, and IAB-node setups F1 connection to the old F1-terminating IAB-donor-CU.
Proposal 4: If RRC-terminating IAB-donor-CU doesn’t have a corresponding old F1-termiating IAB-donor-CU, IAB-node initiate F1 setup procedure to a proper IAB-donor-CU determined by OAM.
Proposal 5: Mobile IAB doesn't support dual connectivity in R18.
Proposal 6: The TNL address(es) of IAB-DU and target IAB-donor-CU, and NCGI of IAB-DU can be pre-configured at the mobile IAB-node in case of determined trajectory. 
Proposal 7: Source IAB-donor-CU of a fixed IAB-node should be aware of whether potential target cell belongs to a mobile IAB-node via XnAP message.
Proposal 8: IAB-donor-CU configures whether each cell of fixed parent node IAB-DU or IAB-donor-DU is mobile-IAB-supported.
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