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1	Introduction
The Chair notes of RAN3#121bis captured the following agreements and open issues [1], which reflects the progress on mobile IAB in RAN3:

	Include stage-2 of DU migration, network integration, and NG-based MT migration to BL CR including agreements from this meeting.
The above proposal does not preclude further proposals on OAM configuration and authorization.
RAN3 assumes that Xn is always available to pass mIAB-node’s authorization status indicator from MT’s CU to DU’s CU. Stage-2 to capture that the network’ behavior in absence of Xn between the mIAB-MT’s CU and mIAB-DU’s CU is left up to implementation. 
The authorization status update is passed from the MT’s CU to the DU’s CU via Transport Management Modification Request message. The information signalled in the response message needs to be further discussed
After the MT’s CU has receives the mIAB authorization status set to “non-authorized” and all traffic has been released from the MT’s backhaul link, the MT’s CU will release all backhaul resources (including BAP address, TNL address and default BAP reconfiguration). The condition for the release of backhaul resources for the mIAB node needs to be further discussed.
For mIAB-node integration, in case the MT’s CU receives the mIAB authorization status set to “non-authorized”, it will not establish backhaul resources (including BAP address, TNL address and default BAP configuration) for this mIAB-node.
 RAN3 to capture procedures for handling of mIAB-node authorization status change, in case MT´s CU and DU´s CU are different, as separate section in Stage-2.
The above procedures to be included in R3-235776.
RAN3 to discuss whether mIAB authorization can be sent by AMF in DL NAS Transport message to align with SA2’s assumption. 
Discuss the interaction with the scenario where an unauthorized node is node is deregistered or the scenario where it remains registered to the network
RAN3 assumes Xn is always available so that IAB-related Xn procedures can still be performed between MT’s CU and DU’s CU. Stage-2 to capture that the network’s behavior in absence of Xn is left up to implementation. 
In case NG-based MT handover is applied, RAN3 assumes that IAB-related Xn procedures can still be performed between MT’s target CU and DU’s CU via Xn.
For the integration of mIAB-MT and mIAB-DU to different CUs and for mIAB-DU migration, RAN3 to support Option B, i.e., the gNB-ID of the MT’s CU and the MT-ID are passed via F1AP to DU’s CU.
Option B: The gNB-ID of the MT’s CU and the MT-ID is passed over F1AP is selected as the option to adopt for MT migration.
WA: Use the BAP address as the identifier for the MT in the initial TMM message sent by the DU’s CU to the MT’s CU.
If the WA is turned into an agreement, the following is also agreed: the non-F1 terminating donor XnAP UE ID field in the initial TMM message is set to a dummy value.
RAN3 assumes that the parent cell supporting mobile IAB access should always broadcast gNB-ID-Length in SIB1, and the mIAB-MT should be able to decode this information.
The mIAB-DU and mIAB-MT can integrate at different CUs. For this purpose, OAM can be used to configure the mIAB-DU with: a) the donor CU to connect to, and b) the parameters used by the mIAB-DU to establish TNL associations, IPSec tunnels and F1 connectivity to this donor CU.
HO request for an mIAB-node should contain an explicit indication related to mobile IAB, where such indication is optional/reject. This indication is the mIAB authorization status (authorized/not-authorised). There is no need for defining any additional mIAB indication.
It is common understanding that a mIAB node cannot be supported by a non mIAB capable gNB.




The present contribution discusses the following remaining open issues related to mobile IAB topology adaptation and authorization:
Issue 1: Sequence of procedures for UE HO and IAB TMM in stage 2 of DU migration.
Issue 2: WA that BAP address is used to indicate mIAB-node
Issue 3: BAP address in UL F1AP messages 
Issue 4: “Authorized” indication by MT’s CU to DU’s CU
Issue 5: Support of dual-connectivity for mIAB-MT
Issue 6: Concurrent operation as mobile IAB-node and legacy IAB-node
2	Discussion
Issue 1: Sequence of procedures for UE HO and IAB TMM in stage 2 of DU migration
The DU migration procedure in BL CR to 38.401 currently contains in Step 5:
	5. UE HANDOVER, IAB TMM procedure between Target F1-terminating IAB-donor-CU and the RRC-terminating IAB-donor CU.


The TP to the stage-2 BL CR in R3-235776 includes the following Editor’s Note:
	Editor’s NOTE: The sequence of procedures of UE HO and IAB TMM procedures is FFS.


The following options can be considered for such a sequence:
Option 1:  TMM procedure for UE’s F1-U traffic is initiated by target CU after reception of HO Request and before admission control with target mIAB-DU.
· Benefit: Admission control is not needed in case MT’s CU rejects UE traffic on BH. Interruption of UE traffic due to TMM procedure is avoided.
· Shortcoming: BH resources may be allocated even if UE is not admitted by target mIAB-DU, or if UE HO fails.
Option 2:  TMM procedure for UE’s F1-U traffic is initiated by target CU after admission control with target mIAB-DU and before the HO Request ACK is returned to the source CU.
· Benefit: UE handover is not needed in case MT’s CU rejects UE traffic on BH. Interruption of UE traffic due to TMM procedure is avoided.
· Shortcoming: BH resources may be allocated even if UE HO fails. Target mIAB-DU may allocate resources for UE even if BH resource allocation is rejected.
Option 3:  TMM procedure for UE’s F1-U traffic is initiated by target CU after the HO Request ACK is returned to the source CU in parallel with UE HO execution.
· Benefit: Parallel execution reduces interruption of UE traffic due to TMM procedure is avoided.
· Shortcoming: BH resources may be allocated even if UE HO fails.
Option 4:  TMM procedure for UE’s F1-U traffic is initiated by target CU after the completion or the UE HO execution.
· Benefit: BH resources are only allocated in case HO has succeeded.
· Shortcoming: Higher interruption time for UE traffic than in Options 1 to 3.
The brief analysis of each option shows that any of the Options 1 to 4 has distinct advantages and shortcomings. There is no principal showstopper for any of these options. The order of steps applied by the UE’s target CU can therefore be left up to network implementation.
One more consideration:
In case the source CU requests the release of the UE’s BH resources for F1-U after the target CU requests the allocation of BH resources for this traffic, the MT’s CU may believe it has to allocate these resources twice. In this case, the MT’s CU may reject the allocation in case due to load conditions. This issue, however, can be addressed by implementation. Since the MT’s CU receives TMM messages from two CUs on behalf of the same mIAB-node, it can infer that the mIAB-node undergoes DU migration. 
Proposal 1: The sequence of procedures for UE HO and IAB TMM of DU migration is up to implementation. The Editor’s NOTE in BL CR to TS 38.401 related to this issue to be removed.

Issue 2: WA that BAP address is used to indicate mIAB-node
Last meeting agreed the following WA:
	WA: Use the BAP address as the identifier for the MT in the initial TMM message sent by the DU’s CU to the MT’s CU.


The TP to BL CR 38.473 in R3-235918 includes the following Editor’s Note:
	Editor’s Note: it is a working assumption to use the BAP address as the identifier for the MT in the initial TMM message sent by the DU’s CU to the MT’s CU.


The above WA was supposed to be turned to an agreement during the CB session, which was then forgotten. However, during this CB session, RAN3 already agreed the associated stage-3 CRs. For formality reasons, RAN3 should therefore turn the above WA into an agreement.
Proposal 2: Turn the following WA into agreement: “Use the BAP address as the identifier for the MT in the initial TMM message sent by the DU’s CU to the MT’s CU.” Remove Editor’s Note in BL CR to TS 38.473 related to this WA.

Issue 3: BAP address in UL F1AP messages 
Since Rel-16, the F1 Setup Request contains the BAP address and defines the following behaviour:
	If the BAP Address IE is included in the F1 SETUP REQUEST, the receiving gNB-CU shall, if supported, consider the information therein for discovering the collocation of an IAB-DU and an IAB-MT.


This statement is also applicable to the mobile IAB-node. It is also applicable in case the (m)IAB-DU and (m)IAB-MT are connected to different CUs. This functionality is used for F1 Setup during mIAB-node integration and during DU migration.
The TP to BL CR 38.473 in R3-235918 introduces the RRC-terminating CU’s gNB-ID to the F1 Setup Request and defines the following behaviour:
	If the RRC Terminating IAB-Donor gNB-ID IE is included in the F1 SETUP REQUEST message, the gNB-CU shall, if supported, use this information for the subsequent IAB Transport Migration Management procedure as specified in TS 38.423 [28].


This statement is only applicable to the mobile IAB-node, and it applies in case the (m)IAB-DU and (m)IAB-MT are connected to different CUs. This functionality is used for F1 Setup during mIAB-node integration and during DU migration.
The TP to BL CR 38.473 in R3-235918 introduces the RRC-terminating CU’s gNB-ID also to the gNB-DU Configuration Update message and defines the same behaviour. This functionality is used to inform the DU’s CU about the MT’s target CU after MT migration.
However, the gNB-DU Configuration Update message presently does not include the BAP address, which the MT’s target CU configures on the mIAB-node during MT handover. This BAP address needs to be conveyed to the DU’s CU so that the DU’s CU can include it into the TMM procedure with the MT’s target CU as an indicator for the mIAB-node.
Observation 1: The gNB-DU Configuration Update message presently misses the BAP address assigned by the MT’s target CU, which the DU’s CU needs to include in the TMM procedure with the MT’s target CU to indicate the mIAB-node.

Proposal 3a: The gNB-DU Configuration Update message to include the BAP address IE, which contains the BAP address allocated by the MT’s target CU during MT migration.
Proposal 3b: Agree to TP for BL CR to TS 38.473 in Annex A to capture P3a.


Issue 4: “Authorized” indication by MT’s CU to DU’s CU
RAN3 agreed:
	The authorization status update is passed from the MT’s CU to the DU’s CU via Transport Management Modification Request message. The information signalled in the response message needs to be further discussed
After the MT’s CU has receives the mIAB authorization status set to “non-authorized” and all traffic has been released from the MT’s backhaul link, the MT’s CU will release all backhaul resources (including BAP address, TNL address and default BAP reconfiguration). The condition for the release of backhaul resources for the mIAB node needs to be further discussed.
For mIAB-node integration, in case the MT’s CU receives the mIAB authorization status set to “non-authorized”, it will not establish backhaul resources (including BAP address, TNL address and default BAP configuration) for this mIAB-node.



RAN3 further agreed to TP for BL CR to 38.423 in R3-235916 to capture the authorization status update via two code points:
	[bookmark: _Hlk147919844]Mobile IAB Authorization Status
	O
	
	ENUMERATED (authorized, not authorized, …)
	
	YES
	ignore


 
RAN3 has not yet discussed the network’s behaviour in case the authorization status of an mIAB-node is changed from “not authorized” to “authorized”. In this case, the MT’s CU may re-establish the BH, i.e., assign IP addresses, BAP address and BH RLC channels. However, the MT’s CU cannot send this authorization status update to the DU’s CU since without mIAB-node’s authorization, there is no mIAB-DU at this stage, and therefore no DU’s CU.
Observation 2a: The MT’s CU cannot send the authorization status change from “not authorized” to “authorized” to the DU’s CU since on unauthorized mIAB-node does not have a DU and therefore no DU’s CU.
The MT’s CU could send this authorization status update to the mIAB-node’s former mIAB-DU’s CU. However, the mIAB-node might have moved for quite a distance after the authorization was removed and it may have undergone multiple MT migrations. The former mIAB-DU’s CU may therefore not be the adequate end point for F1 termination anymore. The MT’s CU could select an appropriate CU for the DU, but RAN3 agreed that the DU’s CU should only be selected via OAM.
The following WF is proposed: 
· When the MT’s CU receives the authorization update from “not authorized” to “authorized”, it reestablishes the BH.
· When the MT receives the NAS authorization update from the AMF, and when it observes that the BH has been reinstated, it initiates F1 Setup toward a CU based on OAM configuration.
These steps essentially follow those of the network integration procedure.
Observation 2b: The mIAB-node can initiate F1 Setup to an OAM-configured CU, after (1) receiving authorization status update = “authorized” via NAS, and (1) after the BH has been reestablished by the MT’s CU.
This behaviour implies that there is no need for the MT’s CU to send the mIAB authorization status update = “authorized” code point to the DU’s CU.
Observation 2c: There is no need to include the mIAB authorization status code point “authorized” in the TMM message.
However, for MT handover, the mIAB authorization status update needs to keep both code points since this indicator also serves to inform the MT’s target CU that the UE refers to an mIAB-MT.
Observation 2d: The HO Request message still needs to include both code points for mIAB authorization status since this indication also serves to inform the MT’s target CU that the UE refers to an mIAB-MT.

Proposal 4a: Capture on stage 2 that when mIAB authorization status changes to “authorized”, the mIAB-node initiate F1 Setup to an OAM-configured CU after (1) receiving authorization status update = “authorized” via NAS, and (1) after the BH has been reestablished by the MT’s CU.
Proposal 4b: Remove mIAB authorization status code point “authorized” from the TMM message.
Proposal 4c: Agree to TP for BL CRs to TS 38.423 in the Annex B to capture P4a and P4b.


Issue 5: Support for dual connectivity
The WID for mobile IAB states:
	· The mobility of dual-connected IAB-nodes is down-prioritized.


At this stage of the WI, there is not time to discuss mobility of a dual-connected IAB-node. Therefore, mobility of a dual-connected IAB-node is not supported in Rel-18. However, this does not preclude dual-connectivity to be supported for an mIAB-node while it is not moving. Since the mIAB-MT’s CU knows about the mIAB-node’s mobility, e.g., from measurement reports, and since it controls the mIAB-node’s mobility by making the handover decisions, it could configure dual-connectivity for an mIAB-MT as long as the mIAB-MT doesn’t move.
Observation 3a: The WID does not preclude that a mIAB-MT is dual-connected while it doesn’t move.
For case this functionality is supported, RAN3 needs to converge on the BH functionality of a dual-connected mIAB-MT. The outcome of this discussion will most likely have to be confirmed by RAN2.
Observation 3b: If supported, RAN3 needs to converge on the BH functionality supported by a dual-connected non-moving mIAB-MT, and RAN3’s understanding will most likely have to be confirmed by RAN2.
While a dual-connected mIAB-node could leverage Rel-17 specifications, it introduces several additional issues. In case the mIAB-DU uses a different CU than the mIAB-MT, for instance, the dual-connected mIAB-node would end up connecting to three CUs. This has never been discussed. At this late stage of the WI, such issues cannot be addressed anymore.

Observation 3c: Introducing dual-connectivity for a non-moving mIAB-node introduces several issues which cannot be handled at this late stage of the WI.
Proposal 5: Dual-connectivity is not supported for the mobile IAB-MT.

Issue 6: Concurrent operation as mobile IAB-node and legacy IAB-node
The RAN3 chair notes include the following statement [1]:
	It is common understanding that a mIAB node cannot be supported by a non mIAB capable gNB.



In the last meeting, RAN2 discussed whether a node can concurrently operate as mIAB-node and as IAB-node. RAN2 achieved the following agreements [2]:
	From R2 perspective It is not supported that Rel-18 mobile IAB-node concurrently operate as a Rel-16/17 IAB-node, as e.g. mobile-IAB doesn’t support child IAB nodes. 
This means that there are restrictions for the network in configuring concurrent use of R-18 mIAB feature(s) and rel-16/17 IAB features (details FFS). 
FFS if an IAB-node may send both MSG5 indications to the network, and the network decides (or if the IAB-node should decide). 


RAN3 should confirm RAN2’s understanding:
Proposal 6a: RAN3 confirms RAN2’s understanding that it is not supported for a Rel-18 mobile IAB-node to concurrently operate as a Rel-16/17 IAB-node, as e.g., mobile-IAB doesn’t support child IAB nodes. 
Based on prior agreements, the parent node needs to broadcast “mobile IAB supported” in SIB1 for connection of mobile IAB-nodes, and “IAB-supported” in SIB1 for connection of IAB-nodes. Obviously, this indicator can be used to restrict the operation to either mobile IAB or legacy IAB. However, such a restriction may not be desirable, e.g., in case the parent node is actually supposed to support mobile IAB-nodes and legacy IAB-nodes. 
Therefore, we assume in the following that the parent node broadcasts both indicators, i.e., “mobile IAB supported” and “IAB supported”. RAN3 needs discuss how to avoid that a node concurrently operates as mIAB-node and IAB-node. The following options can be considered:
Option A: The node only sends legacy IAB indicator or mobile IAB indicator in Msg.5, but not both.
Option B: The node sends both indicators in Msg.5, and the donor forwards only one of them to the AMF.
Option C: The node sends both indicators in Msg.5, the donor forwards both of them to the AMF, and the AMF authorizes the node only for one of the two operation modes.
Option D: The node sends both indicators in Msg.5, the donor forwards both of them to the AMF, the AMF authorizes the node for both operation modes, and the donor applies only one of the operation modes.
Option A is obviously supported and does not need further discussion.
For options B, C and D, the question arises how the node can identify, which of the two operation modes has been selected. This can be achieved based on legacy specification and Rel-18 agreements:
Scenario 1: In case no BH is established, the node is neither authorized for legacy IAB or nor for mobile IAB.
Scenario 2: In case BH is established, but the node does not receive the NAS-based authorization status for mobile IAB, the node is authorized for legacy IAB, but not for mobile IAB.
Scenario 3: In case BH is established and the node receives the NAS authorization status for mobile IAB, the node is not authorized for legacy IAB. In case the NAS authorization status is set to “authorized”, the node is authorized for mobile IAB.
For Option D, scenario 3 applies, i.e., the node receives BH configuration and NAS authorisation for mobile IAB. Consequently, it is not authorized for legacy IAB. Therefore, the donor should support mobile IAB in case it receives authorization for both operation modes for this node.
This brief discussion indicates that all options A to D can be supported based on implementation. 
Stage-2 should capture:
· The mIAB-node can simultaneously include both legacy IAB and mobile IAB indicators in Msg. 5 if the parent node indicates support both operation modes in SIB1.
· The network behaviour as captured under Options B, C, and D.
· The node behaviour as captured under Scenarios 1, 2, and 3. 
Proposal 6b: A mIAB-node can simultaneously include legacy IAB and mobile IAB indicators in Msg. 5 if the parent node indicates support of both operation modes in SIB1.
Proposal 6c: In case the mIAB-node includes both indicators in Msg. 5, the donor may select, which indication it sends to the AMF, or it may send both indications to the AMF.
Proposal 6d: In case the donor receives from the AMF authorisation indications for mobile IAB and for legacy IAB, it assumes that mobile IAB is supported for this node, and legacy IAB is not supported for this node.
Proposal 6e: A mIAB-node, which simultaneously includes legacy IAB and mobile IAB indicators in Msg. 5, assumes to be authorized for the following operation mode:
· For neither legacy IAB nor mobile IAB in case BH is not configured, 
· For legacy IAB in case BH is configured but NAS authorization status for mobile IAB is not received,
· For mobile IAB in case BH is configured and NAS authorization status = “authorized” for mobile IAB is received.

Conclusion
This contribution discussed open issues to mobile IAB topology adaptation and authorization. The following observations and proposals have been made:

Issue 1: Sequence of procedures for UE HO and IAB TMM in stage 2 of DU migration.
Proposal 1: The sequence of procedures for UE HO and IAB TMM of DU migration is up to implementation. The Editor’s NOTE in BL CR to TS 38.401 related to this issue to be removed.

Issue 2: WA that BAP address is used to indicate mIAB-node
Proposal 2: Turn the following WA into agreement: “Use the BAP address as the identifier for the MT in the initial TMM message sent by the DU’s CU to the MT’s CU.” Remove Editor’s Note in BL CR to TS 38.473 related to this WA.

Issue 3: BAP address in UL F1AP messages 
Observation 1: The gNB-DU Configuration Update message presently misses the BAP address assigned by the MT’s target CU, which the DU’s CU needs to include in the TMM procedure with the MT’s target CU to indicate the mIAB-node.

Proposal 3a: The gNB-DU Configuration Update message to include the BAP address IE, which contains the BAP address allocated by the MT’s target CU during MT migration.
Proposal 3b: Agree to TP for BL CR to TS 38.473 in Annex A to capture P3a.

Issue 4: “Authorized” indication by MT’s CU to DU’s CU
Observation 2a: The MT’s CU cannot send the authorization status change from “not authorized” to “authorized” to the DU’s CU since on unauthorized mIAB-node does not have a DU and therefore no DU’s CU.
Observation 2b: The mIAB-node can initiate F1 Setup to an OAM-configured CU, after (1) receiving authorization status update = “authorized” via NAS, and (1) after the BH has been reestablished by the MT’s CU.
Observation 2c: There is no need to include the mIAB authorization status code point “authorized” in the TMM message.
Observation 2d: The HO Request message still needs to include both code points for mIAB authorization status since this indication also serves to inform the MT’s target CU that the UE refers to an mIAB-MT.

Proposal 4a: Capture on stage 2 that when mIAB authorization status changes to “authorized”, the mIAB-node initiate F1 Setup to an OAM-configured CU after (1) receiving authorization status update = “authorized” via NAS, and (1) after the BH has been reestablished by the MT’s CU.
Proposal 4b: Remove mIAB authorization status code point “authorized” from the TMM message.
Proposal 4c: Agree to TP for BL CRs to TS 38.423 in the Annex B to capture P4a and P4b.

Issue 5: Support of dual-connectivity for mIAB-MT
Observation 3a: The WID does not preclude that a mIAB-MT is dual-connected while it doesn’t move.
Observation 3b: If supported, RAN3 needs to converge on the BH functionality supported by a dual-connected non-moving mIAB-MT, and RAN3’s understanding will most likely have to be confirmed by RAN2.
Observation 3c: Introducing dual-connectivity for a non-moving mIAB-node introduces several issues which cannot be handled at this late stage of the WI.

Proposal 5: Dual-connectivity is not supported for the mobile IAB-MT.

Issue 6: Concurrent support of mIAB and IAB
Proposal 6a: RAN3 confirms RAN2’s understanding that it is not supported for a Rel-18 mobile IAB-node to concurrently operate as a Rel-16/17 IAB-node, as e.g. mobile-IAB doesn’t support child IAB nodes. 
Proposal 6b: A mIAB-node can simultaneously include legacy IAB and mobile IAB indicators in Msg. 5 if the parent node indicates support of both operation modes in SIB1.
Proposal 6c: In case the mIAB-node includes both indicators in Msg. 5, the donor may select, which indication it sends to the AMF, or it may send both indications to the AMF.
Proposal 6d: In case the donor receives from the AMF authorisation indications for mobile IAB and for legacy IAB, it assumes that mobile IAB is supported for this node, and legacy IAB is not supported for this node.
Proposal 6e: A mIAB-node, which simultaneously includes legacy IAB and mobile IAB indicators in Msg. 5, assumes to be authorized for the following operation mode:
· For neither legacy IAB nor mobile IAB in case BH is not configured, 
· For legacy IAB in case BH is configured but NAS authorization for mobile IAB is not received,
· For mobile IAB in case BH is configured and NAS authorization status = “authorized” for mobile IAB is received.
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Annex A: TP for BL CR to TS 38.473
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8.2.4.2	Successful Operation
[image: ]
Figure 8.2.4.2-1: gNB-DU Configuration Update procedure: Successful Operation
>>>>>>>>>>>>>>>>>>>Unchanged parts are skipped<<<<<<<<<<<<<<<<<<<
If the gNB-DU Name IE is included in the GNB-DU CONFIGURATION UPDATE message, the gNB-CU may store it or update this IE value if already stored, and use it as a human readable name of the gNB-DU. If the Extended gNB-DU Name IE is included in the GNB-DU CONFIGURATION UPDATE message, the gNB-CU may store it or update this IE value if already stored, and use it as a human readable name of the gNB-DU and shall ignore the gNB-DU Name IE if also included.
If the RRC Terminating IAB-Donor Related Info IE is included in the GNB-DU CONFIGURATION UPDATE message, the gNB-CU shall, if supported, use this information for the subsequent IAB Transport Migration Management procedure towards the RRC-terminating IAB-donor of the mobile IAB-node, as specified in TS 38.423 [28].

If the BAP Address IE is included in the GNB-DU CONFIGURATION UPDATE, the receiving gNB-CU shall, if supported, consider the information therein for discovering the collocation of a mobile IAB-DU and a mobile IAB-MT. The gNB-CU shall, if supported, use this information as described in TS 38.401 [4] and TS 38.423 [28].


	--- Next Change ---
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9.2.1.7	GNB-DU CONFIGURATION UPDATE
This message is sent by the gNB-DU to transfer updated information associated to an F1-C interface instance.
NOTE:	If F1-C signalling transport is shared among several F1-C interface instances, this message may transfer updated information associated to several F1-C interface instances.
Direction: gNB-DU  gNB-CU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Transaction ID
	M
	
	9.3.1.23
	
	YES
	reject

	Served Cells To Add List
	
	0..1
	
	Complete list of added cells served by the gNB-DU
	YES
	reject

	>Served Cells To Add Item
	
	1 .. <maxCellingNBDU>
	
	
	EACH
	reject

	>>Served Cell Information
	M
	
	9.3.1.10
	Information about the cells configured in the gNB-DU
	-
	

	>>gNB-DU System Information
	O
	
	9.3.1.18
	RRC container with system information owned by gNB-DU
	-
	

	Served Cells To Modify List
	
	0..1
	
	Complete list of modified cells served by the gNB-DU
	YES
	reject

	>Served Cells To Modify Item
	
	1 .. <maxCellingNBDU>
	
	
	EACH
	reject

	>>Old NR CGI
	M
	
	NR CGI 9.3.1.12
	
	-
	

	>>Served Cell Information
	M
	
	9.3.1.10
	Information about the cells configured in the gNB-DU
	-
	

	>>gNB-DU System Information
	O
	
	9.3.1.18
	RRC container with system information owned by gNB-DU
	-
	

	Served Cells To Delete List
	
	0..1
	
	Complete list of deleted cells served by the gNB-DU
	YES
	reject

	>Served Cells To Delete Item
	
	1.. <maxCellingNBDU>
	
	
	EACH
	reject

	>>Old NR CGI
	M
	
	NR CGI 9.3.1.12
	
	-
	

	Cells Status List
	
	0..1
	
	Complete list of active cells
	YES
	reject

	> Cells Status Item
	
	0 .. <maxCellingNBDU>
	
	
	EACH
	reject

	>> NR CGI
	M
	
	9.3.1.12
	
	-
	

	>>Service Status
	M
	
	9.3.1.68
	
	-
	

	Dedicated SI Delivery Needed UE List
	
	0..1
	
	List of UEs unable to receive system information from broadcast
	YES
	ignore

	> Dedicated SI Delivery Needed UE Item
	
	1 .. <maxnoofUEIDs>
	
	
	EACH
	ignore

	>>gNB-CU UE F1AP ID
	M
	
	9.3.1.4
	
	-
	

	>>NR CGI
	M
	
	9.3.1.12
	
	-
	

	gNB-DU ID
	O
	
	9.3.1.9
	
	YES
	reject

	gNB-DU TNL Association To Remove List 
	
	0..1
	
	
	YES
	reject

	>gNB-DU TNL Association To Remove Item IEs
	
	1..<maxnoofTNLAssociation>
	
	
	EACH
	reject

	>>TNL Association Transport Layer Address
	M
	
	CP Transport Layer Address
9.3.2.4
	Transport Layer Address of the gNB-DU.
	-
	-

	>>TNL Association Transport Layer Address gNB-CU
	O
	
	CP Transport Layer Address
9.3.2.4
	Transport Layer Address of the gNB-CU
	-
	-

	Transport Layer Address Info
	O
	
	9.3.2.5
	
	YES
	ignore

	Coverage Modification Notification
	O
	
	9.3.1.213
	
	YES
	Ignore

	gNB-DU Name
	O
	
	PrintableString(SIZE(1..150,...))
	Human readable name of the gNB-DU.
	YES
	ignore

	Extended gNB-DU Name
	O
	
	9.3.1.205
	
	YES
	ignore

	RRC Terminating IAB-Donor Related Info
	O
	
	9.3.1.x3
	Indicates the information related to a mobile IAB-node’s RRC-terminating IAB-donor. 
	YES
	ignore

	BAP Address
	O
	
	9.3.1.111
	Indicates a BAP address assigned to the mobile IAB-node.
	YES
	ignore




>>>>>>>>>>>>>>>>>>>Unchanged parts are skipped<<<<<<<<<<<<<<<<<<<

9.3.1.x3 	RRC Terminating IAB-Donor Related Info
This IE contains the information related to a mobile IAB-node’s RRC-terminating IAB-donor.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RRC Terminating IAB-Donor gNB-ID
	M
	
	Global gNB ID
9.3.1.x2
	The Global gNB ID of a mobile IAB-node’s RRC-terminating IAB donor.

	Mobile IAB-MT BAP Address
	M
	
	9.3.1.111
	The BAP address assigned to the mobile IAB-node by the RRC-terminating IAB-donor.






	--- Next Change ---



                                                    
>>>>>>>>>>>>>>>>>>Unchanged parts are skipped<<<<<<<<<<<<<<<<<<

-- **************************************************************
--
-- GNB-DU CONFIGURATION UPDATE ELEMENTARY PROCEDURE
--
-- **************************************************************

-- **************************************************************
--
-- GNB-DU CONFIGURATION UPDATE
--
-- **************************************************************

GNBDUConfigurationUpdate::= SEQUENCE {
	protocolIEs			ProtocolIE-Container       { {GNBDUConfigurationUpdateIEs} },
	...
}

GNBDUConfigurationUpdateIEs F1AP-PROTOCOL-IES ::= {
	{ ID id-TransactionID							CRITICALITY reject	TYPE TransactionID												PRESENCE mandatory	}|
	{ ID id-Served-Cells-To-Add-List				CRITICALITY reject	TYPE Served-Cells-To-Add-List								PRESENCE optional	}|
	{ ID id-Served-Cells-To-Modify-List				CRITICALITY reject	TYPE Served-Cells-To-Modify-List							PRESENCE optional	}|
	{ ID id-Served-Cells-To-Delete-List				CRITICALITY reject	TYPE Served-Cells-To-Delete-List							PRESENCE optional	}|
	{ ID id-Cells-Status-List						CRITICALITY reject	TYPE Cells-Status-List											PRESENCE optional	}|
	{ ID id-Dedicated-SIDelivery-NeededUE-List		CRITICALITY ignore	TYPE Dedicated-SIDelivery-NeededUE-List					PRESENCE optional	}|
	{ ID id-gNB-DU-ID								CRITICALITY reject	TYPE GNB-DU-ID													PRESENCE optional	}|
	{ ID id-GNB-DU-TNL-Association-To-Remove-List	CRITICALITY reject	TYPE GNB-DU-TNL-Association-To-Remove-List				PRESENCE optional	}|
	{ ID id-Transport-Layer-Address-Info			CRITICALITY ignore	TYPE Transport-Layer-Address-Info							PRESENCE optional	}|
	{ ID id-Coverage-Modification-Notification		CRITICALITY ignore	TYPE Coverage-Modification-Notification					PRESENCE optional	}|
	{ ID id-gNB-DU-Name								CRITICALITY ignore	TYPE GNB-DU-Name												PRESENCE optional	}|
	{ ID id-Extended-GNB-DU-Name					CRITICALITY ignore	TYPE Extended-GNB-DU-Name										PRESENCE optional	}|
	{ ID id-RRC-Terminating-IAB-Donor-Related-Info	CRITICALITY ignore	TYPE RRC-Terminating-IAB-Donor-Related-Info	         PRESENCE optional }|
	{ ID id-BAPAddress						CRITICALITY ignore	TYPE BAPAddress							PRESENCE optional	},
	...
} 

	--- End of Changes ---




Annex B: TP for BL CR to TS 38.423

	                                                    --- Begin Changes ---


9.1.4.4	IAB TRANSPORT MIGRATION MODIFICATION REQUEST
This message is sent by a non-F1-terminating IAB-donor to an F1-terminating IAB-donor of a boundary IAB-node, for the purpose of modifying or releasing (e.g., for the purpose of revoking) the configuration for the migrated traffic of boundary IAB-node or descendant IAB-node.
Direction: non-F1-terminating IAB-donor  F1-terminating IAB-donor.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3.1
	
	YES
	reject

	F1-Terminating IAB-donor UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	This IE refers to the Source NG-RAN node UE
XnAP ID or to the M-NG-RAN node UE XnAP
ID, or to the S-NG-RAN node UE XnAP
ID.
	YES
	reject

	Non-F1-Terminating IAB-donor UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	This IE refers to the Target NG-RAN node UE
XnAP ID or to the S-NG-RAN node UE XnAP
ID, or to the M-NG-RAN node UE XnAP
ID.
	YES
	reject

	Traffic Required To Be Modified List
	
	0..1
	
	
	YES
	reject

	>Traffic Required To Be Modified Item
	
	1 .. <maxnoofTrafficIndexEntries>
	
	
	–
	

	>>Traffic Index
	M
	
	9.2.2.80
	
	–
	

	>>Non-F1-terminating topology BH information
	M
	
	9.2.2.83
	
	–
	

	Traffic To Be Released Information
	O
	
	9.2.2.84
	
	YES
	reject

	IAB TNL Address To Be Added
	O
	
	IAB TNL Address Response
9.2.2.86
	
	YES
	reject

	IAB TNL Address To Be Released List
	
	0..1
	
	
	YES
	reject

	>IAB TNL Address To Be Released Item
	
	1..<maxnoofTLAsIAB>
	
	
	–
	

	>>IAB TNL Address
	M
	
	9.2.2.92
	
	–
	

	Mobile IAB Authorization Status
	O
	
	ENUMERATED (not authorized, …)
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofTrafficIndexEntries
	Maximum no. of traffic offloaded to the non-F1-terminating IAB-donor. The value is 1024. 

	maxnoofTLAsIAB
	Maximum total no. of IPv4 address(es), IPv6 address(es) and IPv6 address prefix(es) that can be requested in one procedure execution. The value is 1024. 




                                                    

	--- Next Change ---
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-- ASN1START
-- **************************************************************
--
-- Information Element Definitions
--
-- **************************************************************

>>>>>>>>>>>>>>>>>>Unchanged parts are skipped<<<<<<<<<<<<<<<<<<
MIMOPRBusageInformation ::= SEQUENCE {
dl-GBR-PRB-usage-for-MIMO					DL-GBR-PRB-usage-for-MIMO,
	ul-GBR-PRB-usage-for-MIMO					UL-GBR-PRB-usage-for-MIMO,
	dl-non-GBR-PRB-usage-for-MIMO				DL-non-GBR-PRB-usage-for-MIMO,
	ul-non-GBR-PRB-usage-for-MIMO				UL-non-GBR-PRB-usage-for-MIMO,
	dl-Total-PRB-usage-for-MIMO					DL-Total-PRB-usage-for-MIMO,
	ul-Total-PRB-usage-for-MIMO					UL-Total-PRB-usage-for-MIMO,
	iE-Extensions							ProtocolExtensionContainer { { MIMOPRBusageInformation-ExtIEs} }	OPTIONAL,
	...
}

MIMOPRBusageInformation-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {
	...
}

MobileIAB-AuthorizationStatus ::= ENUMERATED { 

	not-authorized,
	...
}

												

	--- End of Changes ---
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