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1 Introduction
[bookmark: _Toc474247438]This contribution discusses the potential required RAN3 enhancements to support UE location verification.
2 Discussion
Previous RAN3 meetings agreed following:
The verification is performed in the CN.
If the reported UE location is not correct, the CN will take necessary action and Rel-17 behavior can be kept as baseline. 
RAN3 wait for RAN1/2 progress on the specific position method to be used for verification.
RAN3 is not affected by UE location reporting
No additional RAN3 impact if UE location is not correct

In current Terrestrial Network, the location of TRP is fixed. In NTN, the TRP is on the satellite, and its location keeps changing in NGSO. This brings some issues:

· Issue #1: how can LMF know the location of the TRP/Satellite when a measurement is performed

Option 1: similar solution as Mobile IAB
The similar issue was discussed in Rel-18 mobile IAB that the UE may be positioned using the TRP associated with the mobile IAB (i.e. mobile TRP). The location of mobile TRP may be dynamic. In last meeting, RAN3 agreed the BL CR for TS38.455/TS38.473 to report the location of mobile TRP via the TRP Measurement Result IE, e.g. when the NG-RAN node report the measurement report. We believe this can also be reused for NTN. When the NTN gNB report the UE’s measurement, the NG-RAN can also report the location of the TRP/Satellite.

This option allows a common LMF to be developed for both mobile IAB and NTN, and does not require the LMF to know the satellite information. but is it possible that we can avoid NTN-specific enhancements to LMF? 

Option 2: LMF is configured with the satellite information
Ericsson/CATT R3-233311/R3-232799 propose:
For NTN, the LMF receives from the OAM the satellite related information (described in TS 38.300 [x]), as well as the association between the TRP(s) and the satellite(s).
Option 2 also help to solve the mirror point issue. By knowing the satellite ephemeris information, the LMF can know what direction the neighbors are placed on earth (so the beam direction would need to be known). So we prefer Option 2.
This issue may also apply to the Rel-17 location verification where multiple satellites may be used, and the LMF need to know the location of a related TRP/Satellite. 
Proposal 1: LMF is configured with the satellite information

· Issue #2: Altitude 

Huawei ([2]) discussed a potential issue for the Altitude IE. 
	Altitude
	M
	
	INTEGER
(0..215-1)
	The relation between the value (N) and the altitude (a) in meters it describes is N £ a < N+1, except for N=215-1 for which the range is extended to include all greater values of (a).



We noticed that the maximal altitude provided by GAD is ~32 km (32,768 m) where some satellite are generally reach an orbital above e.g. 400 km to 2000 Km for (LEO), 8 000 to 20 000 for NGSO and 36 000 km for GEO. 
It seems then it is not possible for the LMF to get the correct Altitude of the TRP to provide positioning. We hence propose to correct this issue by introducing a NTN Access Point Position based on ECEF. The X, Y, Z are currently aligned with the RRC e.g. EphemerisInfo IE . The ANNEX proposes some draft CR to reflect the change in LPPa and NRPPa. 
We do not foreseen impact on F1 due to transparent payload usage in current release, but similar change could be implemented in F1 to align the specifications…. It is up to RAN3 to discuss and decide. 
In case Option 2 (LMF is configured with the satellite ephemeris information), this issue may be vanished. The LMF will not initiate the TRP Information Exchange procedure or other NRPPa procedure to retrieve the location of TRP/satellite. 

Proposal 2: discuss whether it is an issue for the Altitude IE, after the LMF is configured with the satellite ephemeris information

· Issue #3: whether allow the UE service before the UE’s location is verified
There was a proposal in last meeting to discuss whether the UE service is allowed before the location is verified.  

We do not think this is a RAN3 issue. TR38.882 Section “Recommendations” states:
The UE location information for the study is considered verified if the reported UE location is consistent with the network based assessment to within 5-10 km (similar to terrestrial network macro cell size), enabling country discrimination and selection of an appropriate core network in order to support all the regulatory services (i.e. emergency call, lawful intercept, public warning, charging/billing).

The regulatory service is transparent to the RAN. Only the CN has the knowledge of UE service, and whether location verification is needed. For example, for two co-located UEs, it is possible that CN may require a location verification for UE1, but not for UE2. 

Both SA1 and SA2 know there is a latency for the location verification. Both SA1 and SA2 has agreed the location verification can be performed in parallel to UE service. 

SA1 LS (R3-230023/S1-223539) states:
•Q2:	Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?
Answer from SA1: Yes

SA2 LS (R3-230027/S2-2211199) states:

Q2	Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?
Answer:
As indicated above, location verification is started after an initiating NAS procedure has been completed and would then run in parallel with any other UE related activity. SA2 is not aware of any constraint at a 5GC level that might impede or delay the location verification once started.
Since the UE position procedure can only be initiated for a UE that have completed the initial registration procedure, it is obvious for “location verification is started after an initiating NAS procedure has been completed”.  It is possible that the NG-RAN node may already selected a wrong AMF for initial NAS procedure, since the NG-RAN node may use the UE reported location that is not verified to perform NNSF. However, this is not an issue since the location verification can only be initiated by CN, so CN has to be selected before location verification. It is not possible to perform location verification without selecting a CN, even the selected CN may be incorrect. Actually, the possible incorrectly selected CN is already considered by SA2, and captured in SA2 TS23.501
In the case of a NAS procedure, the AMF should either reject any NAS request targeted towards a PLMN that is not allowed to operate in the known UE location and indicate a suitable cause value, or accept the NAS procedure and initiate deregistration procedure once the UE location is known.

An example is as below:
· UE is located in Country A (PLMN ID A)
· Coverage of a NTN cell covers both UE’s location, and part or full of Country B (PLMN ID B).
· UE initiates a Registration procedure. UE incorrectly provide PLMN ID B to gNB.
· gNB incorrectly select AMF2 of Country B. 
· After the Registration is completed, AMF2 initiate a location verification.
· Based on the result of the location verification, AMF2 can re-register the UE.
gNB is unaware of the verification result.  
· UE re-initiate Registration procedure. UE has to provide PLMN ID A to gNB. 
In above example, there is no guarantee that correct AMF is always selected. In case an incorrect AMF is selected, it can be corrected by CN after the location verification procedure. The PDU session resource setup is initiated by the CN, so it is up to CN to decide whether provide UE service (e.g. setup PDU session resource) before location is verified. 
Observation 1: it is possible that NG-RAN node may incorrectly select an AMF during NNSF, but this can be corrected by CN after location verification. 
Observation 2: location verification can only be performed after NNSF. An incorrect AMF may be selected before location verification is performed, but this cannot be avoided. 
It is similar for the NG-HO to change serving AMF. A gNB may initiate NG-HO to change the UE’s serving AMF when gNB detects that the UE is in a different country to that served by the serving AMF. It is possible that source gNB may incorrectly initiate NG-HO based on the UE’s reported location that is not verified. The target AMF can accept the handover then initiate the location verification after the NG-HO is completed. This is already captured in TS23.501 (copied as below)
In the case of a handover procedure, if the (target) AMF determines that it is not allowed to operate at the current UE location, the AMF either rejects the handover, or accepts the handover and later deregisters the UE.

In a summary, we do not see any issue for the conclusion of SA1/SA2 that the UE location verification can be run in parallel with any other UE related activity. If companies consider this is an issue, it shall be discussed in SA1/SA2. Unless the SA1/2 position is changed, RAN3 should respect the decision of SA1/2, and no need to continue the discussion in RAN3. 
Proposal 3: Unless it is required by SA1/2, RAN3 should respect SA1/2 decision that location verification can be performed in parallel with UE service. 
4 Conclusions
In this contribution, we analyzed the support for location verification in NRT NTN. Our proposals are:
Proposal 1: LMF is configured with the satellite information
Proposal 2: discuss whether it is an issue for the Altitude IE, after the LMF is configured with the satellite ephemeris information

Proposal 3: Unless it is required by SA1/2, RAN3 should respect SA1/2 decision that location verification can be performed in parallel with UE service. 
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