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1 Introduction
In previous meetings, the following agreements are achieved:

· The mIAB-MT’s source donor CU can send the info on the mIAB-MT’s target donor CU to the mIAB-DU’s donor CU after the completion of IAB-MT HO.
· The source donor CU for the mIAB-MT HO provides to the donor CU serving the mIAB-DU at least the:

•
gNB ID of the target donor CU for the mIAB-MT HO.

•
ID(s) of the mIAB-MT.
· The mIAB-MT ID sent by the mIAB-MT’s source donor CU to the mIAB-DU’s donor CU is the XnAP UE ID.
· Agree that the mIAB-DU’s CU to be informed about the mIAB-authorized status by mIAB-MT´s CU when IAB MT and IAB DU connect to different IAB donor CUs.
In this contribution, we discuss the multiple partial migration further.
2 Discussions
2.1. Multiple partial migration
Issue 1: Xn interface
In order to avoid frequent MT migration, the mIAB-MT’s source donor CU should choose a donor CU which has a good Xn coverage as the MT’s target donor CU. For this purpose, the MT’s source donor CU should also have an Xn interface with this kind of donor CU to know whether this kind of donor CU has a good Xn coverage or not. 

Proposal 1: In order to let the mIAB-MT’s source donor CU choose a MT’s target donor CU which has a good Xn coverage, there should be Xn interface between the mIAB-MT’s source donor CU and the MT’s target donor CU.
In previous meeting, RAN3 agreed that the mIAB-MT’s source donor CU can provide the information on the mIAB-MT’s target donor CU to the mIAB-DU’s donor CU after the completion of IAB-MT HO. However, there may be no Xn interface between the mIAB-MT’s target donor CU and the mIAB-DU’s donor CU, and this will introduce two issues. One issue is that the communication between the mIAB-MT’s target donor CU and the mIAB-DU’s donor CU has to be transmitted via NG interface, and more latency will be introduced. The other issue is that the mIAB-DU’s donor CU cannot predict the PCI collision if there is no Xn between the mIAB-DU’s donor CU and the mIAB-MT’s target donor CU, and the impact of PCI collision on UEs cannot be avoided. If the mIAB-MT’s source donor CU knows which donor CUs have Xn interface with the mIAB-DU’s donor CU, then it can choose a suitable target donor CU for partial migration from these donor CUs. In this way, the two issues mentioned above can be solved. 
 We think there are two ways for the mIAB-MT’s source donor CU to know which donor CUs have Xn interface with the mIAB-DU’s donor CU: 
· Opt1: The mIAB-MT’s source donor CU negotiates with the mIAB-DU’s donor CU;

· Opt2: The OAM informs the mIAB-MT’s source donor CU;
Proposal 2: The mIAB-MT’s source donor CU should know the information on which donor CUs have Xn interface with the mIAB-DU’s donor CU, and this information can be achieved from the mIAB-DU’s donor CU or OAM.
If there is no Xn interface between the mIAB-MT’s target donor CU and the mIAB-DU’s donor CU, the mIAB-DU’s donor CU should send IAB TMM request via NG interface. However, the NG based solution should be considered by SA2, and RAN3 can only focus on the scenario with Xn interface.
Proposal 3: For MT migration, RAN3 can only focus on the scenario with Xn interface between the mIAB-MT’s target donor CU and the mIAB-DU’s donor CU.

Issue 2: Passing of gNB-ID of MT’s CU and MT’s XnAP UE ID to DU’s CU
The following agreements have be achieved by RAN3:

· The mIAB-MT’s source donor CU can send the info on the mIAB-MT’s target donor CU to the mIAB-DU’s donor CU after the completion of IAB-MT HO.
· The source donor CU for the mIAB-MT HO provides to the donor CU serving the mIAB-DU at least the:

•
gNB ID of the target donor CU for the mIAB-MT HO.

•
ID(s) of the mIAB-MT.
· The mIAB-MT ID sent by the mIAB-MT’s source donor CU to the mIAB-DU’s donor CU is the XnAP UE ID.

Therefore, gNB ID of the mIAB-MT’s target donor CU and the XnAP UE ID generated by the mIAB-MT’s target donor CU should be transmitted from the mIAB-MT’s source donor CU to the mIAB-DU’s donor CU via Xn interface. Because RAN3 agreed that the mIAB-MT ID is the XnAP UE ID in MT migration, the XnAP UE ID should also be taken as the mIAB-MT ID in DU migration and used for the TMM procedure.
Proposal 4: The gNB ID of the mIAB-MT’s target CU and the mIAB-MT ID (i.e., XnAP UE ID) generated by the mIAB-MT’s target CU should be transmitted from the mIAB-MT’s source donor CU to the mIAB-DU’s donor CU via Xn interface. 
Observation 1: Because RAN3 agreed that the mIAB-MT ID is the XnAP UE ID in MT migration, the XnAP UE ID should also be taken as the mIAB-MT ID in DU migration and used for the TMM procedure.
Issue 3: Offloaded traffic
When the mIAB-MT’s source donor CU decides to migrate the mIAB-MT to the mIAB-MT’s target donor CU, mIAB-MT’s source donor CU will send handover request to the mIAB-MT’s target donor CU, and the mIAB-MT’s target donor CU can accept or reject the handover request based on its own situation. In order to help the mIAB-MT’s target donor CU make a more appropriate admission control, the information of the offloaded traffic, e.g., Traffic To Be Added List, can be included in the handover request.

 Proposal 5: The information of the offloaded traffic (e.g., Traffic To Be Added List) can be included in the handover request to help the mIAB-MT’s target donor CU perform a more appropriate admission control.
Issue 4: mIAB-node authorization
If the mIAB-MT’s donor CU and the mIAB-DU’s donor CU are the different CUs, the mIAB-MT’s donor CU should inform the mIAB-DU’s donor CU via Xn interface when mIAB’s the authorization state of the mIAB node is changed from authorized to non-authorized. In this way, the mIAB-DU’s donor CU can initiate actions to ensure that the mIAB node will not serve any UEs.
In addition, it is necessary to add mIAB authorization indicator in handover request to let the MT’s target donor CU know the authorization status during MT migration. If the mIAB node is not authorized, the MT’s target donor CU shall initiate actions to ensure that the mIAB node will not serve any UEs; if the mIAB node is authorized, the MT’s target donor CU can prepare the BAP configurations for mIAB node.
If the mIAB authorization indicator is included in handover request, it is unnecessary to add the mIAB indication. Specifically, if the mIAB authorization indicator indicates that mIAB node is authorized, the MT’s target donor CU will know it is a mIAB node and authorized; if the mIAB authorization indicator indicates that mIAB node is not authorized, the MT’s target donor CU will treat it as a normal UE unless an authorized indication is received from AMF; if the mIAB authorization indicator is not included in handover request, the MT’s target donor CU can consider it is not a mIAB node.

Proposal 6: The mIAB-MT’s donor CU should inform the mIAB-DU’s donor CU via Xn interface when mIAB’s the authorization state of the mIAB node is changed from authorized to non-authorized.
Proposal 7: RAN3 to agree adding mIAB authorization indicator in handover request.
3 Conclusions
In this contribution, we discuss the mobility for IAB-node, and propose:
Proposal 1: In order to let the mIAB-MT’s source donor CU choose a MT’s target donor CU which has a good Xn coverage, there should be Xn interface between the mIAB-MT’s source donor CU and the MT’s target donor CU.
Proposal 2: The mIAB-MT’s source donor CU should know the information on which donor CUs have Xn interface with the mIAB-DU’s donor CU, and this information can be achieved from the mIAB-DU’s donor CU or OAM.
Proposal 3: For MT migration, RAN3 should only focus on the scenario with Xn interface between the mIAB-MT’s target donor CU and the mIAB-DU’s donor CU.

Proposal 4: The gNB ID of the mIAB-MT’s target CU and the mIAB-MT ID (i.e., XnAP UE ID) generated by the mIAB-MT’s target CU should be transmitted from the mIAB-MT’s source donor CU to the mIAB-DU’s donor CU via Xn interface. 

Observation 1: Because RAN3 agreed that the mIAB-MT ID is the XnAP UE ID in MT migration, the XnAP UE ID should also be taken as the mIAB-MT ID in DU migration and used for the TMM procedure.
Proposal 5: The information of the offloaded traffic (e.g., Traffic To Be Added List) can be included in the handover request to help the mIAB-MT’s target donor CU perform a more appropriate admission control.
Proposal 6: The mIAB-MT’s donor CU should inform the mIAB-DU’s donor CU via Xn interface when mIAB’s the authorization state of the mIAB node is changed from authorized to non-authorized.
Proposal 7: RAN3 to agree adding mIAB authorization indicator in handover request.
TP for TS38.401 on Rel-18 Mobile IAB

8.YY
Mobile IAB migration procedures

8.YY.1 Migration of mobile IAB-MT via Xn handover

The mIAB-MT of a mobile IAB-node can be migrated from a source RRC-terminating IAB-donor-CU to a target RRC-terminating IAB-donor-CU using the Xn handover procedure. During this migration, the mIAB-DU co-located with the mIAB-MT is connected to an F1-terminating IAB-donor-CU, which may be the same as the source RRC-terminating IAB-donor-CU or the target RRC-terminating IAB-donor-CU.

Figure 8.YY.1.1-1 shows an example of mIAB-MT migration via Xn handover. In this example, the mIAB-MT is connected to the source RRC-terminating IAB-donor-CU via a source path of an IAB topology before the migration, and it is connected via a target path of a different IAB topology after the migration. 
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1. Steps 1-14 of the topology adaptation procedure of Section 8.17.3.1, where the mIAB-MT performs Xn-based handover from the source RRC-terminating IAB-donor-CU to the 

target RRC-terminating IAB-donor-CU.
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2. Step 15 of the topology adaptation procedure of Section 8.17.3.1 to redirect the mIAB-DU͛s F1-C to the target path and report F1-U TNL info to F1-terminating IAB-

donor-CU.

3. Sending info related to target RRC-terminating IAB-donor-CU to the F1-terminating IAB-donor CU

4. Steps 16-20 of the topology adaptation procedure of Section 8.17.3.1, where the  target RRC-terminating IAB-donor-CU performs the IAB Transport Management 

Migration procedure with the F1-terminating IAB-donor-CU and BH RLC channel, BAP route and mapping rules along the target path are reconfigured, and F1-U of the 

mIAB-DU is migrated to the target path.


Figure 8.YY.1.1-1: Procedure for Xn-based migration of mobile IAB-MT
1. Steps 1-14 of the topology adaptation procedure of Section 8.17.3.1 are performed to conduct Xn handover of the mIAB-MT from the source parent IAB-node connected to the source RRC-terminating IAB-donor-CU to the target parent IAB-node connected to the target RRC-terminating IAB-donor-CU. In these steps, the mIAB-node corresponds to the migrating IAB-node of Section 8.17.3.1, and the mIAB-MT’s source and target RRC-terminating IAB-donor-CUs correspond to the respective source and target IAB-donor-CUs of Section 8.17.3.1. 
The mIAB authorization indicator, the information of the offloaded traffic (e.g., Traffic To Be Added List, including Traffic Index, Traffic Profile, which is used for deriving the admission result of the F1 traffic), the ID of the F1-terminating IAB-donor-CU and the XnAP UE ID of mIAB-MT generated by the F1-terminating IAB-donor-CU may be included in Xn HANDOVER REQUEST message. 

The XnAP ID of mIAB-MT generated by the target RRC-terminating IAB-donor-CU and admission result of the offloaded traffic (e.g., Traffic Added List, Traffic Not Added List) may be included in the HANDOVER REQUEST ACKNOWLEDGE message.
Note: Before step 1, the source RRC-terminating IAB-donor-CU should confirm that the target RRC-terminating IAB-donor-CU has Xn interface with the F1-terminating IAB-donor-CU.
2. Same as step 15 of the topology adaptation procedure of Section 8.17.3.1, where the F1-C connection between the co-located mIAB-DU and its F1-terminating IAB-donor-IAB is switched to the target path using the new TNL address information of the IAB-MT. In this step, the mIAB-node corresponds to the migrating IAB-node, and the F1-terminating IAB-donor-CU corresponds to the source IAB-donor-CU.

3. The F1-terminating IAB-donor-CU obtains information about the target RRC-terminating IAB-donor-CU. The information about the target RRC-terminating IAB-donor-CU is obtained from the source RRC-terminating IAB-donor-CU via Xn interface, which also indicates the completion of mIAB-MT HO. This message may include the ID of the target RRC-terminating IAB-donor-CU and XnAP UE ID of mIAB-MT generated by the target RRC-terminating IAB-donor-CU. Also, this message may contain the traffic to be released information to indicate the admission result of offloaded traffic at the target RRC-terminating IAB-donor-CU.
4. Steps 16-20 of the topology adaptation procedure of Section 8.17.3.1, where the F1-terminating IAB-donor-CU initiates the IAB Transport Migration Management procedure towards the target RRC-terminating IAB-donor-CU to provide the context of the traffic offloaded. The target RRC-terminating IAB-donor-CU reconfigures the BAP sublayer and/or BH RLC channels on the target path accordingly, and provides the UL BH information for UL BH reconfigurations to be conducted by the F1-terminating IAB-donor-CU on the mIAB-node. Then, the F1-U connections of the mIAB-node are migrated to the target path.
TP for TS38.423 on Rel-18 Mobile IAB
8.2
Basic mobility procedures

8.2.1
Handover Preparation

8.2.1.1
General

This procedure is used to establish necessary resources in an NG-RAN node for an incoming handover. If the procedure concerns a conditional handover, parallel transactions are allowed. Possible parallel requests are identified by the target cell ID when the source UE AP IDs are the same.

The procedure uses UE-associated signalling.

8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: Handover Preparation, successful operation

……
If the UE Slice-Maximum Bit Rate List IE is contained in HANDOVER REQUEST message, the target NG-RAN node shall, if supported, store the received UE Slice Maximum Bit Rate List in the UE context, and use the received UE Slice Maximum Bit Rate value for each S-NSSAI for the concerned UE as specified in TS 23.501 [7].
If the Mobile IAB Authorized IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, store the received Mobile IAB Authorization information in the UE context. If the Mobile IAB Authorized IE is set to "not authorized" for an mobile IAB-MT, the target NG-RAN node shall, if supported, ensure that the mobile IAB node will not serve any UE(s).

If the Traffic To Be Added List IE is contained in the HANDOVER REQUEST message, the target NG-RAN node shall consider it to derive the admission result of the F1 traffic and shall include the Traffic Added List IE and Traffic Not Added List IE in the HANDOVER REQUEST ACKNOWLEDGE message.
If the F1-Terminating IAB-donor ID IE and the F1-Terminating IAB-donor UE XnAP ID IE are contained in the HANDOVER REQUEST message, the target NG-RAN node shall consider that the collocated mIAB-DU is terminated at the F1-Terminating IAB-donor.
Upon reception of the F1-Terminating IAB-donor ID IE and the F1-Terminating IAB-donor UE XnAP ID IE, contained in the HANDOVER REQUEST message, the target NG-RAN node may include the Non-F1-Terminating IAB-donor UE XnAP ID IE in the HANDOVER REQUEST ACKNOWLEDGE message.
NEXT CHANGE

8.5.3.2
Successful Operation
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Figure 8.5.3.2-1: IAB Transport Migration Modification, successful operation

The non-F1-terminating IAB-donor initiates the procedure by sending the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message to the F1-terminating IAB-donor. The F1-terminating IAB-donor responds with the IAB TRANSPORT MIGRATION MODIFICATION RESPONSE message.

If the Traffic Required To Be Modified List IE is contained in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message, the F1-terminating IAB-donor shall update the backhaul information in non-F1-terminating topology for each traffic indicated in the list, and include the Traffic Required Modified List IE in the IAB TRANSPORT MIGRATION MODIFICATION RESPONSE message.

If the Traffic To Be Released Information IE is contained in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message, the F1-terminating IAB-donor shall consider that all offloaded traffic will be released by the non-F1-terminating IAB-donor if the All Traffic Indication IE in the Traffic to Be Released Information IE is set to “true”, or that only the traffic indicated by the Traffic to Be Released Item IE will be released by the non-F1-terminating IAB-donor. 

If the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message contains the Traffic To Be Released Information IE, the F1-terminating IAB-donor shall include the Traffic Released List IE in the IAB TRANSPORT MIGRATION MODIFICATION RESPONSE message.

If the IAB TNL Address To Be Added IE is contained in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message, the F1-terminating IAB-donor shall allocate the TNL address(es) contained in this IE to the boundary IAB-node or the descendant IAB-nodes.

If the IAB TNL Address To Be Released IE is contained in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message, the F1-terminating IAB-donor shall release the TNL address(es) contained in this IE for the boundary IAB-node or the descendant IAB-nodes.
If the IAB QoS Mapping Information IE is contained in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message, the F1-terminating IAB-donor, shall, if supported, use it to set DSCP and/or IPv6 flow label fields for the downlink IP packets of the offloaded traffic.
If the MT migration indicator IE, Target non-F1-Terminating IAB-donor ID IE and the Target Non-F1-Terminating IAB-donor UE XnAP ID IE are contained in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message, the F1-terminating IAB-donor shall consider that the mIAB-MT has been successfully migrated to the Target non-F1-Terminating IAB-donor.
NEXT CHANGE

9.1
Message Functional Definition and Content

9.1.1
Messages for Basic Mobility Procedures

9.1.1.1
HANDOVER REQUEST

This message is sent by the source NG-RAN node to the target NG-RAN node to request the preparation of resources for a handover.

Direction: source NG-RAN node ( target NG-RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3.1
	
	YES
	reject

	Source NG-RAN node UE XnAP ID reference
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	Allocated at the source NG-RAN node
	YES
	reject

	Cause
	M
	
	9.2.3.2
	
	YES
	reject

	Target Cell Global ID
	M
	
	9.2.3.25
	Includes either an E-UTRA CGI or an NR CGI
	YES
	reject

	GUAMI
	M
	
	9.2.3.24
	
	YES
	reject

	UE Context Information
	
	1
	
	
	YES
	reject

	>NG-C UE associated Signalling reference
	M
	
	AMF UE NGAP ID

9.2.3.26
	Allocated at the AMF on the source NG-C connection.
	–
	

	>Signalling TNL association address at source NG-C side
	M
	
	CP Transport Layer Information

9.2.3.31
	This IE indicates the AMF’s IP address of the SCTP association used at the source NG-C interface instance.
Note: If no UE TNLA binding exists at the source NG-RAN node, the source NG-RAN node indicates the TNL association address it would have selected if it would have had to create a UE TNLA binding.
	–
	

	>UE Security Capabilities
	M
	
	9.2.3.49
	
	–
	

	>AS Security Information
	M
	
	9.2.3.50
	
	–
	

	>Index to RAT/Frequency Selection Priority
	O
	
	9.2.3.23
	
	–
	

	>UE Aggregate Maximum Bit Rate
	M
	
	9.2.3.17
	
	–
	

	>PDU Session Resources To Be Setup List
	
	1
	9.2.1.1
	Similar to NG-C signalling, containing UL tunnel information per PDU Session Resource;

and in addition, the source side QoS flow ( DRB mapping
	–
	

	>RRC Context
	M
	
	OCTET STRING
	Either includes the HandoverPreparationInformation message as defined in subclause 10.2.2. of TS 36.331 [14], or the HandoverPreparationInformation-NB message as defined in subclause 10.6.2 of TS 36.331 [14], if the target NG-RAN node is an ng-eNB,

or the HandoverPreparationInformation message as defined in subclause 11.2.2 of TS 38.331 [10], if the target NG-RAN node is a gNB.
	–
	

	>Location Reporting Information
	O
	
	9.2.3.47
	Includes the necessary parameters for location reporting.
	–
	

	>Mobility Restriction List
	O
	
	9.2.3.53
	
	–
	

	>5GC Mobility Restriction List Container
	O
	
	9.2.3.100
	
	YES
	ignore

	>NR UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.3.107
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	>LTE UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.3.108
	This IE applies only if the UE is authorized for LTE V2X services.
	YES
	ignore

	>Management Based MDT PLMN List 
	O
	
	MDT PLMN List

9.2.3.133
	
	YES
	ignore

	>UE Radio Capability ID
	O
	
	9.2.3.138
	
	YES
	reject

	>MBS Session Information List
	O
	
	9.2.1.36
	
	YES
	ignore

	>5G ProSe UE PC5 Aggregate Maximum Bit Rate
	O
	
	NR UE Sidelink Aggregate Maximum Bit Rate

9.2.3.107
	This IE applies only if the UE is authorized for 5G ProSe services.
	YES
	ignore

	>UE Slice Maximum Bit Rate List
	O
	
	9.2.3.167
	
	YES
	ignore

	Trace Activation
	O
	
	9.2.3.55
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.3.32
	
	YES
	ignore

	UE History Information
	M
	
	9.2.3.64
	
	YES
	ignore

	UE Context Reference at the S-NG-RAN node
	O
	
	
	
	YES
	ignore

	>Global NG-RAN Node ID
	M
	
	9.2.2.3
	
	–
	

	>S-NG-RAN node UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID

9.2.3.16
	
	–
	

	Conditional Handover Information Request
	O
	
	
	
	YES
	reject

	>CHO Trigger
	M
	
	ENUMERATED (CHO-initiation, CHO-replace, …)
	
	–
	

	>Target NG-RAN node UE XnAP ID
	C-ifCHOmod
	
	NG-RAN node UE XnAP ID
9.2.3.16
	Allocated at the target NG-RAN node
	–
	

	>Estimated Arrival Probability
	O
	
	INTEGER (1..100)
	
	–
	

	NR V2X Services Authorized
	O
	
	9.2.3.105
	
	YES
	ignore

	LTE V2X Services Authorized
	O
	
	9.2.3.106
	
	YES
	ignore

	PC5 QoS Parameters
	O
	
	9.2.3.109
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	Mobility Information
	O
	
	BIT STRING (SIZE (32))
	Information related to the handover; the source NG-RAN node provides it in order to enable later analysis of the conditions that led to a wrong HO.
	YES
	ignore

	UE History Information from the UE
	O
	
	9.2.3.110
	
	YES
	ignore

	IAB Node Indication
	O
	
	ENUMERATED (true, ...)
	
	YES
	reject

	No PDU Session Indication
	O
	
	ENUMERATED (true, ...)
	This IE applies only if the UE is an IAB-MT.
	YES
	ignore

	Time Synchronisation Assistance Information 
	O
	
	9.2.3.153
	
	YES
	ignore

	QMC Configuration Information
	O
	
	9.2.3.156
	
	YES
	ignore

	5G ProSe Authorized
	O
	
	9.2.3.159
	
	YES
	ignore

	5G ProSe PC5 QoS Parameters
	O
	
	9.2.3.160
	This IE applies only if the UE is authorized for 5G ProSe services.
	YES
	ignore

	Mobile IAB Authorized
	O
	
	ENUMERATED(authorized, not authorized, ...)
	This IE indicates the authorization status of the mobile IAB node.
	YES
	ignore

	Traffic To Be Added List
	
	0..1
	
	
	YES
	reject

	>Traffic To Be Added Item
	
	1 .. <maxnoofTrafficIndexEntries>
	
	
	–
	

	>>Traffic Index
	M
	
	9.2.2.80
	
	–
	

	>>Traffic Profile
	M
	
	9.2.2.81
	
	–
	

	>>F1-terminating Topology BH Information
	O
	
	9.2.2.82
	
	–
	

	F1-Terminating IAB-donor ID
	O
	
	9.2.2.1
	
	YES
	reject

	F1-Terminating IAB-donor UE XnAP ID
	O
	
	NG-RAN node UE XnAP ID

9.2.3.16
	This IE refers to the Source NG-RAN node UE

XnAP ID or to the M-NG-RAN node UE XnAP

ID, or to the S-NG-RAN node UE XnAP

ID.
	YES
	reject


	Condition
	Explanation

	ifCHOmod
	This IE shall be present if the CHO Trigger IE is present and set to "CHO-replace".


	Range bound
	Explanation

	maxnoofMDTPLMNs
	PLMNs in the Management Based MDT PLMN list. Value is 16.


9.1.1.2
HANDOVER REQUEST ACKNOWLEDGE

This message is sent by the target NG-RAN node to inform the source NG-RAN node about the prepared resources at the target.

Direction: target NG-RAN node ( source NG-RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3.1
	
	YES
	reject

	Source NG-RAN node UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	Allocated at the source NG-RAN node
	YES
	ignore

	Target NG-RAN node UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	Allocated at the target NG-RAN node
	YES
	ignore

	PDU Session Resources Admitted List
	M
	
	9.2.1.2
	
	YES
	ignore

	PDU Session Resources Not Admitted List
	O
	
	9.2.1.3
	
	YES
	ignore

	Target NG-RAN node To Source NG-RAN node Transparent Container
	M
	
	OCTET STRING
	Either includes the HandoverCommand message as defined in subclause 10.2.2 of TS 36.331 [14], if the target NG-RAN node is an ng-eNB,

or the HandoverCommand message as defined in subclause 11.2.2 of TS 38.331 [10], if the target NG-RAN node is a gNB.
	YES
	ignore

	UE Context Kept Indicator
	O
	
	9.2.3.68
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.3.3
	
	YES
	ignore

	DRBs transferred to MN
	O
	
	DRB List

9.2.1.29
	In case of DC, indicates that SN Status is needed for the listed DRBs from the S-NG-RAN node.
	YES
	ignore

	DAPS Response Information 
	O
	
	9.2.1.34
	
	YES
	reject

	Conditional Handover Information Acknowledge
	O
	
	
	
	YES
	reject

	>Requested Target Cell ID
	M
	
	Target Cell Global ID

9.2.3.25
	Target cell indicated in the corresponding HANDOVER REQUEST message
	–
	

	>Maximum Number of CHO Preparations
	O
	
	9.2.3.101
	
	–
	

	MBS Session Information Response List
	O
	
	9.2.1.38
	
	YES
	ignore

	Non-F1-Terminating IAB-donor UE XnAP ID
	O
	
	NG-RAN node UE XnAP ID
9.2.3.16
	This IE refers to the Target NG-RAN node UE

XnAP ID or to the S-NG-RAN node UE XnAP

ID, or to the M-NG-RAN node UE XnAP

ID.
	YES
	reject

	Traffic Added List
	
	0..1
	
	
	YES
	reject

	>Traffic Added Item
	
	1 .. <maxnoofTrafficIndexEntries>
	
	
	–
	

	>>Traffic Index
	M
	
	9.2.2.80
	
	–
	

	>>Non-F1-terminating Topology BH Information
	M
	
	9.2.2.83
	
	–
	

	Traffic Not Added List
	
	0..1
	
	
	YES
	reject

	>Traffic Not Added Item
	
	1 .. <maxnoofTrafficIndexEntries>
	
	
	–
	

	>>Traffic Index
	M
	
	9.2.2.80
	
	–
	

	>>Cause
	O
	
	9.2.3.2
	
	–
	


NEXT CHANGE

9.1.4.4
IAB TRANSPORT MIGRATION MODIFICATION REQUEST

This message is sent by a non-F1-terminating IAB-donor to an F1-terminating IAB-donor of a boundary IAB-node, for the purpose of modifying or releasing (e.g., for the purpose of revoking) the configuration for the migrated traffic of boundary IAB-node or descendant IAB-node.

Direction: non-F1-terminating IAB-donor ( F1-terminating IAB-donor.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3.1
	
	YES
	reject

	F1-Terminating IAB-donor UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID

9.2.3.16
	This IE refers to the Source NG-RAN node UE

XnAP ID or to the M-NG-RAN node UE XnAP

ID, or to the S-NG-RAN node UE XnAP

ID.
	YES
	reject

	Non-F1-Terminating IAB-donor UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	This IE refers to the Target NG-RAN node UE

XnAP ID or to the S-NG-RAN node UE XnAP

ID, or to the M-NG-RAN node UE XnAP

ID.
	YES
	reject

	Target non-F1-Terminating IAB-donor ID
	O
	
	9.2.2.1
	
	YES
	reject

	Target Non-F1-Terminating IAB-donor UE XnAP ID
	O
	
	NG-RAN node UE XnAP ID

9.2.3.16
	This IE refers to the Target NG-RAN node UE

XnAP ID.
	YES
	reject

	Traffic Required To Be Modified List
	
	0..1
	
	
	YES
	reject

	>Traffic Required To Be Modified Item
	
	1 .. <maxnoofTrafficIndexEntries>
	
	
	–
	

	>>Traffic Index
	M
	
	9.2.2.80
	
	–
	

	>>Non-F1-terminating topology BH information
	M
	
	9.2.2.83
	
	–
	

	Traffic To Be Released Information
	O
	
	9.2.2.84
	
	YES
	reject

	IAB TNL Address To Be Added
	O
	
	IAB TNL Address Response

9.2.2.86
	
	YES
	reject

	IAB TNL Address To Be Released List
	
	0..1
	
	
	YES
	reject

	>IAB TNL Address To Be Released Item
	
	1..<maxnoofTLAsIAB>
	
	
	–
	

	>>IAB TNL Address
	M
	
	9.2.2.92
	
	–
	

	MT migration indicator
	O
	
	9.2.2.xx
	This IE refers to the completion of mIAB-MT Handover.
	
	


	Range bound
	Explanation

	maxnoofTrafficIndexEntries
	Maximum no. of traffic offloaded to the non-F1-terminating IAB-donor. The value is 1024. 

	maxnoofTLAsIAB
	Maximum total no. of IPv4 address(es), IPv6 address(es) and IPv6 address prefix(es) that can be requested in one procedure execution. The value is 1024. 


Mobile IAB-node
Source path
IAB-node
Intermediate-hop IAB-node on the source path
Source-path 
IAB-donor-DU
Source path
Target parent IAB-node
Intermediate-hop IAB-node on the target path
Target-path 
IAB-donor-DU
NGC
1. Steps 1-14 of the topology adaptation procedure of Section 8.17.3.1, where the mIAB-MT performs Xn-based handover from the source RRC-terminating IAB-donor-CU to the target RRC-terminating IAB-donor-CU.
Target path
Target 
RRC-terminating
IAB-donor-CU
Source 
RRC-terminating
IAB-donor-CU
F1-terminating
IAB-donor-CU
2. Step 15 of the topology adaptation procedure of Section 8.17.3.1 to redirect the mIAB-DU’s F1-C to the target path and report F1-U TNL info to F1-terminating IAB-donor-CU.
3. Sending info related to target RRC-terminating IAB-donor-CU to the F1-terminating IAB-donor CU
4. Steps 16-20 of the topology adaptation procedure of Section 8.17.3.1, where the  target RRC-terminating IAB-donor-CU performs the IAB Transport Management Migration procedure with the F1-terminating IAB-donor-CU and BH RLC channel, BAP route and mapping rules along the target path are reconfigured, and F1-U of the mIAB-DU is migrated to the target path.
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