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Introduction

The RAN work item on Enhancements of NR RAN Slicing has been agreed in [1]. 
This paper provides our analysis on the remaining open points related to Partially Allowed NSSAI.

It provides some draft TP for baseline CR TS 38.413.  
Discussion

1. Enforcing maximum number of partially Allowed NSSAI
SA2 has concluded that the total of Allowed NSSAI + Partially Allowed NSSAI for a UE could not exceed 8.

At the same time, a UE must have at least one S-NSSAI in the Allowed NSSAI.

As a result, the number of slices in the partially Allowed NSSAI will never exceed 7 (8 minus 1). 
Some discussions took place how to reflect the above in our RAN3 specifications. 
In our view there is no real need to change the asn1 variable maxnbofAllowedNSSAI to 7 because this asn1 variable is an upper bound which is most of time dimensioned with some margin, above used values. Therefore, current setting at value 8 is good enough, even if value 8 will never be used in release 18.

Observation 2: there is no absolute need to change the maxnbofallowedNSSAI upper bound to 7 in asn1.

What really matters if some checking of used values is to be done is actually that the total number of Allowed NSSAI + Partially allowed NSSAI does not exceed 8.

We therefore propose to clarify this as abnormal condition.

The first question is how to calculate this total number: it should first be clarified that receiving Partially Allowed NSSAI in a message replaces the full list of currently stored Partially NSSAI (as opposed to adding additional partially allowed slices).

This is currently ambiguous and this looks a sound clarification to make in the specification.

Proposal 1: clarify that receiving Partially Allowed NSSAI IE should replace/override any previously stored list of Partially Allowed NSSAI.

The next question for the abnormal condition is what gNB should do upon the abnormal condition of exceeding 8 for the total Allowed NSSAI + Partially Allowed NSSAI: we have two options:

Option 1: gNB fails completely the procedure

Option 2: gNB only considers the partially allowed NSSAI up to reaching the maximum and ignores the other Partially Allowed NSSAI.

Given that AMF should never allow to overcome the maximum, option 1 seems more reasonable. 

Proposal 2: agree the TP for TS 38.413 below with Abnormal Condition stating that the gNB fails the procedure if the total of Allowed NSSAI and Partially Allowed NSSAI exceeds 8.

2. Deactivation of User Plane when moving into non-supporting TA (or outside AoS)
SA2 agreed at last SA2 meeting that RAN shall deactivate the UP resources when UE moves into a non-supporting TA, or a cell outside the AoS of the slice: This was agreed in S2-2309694:

For a UE in CM-CONNECTED state, when a PDU Session is established on an S-NSSAI included in the Partially Allowed NSSAI, the User Plane resources are activated and the UE moves to a TA where the S-NSSAI is not supported, the NG-RAN deactivates the User Plane resources as described in the AN initiated modification of a PDU Session in clause 4.3.3.2 in TS 23.502 [3].

Looking at TS 23.502, the section 4.3.3.2 states the following at step 1e:

1e.
(AN initiated modification) (R)AN shall indicate to the SMF when the AN resources onto which a QoS Flow is mapped are released irrespective of whether notification control is configured. (R)AN sends the N2 message (PDU Session ID, N2 SM information) to the AMF. The N2 SM information includes the QFI, User location Information and an indication that the QoS Flow is released. The AMF invokes Nsmf_PDUSession_UpdateSMContext (SM Context ID, N2 SM information).

The N2 Message for UP deactivation cited above in TS 23.502 can be the NGAP PDU Session Notify message or the Path Switch Request. This message already contains a container which is routed to the SMF. See below NGAP encoding:

9.3.4.13
PDU Session Resource Notify Released Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Cause
	M
	
	9.3.1.2
	
	-
	

	Secondary RAT Usage Information
	O
	
	9.3.1.114
	
	YES
	ignore


9.3.4.15
Path Switch Request Setup Failed Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Cause
	M
	
	9.3.1.2
	


What is missing is a relevant value for the Cause IE indicating to SMF that reason for deactivating the PDU session. This is for example because the SMF shall further block downlink traffic as long as the UE is outside the AoS.

Proposal 3: add a new NGAP Cause Value cause value “UE Outside Slice Area Of Service”.
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8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial context setup: successful operation

In case of the establishment of a PDU session the 5GC shall be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the AMF. If no UE-associated logical NG-connection exists, the UE-associated logical NG-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.

--omit unchanged part

If the Partially Allowed NSSAI IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, deduce from it the partially allowed network slices for the UE, store and replace any previously received Partially Allowed NSSAI and use it as specified in TS 23.501 [9]. 
Not modified
8.3.1.4
Abnormal Conditions

If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE, plus the mandated support of EEA0 and NEA0 in all UEs (TS 33.501 [13]), do not match any allowed algorithms defined in the configured list of allowed encryption algorithms in the NG-RAN node (TS 33.501 [13]), the NG-RAN node shall reject the procedure using the INITIAL CONTEXT SETUP FAILURE message.

If the supported algorithms for integrity defined in the Integrity Protection Algorithms IE in the UE Security Capabilities IE, plus the mandated support of the EIA0 and NIA0 algorithm in all UEs (TS 33.501 [13]), do not match any allowed algorithms defined in the configured list of allowed integrity protection algorithms in the NG-RAN node (TS 33.501 [13]), the NG-RAN node shall reject the procedure using the INITIAL CONTEXT SETUP FAILURE message.
If the Partially Allowed NSSAI IE is received in the INITIAL CONTEXT SETUP REQUEST message and the total of Allowed NSSAI and Partially Allowed NSSAI exceeds 8, the NG-RAN node shall consider the procedure as failed.
-----------------------------------------------------next change----------------------------------------------------------

8.3.6.2
Successful Operation
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Figure 8.3.6.2-1: Connection Establishment Indication procedure. Successful operation.

The AMF initiates the procedure by sending a CONNECTION ESTABLISHMENT INDICATION message to the NG-RAN node.

--omit unchanged part

If the Partially Allowed NSSAI IE is contained in the CONNECTION ESTABLISHMENT INDICATION message, the NG-RAN node shall, if supported, deduce from it the partially allowed network slices for the UE, store and replace any previously received Partially Allowed NSSAI and use it as specified in TS 23.501 [9]. 
Not modified
8.3.6.3
Abnormal Conditions

If the Partially Allowed NSSAI IE is received in the INITIAL CONTEXT SETUP REQUEST message and the total of Allowed NSSAI and Partially Allowed NSSAI exceeds 8, the NG-RAN node shall consider the procedure as failed.
-----------------------------------------------------next change----------------------------------------------------------

8.3.7.2
Successful Operation
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Figure 8.3.7.2-1: AMF CP Relocation Indication. Successful operation.

The AMF initiates the procedure by sending an AMF CP RELOCATION INDICATION message to the NG-RAN node.
--omit unchanged part

If the Partially Allowed NSSAI IE is contained in the AMF CP RELOCATION INDICATION message, the NG-RAN node shall, if supported, deduce from it the partially allowed network slices for the UE, store and replace any previously received Partially Allowed NSSAI and use it as specified in TS 23.501 [9]. 
Not modified
8.3.7.3
Abnormal Conditions

If the Partially Allowed NSSAI IE is received in the INITIAL CONTEXT SETUP REQUEST message and the total of Allowed NSSAI and Partially Allowed NSSAI exceeds 8, the NG-RAN node shall consider the procedure as failed.
-----------------------------------------------------next change----------------------------------------------------------
8.3.10.2
Successful Operation 
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Figure 8.3.10.2-1: UE Information Transfer

The AMF initiates the procedure by sending the UE INFORMATION TRANSFER message to the NG-RAN node.

If the NB-IoT UE Priority IE is contained in the UE INFORMATION TRANSFER message, the NG-RAN node shall store this information in the UE context, and use it as specified in TS 23.501 [9].
--omit unchanged part

If the Partially Allowed NSSAI IE is contained in the UE INFORMATION TRANSFER message, the NG-RAN node shall, if supported, deduce from it the partially allowed network slices for the UE, store and replace any previously received Partially Allowed NSSAI and use it as specified in TS 23.501 [9]. 
Not modified
8.3.10.3
Abnormal Conditions
If the Partially Allowed NSSAI IE is received in the INITIAL CONTEXT SETUP REQUEST message and the total of Allowed NSSAI and Partially Allowed NSSAI exceeds 8, the NG-RAN node shall consider the procedure as failed.
-----------------------------------------------------next change----------------------------------------------------------
8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The AMF initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node.

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

--omit unchanged part

If the Partially Allowed NSSAI IE is contained in the HANDOVER REQUEST message, the NG-RAN node shall, if supported, deduce from it the partially allowed network slices for the UE, store and replace any previously received Partially Allowed NSSAI and use it as specified in TS 23.501 [9]. 
Not modified
8.4.2.4
Abnormal Conditions

If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE, plus the mandated support of EEA0 and NEA0 in all UEs (TS 33.501 [13]), do not match any allowed algorithms defined in the configured list of allowed encryption algorithms in the NG-RAN node (TS 33.501 [13]), the target NG-RAN node shall reject the procedure using the HANDOVER FAILURE message.

If the supported algorithms for integrity defined in the Integrity Protection Algorithms IE in the UE Security Capabilities IE, plus the mandated support of the EIA0 and NIA0 algorithm in all UEs (TS 33.501 [13]), do not match any allowed algorithms defined in the configured list of allowed integrity protection algorithms in the NG-RAN node (TS 33.501 [13]), the target NG-RAN node shall reject the procedure using the HANDOVER FAILURE message.

If the target NG-RAN node receives a HANDOVER REQUEST message which does not contain the Mobility Restriction List IE, and the serving PLMN cannot be determined otherwise by the NG-RAN node, the target NG-RAN node shall reject the procedure using the HANDOVER FAILURE message.

If the target NG-RAN node receives a HANDOVER REQUEST message containing the Mobility Restriction List IE, and the serving PLMN indicated is not supported by the target cell, the target NG-RAN node shall reject the procedure using the HANDOVER FAILURE message.
If the target NG-RAN node receives a HANDOVER REQUEST message containing an Allowed PNI-NPN List IE in the Mobility Restriction List IE which does not allow access to the cell indicated in the Target Cell ID IE, the target NG-RAN node shall reject the procedure using the HANDOVER FAILURE message with an appropriate cause value and may include the Cell CAG Information IE corresponding to this cell and the selected PLMN.

If the target NG-RAN node receives a HANDOVER REQUEST message containing a Serving PLMN IE and Serving NID IE in the Mobility Restriction List IE which does not allow access to the cell indicated in the Target Cell ID IE, the target NG-RAN node shall reject the procedure using the HANDOVER FAILURE message with an appropriate cause value.

If the Partially Allowed NSSAI IE is received in the INITIAL CONTEXT SETUP REQUEST message and the total of Allowed NSSAI and Partially Allowed NSSAI exceeds 8, the NG-RAN node shall consider the procedure as failed.
-----------------------------------------------------next change----------------------------------------------------------

8.4.4.2
Successful Operation
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Figure 8.4.4.2-1: Path switch request: successful operation

The NG-RAN node initiates the procedure by sending the PATH SWITCH REQUEST message to the AMF. Upon reception of the PATH SWITCH REQUEST message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transparently transfer the Path Switch Request Transfer IE to the SMF associated with the concerned PDU session.

--omit unchanged part

If the Partially Allowed NSSAI IE is contained in the PATH SWITCH REQUEST message, the NG-RAN node shall, if supported, deduce from it the partially allowed network slices for the UE, store and replace any previously received Partially Allowed NSSAI and use it as specified in TS 23.501 [9]. 
Not modified
8.4.4.4
Abnormal Conditions

If the AMF receives a PATH SWITCH REQUEST message containing several PDU Session ID IEs (in the PDU Session Resource to be Switched in Downlink List IE) set to the same value, the AMF shall send the PATH SWITCH REQUEST FAILURE message to the NG-RAN node.

NOTE:
As an exception, the AMF generates the Path Switch Request Unsuccessful Transfer IE.
If the Partially Allowed NSSAI IE is received in the INITIAL CONTEXT SETUP REQUEST message and the total of Allowed NSSAI and Partially Allowed NSSAI exceeds 8, the NG-RAN node shall consider the procedure as failed.
-----------------------------------------------------next change----------------------------------------------------------

8.6.1.2
Successful Operation
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Figure 8.6.1.2-1: Initial UE message

The NG-RAN node initiates the procedure by sending an INITIAL UE MESSAGE message to the AMF. The NG-RAN node shall allocate a unique RAN UE NGAP ID to be used for the UE and the NG-RAN node shall include this identity in the INITIAL UE MESSAGE message. 
--omit unchanged part

If the Partially Allowed NSSAI IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, deduce from it the partially allowed network slices for the UE, store and replace any previously received Partially Allowed NSSAI and use it as specified in TS 23.501 [9]. 
Not modified
8.6.1.3
Abnormal Conditions

If the 5G-S-TMSI is not received by the AMF in the INITIAL UE MESSAGE message whereas expected, the AMF shall consider the procedure as failed.
If the Partially Allowed NSSAI IE is received in the INITIAL CONTEXT SETUP REQUEST message and the total of Allowed NSSAI and Partially Allowed NSSAI exceeds 8, the NG-RAN node shall consider the procedure as failed.
-----------------------------------------------------next change----------------------------------------------------------

8.6.2.2
Successful Operation
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Figure 8.6.2.2-1: Downlink NAS transport

The AMF initiates the procedure by sending a DOWNLINK NAS TRANSPORT message to the NG-RAN node. If the UE-associated logical NG-connection is not established, the AMF shall allocate a unique AMF UE NGAP ID to be used for the UE and include that in the DOWNLINK NAS TRANSPORT message; by receiving the AMF UE NGAP ID IE in the DOWNLINK NAS TRANSPORT message, the NG-RAN node establishes the UE-associated logical NG-connection.

--omit unchanged part

If the Partially Allowed NSSAI IE is contained in the DOWNLINK NAS TRANSPORT message, the NG-RAN node shall, if supported, deduce from it the partially allowed network slices for the UE, store and replace any previously received Partially Allowed NSSAI and use it as specified in TS 23.501 [9]. 
Not modified
8.6.2.3
Abnormal Conditions

If the Partially Allowed NSSAI IE is received in the INITIAL CONTEXT SETUP REQUEST message and the total of Allowed NSSAI and Partially Allowed NSSAI exceeds 8, the NG-RAN node shall consider the procedure as failed.
-----------------------------------------------------next change----------------------------------------------------------

8.6.5.2
Successful Operation
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Figure 8.6.5.2-1: Reroute NAS request

The AMF initiates the procedure by sending a REROUTE NAS REQUEST message to the NG-RAN node. The NG-RAN node shall, if supported, reroute the INITIAL UE MESSAGE message to an AMF indicated by the AMF Set ID IE as described in TS 23.501 [9].
--omit unchanged part

If the Partially Allowed NSSAI IE is contained in the REROUTE NAS REQUEST message, the NG-RAN node shall, if supported, deduce from it the partially allowed network slices for the UE, store and replace any previously received Partially Allowed NSSAI and use it as specified in TS 23.501 [9]. 
Not modified
8.6.5.3
Abnormal Conditions

If the Partially Allowed NSSAI IE is received in the INITIAL CONTEXT SETUP REQUEST message and the total of Allowed NSSAI and Partially Allowed NSSAI exceeds 8, the NG-RAN node shall consider the procedure as failed.
Not modified
9.3.1.2
Cause

The purpose of the Cause IE is to indicate the reason for a particular event for the NGAP protocol.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE Cause Group
	M
	
	
	

	>Radio Network Layer
	
	
	
	

	>>Radio Network Layer Cause 
	M
	
	ENUMERATED
(Unspecified,

TXnRELOCOverall expiry,

Successful handover,

Release due to NG-RAN generated reason,

Release due to 5GC generated reason,

Handover cancelled,

Partial handover,

Handover failure in target 5GC/NG-RAN node or target system,

Handover target not allowed,

TNGRELOCoverall expiry,

TNGRELOCprep expiry,

Cell not available,

Unknown target ID,

No radio resources available in target cell,

Unknown local UE NGAP ID,

Inconsistent remote UE NGAP ID,

Handover desirable for radio reasons,

Time critical handover,

Resource optimisation handover,

Reduce load in serving cell,

User inactivity,

Radio connection with UE lost,

Radio resources not available,

Invalid QoS combination,

Failure in the radio interface procedure,

Interaction with other procedure,

Unknown PDU Session ID,

Unknown QoS Flow ID,
Multiple PDU Session ID Instances,

Multiple QoS Flow ID Instances,

Encryption and/or integrity protection algorithms not supported,

NG intra-system handover triggered,

NG inter-system handover triggered,

Xn handover triggered,

Not supported 5QI value,
UE context transfer,
IMS voice EPS fallback or RAT fallback triggered,

UP integrity protection not possible,

UP confidentiality protection not possible,

Slice(s) not supported,

UE in RRC_INACTIVE state not reachable,

Redirection,

Resources not available for the slice(s),

UE maximum integrity protected data rate reason,

Release due to CN-detected mobility,
…, N26 interface not available, Release due to pre-emption, Multiple Location Reporting Reference ID Instances, 

RSN not available for the UP,

NPN access denied,

CAG only access denied, Insufficient UE Capabilities, RedCap UE not supported,

Unknown MBS Session ID,

Indicated MBS Session Area Information not served by the gNB,

Inconsistent slice info for the session,

Misaligned association for the multicast and unicast sessions or flows, UE Outside Slice Area Of Service)
	


Not modified
	Radio Network Layer cause
	Meaning

	Unspecified
	Sent for radio network layer cause when none of the specified cause values applies.

	TXnRELOCOverall expiry
	The timer guarding the handover that takes place over Xn has abnormally expired.

	Successful handover
	Successful handover.

	Release due to NG-RAN generated reason
	Release is initiated due to NG-RAN generated reason.

	Release due to 5GC generated reason
	Release is initiated due to 5GC generated reason.

	Handover cancelled
	The reason for the action is cancellation of Handover.

	----
	----

	UE Outside Slice Area Of Service
	The release is due to UE moving outside of the Area of Service of the Slice.


Not modified
CauseRadioNetwork ::= ENUMERATED {


unspecified,


txnrelocoverall-expiry,


successful-handover,


release-due-to-ngran-generated-reason,


release-due-to-5gc-generated-reason,


handover-cancelled,



partial-handover,



ho-failure-in-target-5GC-ngran-node-or-target-system,


ho-target-not-allowed,


tngrelocoverall-expiry,

tngrelocprep-expiry,


cell-not-available,


unknown-targetID,


no-radio-resources-available-in-target-cell,


unknown-local-UE-NGAP-ID,


inconsistent-remote-UE-NGAP-ID,


handover-desirable-for-radio-reason,


time-critical-handover,


resource-optimisation-handover,


reduce-load-in-serving-cell,


user-inactivity,


radio-connection-with-ue-lost,


radio-resources-not-available,


invalid-qos-combination,


failure-in-radio-interface-procedure,


interaction-with-other-procedure,


unknown-PDU-session-ID,


unkown-qos-flow-ID,


multiple-PDU-session-ID-instances,


multiple-qos-flow-ID-instances,

encryption-and-or-integrity-protection-algorithms-not-supported,

ng-intra-system-handover-triggered,


ng-inter-system-handover-triggered,


xn-handover-triggered,


not-supported-5QI-value,


ue-context-transfer,


ims-voice-eps-fallback-or-rat-fallback-triggered,


up-integrity-protection-not-possible,


up-confidentiality-protection-not-possible,


slice-not-supported,


ue-in-rrc-inactive-state-not-reachable,


redirection,


resources-not-available-for-the-slice,


ue-max-integrity-protected-data-rate-reason,


release-due-to-cn-detected-mobility,


...,


n26-interface-not-available,


release-due-to-pre-emption,


multiple-location-reporting-reference-ID-instances,


rsn-not-available-for-the-up,


npn-access-denied,


cag-only-access-denied,


insufficient-ue-capabilities,

redcap-ue-not-supported,


unknown-MBS-Session-ID,


indicated-MBS-session-area-information-not-served-by-the-gNB,


inconsistent-slice-info-for-the-session,


misaligned-association-for-multicast-unicast,


ue-outside-slice-area-of-service
}

CauseTransport ::= ENUMERATED {


transport-resource-unavailable,


unspecified,


...

}
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