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1 Introduction 
From the RAN3#121 meeting[1], there are still some open issues with respect to IAB-node mobility, this contribution targets to those issues. 
2 Discussion
2.1 Passing mIAB-MT’s CU related information to mIAB-DU’s CU

There are several agreements made during previous meetings on passing mIAB-MT’s CU related information to mIAB-DU’s CU:
	RAN3#119bis-e meeting[2]:
Down select between the following two options for providing the gNB-ID of the mIAB-MT’s CU and the XnAP UE ID of the mIAB-MT at this CU to mIAB-DU’s target CU:
·  Option A: XnAP signalling from the mIAB-DU’s source CU.
·  Option B: F1AP signalling from the target logical mIAB-DU.
For Option B, discuss whether and how the mIAB-DU can obtain the gNB-ID of the mIAB-MT’s CU and the XnAP UE ID of the mIAB-MT at this CU.
RAN3#119bis-e meeting[2]:
WA: The source donor CU for the mIAB-MT HO provides to the donor CU serving the mIAB-DU at least the:

•
gNB ID of the target donor CU for the mIAB-MT HO.

•
ID(s) of the mIAB-MT. How the mIAB-MT ID is maintained across migrations needs to be further discussed

•
FFS: the TNL address of the target donor CU for the mIAB-MT HO. 

It can be further discussed which node provid119es information to the donor CU serving the mIAB-DU
RAN3#120 meeting[3]:
During network integration where mIAB MT and the co-located mIAB-DU integrates to different donor CUs, mIAB-MT’s UE XnAP ID assigned by the MT´s CU and the gNB-ID of the MT´s CU shall be known to the mIAB-DU’s CU.
RAN3#121 meeting[1]:
For the case of DU migration, F1AP signalling from the target logical mIAB-DU is selected for providing the gNB-ID of the mIAB-MT’s CU to the target mIAB-DU’s CU.

Option B will be considered as baseline for transferring of remaining information i.e. the ID of the IAB MT.

The relevance of the use case of overlapping MT migration and DU migration and, if relevance is confirmed, how to address it is to be continued. 

In the next meeting, RAN3 to decide which ID assigned by the MT CU for the IAB MT should be used for the TMM procedure and how this ID can be mapped to a corresponding IAB node.


We look into different cases where mIAB-MT’s CU is different to the co-located mIAB-DU’s CU and passing the mIAB-MT’s CU related information to the mobile IAB-DU’s donor CU is necessary:

a) Network integration where mIAB-MT and the co-located mIAB-DU integrates to different CUs
The mIAB-MT’s CU related information (mIAB-MT’s ID assigned by the mIAB-MT´s CU and the gNB-ID of the mIAB-MT´s CU) shall be known to the mIAB-DU’s CU so that the mIAB-DU’s CU can initiate the Xn IAB TMM procedure towards the mIAB-MT’s CU with those parameters.
b) DU migration
Target mIAB-DU’s CU needs to be aware of the mIAB-MT’s CU related information (mIAB-MT’s CU gNB-ID and the mIAB-MT’s ID), so that it can initiate the Xn IAB TMM procedures towards IAB-MT’s CU with that information.
c) MT migration
The mIAB-DU’s CU needs to be informed about the target mIAB-MT’s CU related information (gNB-ID of mIAB-MT’s target CU and the mIAB-MT’s ID) after the mIAB-MT HO is completed, so that the mIAB-DU’s CU can initiate Xn IAB TMM procedure to the mIAB-MT’s target CU with that information. 
Per agreements in RAN3#121, F1AP signalling from the target logical mIAB-DU is selected for providing the gNB-ID of mIAB-MT’s CU to mIAB-DU’s CU and the F1AP approach (Option B) is considered as baseline for transferring the ID of mIAB-MT to mIAB-DU’s CU. This agreement is made for the case of DU migration and it implies the ID of mIAB-MT and the gNB-ID of mIAB-CU should be provided together. Obviously, for the case of network integration where the mIAB-MT and the co-located mIAB-DU integrates to different CUs, only F1AP approach (Option B) can manage. So, the case of DU migration and the case of network integration are aligned on the F1AP approach (Option B). According to present running CR for TS38.473, F1 SETUP REQUEST message has been enhanced to carry the mIAB-MT’s CU related information. With this enhancement, the mIAB-MT’s CU related information can be passed to the mIAB-DU’s CU in case of DU migration or network integration.

Observation 1: With enhancement to F1 SETUP REQUEST, the mIAB-MT’s CU related information can be passed to the mIAB-DU’s CU for the case of DU migration and the case of network integration.

Whereas, this issue is still open for the case of MT migration, where the XnAP signalling from the source CU of mIAB-MT (Option A) and the F1AP signalling from the mIAB-DU (Option B) are in race. 
· Option A: XnAP signalling from the source CU of mIAB-MT

For the source mIAB-MT’s CU delivering the target mIAB-MT’s CU related information to the mIAB-DU’s CU after the mIAB-MT HO, the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message can be enhanced to carry the target mIAB-MT’s CU related information. 
· Option B: F1AP signalling from the mIAB-DU

For the mIAB-DU delivering the target mIAB-MT’s CU related information to the mIAB-DU’s CU after the mIAB-MT HO, the GNB-DU CONFIGURATION UPDATE message can be enhanced to carry the target mIAB-MT’s CU related information. 
In our view, although both options are feasible, Option B has more spec impact compared with Option A. When Option B is used in MT migration, similar with DU migration, XnAP or RRC may also be impacted depending on what ID of mIAB-MT is used for the TMM procedure (referring to section 2.2).

Observation 2: Option B would have more spec impact compared with Option A.

Proposal 1: RAN3 to confirm using XnAP signalling from the source mIAB-MT’s CU for providing the target mIAB-MT’s CU related information to the mIAB-DU’s CU in case of MT migration.
2.2 ID used for TMM procedure
For the DU migration and network integration, where F1AP (Option B) is selected for providing the mIAB-MT’s related information, there is a issue on which ID assigned by the mIAB-MT’s CU should be used for the TMM procedure. The IDs for the mIAB-MT as below were considered during the last meeting:
1) BAP address of the mIAB-MT

2) XnAP UE ID of the mIAB-MT

If BAP address of the mIAB-MT is used for TMM, BAP address assigned by the mIAB-MT’s CU for the mIAB-MT should be provided by F1AP from the mIAB-DU to the mIAB-DU’s CU, whereas it has already been supported by F1 Setup procedure since R16. The spec impact is that BAP address has to be introduced to the IAB TMM REQUEST message. When the BAP address is included in the IAB TMM REQEUST message, “Non-F1-Terminating IAB-donor UE XnAP ID” should be ignored and the mIAB-MT’s CU can map the mIAB-node indicated by the TMM request message to an accessing mIAB-MT by the BAP address.
If XnAP UE ID of the mIAB-MT is used for TMM, XnAP UE ID assigned by the mIAB-MT’s CU for the mIAB-MT is provided by F1AP, which will impact F1AP, i.e., the F1 SETUP REQUEST message. Further, in order to do that, XnAP UE ID assigned by the IAB-MT’s CU should be firstly passed from the mIAB-MT’s CU to the mIAB-node, which will impact RRC (e.g., RRCReconfiguration).

Both IDs are feasible, however, due to only two meetings left before Rel-18 WI frozen, we are reluctant to request RAN2 for the enhancement to RRC at the late stage of WI. So, Alt.1 which only impacts the IAB TMM REQUEST message is preferred. 
Proposal 2: The BAP address assigned by the mIAB-MT’s CU for the mIAB-MT can be used for TMM procedure for the case of DU migration and the case of network integration.
2.3 mIAB-node indicator and authorization
Agreement from RAN3#121 meeting[3] with respect to mIAB indicator or authorization status transfer:
	It is agreed that a Mobile-IAB indication is included in the NGAP Initial UE message.
RAN3 to discuss if mobile-IAB-authorized indication to be included in the HO Request message for the mIAB-MT.
Agree to introduce a Mobile-IAB-authorization status indication in the Path Switch Request Ack for the mIAB-MT.

Agree that the mIAB-DU’s CU to be informed about the mIAB-authorized status by mIAB-MT´s CU when IAB MT and IAB DU connect to different IAB donor CUs.
In case the mIAB-DU’s CU obtains “non-authorized” indication for the mIAB-node, it performs an orderly F1 release. 


RAN2 has agreed to include a mobile-IAB indication in Msg5 to indicate the capability of operating as a mobile IAB-node in addition to the capability of a mIAB-MT. As agreed in RAN3#121, the mIAB indication is included in the NGAP initial UE message for the AMF to authorize the mIAB-MT as a mIAB-node. If the gNB receiving a Msg5 with the mobile-IAB indication does not support mobile IAB, it’s up to the gNB whether to keep or release the UE’s connection. Specifically, when the gNB keeps this UE’s connection, the gNB should not configure the default BAP to this UE.
A gNB can be aware of a UE requesting to operate as a mobile IAB-node by the mobile IAB indication in Msg.5, or by the “authorized” indication for mobile IAB-node from AMF. To handover a UE requesting to operate as a mobile IAB-node, the source CU should send the XnAP HO Request with a mobile IAB indicator to target CU. In that way, the target CU can know it’s a UE (mIAB-MT) which is capable of mobile IAB and would like to operate as a mobile IAB-node, then perform access control during HO preparation. If the target CU receiving a HO request with the mobile IAB indicator supports mobile IAB, it can accept the HO Request and configure the default BAP to the UE in HO command. If the target CU receiving a HO request with the mobile IAB indicator does not support mobile IAB, the target CU cannot accept the HO request. Because if the target CU accept the UE’s HO Request without configuring the default BAP in HO command to the UE (mIAB-MT), the mIAB-node may lose service to its serving traffic.
Proposal 3: Mobile IAB indicator is included in the HO request message for the mIAB-MT.
Proposal 4: If the target CU not capable of mobile IAB receives a HO request with the mobile IAB indicator, the target CU refuses the HO request.

It is FFS if mobile IAB authorization status to be included in the HO Request message. 
Since the default BAP configuration would not be configured to the mIAB-MT if it is not authorized, but the default BAP configuration has to be delivered via the HO command before the target CU receiving the Path Switch Request Ack, we can consider another authorization status for mIAB to be included by the HO Request message so that the target CU can configure default BAP to mIAB-MT during HO preparation based on the authorization status indicated via the HO Request message. The issue is the HO Request message and the Path Switch Request Ack message may indicate the same authorization status for the mIAB-MT, which is assumed not necessary and would cause complexity. 
Alternatively, we don’t introduce another authorization status indication for mIAB in the HO Request message and the target CU always configures the default BAP configuration in the HO command to the mIAB-node (i.e., without considering the authorization status is for the mIAB-MT). If the Path Switching Request Ack indicates “non-authorized” status, the target CU would have to release the default BAP configuration for the mIAB-MT. The concern may be the release of default BAP in case status of the mIAB-MT is turn out to be “non-authorized” after HO.
Two alternatives are provided for RAN3 to discuss: 
· Alt.1: Introducing mIAB authorization status indication in the HO Request message

· Alt.2: Not introducing mIAB authorization status indication in the HO Request message and the target CU always configures the default BAP. (The target mIAB-MT’s CU can release the default BAP configuration upon receiving the “non-authorized” indication in the Path Switch Request Ack.)
Proposal 5: Following alternatives are proposed for introducing mIAB authorization status indication in the HO Request message:
· Alt.1: Introducing mIAB authorization status indication in the HO Request message

· Alt.2: Not introducing mIAB authorization status indication in the HO Request message, and the target CU always configures the default BAP to mIAB-MT. 

As agreed, the mIAB-DU’s CU is informed about the mIAB-authorized status by mIAB-MT´s CU when mIAB-MT and mIAB-DU connect to different donor-CUs. But the details are not clear.
When the mIAB-MT’s CU receives the “non-authorized” status indication for the mIAB-MT and if it is aware of where the mIAB-DU’s CU is, it can initiate the IAB TM Modification procedure proactively to the mIAB-DU’s CU. The “non-authorized” status indicator and the full release indication for all the traffic can be set in the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message which is delivered to the mIAB-DU’ CU. Upon receiving the IAB TM Modification Request message, the mIAB-DU’s CU can release the contexts of UEs with respect to the mIAB-DU one-by-one, and may also release the F1 with the mIAB-DU. After that, the mIAB-DU’s CU delivers the IAB TM Modification Response message to the mIAB-DU’s CU, then the mIAB-MT’s CU can release all the BH resource and may also release the default BAP configuration to the mIAB-MT via RRC message.
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After the F1 is released for mIAB-DU due to the mIAB-MT is deauthorized, the mIAB-MT’s CU may not be aware of where the mIAB-DU’s CU is, because the mIAB-node may migrate across multiple CUs after the F1 is released. Thus, there is no need for the mIAB-MT’s CU to keep the XnAP ID assigned by the mIAB-DU’s CU for the mIAB-MT after the mIAB-MT is deauthorized. Specifically, if the mIAB-MT’s CU receiving the “authorized” status indication, it does not need to indicate the authorized status to the mIAB-DU’s CU as it is not aware of where the mIAB-DU’s CU is. In that case, what the mIAB-MT’s CU should do may be just configuring the default BAP configuration to the mIAB-MT via RRC message.
Observation 3: When the mIAB-MT’s CU receives the “authorized” status for the mIAB-MT, it does not need to indicate the status to the mIAB-DU’s CU.
Proposal 6: When the mIAB-MT’s CU receives the “non-authorized” status for the mIAB-MT and if it is aware of where the mIAB-DU’s CU is:
The mIAB-MT’s CU sends the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message with a “non-authorized” status indicator for mIAB-MT to the mIAB-DU’s CU.
The mIAB-DU’s CU performs the UEs’ contexts release and F1 release with respect to the mIAB-DU at receiving the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message with “non-authorized status” indicator for the mIAB-MT.
The mIAB-MT’s CU can release all the BH resource (may be also default BAP configuration) to the mIAB-MT at receiving the IAB TRANSPORT MIGRATION MODIFICATION RESPONSE message for the mIAB-MT.
3 Conclusion
In this contribution, we discussed the aspects for supporting IAB-node mobility. We have following proposals:
Proposal 1: RAN3 to confirm using XnAP signalling from the source mIAB-MT’s CU for providing the target mIAB-MT’s CU related information to the mIAB-DU’s CU in case of MT migration.
Proposal 2: The BAP address assigned by the mIAB-MT’s CU for the mIAB-MT can be used for TMM procedure for the case of DU migration and the case of network integration.
Proposal 3: Mobile IAB indicator is included in the HO request message for the mIAB-MT.
Proposal 4: If the target CU not capable of mobile IAB receives a HO request with the mobile IAB indicator, the target CU refuses the HO request.
Proposal 5: Following alternatives are proposed for introducing mIAB authorization status indication in the HO Request message:

· Alt.1: Introducing mIAB authorization status indication in the HO Request message

· Alt.2: Not introducing mIAB authorization status indication in the HO Request message, and the target CU always configures the default BAP to mIAB-MT. 
Proposal 6: When the mIAB-MT’s CU receives the “non-authorized” status for the mIAB-MT and if it is aware of where the mIAB-DU’s CU is:
The mIAB-MT’s CU sends the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message with a “non-authorized” status indicator for mIAB-MT to the mIAB-DU’s CU.
The mIAB-DU’s CU performs the UEs’ contexts release and F1 release with respect to the mIAB-DU at receiving the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message with “non-authorized status” indicator for the mIAB-MT.
The mIAB-MT’s CU can release all the BH resource (may be also default BAP configuration) to the mIAB-MT at receiving the IAB TRANSPORT MIGRATION MODIFICATION RESPONSE message for the mIAB-MT.
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