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Discussion
RAN3 received an LS from SA2 on mIAB-node de-authorization handling in R3-233730. The reason for sending an LS is that the donor behaviour when an mIAB-node becomes de-authorized is unclear to SA2. The LS states:
=====================Start of excerpt from SA2 LS in R3-233730=====================
SA2 would like to check whether this is a correct understanding:
1) The gNB attempts to perform handover of all the UEs served by the MBSR 
2) When the step 1 completes, the gNB releases the F1-C
Q1: is the understanding above correct? 
Q2: Whether and how is the Mobile IAB-DU indicated to refrain from setting up a F1-C connection to the donor CU immediately after the F1-C release (is there an indication in the F1-C release instructing the DU to not try again)? 
======================End of excerpt from SA2 LS in R3-233730======================
Regarding Q1, SA2’s understanding is correct. RAN3 has previously agreed that, after the RAN receives the “not authorized” indication from the mIAB-MT’s AMF, the RAN should take actions that would prevent the mIAB-DU from serving UEs. However, before that, the currently served UEs need to be moved to other RAN nodes. Only after that is done, the F1AP connection should be released.
Proposal 1: Confirm SA2’s understanding (Q1).
Regarding Q2, in our understanding, the underlying question is whether a NAS-level “authorized/de-authorized” indication to the mIAB-MT should be specified. The relation to Q2 is as follows:
· When an mIAB-node becomes de-authorized, to avoid that the mIAB-DU re-attempts F1AP connection setup immediately after the connection release (note that such attempt would be rejected since the node is not authorized), the mIAB-node needs to be aware of its authorization status. Such awareness would prevent the node from re-attempting F1AP connection setup until it becomes authorized again. This calls for specifying a NAS-level indication, to notify the mIAB-MT that the node is not authorized. 
· Once the mIAB-node becomes authorized again, it needs to be informed accordingly, so that it can initiate F1AP connection setup towards the donor CU. A simple solution is to specify a NAS level “authorized” indication towards the mIAB-MT. The mIAB-MT can then pass the indication to the co-located mIAB-DU, which can then initiate F1AP connection setup towards the donor.
In contributions to the RAN3#121 meeting, some companies argued that “de-authorized” status can be indicated to the mIAB-MT implicitly. Namely, it was argued that the removal of BH RLC channels from an mIAB-MT is a sufficient indication to the mIAB-MT that it is not authorized anymore. However, note that, to the LS that CT1 sent to SA2 in C1-236002, CT1 decided to support the following six scenarios:
Case-1) MBSR node is registered and operates as an MBSR and MBSR authorization state changes from "authorized" to "not-authorized" and the MBSR node is allowed to operate as a UE.
Case-2) MBSR node is registered and operates as an MBSR and MBSR authorization state changes from "authorized" to "not-authorized" and the MBSR node is not allowed to operate as a UE.
Case-3) MBSR node is registered and operates as a UE and MBSR authorization state changes from "not-authorized" to "authorized".
Case-4) MBSR node is performing initial registration and indicates the request to operate as a MBSR, and MBSR authorization is "authorized" and the MBSR node is allowed to operate as an MBSR.
Case-5) MBSR node is performing initial registration and indicates the request to operate as a MBSR, and MBSR authorization is "not-authorized" and the MBSR node is allowed to operate as a UE.
Case-6) MBSR node is performing initial registration and indicates the request to operate as a MBSR, and MBSR authorization is "not-authorized" and the MBSR node is not allowed to operate as a UE.
To support the above scenarios, CT1 decided that an explicit NAS-level indication to inform the MBSR about authorization status change should be used. 
So, with respect to Q2, RAN3 should respond to SA2 that a NAS-level “de-authorized” indication towards the mIAB-MT can ensure that the mIAB-DU does not re-attempt F1AP connection setup immediately after its release. In this case, the steps could be as follows:
1. The AMF serving the mIAB-MT sends the “de-authorized” indication to the mIAB-MT’s donor.
2. The donor hands over all the UEs currently served by the mIAB-node to other RAN node(s).
3. The donor notifies the AMF serving the mIAB-MT that all the UEs have been handed over elsewhere (so that the AMF can perform step 4), and the donor initiates the F1AP connection removal.
4. The AMF sends a NAS-level “de-authorized” indication to the mIAB-MT. This prevents the mIAB-DU from re-attempting F1AP connection setup.
5. The AMF serving the mIAB-MT can initiate the NAS-level de-registration procedure for the mIAB-MT, if needed. 
Finally, to support the transition from de-authorized to authorized, an “authorized” codepoint is also needed in the NAS-level indication.
Proposal 2: Reply to SA2 that:
· There is no standardized logic that would prevent a DU to re-attempt the F1AP connection setup, nor an indication in the F1 REMOVAL REQUEST indicating to the mIAB-DU not to attempt F1AP connection re-establishment. 
· However, RAN3 generally assumes that the information available at the mIAB-MT is available to the mIAB-DU as well, given that they together constitute an mIAB-node. Hence, a NAS-level “authorized/de-authorized” indication towards the mIAB-MT can ensure that the mIAB-DU does not attempt F1AP connection re-establishment.
A draft LS to SA2 is presented in the Annex.
Proposal 3: Agree the draft Reply LS on mIAB-node de-authorization handling provided in the Annex.

Conclusion
This paper discusses the issue of mIAB-node de-authorization. The following is proposed:
Proposal 1: Confirm SA2’s understanding (Q1).
Proposal 2: Reply to SA2 that:
· There is no standardized logic that would prevent a DU to re-attempt the F1AP connection setup, nor an indication in the F1 REMOVAL REQUEST indicating to the mIAB-DU not to attempt F1AP connection re-establishment. 
· However, RAN3 generally assumes that the information available at the mIAB-MT is available to the mIAB-DU as well, given that they together constitute an mIAB-node. Hence, a NAS-level “authorized/de-authorized” indication towards the mIAB-MT can ensure that the mIAB-DU does not attempt F1AP connection re-establishment.
Proposal 3: Agree the draft Reply LS on mIAB-node De-authorization Handling provided in the Annex.

Annex: [DRAFT] Reply LS on IAB-node de-authorization handling

3GPP TSG-RAN WG3 Meeting #121-bis	R3-23xxxx
Xiamen, P.R. China, October 9th – 13th 2023

Title:	[DRAFT] Reply LS on IAB-node De-authorization Handling
Response to:	R3-224215 (S2-2308158)
Release:	Rel-18
Work Item:	VMR
Source:	Ericsson [To be RAN3]
To:	SA2
Cc:	-
Contact Person:	
	Name: 		Filip Barac
E-mail Address:	filip.barac@ericsson.com
 
Send any reply LS to:      3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org
                         
Attachments:	-


1. Overall description:
RAN3 has discussed the question raised by SA2 in the LS on IAB-node de-authorization handling:
SA2 would like to check whether this is a correct understanding:
1) The gNB attempts to perform handover of all the UEs served by the MBSR.
2) When the step 1 completes, the gNB releases the F1-C.
Q1: Is the understanding above, correct? 
Q2: Whether and how is the Mobile IAB-DU indicated to refrain from setting up a F1-C connection to the donor CU immediately after the F1-C release (is there an indication in the F1-C release instructing the DU to not try again)?
RAN3 provides the following answers:
Answer to Q1:
RAN3 confirms that SA2’s understanding is correct.
Answer to Q2: 
There is no standardized logic that would prevent a DU to re-attempt the F1AP connection setup, nor an indication in the F1 REMOVAL REQUEST indicating to the mIAB-DU not to attempt F1AP connection re-establishment. 
However, RAN3 generally assumes that the information available at the mIAB-MT is available to the mIAB-DU as well, given that they together constitute an mIAB-node. Hence, a NAS-level “authorized/de-authorized” indication towards the mIAB-MT can ensure that the mIAB-DU does not attempt F1AP connection re-establishment.

2. Actions:
RAN3 respectfully asks SA2 to take the above reply into account. 

3. Dates of next TSG RAN WG3 meetings:
RAN3#121-bis                       October 9th – 13th, 2023	Xiamen, People’s Republic of China
RAN3#122                        	November 13th – 17th, 2023	Chicago, IL, USA.
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