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Introduction
In this paper we discuss the migration procedure for mIAB-nodes based on the RAN3#121 and earlier agreements and TBCs.
A TP for mIAB BL CR for TS 38.401 is presented in the Annex.

Discussion
We discuss the following issues:
· Handling of OAM connectivity for mIAB-nodes.
· Handling of mIAB-node (de-)authorization and de-registration.
· Integration of mIAB-MT and mIAB-DU to different donor CUs.
· Enabling the mIAB-DU’s donor CU to initiate TMM procedure towards the mIAB-MT’s donor CU.
· “mIAB” indication for mIAB-MT inter-donor handover.
· NGAP support for IAB-node mobility.

Handling of OAM connectivity for mIAB-nodes 
The following FFS from the RAN3#121 meeting refers to the continuity of OAM connectivity for mIAB-nodes:
RAN3 to discuss how to capture in stage2 the handling of OAM connectivity as the mIAB node moves between areas of different OAM systems.
How to ensure the continuity of OAM connectivity should be discussed in SA5. What RAN3 can presently do is to capture this requirement in stage-2. A corresponding TP for mIAB BL CR for TS 38.401 is provided in the Annex. The TP also captures the agreement that, in the mIAB-MT HO scenario, the mIAB-DU’s donor CU can be different from both the source and target CU of the mIAB-MT.
Proposal 1: Agree the TP for mIAB BL CR for TS 38.401 presented in the Annex.

Handling of mIAB-node (de-)authorization and de-registration
The following RAN3#121 agreement is related to handling the mIAB-node (de-)authorization and (de-)registration, when the mIAB-MT and the mIAB-DU are connected to different donor CUs:
Agree that the mIAB-DU’s CU to be informed about the mIAB-authorized status by mIAB-MT´s CU when IAB MT and IAB DU connect to different IAB donor CUs. In case the mIAB-DU’s CU obtains “non-authorized” indication for the mIAB-node, it performs an orderly F1 release.
A natural candidate for conveying such information to the mIAB-DU’s donor CU is the existing XnAP IAB Transport Migration Modification procedure. 
Note that the new IE needs to support both the “authorized” and “not-authorized” indications. Namely, once the mIAB-node becomes authorized again, the mIAB-MT’s donor CU should indicate this to the mIAB-DU’s donor CU-to-be (which is likely its former donor CU as well). The mIAB-DU’s donor CU-to-be needs to know that the mIAB-node is authorized again so that it can safely accept the mIAB-DU’s request for F1AP connection reestablishment.
Proposal 2-1: The mIAB-MT’s donor CU can inform the mIAB-DU’s donor CU about the mIAB-node’s authorization status (“authorized” or “not authorized”) by using the existing XnAP IAB Transport Migration Modification procedure.
Proposal 2-2: In case there is no XnAP connectivity between the mIAB-MT’s donor CU and the mIAB-DU’s donor CU, the mIAB-node’s authorization status is conveyed by means of NGAP signalling for TMM.
After an mIAB-node becomes unauthorized, and the F1AP connection has been removed, the network can decide to de-register the mIAB-MT. However, the AMF should initiate the de-registration only after all the served UEs have been handed over elsewhere. In that respect, the AMF serving the mIAB-node needs to be informed that the mIAB-node does not serve any more UEs.
Proposal 2-3: When the mIAB-node is unauthorized, the AMF serving the mIAB-node needs to be informed that all the UEs served by the mIAB-DU have been handed over elsewhere, so that the AMF can initiate the NAS-level de-registration procedure towards the mIAB-MT.

Integration of mIAB-MT and mIAB-DU to different donor CUs
RAN3#120 meeting notes capture a WA stating that an mIAB-MT and its co-located mIAB-DU can connect to different donor CUs when joining the network, i.e., during the mIAB-node integration procedure. The WA states:
WA: The mIAB-DU and mIAB-MT can integrate at different CUs. For this purpose, OAM can be used to configure the mIAB-DU with: a) the donor CU to connect to, and b) the parameters used by the mIAB-DU to establish TNL associations, IPSec tunnels and F1 connectivity to this donor CU.
Proposal 3-1: Turn into an agreement the WA stating that an mIAB-MT and its co-located mIAB-DU can connect to different donors when joining the network. 
Meanwhile, a related TBC states:
Whether the information on the DU’s CU can also be configured by the MT’s CU.
With respect to the above, we think that the option where the “contact info” of mIAB-DU’s donor CU-to-be is configured by the mIAB-MT’s donor CU is meaningful. As explained many times before, the donor CUs serving the mIAB-DUs are expected to be the CUs with excellent transport connectivity and XnAP coverage (“anchor CUs”). This means that all mIAB-DUs within a coverage area of such a CU should connect to it. In that sense, all other donor CUs in the area (bound to serve the mIAB-MTs) can be configured with the “contact info” of the local anchor CU, and they can deliver this information to the mIAB-nodes undergoing network integration.
Proposal 3-2: For mIAB-node integration, the mIAB-MT's donor CU can provide the mIAB-node with: 1) the donor CU for the mIAB-DU to connect to, and 2) the parameters used by the mIAB-DU to establish TNL associations, IPsec tunnels and F1 connectivity towards this selected donor CU.

Enabling the mIAB-DU’s donor CU to initiate TMM procedure towards the mIAB-MT’s donor CU
The following RAN3#121 agreement and TBC relate to enabling the mIAB-DU’s target CU to initiate TMM towards the mIAB-MT’s CU:
For the case of DU migration, F1AP signalling from the target logical mIAB-DU is selected for providing the gNB-ID of the mIAB-MT’s CU to the target mIAB-DU’s CU. Option B will be considered as baseline for transferring of remaining information i.e. the ID of the IAB MT.
In the next meeting, RAN3 to decide which ID assigned by the MT CU for the IAB MT should be used for the TMM procedure and how this ID can be mapped to a corresponding IAB node.
Meanwhile, the following TBC from the RAN3#121 meeting notes and the two FFSs from the mIAB BL CR for TS 38.401 in R3-235120 relate to the similar problem in the mIAB-MT migration scenario, i.e., enabling the mIAB-DU’s CU to initiate TMM towards the mIAB-MT’s target CU:
The text of Step3 as below and the details need to be further checked: 
· The F1-terminating IAB-donor-CU obtains information about the target RRC-terminating IAB-donor-CU
Editor’s NOTE: FFS the procedure used for sending this information from the source RRC-terminating IAB-donor-CU and further details on the content of this information.
Editor’s NOTE: FFS if this information includes the mIAB-MT’s XnAP UE ID generated by the target RRC-terminating IAB-donor-CU during the procedure of MT handover from the source RRC-terminating IAB-donor-CU or a different ID generated by the target RRC-terminating IAB-donor-CU.
Note that the problem is also applicable to yet another scenario, i.e., the integration of the mIAB-MT and the mIAB-DU to different donor CUs, with the difference that, in case of integration, there is no mIAB-DU’s source donor CU, since the mIAB-DU was not connected to any donor CU earlier. 
We propose to reuse the same approach in all three scenarios, i.e., that the mIAB-MT obtains its ID from its donor CU, and then the co-located mIAB-DU sends it via F1AP to its donor CU, together with the gNB ID of mIAB-MT’s donor CU. One remaining issue is whether the ID of the mIAB-MT should be the XnAP UE ID of the mIAB-MT, or the BAP address of the mIAB-node. We prefer using XnAP UE ID to identify the mIAB-MT, because it avoids NBC XnAP impact.
Proposal 4-1: For the case of mIAB-MT handover, and the case of integration of the mIAB-MT and the mIAB-DU to different donor CUs, the mIAB-MT obtains its ID from its donor CU, and then the co-locates mIAB-DU sends it via F1AP to its donor CU, together with the gNB ID of mIAB-MT’s donor CU.
Proposal 4-2: The ID used to identify the mIAB-MT is its XnAP UE ID. 

“mIAB” indication for mIAB-MT inter-donor handover
A RAN3#117-bis-e agreement and a RAN3#119-bis-e TBC state the following:
Source donor CU of mobile IAB-MT informs the target donor CU of mobile IAB-MT that the migrating node is a mobile IAB-node, via explicit indication in XnAP HO Request message.
Whether explicit mIAB-node indication and/or explicit mIAB-node-authorized indication needs to be included in the HO request for the mIAB-MT, e.g., so that the target CU can perform admission control.
With respect to the above agreement, we notice that the “mIAB” indication is already passed to the target node as a part of the UE capability container. Meanwhile, RAN2 decided the following at the RAN2#121-bis-e meeting:
R2 clarifies that A donor broadcasting the “supporting mobile-IAB” indication first checks the UE capability of an IAB node before configuring child nodes for the IAB node or sending a handover request for the node, no impact to RAN2 TS. 
So, according to the legacy specifications, the target donor CU will read UE the capability, and it can reject the mIAB-MT HO if it does not support mIAB-nodes. In other words, the target donor CU will read UE capabilities to be able to prepare the HO command. Hence, there is no need for an explicit XnAP “mIAB indication” IE. A similar discussion in the RedCap context had the same conclusion.
Proposal 5: The target donor CU for mIAB-MT handover is informed about the mIAB-MT’s “mIAB” capability by means of the UE capability container.

NGAP support for IAB-node mobility 
A RAN3#119 agreement and a RAN3#120 TBC state the following:
For scenarios without Xn, RAN3 to investigate whether IAB-related Xn signaling for partial migration and DU migration can be carried via NG using a container to avoid the impact on the AMF.
To be continued:
RAN3 to introduce NGAP inter-gNB information exchange procedure(s) for exchange of IAB TMM messages and IAB Resource Coordination messages
RAN3 to decide whether this procedure is generic, i.e., it can carry any information, or IAB-specific, i.e., limited to IAB-specific purposes.
With respect to NGAP support for IAB-node mobility, the following procedures are foreseen:
· NG-based mIAB-MT HO, to support partial migration of mIAB-node. The existing NG-based HO procedure for UEs can be used as a baseline.
· NG-based TMM, which can be supported by carrying the TMM messages in NGAP containers. 
For mIAB-DU migration, as agreed for the XnAP scenario, the mIAB-DU’s source CU indicates the “contact details” of the target CU to the mIAB-DU. After that, the F1 connection towards the target CU is established, and the target CU can initiate the IAB TMM procedure towards the donor CU serving the mIAB-MT. If the Rel-17 XnAP IAB TMM procedures are ported to the NGAP, and if the mIAB-DU’s source and target CU receive the necessary information directly from the mIAB-node (i.e., from their respective logical mIAB-DUs), the mIAB-DU migration in the absence of XnAP connectivity incurs no additional NGAP impact. 
Proposal 6-1: Support the NG-based mIAB-MT HO and TMM procedures.
Proposal 6-2: In the absence of XnAP connectivity, the mIAB-DU’s (target) CU can receive the gNB ID of the mIAB-MT’s CU and the mIAB-MT’s ID from the mIAB-node’s logical mIAB-DU.

Conclusion
This paper discusses the IAB-node mobility procedure. The following is observed and proposed:
Handling of OAM connectivity for mIAB-nodes
Proposal 1: Agree the TP for mIAB BL CR for TS 38.401 presented in the Annex.

Handling of mIAB-node (de-)authorization and de-registration
Proposal 2-1: The mIAB-MT’s donor CU can inform the mIAB-DU’s donor CU about the mIAB-node’s authorization status (“authorized” or “not authorized”) by using the existing XnAP IAB Transport Migration Modification procedure.
Proposal 2-2: In case there is no XnAP connectivity between the mIAB-MT’s donor CU and the mIAB-DU’s donor CU, the mIAB-node’s authorization status is conveyed by means of NGAP signalling for TMM.
Proposal 2-3: When the mIAB-node is unauthorized, the AMF serving the mIAB-node needs to be informed that all the UEs served by the mIAB-DU have been handed over elsewhere, so that the AMF can initiate the NAS-level de-registration procedure towards the mIAB-MT.

Integration of mIAB-MT and mIAB-DU to different donor CUs
Proposal 3-1: Turn into an agreement the WA stating that an mIAB-MT and its co-located mIAB-DU can connect to different donors when joining the network. 
Proposal 3-2: For mIAB-node integration, the mIAB-MT's donor CU can provide the mIAB-node with: 1) the donor CU for the mIAB-DU to connect to, and 2) the parameters used by the mIAB-DU to establish TNL associations, IPsec tunnels and F1 connectivity towards this selected donor CU.

Enabling the mIAB-DU’s donor CU to initiate TMM towards the mIAB-MT’s donor CU
Proposal 4-1: For the case of mIAB-MT handover, and the case of integration of the mIAB-MT and the mIAB-DU to different donor CUs, the mIAB-MT obtains its ID from its donor CU, and then the co-locates mIAB-DU sends it via F1AP to its donor CU, together with the gNB ID of mIAB-MT’s donor CU.
Proposal 4-2: The ID used to identify the mIAB-MT is its XnAP UE ID. 

“mIAB” indication for mIAB-MT inter-donor handover
Proposal 5: The target donor CU for mIAB-MT handover is informed about the mIAB-MT’s “mIAB” capability by means of the UE capability container.

NGAP support for IAB-node mobility
Proposal 6-1: Support the NG-based mIAB-MT HO and TMM procedures.
Proposal 6-2: In the absence of XnAP connectivity, the mIAB-DU’s (target) CU can receive the gNB ID of the mIAB-MT’s CU and the mIAB-MT’s ID from the mIAB-node’s logical mIAB-DU.

Annex: TP for mIAB BL CR for TS 38.401
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NOTE:	The general principles and procedures described in this clause does not apply to ng-eNB.
The IAB-node receives commands, configuration data and software downloads (e.g. for equipment software upgrades) from its OAM system. The IAB-node can also send alarms and traffic counter information to its OAM system. The transport connection between the IAB-node and its OAM, using IP, is provided by the IAB-MT’s PDU session via 5G network, or the IAB-MT’s PDN connection via LTE network when IAB-MT uses EN-DC.
NOTE:	The transport connection between the IAB-node and its OAM may also be provided using the Backhaul IP layer by implementation. 
Alarms in the IAB generate bursts of high-priority traffic, to be transported in real time. Traffic counters generate bursts of traffic, but their transport need not be real-time. Configuration messages from OAM to the IAB will also generate small bursts of traffic, possibly with lower priority than alarms but still delay-sensitive: when a configuration is committed on the OAM, the time interval between the commitment and the effect on the equipment shall be small.  Alarm messages and commands should be transported on a high-priority bearer, while counters may be transported on a lower priority bearer. 
OAM software download to the IAB may generate larger amounts of data, but both the required data rate and the priority of this kind of traffic are much lower than in the case of alarms, commands and counters. 
For different types of OAM traffic, it is necessary to use different DRBs between the IAB-MT and the serving DU, and different BH RLC channels for intermediate hops, with different QoS parameters. Aggregation of F1-U traffic for OAM with other F1-U traffic on the same BH RLC channels is not precluded. The QoS parameters are provided to the IAB-donor during the IAB-MT’s PDU session establishment, or the IAB-MT’s PDN connection establishment when IAB-MT uses EN-DC.
NOTE:	When the transport connection between the IAB-node and its OAM is provided by the Backhaul IP layer, the OAM traffic may be aggregated with other traffic types on the same BH RLC channel. The QoS for OAM is ensured by implementation. 
The continuity of OAM connectivity needs to be ensured as the mobile IAB-node moves across a mobile network and traverses the areas of different OAM systems.

-------------------------------------------Next change-------------------------------------------

8.YY	Mobile IAB migration procedures
8.YY.1 Migration of mobile IAB-MT via Xn handover
The mIAB-MT of a mobile IAB-node can be migrated from a source RRC-terminating IAB-donor-CU to a target RRC-terminating IAB-donor-CU using the Xn handover procedure. During this migration, the mIAB-DU co-located with the mIAB-MT is connected to an F1-terminating IAB-donor-CU, which may be the same as the source RRC-terminating IAB-donor-CU or the target RRC-terminating IAB-donor-CU, or different from both the source and the target RRC-terminating IAB-donor-CU.
Figure 8.YY.1.1-1 shows an example of mIAB-MT migration via Xn handover. In this example, the mIAB-MT is connected to the source RRC-terminating IAB-donor-CU via a source path of an IAB topology before the migration, and it is connected via a target path of a different IAB topology after the migration.


Figure 8.YY.1.1-1: Procedure for Xn-based migration of mobile IAB-MT
1. Steps 1-14 of the topology adaptation procedure of Section 8.17.3.1 are performed to conduct Xn handover of the mIAB-MT from the source parent IAB-node connected to the source RRC-terminating IAB-donor-CU to the target parent IAB-node connected to the target RRC-terminating IAB-donor-CU. In these steps, the mIAB-node corresponds to the migrating IAB-node of Section 8.17.3.1, and the mIAB-MT’s source and target RRC-terminating IAB-donor-CUs correspond to the respective source and target IAB-donor-CUs of Section 8.17.3.1.
2. Same as step 15 of the topology adaptation procedure of Section 8.17.3.1, where the F1-C connection between the co-located mIAB-DU and its F1-terminating IAB-donor-IAB is switched to the target path using the new TNL address information of the IAB-MT. In this step, the mIAB-node corresponds to the migrating IAB-node, and the F1-terminating IAB-donor-CU corresponds to the source IAB-donor-CU.
3. The F1-terminating IAB-donor-CU obtains information about the target RRC-terminating IAB-donor-CU. 
Editor’s NOTE: FFS the procedure used for sending this information from the source RRC-terminating IAB-donor-CU and further details on the content of this information.
Editor’s NOTE: FFS if this information includes the mIAB-MT’s XnAP UE ID generated by the target RRC-terminating IAB-donor-CU during the procedure of MT handover from the source RRC-terminating IAB-donor-CU or a different ID generated by the target RRC-terminating IAB-donor-CU.
4. Steps 16-20 of the topology adaptation procedure of Section 8.17.3.1, where the F1-terminating IAB-donor-CU initiates the IAB Transport Migration Management procedure towards the target RRC-terminating IAB-donor-CU to provide the context of the traffic offloaded. The target RRC-terminating IAB-donor-CU reconfigures the BAP sublayer and/or BH RLC channels on the target path accordingly, and provides the UL BH information for UL BH reconfigurations to be conducted by the F1-terminating IAB-donor-CU on the mIAB-node. Then, the F1-U connections of the mIAB-node are migrated to the target path.

-------------------------------------------End of changes-------------------------------------------
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