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Introduction

The discussion for this feature has progress on last RAN3 meeting. This contribution provides our view based on latest progress.
Discussion
Recap of agreements
The agreed Rel-18 WI on further enhancement for SON/MDT in RP-221825 defines the objective to support special Signalling based MDT override protection as follows:.

- Support of signaling based logged MDT override protection to address the scenario where the signaling based MDT is configured in E-UTRAN when [RAN2, RAN3]:

- UE reselects to NR while logged measurements are collected 

- UE reselects to NR after logged measurements are collected and before uploading the logged MDT report.

In RAN3#117e meeting, the feature was discussed with following agreements: 
	It is RAN3’s understanding that the Rel-17 feature of signaling based logged MDT override protection applies only during Intra-NR reselection and applies to Intra-5GS (gNB–>gNB).

Whether to support cross-RAT logged MDT reporting (i.e., whether the NR node needs to retrieve LTE logged MDT report) for signaling based logged MDT override protection is pending on RAN2 progress.

Wait for RAN2’s progress on cross-RAT logged MDT reporting before discussing whether any enhancements are needed for NG-RAN to forward the LTE logged MDT reports to the correct TCE.


In RAN3#119bis-e meeting, the following agreements achieved.

	RAN3 confirms that the scenarios for inter-RAT signalling based logged MDT protection includes the following:  

Scenario 1: Inter-system inter-RAT : EPC –> 5GC

Scenario 2: Intra-system Inter-RAT and intra-5GC: LTE –> NR

RAN3 confirms that NR requested M-based logged MDT should never override LTE s-based logged MDT.


Meanwhile, RAN2 got progress in RAN2#119e and RAN2#121 as following:

RAN2#119e:
Agreement: 
1
RAN2 confirms the valid scenario for Rel-18 inter-RAT scenario for signalling based logged MDT override protection is set by the WID: 
a.
Logged MDT is configured in E-UTRAN, the UE reselects to NR. 
2
Rel-17 mechanism for signalling based logged MDT override protection in intra-NR scenario is the baseline for Rel-18 inter-RAT scenario. 
RAN2#121:
Agreements For solution 2: 

1
Extend the LTE LoggedMeasurementConfiguration to include Logged MDT type indication information

2
NR signaling is needed to inform the gNB that signaling based MDT is configured by E-UTRA.

3
Try to reuse R17 NR signaling by the UE to inform gNB whether signaling based MDT is configured even when it is configured by E-UTRA. 

=>
FFS in RAN3 the details and the Need of differentiating the RAT type. Further discuss whether priority handling for signalling logged MDT configuration between different RAT types is needed or not.
Observation 1: RAN3 need to start analysis based on RAN2’s requirements and response if consensus achieved.
Priority handling for signalling logged MDT configuration between different RAT type

There are two cases in this scenario 1: 

Case 1: gNB aware UE has a LTE s-based logged MDT when receiving NR requested S-based logged MDT 

Case 2: gNB aware UE has a LTE s-based logged MDT when receiving NR requested M-based logged MDT

For case 1 and scenario 1: 

It depends on Operator’s policy. In general, E-UTRAN and NR will have independent OAM and trace system. Then it is only depends on Operator’s policy to decide which s-based MDT is more important.

Some Operators have the policy to prioritize NR than LTE. If s-based logged MDT from NR is more important, then gNB will configured the UE and override the logged MDT from LTE. No extra impact on RAN3’s specification.

Some Operators still invest LTE network then the policy is to equal important for NR than LTE. If s-based logged MDT from LTE is more important or equal important, then there is no protection mechanism for RAN to prevent the override. It is propose for OAM to provide an explicit indicator for gNB. For example, OAM may provide an LTE S-based logged MDT protection indicator to gNB. For most of case when LTE S-based logged MDT no need to be protected, OAM will not provide such indicator.

Proposal 1: OAM provides an LTE S-based logged MDT protection indicator to gNB when Operator’s policy need to protect LTE S-based logged MDT. The indicator should be conveyed from Core network to RAN and propagated during mobility.  
In addition, it should be noted when NR request S-based logged MDT been rejected due to LTE S-based logged MDT protection indicator, the OAM in NR should be informed the failure reason which in current specification no appropriate cause value can be used. It is proposed to use a new cause value for this purpose. 
Proposal 2: A new cause value introduce in NGAP to inform Core network and OAM that NR Signalling based logged MDT failed due to protection of LTE signalling based logged MDT.

Cross-RAT logged MDT reporting

Regarding the following issues raised in RAN3#117, it is clear from the solution selected by RAN2 that there will no cross-RAT logged MDT reporting in Rel-18.
	Whether to support cross-RAT logged MDT reporting (i.e., whether the NR node needs to retrieve LTE logged MDT report) for signaling based logged MDT override protection is pending on RAN2 progress.

Wait for RAN2’s progress on cross-RAT logged MDT reporting before discussing whether any enhancements are needed for NG-RAN to forward the LTE logged MDT reports to the correct TCE.


Observation 2: No cross-RAT logged MDT reporting supported in Rel-18.
Proposal 3: An LS need to send to RAN2 and RAN5 about RAN3’s decision. 
3. Conclusion

In this contribution, observation and proposals are:
Observation 1: RAN3 need to start analysis based on RAN2’s requirements and response if consensus achieved.

Observation 2: No cross-RAT logged MDT reporting supported in Rel-18.

Proposal 1: OAM provides an LTE S-based logged MDT protection indicator to gNB when Operator’s policy need to protect LTE S-based logged MDT. The indicator should be conveyed from Core network to RAN and propagated during mobility.  

Proposal 2: A new cause value introduce in NGAP to inform Core network and OAM that NR Signalling based logged MDT failed due to protection of LTE signalling based logged MDT.

Proposal 3: An LS need to send to RAN2 and RAN5 about RAN3’s decision. .

Proposal 4: To agree TP for TS 38.413, and LS to RAN2 & SA5 in Annex.
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Annex A:  TP for TS 38.413

9.3.1.169
MDT Configuration-NR

This IE defines the MDT configuration parameters of NR.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	MDT Activation
	M
	
	ENUMERATED (Immediate MDT only, Logged MDT only, Immediate MDT and Trace, …)
	
	-
	

	CHOICE Area Scope of MDT
	M
	
	
	
	-
	

	>Cell based
	
	
	
	
	
	

	>>Cell ID List for MDT
	
	1..<maxnoofCellIDforMDT>
	
	
	
	

	>>>NR CGI
	M
	
	9.3.1.7
	
	-
	

	>TA based
	
	
	
	
	
	

	>>TA List for MDT
	
	1..<maxnoofTAforMDT>
	
	
	
	

	>>>TAC
	M
	
	9.3.3.10
	The TAI is derived using the current serving PLMN.
	-
	

	>PLMN wide
	
	
	NULL
	
	
	

	>TAI based
	
	
	
	
	
	

	>>TAI List for MDT
	
	1..<maxnoofTAforMDT>
	
	
	
	

	>>>TAI
	M
	
	
	
	-
	

	CHOICE MDT Mode
	M
	
	
	
	-
	

	>Immediate MDT
	
	
	
	
	
	

	>>Measurements to Activate 
	M
	
	BITSTRING

(SIZE(8))
	Each position in the bitmap indicates a MDT measurement, as defined in TS 37.320 [41]. 

First Bit = M1,
Second Bit= M2,

Third Bit = M4,

Fourth Bit = M5,

Fifth Bit = M6,

Sixth Bit = M7,

Seventh Bit = logging of M1 from event triggered measurement reports according to existing RRM configuration, 

other bits reserved for future use.

Value “1” indicates “activate” and value “0” indicates “do not activate”.
	-
	

	>>M1 Configuration
	C-ifM1
	
	9.3.1.171
	
	-
	

	>>M4 Configuration
	C-ifM4
	
	9.3.1.172
	
	-
	

	>>M5 Configuration
	C-ifM5
	
	9.3.1.173
	
	-
	

	>>M6 Configuration
	C-ifM6
	
	9.3.1.174
	
	-
	

	>>M7 Configuration
	C-ifM7
	
	9.3.1.175
	
	-
	

	>>Bluetooth Measurement Configuration
	O
	
	9.3.1.177
	
	-
	

	>>WLAN Measurement Configuration
	O
	
	9.3.1.178
	
	-
	

	>>MDT Location Information
	O
	
	9.3.1.176
	
	-
	

	>>Sensor Measurement Configuration
	O
	
	9.3.1.179
	
	-
	

	>Logged MDT
	
	
	
	
	
	

	>>Logging Interval
	M
	
	ENUMERATED (320ms, 640ms, 1280ms, 2560ms, 5120ms, 10240ms, 20480ms, 30720ms, 40960ms, 61440ms, infinity, …)
	Corresponds to the LoggingInterval IE as defined in TS 38.331 [18]. 
	-
	

	>>Logging Duration
	M
	
	ENUMERATED (10, 20, 40, 60, 90,120, …)
	Corresponds to the LoggingDuration IE as defined in TS 38.331 [18]. Unit: [minute].
	-
	

	>>CHOICE Report Type
	M
	
	
	
	-
	

	>>>Periodical
	
	
	NULL
	
	
	

	>>>Event Triggered
	
	
	
	
	
	

	>>>>Event Trigger Logged MDT Configuration
	M
	
	9.3.1.180
	
	-
	

	>>Bluetooth Measurement Configuration
	O
	
	9.3.1.177
	
	-
	

	>>WLAN Measurement Configuration
	O
	
	9.3.1.178
	
	-
	

	>>Sensor Measurement Configuration
	O
	
	9.3.1.179
	
	-
	

	>>Area Scope of Neighbour Cells
	O
	
	9.3.1.182
	
	-
	

	>>Early Measurement
	O
	
	ENUMERATED

(true, ...)
	This IE indicates whether the UE is allowed to log measurements on early measurement related frequencies in logged MDT as specified in TS 38.331 [18].
	YES
	ignore

	Signalling Based MDT PLMN List
	O
	
	MDT PLMN List

9.3.1.168
	
	-
	

	LTE Signalling based logged MDT protection
	O
	
	ENUMERATED

(true, ...)
	This IE indicates whether LTE signalling based logged MDT should be protected.
	YES
	ignore


--------------------------------------------------next change -----------------------------------------------------
9.3.1.2
Cause

The purpose of the Cause IE is to indicate the reason for a particular event for the NGAP protocol.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE Cause Group
	M
	
	
	

	>Radio Network Layer
	
	
	
	

	>>Radio Network Layer Cause 
	M
	
	ENUMERATED
(Unspecified,

TXnRELOCOverall expiry,

Successful handover,

Release due to NG-RAN generated reason,

Release due to 5GC generated reason,

Handover cancelled,

Partial handover,

Handover failure in target 5GC/NG-RAN node or target system,

Handover target not allowed,

TNGRELOCoverall expiry,

TNGRELOCprep expiry,

Cell not available,

Unknown target ID,

No radio resources available in target cell,

Unknown local UE NGAP ID,

Inconsistent remote UE NGAP ID,

Handover desirable for radio reasons,

Time critical handover,

Resource optimisation handover,

Reduce load in serving cell,

User inactivity,

Radio connection with UE lost,

Radio resources not available,

Invalid QoS combination,

Failure in the radio interface procedure,

Interaction with other procedure,

Unknown PDU Session ID,

Unknown QoS Flow ID,
Multiple PDU Session ID Instances,

Multiple QoS Flow ID Instances,

Encryption and/or integrity protection algorithms not supported,

NG intra-system handover triggered,

NG inter-system handover triggered,

Xn handover triggered,

Not supported 5QI value,
UE context transfer,
IMS voice EPS fallback or RAT fallback triggered,

UP integrity protection not possible,

UP confidentiality protection not possible,

Slice(s) not supported,

UE in RRC_INACTIVE state not reachable,

Redirection,

Resources not available for the slice(s),

UE maximum integrity protected data rate reason,

Release due to CN-detected mobility,
…, N26 interface not available, Release due to pre-emption, Multiple Location Reporting Reference ID Instances, 

RSN not available for the UP,

NPN access denied,

CAG only access denied, Insufficient UE Capabilities, RedCap UE not supported,

Unknown MBS Session ID,

Indicated MBS Session Area Information not served by the gNB,

Inconsistent slice info for the session,

Misaligned association for the multicast and unicast sessions or flows,

Protection of LTE signalling based logged MDT)
	

	>Transport Layer
	
	
	
	

	>>Transport Layer Cause
	M
	
	ENUMERATED
(Transport resource unavailable,

Unspecified,
…)
	

	>NAS
	
	
	
	

	>>NAS Cause
	M
	
	ENUMERATED

(Normal release,

Authentication failure,

Deregister,
Unspecified, 

…, UE not in PLMN serving area)
	

	>Protocol
	
	
	
	

	>>Protocol Cause
	M
	
	ENUMERATED
(Transfer syntax error,
Abstract syntax error (reject),
Abstract syntax error (ignore and notify),
Message not compatible with receiver state,

Semantic error,

Abstract syntax error (falsely constructed message),

Unspecified,

…)
	

	>Miscellaneous
	
	
	
	

	>>Miscellaneous Cause
	M
	
	ENUMERATED
(Control processing overload, 

Not enough user plane processing resources,
Hardware failure,
O&M intervention,
Unknown PLMN or SNPN,

Unspecified, 

…)
	


The meaning of the different cause values is described in the following tables. In general, "not supported" cause values indicate that the related capability is missing. On the other hand, "not available" cause values indicate that the related capability is present, but insufficient resources were available to perform the requested action.

	Radio Network Layer cause
	Meaning

	Unspecified
	Sent for radio network layer cause when none of the specified cause values applies.

	TXnRELOCOverall expiry
	The timer guarding the handover that takes place over Xn has abnormally expired.

	Successful handover
	Successful handover.

	Release due to NG-RAN generated reason
	Release is initiated due to NG-RAN generated reason.

	Release due to 5GC generated reason
	Release is initiated due to 5GC generated reason.

	Handover cancelled
	The reason for the action is cancellation of Handover.

	Partial handover
	Provides a reason for the handover cancellation. The HANDOVER COMMAND message from AMF contained PDU Session Resource to Release List IE or QoS flow to Release List and the source NG-RAN node estimated service continuity for the UE would be better by not proceeding with handover towards this particular target NG-RAN node.

	Handover failure in target 5GC/ NG-RAN node or target system
	The handover failed due to a failure in target 5GC/NG-RAN node or target system.

	Handover target not allowed
	Handover to the indicated target cell is not allowed for the UE in question.

	TNGRELOCoverall expiry
	The reason for the action is expiry of timer TNGRELOCoverall.

	TNGRELOCprep expiry
	Handover Preparation procedure is cancelled when timer TNGRELOCprep expires.

	Cell not available
	The concerned cell is not available.

	Unknown target ID
	Handover rejected because the target ID is not known to the AMF.

	No radio resources available in target cell
	Load on target cell is too high.

	Unknown local UE NGAP ID
	The action failed because the receiving node does not recognise the local UE NGAP ID.

	Inconsistent remote UE NGAP ID
	The action failed because the receiving node considers that the received remote UE NGAP ID is inconsistent.

	Handover desirable for radio reasons
	The reason for requesting handover is radio related.

	Time critical handover
	Handover is requested for time critical reason i.e., this cause value is reserved to represent all critical cases where the connection is likely to be dropped if handover is not performed.

	Resource optimisation handover
	The reason for requesting handover is to improve the load distribution with the neighbour cells.

	Reduce load in serving cell
	Load on serving cell needs to be reduced. When applied to handover preparation, it indicates the handover is triggered due to load balancing.

	User inactivity
	The action is requested due to inactivity on all user data radio bearers (i.e., DRBs and, if applicable, MRBs as per section 16.10.5.2 in TS 38.300 [8]), e.g., NG is requested to be released in order to optimise the radio resources. For L2 U2N Relay UE, this action is requested due to user inactivity on all PDU sessions of L2 U2N Relay UE and its served remote UE(s).

	Radio connection with UE lost
	The action is requested due to losing the radio connection to the UE.

	Radio resources not available
	No requested radio resources are available.

	Invalid QoS combination
	The action was failed because of invalid QoS combination.

	Failure in the radio interface procedure
	Radio interface procedure has failed.

	Interaction with other procedure
	The action is due to an ongoing interaction with another procedure.

	Unknown PDU Session ID
	The action failed because the PDU Session ID is unknown in the NG-RAN node.

	Unknown QoS Flow ID
	The action failed because the QoS Flow ID is unknown in the NG-RAN node.

	Multiple PDU Session ID instances
	The action failed because multiple instance of the same PDU Session had been provided to/from the NG-RAN node.

	Multiple QoS Flow ID instances
	The action failed because multiple instances of the same QoS flow had been provided to the NG-RAN node.

	Encryption and/or integrity protection algorithms not supported
	The NG-RAN node is unable to support any of the encryption and/or integrity protection algorithms supported by the UE.

	NG intra-system handover triggered
	The action is due to a NG intra-system handover that has been triggered.

	NG inter-system handover triggered
	The action is due to a NG inter-system handover that has been triggered.

	Xn handover triggered
	The action is due to an Xn handover that has been triggered.

	Not supported 5QI value
	The QoS flow setup failed because the requested 5QI is not supported.

	UE context transfer
	The action is due to a UE resumes from the NG-RAN node different from the one which sent the UE into RRC_INACTIVE state.

	IMS voice EPS fallback or RAT fallback triggered
	The setup of QoS flow is failed due to EPS fallback or RAT fallback for IMS voice using handover or redirection.

	UP integrity protection not possible
	The PDU session cannot be accepted according to the required user plane integrity protection policy.

	UP confidentiality protection not possible
	The PDU session cannot be accepted according to the required user plane confidentiality protection policy.

	Slice(s) not supported
	Slice(s) not supported.

	UE in RRC_INACTIVE state not reachable
	The action is requested due to RAN paging failure.

	Redirection
	The release is requested due to inter-system redirection or intra-system redirection.

	Resources not available for the slice(s)
	The requested resources are not available for the slice(s).

	UE maximum integrity protected data rate reason
	The request is not accepted in order to comply with the maximum data rate for integrity protection supported by the UE.

	Release due to CN-detected mobility
	The context release is requested by the AMF because the UE is already served by another CN node (same or different system), or another NG interface of the same CN node.

	N26 interface not available
	The action failed due to a temporary failure of the N26 interface.

	Release due to pre-emption
	Release is initiated due to pre-emption.

	Multiple Location Reporting Reference ID Instances
	The action failed because multiple areas of interest are set with the same Location Reporting Reference ID.

	RSN not available for the UP
	The redundant user plane resources indicated by RSN are not available.

	NPN access denied
	Access was denied, or release is requested, for NPN reasons.

	CAG only access denied
	Access was denied because the cell is a non-CAG cell and UE is only allowed to access CAG cells.

	Insufficient UE Capabilities
	The procedure can’t proceed due to insufficient UE capabilities.

	RedCap UE not supported
	The action failed because target NG-RAN node does not support RedCap UE.

	Unknown MBS Session ID
	The action failed because the MBS Session ID is unknown.

	Indicated MBS Session Area Information not served by the gNB
	The action failed because the none of the cells in indicacted MBS Session Area Infomration served by the NG-RAN node.

	Inconsistent slice info for the session
	The action failed because the slice info of the multicast session is inconsistent.

	Misaligned association for the multicast and unicast sessions or flows
	The action failed because the Associated Unicast QoS Flow ID has already been used, or the Associated Unicast QoS Flow ID is not defined, or the Associated Unicast QoS Flow ID is not released, or multiple MBS QoS flows associated to the same unicast QoS flow, or same multicast session associated to multiple PDU Sessions.

	Protection of LTE signalling based logged MDT
	MDT configuration failed due to protection of LTE signalling based logged MDT.


	Transport Layer cause
	Meaning

	Transport resource unavailable
	The required transport resources are not available.

	Unspecified
	Sent when none of the above cause values applies but still the cause is Transport Network Layer related.


	NAS cause
	Meaning

	Normal release
	The release is normal.

	Authentication failure
	The action is due to authentication failure.

	Deregister
	The action is due to deregister.

	Unspecified
	Sent when none of the above other cause values applies but still the cause is NAS related.

	UE not in PLMN serving area
	The release is due to the UE not being within the serving area of its current PLMN (for NTN).


	Protocol cause
	Meaning

	Transfer syntax error
	The received message included a transfer syntax error.

	Abstract syntax error (reject)
	The received message included an abstract syntax error and the concerning criticality indicated "reject".

	Abstract syntax error (ignore and notify)
	The received message included an abstract syntax error and the concerning criticality indicated "ignore and notify".

	Message not compatible with receiver state
	The received message was not compatible with the receiver state.

	Semantic error
	The received message included a semantic error.

	Abstract syntax error (falsely constructed message)
	The received message contained IEs or IE groups in wrong order or with too many occurrences.

	Unspecified
	Sent when none of the above cause values applies but still the cause is Protocol related.


	Miscellaneous cause
	Meaning

	Control processing overload
	Control processing overload.

	Not enough user plane processing resources
	Not enough resources are available related to user plane processing.

	Hardware failure
	Action related to hardware failure.

	O&M intervention
	The action is due to O&M intervention.

	Unknown PLMN or SNPN
	The AMF does not identify any PLMN or SNPN provided by the NG-RAN node.

	Unspecified failure
	Sent when none of the above cause values applies and the cause is not related to any of the categories Radio Network Layer, Transport Network Layer, NAS or Protocol.
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1. Overall description:

RAN3 discussed priority handling for signalling logged MDT configuration between different RAT type and achieved the following :

1: RAN3 confirmed the scenarios for inter-RAT scenario for signalling based logged MDT protection including the following:  

Scenario 1: Inter-system Inter-RAT :EPC –> 5GC

Scenario 2: Intra-system Inter-RAT and intra-5GC: LTE –> NR 

2: NR requested Management-based logged MDT should never override LTE s-based logged MDT.

3: OAM provides an LTE Signalling-based logged MDT protection indicator to gNB when Operator’s policy need to protect LTE S-based logged MDT. The indicator should be conveyed from Core network to RAN and propagated during mobility.

4: A new cause value introduce in NGAP to inform Core network and OAM that NR Signalling based logged MDT failed due to protection of LTE signalling based logged MDT.
2. Actions:

RAN3 respectfully asks RAN2 and OAM to take above into account and response if needed.

3. Date of next TSG RAN WG3 meetings:

TSG-RAN3 Meeting #121        21 Aug- 25 Aug 2023
FR

