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Introduction
Previous meeting agreed to discuss
For DU-migration, the target mIAB-DU-cell’s NCGI can be configured via OAM and optionally (re-)configured by the target mIAB-DU’s CU when NCGI confliction happens?
It needs to be further discussed how the mobile IAB-DU’s TAC/RANAC is changed and what Stage 3 impacts are (if any). 

This contribution provides further analysis on these issues. 
OAM
In current network, the OAM (e.g. an OAM server for RAN) is responsible for following main functions:
· Configuration Management (CM), which allows operator to install/configure/reconfigure a RAN network device to meet short/long-term requirements, e.g. to react to incidents such as traffic load requirements, performance, capacity and customer satisfaction through the enhancement of the network or equipment up-grade. CM allows to mix and match of equipment from different vendors.
· Performance Management (PM), which allows operator to configure performance measurement, and collect performance measurement report.
· Fault Management (FM), which allows operator to monitor and manage the RAN network node, configure alarm related information only on demand by the operator or based on operator configured policy.
· Software Management, which allows operator to install/upgrade the software of a network node. 
· Security management, etc.

Whenever a new RAN network device is deployed, the OAM need to be aware of it, e.g. for CM, PM or FM. This is same for IAB, e.g. whenever an IAB performs integration procedure to start its normal operation, or whenever the IAB-MT is handover to a different parent cell. Current standard already allows the mix deployment of network nodes from different vendors, e.g. an IAB from Vendor A, and IAB-donor from Vendor B. 
Observation 1: OAM need to be aware of the IAB’s integration and migration, for Configuration Management, Performance Management (PM), Fault Management (FM), etc. 
NCGI configuration
3.1 OAM-based configuration
In Rel-16/17, just like a normal gNB-DU, IAB-DU is configured by its OAM server regarding the FQDN/IP address of SeGW, donor-CU’s FQDN/IP address, NCGI, TAC and other DU related parameters. In a specific location where a Rel-16/17 IAB will be deployed, there may be more than one candidate parent cell. The candidate parent cells may belong to same or different IAB-donor. The IAB need to be configured with the appropriate NCGI/TAC in order to be able to setup F1 with the right IAB-donor-CU. For example, IAB-MT connects with IAB-donor1-CU, OAM should configure IAB-DU with a NCGI related to IAB-donor1, rather IAB-donor2.
The initial configuration of the IAB-DU is performed during the IAB’s integration procedure, e.g. after the IAB setup connection with OAM in Phase 1 (if using PDU session for OAM connection) or in Phase 2-1 (if using BH IP for OAM connection). 
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After the IAB setup the OAM connection, the IAB may report its location, e.g. GNSS coordinate, and/or an information of its parent cell (e.g. NCGI and TAC of its parent cell) to the OAM server. In Rel-16/17 IAB integration procedure, it is same IAB-donor-CU terminates IAB-MT’s RRC and IAB-DU’s F1. Once IAB-MT report its parent cell information (e.g. a NCGI of IAB-donor1), OAM server can determine the related IAB-donor-CU for the IAB-DU, then the OAM server can configure IAB with the right DU related parameters (e.g. NCGI, TAI, PLMN ID, etc) and the FQDN/IP address of the SeGW/IAB-donor-CU to the IAB. 
Observation 2-1: a legacy DU (i.e. gNB-DU, Rel-16 IAB-DU, Rel-17 IAB-DU) are configured by OAM. The OAM configured parameters includes the FQDN/IP address of the SeGW and IAB-donor-CU, NCGI, TAI, and other DU parameters based on the location of the DU-Cell.

The existing OAM based NCGI configuration can still work for Rel-18 mobile IAB. 3GPP SA5 defines MnS (i.e. service-based interfaces) for FM, PM, CM, Inventory, SwM, trace, etc. This enables dynamically discover the appropriate OAM for the mIAB-DU. 

Last meeting, it was argued that using OAM for NCGI configuration may cause NCGI collision, e.g. dependent on gNB-ID length, the cell ID space has a size between 4 to 14 bits, thus it require the IAB-donor-CU to (re-)configure the mIAB-DU’s NCGI. We disagree with this argument for following reasons:
· when the operator configures the length of the gNB-ID, operator certainly need to consider the number of cells to be deployed under a gNB-CU. For example, in case Operator plan to deploy 200 cells under a gNB-CU, the operator certainly cannot set the gNB-ID to 30-bit, which can only support up to 64 cells.

· If there is a potential NCGI collision issue, it can be solved by the coordination among the OAMs. In legacy system (or OAM-based NCGI configuration), a gNB-DU’s NCGI can only be configured by OAM. When gNB-DUs from different vendors connect with same gNB-CU, coordination is required among the gNB-DUs’ OAM, e.g. each gNB-DU’s OAM may be preconfigured with a separate list of NCGIs to be used for its gNB-DU’s cell. This is current practice since Rel-15. 

Observation 2-2: OAM based configuration still works for Rel-18 mobile IAB. Coordination among OAMs to avoid potential NCGI collision is same as legacy system including gNB-DU, Rel-16 IAB-DU and Rel-17 IAB-DU.

3.2 IAB-donor-CU based (re-)configuration
The main argument to use IAB-donor-CU based configuration is to avoid the coordination among OAMs, and avoid the potential NCGI collision. Unfortunately, these arguments are not valid. 
Coordination among OAMs is still required and cannot be avoided. In addition to mIAB-DU, legacy DUs (e.g. normal gNB-DUs, Rel-16/17 IAB-DUs) can also connect with same IAB-donor-CU. When IAB-donor-CU (re-)configure NCGI for mIAB-DU, it shall not reuse those NCGIs already preconfigured in the legacy DUs’ OAM(s). How can IAB-donor-CU know those NCGIs preconfigured in legacy DU’s OAM? IAB-donor-CU can only know it from its OAM. So coordination among OAMs (e.g. between IAB-donor-CU’s OAM and gNB-DUs’ OAMs) is required. Otherwise, the potential NCGI collision still happen. 

For example, IAB-donor-CU does not know legacy gNB-DU’s OAM is preconfigured with a NCGI list including NCGI #1000. When IAB-donor-CU (re-)configure NCGI #1000 for a mIAB-DU, a legacy DU may initiate a DU configuration update procedure to add a new cell with same NCGI #1000 at the same time.  

One may argue that legacy gNB-DUs’ OAM do not need to have preconfigured NCGI list, but it still have problems. It affects the already deployed legacy DU including gNB-DU and Rel-16/17 IAB. A gNB-DU may add a new cell requiring a new NCGI to be configured by its OAM. How can the legacy DUs’ OAM know a new NCGI to be configured/assigned to a new DU cell, when IAB-donor-CU may dynamically assign any unused NCGI value to a mIAB-DU? Again, coordination is still required. A solution for mobile IAB NCGI configuration shall not affect the legacy or already deployed gNB-DUs and Rel-16/17 IABs, e.g. when the gNB-DU or Rel-16/17 IAB add a new cell.

Observation 2-3: The IAB-donor-CU based NCGI (re-)configuration can affect the legacy or already deployed gNB-DUs and Rel-16/17 IABs, e.g. when the deployed gNB-DU or Rel-16/17 IAB add a new cell.

So the IAB-donor-CU based NCGI (re-)configuration requires coordination between IAB-donor-CU’s OAM and gNB-DUs’ OAM(s), in addition to the coordination among gNB-DUs’ OAMs in legacy OAM based configuration. 

Observation 2-4: The IAB-donor-CU based NCGI (re-)configuration still requires coordination between the IAB-donor-CU’s OAM and gNB-DUs’ OAM to avoid NCGI collision.

In case companies still prefer the IAB-donor-CU based NCGI (re-)configuration, please answer following questions:
· Question #1: in IAB-donor-CU based NCGI configuration, how can IAB-donor-CU know the NCGI(s) that have been preconfigured in legacy gNB-DUs’ OAM(s) that may not be used by DU’s cell yet?

· Question #2: in case one argues that legacy gNB-DUs’ OAM(s) does not have a preconfigured NCGI list, how can the legacy gNB-DU’s OAM know which NCGI to be assigned/configure to a new DU cell when IAB-donor-CU may dynamically assign any unused NCGI value to a mIAB-DU?

In a summary, IAB-donor-CU can only (re-)configure the NCGI after the coordination is performed among OAMs. It still requires coordination among OAMs, and add the complexity. There is no benefit to first perform OAM coordination then F1 configuration vs. existing OAM coordination and configuration. So it is preferred to use OAM to configure mobile IAB-DU, just like the legacy DU configuration. 

Proposal 2-1: RAN3 agree to use OAM to configure the NCGI for mobile IAB-DU. 

TAC/RANAC configuration
Last RAN3 meeting agreed
The IAB-DU’s TAC can have the same or a different value than the TAC of the mIAB-MT’s serving cell. 

This is actually the same as Rel-16/17. In Rel-16/17, IAB-DU’s TAC is configured by OAM. OAM can configure same or different TAC to the IAB-DU, based on the operator’s preference. There is no impact to RAN3 spec. 
For RANAC, it is same as legacy gNB-DU or Rel-16/17 IAB-DU that OAM configures RANAC.
Proposal 3-1: Same as Rel-16/17 IAB, mIAB-DU’s TAC is configured by OAM. It is up to operator to configure same or different TAC. 
Proposal 3-2: Same as legacy gNB-DU or Rel-16/17 IAB, mIAB-DU’s RANAC is configured by OAM. 

Mobile IAB indication in Xn HO
This issue was initially raised to support the admission control in target gNB. When target cell belongs to another mobile IAB cell, the HO of an mIAB-MT to that cell shall be rejected. 
RAN3#117 agreed:
The donor CU should know that the IAB node is “mobile”. 
Given this agreement, upon an incoming Handover Request containing the IAB-node indication, the donor CU is able to rule out mobile-IAB cells as handover target cells, thus adhering to the restriction that a mobile IAB node has no child nodes.
However, RAN3 should discuss whether it should be possible to avoid, or minimize, Handover Requests for IAB nodes indicating a mobile-IAB cell as target cell. This would require that by some mechanism the target donor informs the source donor about mobile-IAB cells under its control.
Currently, XnAP Handover Preparation Failure can indicate e.g. the following Cause values:
	Radio Network Layer cause
	Meaning

	…
	

	Handover Target not Allowed
	Handover to the indicated target cell is not allowed for the UE in question.

	…
	

	Target not Allowed
	Requested action towards the indicated target cell is not allowed for the UE in question.
In the current version of this specification applicable for Dual Connectivity only.



But neither of them seems sufficient for the source donor to conclude that the target cell is a mobile-IAB cell, thus not initiate the further handover preparation procedure to the same cell for another mobile IAB-MT.
Observation 4-1: The current Cause values in XnAP Handover Preparation Failure do not allow the source donor to conclude that the target cell requested in Handover Request is a mobile-IAB cell.
Possible solutions:
· Option 1: introduce a new cause value for target IAB-donor to inform source IAB-donor that handover is rejected since the target cell belongs to a mobile IAB. 
This cause value needs to be introduced in XnAP (for Xn-based HO of the IAB-MT), and in NGAP (for N2-based HO of the IAB-MT). 

· Option 2: introduce a new attribute to indicate a cell belongs to a mobile IAB. This attribute and the cell information is further exchanged during the Xn Setup procedure or Xn NG-RAN node Configuration Update procedure. 

Both Options should be further studied. Option 1 may seems simple. However, RAN3 do not mandate transmitter shall use a specific cause value. The handover preparation may be failed for multiple reasons. So Option 1 may not work. Option 2 may be more appropriate.

Proposal 4-1:	introduce a new attribute to indicate a cell belongs to a mobile IAB over Xn to avoid handover a mobile IAB-MT to a mobile-IAB cell as target cell.

Previous RAN3 meeting agreed the IAB-donor receives the Mobile IAB Authorized information from the CN over NGAP. During the handover of the IAB-MT, the target gNB also need to know the Mobile IAB authorized status. So it is proposed to include the Mobile IAB Authorized information in the XnAP HANDOVER REQUEST message, and corresponding NGAP HO message. 
Proposal 4-2:	Add Mobile IAB Authorized information in XnAP HANDOVER REQUEST message, and corresponding NGAP HO message.

Conclusions
In this contribution, we analyzed the configuration issue for mobile IAB-DU. Our proposals are:
Observation 1: OAM need to be aware of the IAB’s integration and migration, for Configuration Management, Performance Management (PM), Fault Management (FM), etc. 
Observation 2-1: a legacy DU (i.e. gNB-DU, Rel-16 IAB-DU, Rel-17 IAB-DU) are configured by OAM. The OAM configured parameters includes the FQDN/IP address of the SeGW and IAB-donor-CU, NCGI, TAI, and other DU parameters based on the location of the DU-Cell.
Observation 2-2: OAM based configuration still works for Rel-18 mobile IAB. Coordination among OAMs to avoid potential NCGI collision is same as legacy system including gNB-DU, Rel-16 IAB-DU and Rel-17 IAB-DU.
Observation 2-3: The IAB-donor-CU based NCGI (re-)configuration can affect the legacy or already deployed gNB-DUs and Rel-16/17 IABs, e.g. when the deployed gNB-DU or Rel-16/17 IAB add a new cell.
Observation 2-4: The IAB-donor-CU based NCGI (re-)configuration still requires coordination between the IAB-donor-CU’s OAM and gNB-DUs’ OAM to avoid NCGI collision.

Proposal 2-1: RAN3 agree to use OAM to configure the NCGI for mobile IAB-DU. 

Proposal 3-1: Same as Rel-16/17 IAB, mIAB-DU’s TAC is configured by OAM. It is up to operator to configure same or different TAC. 
Proposal 3-2: Same as legacy gNB-DU or Rel-16/17 IAB, mIAB-DU’s RANAC is configured by OAM. 

Observation 4-1: The current Cause values in XnAP Handover Preparation Failure do not allow the source donor to conclude that the target cell requested in Handover Request is a mobile-IAB cell.
Proposal 4-1:	introduce a new attribute to indicate a cell belongs to a mobile IAB over Xn to avoid handover a mobile IAB-MT to a mobile-IAB cell as target cell.
Proposal 4-2:	Add Mobile IAB Authorized information in XnAP HANDOVER REQUEST message, and corresponding NGAP HO message.
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