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Introduction
In this paper, we discuss PCI collision avoidance for mIAB-nodes, based on the following agreements and TBCs from previous meetings:
PCI Space Partitioning is performed by OAM and up to implementation.
As baseline, to avoid PCI collision, F1-terminating IAB-donor can reconfigure PCI for the cell of mobile IAB-DU via existing F1AP message.
PCI-change on the IAB-node can be supported via handover of connected UEs between cells using old and new PCI, respectively.
FFS for the PCI reconfiguration in case of IAB-donor and IAB-node with different OAMs. 
From RAN3 perspective, existing mechanism can be used for PCI collision detection in mobile IAB scenario. Further enhancement is FFS.
PCI collision can be detected by the F1-terminating IAB-donor of the mobile IAB-node. 
How to avoid PCI collision in the scenario with Xn between IAB-DU’s donor and IAB-MT’s donor.  
How to avoid PCI collision in the scenario without Xn between IAB-DU’s donor and IAB-MT’s donor if the scenario is supported. 
Whether PCI collision between mobile IAB cells can be predicted based on existing UE measurement report.

Discussion

We discuss the following issues:
· The definition of PCI collision.
· PCI collision prediction.
· PCI collision detection.
· PCI reconfiguration.

The definition of PCI collision
We believe that there is a misconception in RAN3, related to the definition of collision of PCI-dependent reference signals. Some companies seem to assume that collision of PCI-dependent reference signals (also referred to as the PCI collision) in the context of mIAB happens when an mIAB-node enters an area where the PCI is identical with the PCI configured at the mIAB-DU. However, interference due to a collision of PCI-dependent reference signals occurs when two RAN nodes transmit identical PSS and SSS reference sequences (i.e., identical PCIs) on identical physical layer resources. It can therefore be argued that interference scenarios due to PCI collisions are rather improbable events. 
Observation 1: Interference due to a PCI collision does not occur if two cells with the same PCI use different time or frequency resources for their synchronization blocks.
Avoiding PCI collisions can thus be ensured by using different SSB frequency configurations and/or different SSB transmission occasions.
Observation 2: PCI collisions can be avoided by using different frequency configurations and/or different transmission occasions for SSBs in different cells.

PCI collision prediction
Consider a network where a city is divided into network areas, and each area is under the control of a different CU. In this case, collision can be predicted by checking for PCI collision between the CU areas that the mIAB-node may traverse. In fact, the RAN3#117-bis-e agreement, stating that the F1-terminating donor can detect PCI collisions, is applicable for PCI collision prediction as well because the donors can exchange served cell information (and even neighbour cell information) that includes the PCI information for each cell. Hence, we conclude that PCI collision can be predicted by exchanging information about PCI ranges between different donors. 
Proposal 1: PCI collision can be predicted by sharing the information about configured PCIs between IAB-donors.
Even if all prerequisites for PCI collision are satisfied (identical PCIs, i.e., identical PSS and SSS reference sequences), the PCI collision between an mIAB-node and a stationary node occurs gradually as the mIAB-node moves into the coverage of the stationary node. In addition, due to the movement of the mIAB-node, this collision is only temporary.
Observation 3: Interference due to PCI collision occurs gradually as the mIAB-node approaches the area with the same PCI and with the same PSS and SSS reference sequences, as the ones configured at the mIAB-DU.
Based on the above, we conclude that no further enhancements for PCI collision prediction are needed.
Proposal 2: No further enhancements for PCI collision prediction in mIAB-node scenarios are needed.

PCI collision detection
At the RAN3#117-bis-e meeting it was agreed that “PCI collision can be detected by the F1-terminating IAB-donor of the mobile IAB-node.”. 
In previous discussions, some companies argued that the mIAB-node can detect PCI collisions. Nevertheless, we don’t think that this is always possible. The mIAB-MT part of the mIAB-node is the one that detects PCIs transmitted by the other IAB-DUs and does this through the detection of SSBs. However, the mIAB-MT is unable to detect PCI collisions if the SSBs of nearby RAN nodes and the SSBs of the co-located mIAB-DU are on identical time resources. The additional IAB-specific SSB transmission and measurement configurations from Rel-16 do not help, since it requires coordination of the configurations across nodes, which is generally not possible for moving nodes. Thus, mIAB-MTs seems to be less capable than donor CUs when it comes to detecting PCI collisions. 
Observation 4: PCI collision detection by the mIAB-MT node is not always possible.
RAN3#119-bis-e meeting notes suggest to further discuss:
· Whether PCI collision between mobile IAB cells can be predicted based on existing UE measurement report.
· How to avoid PCI collision in the scenario with Xn between IAB-DU’s donor and IAB-MT’s donor.  
We notice that the first FFS refers to a part of the Automatic Neighbour Relations framework, i.e., the part related to PCI collision detection with the help of UE measurements, which works as follows:
1) The network first configures the UE to measure certain PCIs – this should of course be the same PCI as the mIAB-DU’s, to detect the collision. Then the UE uses the UEinformationResponse RRC message to report to the CU the PCIs that it sees. Note that, at this stage, the UE is not yet required to execute radio measurements. 
2) In the second step, after the colliding PCI is detected, the network will ask the UE to obtain SIB information and the signal strength of the cell. 
Proposal 3: The mIAB-DU’s donor can detect PCI collision if a UE reports that it detected the same PCI outside its serving cell.
As argued above, the interference caused by the reference signal collision occurs gradually, meaning that, at the time of PCI collision detection by means of UE measurements, the interference is likely to be small when detected. Detecting weak interference due to PCI collision is de facto equivalent to PCI collision prediction. The more UEs are configured with such measurements, the earlier the PCI collision prediction. 
Based on the above, we conclude that the existing specifications provide sufficient support for PCI collision detection for mIAB-nodes.
Proposal 4: No further enhancements are needed for PCI collision detection for mIAB-nodes.

PCI reconfiguration
Allowing PCI reconfigurations without donor CU involvement may lead to many PCI changes across the network due to PCI collisions with nearby nodes which will then change their PCIs due to the collision and so on. This makes PCI planning for mIAB-nodes extremely complex for the operator. 
Consider the case that the mIAB-node detects a brief PCI collision and then reconfigures its PCI to a new PCI in a range pre-configured by the IAB-donor (or the OAM). This might cause PCI collisions with nearby mIAB-nodes, causing massive PCI updates. This is not a good solution, and it cannot coexist with the already standardized gNB-/CU-centric PCI optimizations, defined in clause 7.8 of TS 38.401.
Observation 5: Allowing the mIAB-node to reconfigure its PCI without donor involvement may cause massive PCI reconfigurations across the network, and it is incompatible with existing standardized solutions, which are gNB-/CU-centric. 
[bookmark: _Hlk117966331]Proposal 5: The decision to perform PCI reconfiguration can only be taken by the network and not by the mIAB-node.
RAN3 has already agreed that, to change a PCI broadcasted by an IAB-DU cell, the UE can be handed over to a new cell with a new PCI. The corresponding RAN3#117-bis-e agreement states: PCI-change on the IAB-node can be supported via handover of connected UEs between cells using old and new PCI, respectively.”.
An open question captured in the RAN3#117-bis-e meeting notes is “FFS for the PCI reconfiguration in case of IAB-donor and IAB-node with different OAMs.” This is question out of RAN3 scope. At present, this scenario is not different from the case where the IAB-donor and IAB-node are under the same OAM. Namely, the current specifications allow for the CU to update the PCI on the DU, regardless of whether they connect to the same OAM. In fact, in our standardization work, it is always assumed that the DU and CU can be connected to different OAMs. 
[bookmark: _Hlk117966363]Proposal 6: PCI reconfiguration for the scenario where the IAB-donor and the mIAB-node connect to different OAMs is out of RAN3 scope.

Way forward
Based on the discussion above, we propose to freeze the AI 13.4 until the mIAB-node partial migration procedure in the absence of XnAP between mIAB-DU’s and mIAB-MT’s donor has been specified.
Proposal 7: “Grey out” the AI 13.4 and re-open it only after the mIAB-node partial migration procedure in the absence of XnAP between mIAB-DU’s and mIAB-MT’s donor has been specified.

Conclusion
This paper discusses PCI collision mitigation for mIAB-nodes. The following is observed and proposed:
Observation 1: Interference due to a PCI collision does not occur if two cells with the same PCI use different time or frequency resources for their synchronization blocks.
Observation 2: PCI collisions can be avoided by using different frequency configurations and/or different transmission occasions for SSBs.
Proposal 1: PCI collision can be predicted by sharing the information about configured PCIs between IAB-donors.
Observation 3: Interference due to PCI collision occurs gradually as the mIAB-node approaches the area with the same PCI and with the same PSS and SSS reference sequences, as the ones configured at the mIAB-DU.
Proposal 2: No further enhancements for PCI collision prediction in mIAB-node scenarios are needed.
Observation 4: PCI collision detection by the mIAB-MT node is not always possible.
Proposal 3: The mIAB-DU’s donor can detect PCI collision if a UE reports that it detected the same PCI outside its serving cell.
Proposal 4: No further enhancements are needed for PCI collision detection for mIAB-nodes.
Observation 5: Allowing the mIAB-node to reconfigure its PCI without donor involvement may cause massive PCI reconfigurations across the network, and it is incompatible with existing standardized solutions, which are gNB-/CU-centric. 
Proposal 5: The decision to perform PCI reconfiguration can only be taken by the network and not by the mIAB-node.
Proposal 6: PCI reconfiguration for the scenario where the IAB-donor and the mIAB-node connect to different OAMs is out of RAN3 scope.
Proposal 7: “Grey out” the AI 13.4 and re-activate it only after the mIAB-node partial migration procedure in the absence of XnAP between mIAB-DU’s and mIAB-MT’s donor has been specified.
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