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	Reason for change:
	At RAN3 114bis meeting, it was agreed to add the Security Indication IE in the PDU Session Resource Modification Info - SN terminated IE in the SN modification request message, and add the Security Result IE in the PDU Session Resource Modification Response Info - SN terminated IE in the SN modification request acknowledge message so that the MN can send the updated security indication to the SN and receive the corresponding result from SN.
In case of split PDU session, the MN shall determine the UP security policy as specified in the clause 6.10.4 of TS 33.501. However, if the updated security policy received by the MN is “preferred” and if the MN forwards the “preferred” security policy to the SN, the MN is not able to notify the SN whether this updated security policy is applied or not and therefore the SN cannot follow the MN decision.
Therefore, it is necessary to clarify how to treat this situation.
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	Introduce clarification to specify that the MN keeps the original security policy when the security policy received from the SMF by the target MN for an inter-MN handover with DC for a split PDU session is updated to “preferred”.
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This procedure is used to enable an M-NG-RAN node to request an S-NG-RAN node to either modify the UE context at the S-NG-RAN node or to query the current SCG configuration for supporting delta signalling in M-NG-RAN node initiated S-NG-RAN node change, or to provide the S-RLF-related information to the S-NG-RAN node.
The procedure uses UE-associated signalling.
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Figure 8.3.3.2-1: M-NG-RAN node initiated S-NG-RAN node Modification Preparation, successful operation
The M-NG-RAN node initiates the procedure by sending the S-NODE MODIFICATION REQUEST message to the S-NG-RAN node.
When the M-NG-RAN node sends the S-NODE MODIFICATION REQUEST message, it shall start the timer TXnDCprep.
-------- skip unchanged part ----------
Interaction with the Xn-U Address Indication procedure
For QoS flow mapped to DRBs configured with an SN terminated bearer option and removed from the SDAP in the S-NG-RAN node the S-NG-RAN node may provides data forwarding related information in the S-NODE MODIFICATION REQUEST ACKNOWLEDGE within the Data Forwarding and offloading Info from source NG-RAN node IE, in which case the M-NG-RAN node may decide to provide data forwarding addresses to the S-NG-RAN node and trigger the Xn-U Address Indication procedure as specified in TS 37.340 [8].
For QoS flow offloading from the S-NG-RAN node to the M-NG-RAN, the S-NG-RAN node may provide the data forwarding related information in the S-NODE MODIFICATION REQUEST ACKNOWLEDGE within the Data Forwarding and offloading Info from source NG-RAN node IE, in which case the M-NG-RAN node may decide to provide data forwarding addresses to the S-NG-RAN node and trigger the Xn-U Address Indication procedure as specified in TS 37.340 [8].
Interactions with the S-NG-RAN node initiated S-NG-RAN node Modification:
If the SN triggered IE set to "TRUE" is included in the S-NODE MODIFICATION REQUEST message, the S-NG-RAN node shall consider that the procedure has been initiated in response to the previously initiated S-NG-RAN node initiated S-NG-RAN node Modification procedure.
Interaction with the Path Switch Request procedure as specified in TS 38.413 [5]:
For a split PDU session, if the Integrity Protection Indication IE and/or the Confidentiality Protection Indication IE included in the PATH SWITCH REQUEST ACKNOWLEDGE message is set to "preferred", the M-NG-RAN node may keep the current UP integrity protection and ciphering policy.
-----------------------------------------------------End of the change-------------------------------------------------------
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