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Figure 8.3.1.2-1: Initial Context Setup procedure. Successful operation.
** Unchanged text skipped **
Upon receipt of the INITIAL CONTEXT SETUP REQUEST message, the eNB shall
-	attempt to execute the requested E-RAB configuration.
-	store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.
-	pass the value contained in the E-RAB ID IE and the NAS-PDU IE received for the E-RAB for each established Data radio bearer to the radio interface protocol. The eNB shall not send the NAS PDUs associated to the failed Data radio bearers to the UE.
-	store the received Handover Restriction List in the UE context.
-	store the received UE Radio Capability in the UE context.
-	store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in TS 36.300 [14].
-	if supported, store the received Additional RRM Policy Index IE in the UE context and use it as defined in TS 36.300 [14].
-	store the received SRVCC Operation Possible in the UE context and use it as defined in TS 23.216 [9].
-	store the received UE Security Capabilities in the UE context.
-	store the received Security Key in the UE context, take it into use and associate it with the initial value of NCC as defined in TS 33.401 [15].
-	store the received CSG Membership Status, if supported, in the UE context.
-	store the received Management Based MDT Allowed information, if supported, in the UE context.
-	store the received Management Based MDT PLMN List information, if supported, in the UE context.
 -	store the received ProSe Authorization information, if supported, in the UE context.
-	store the received V2X Services Authorization information, if supported, in the UE context.
-	store the received UE Sidelink Aggregate Maximum Bit Rate, if supported, in the UE context, and use it for the concerned UE’s sidelink communication in network scheduled mode for V2X services.
-	store the received IAB Authorization Information, if supported, in the UE context, and use it accordingly for the IAB-MT.
-	store the received NR V2X Services Authorization information, if supported, in the UE context.
-	store the received NR UE Sidelink Aggregate Maximum Bit Rate, if supported, in the UE context, and use it for the concerned UE’s sidelink communication in network scheduled mode for NR V2X services.
-	store the received PC5 QoS Parameters, if supported, in the UE context, and use it for the concerned UE’s NR sidelink communication as specified in TS 23.285 [49].
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8.3.4	UE Context Modification
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Figure 8.3.4.2-1: UE Context Modification procedure. Successful operation.
** Unchanged text skipped **

Upon receipt of the UE CONTEXT MODIFICATION REQUEST message, the eNB shall
-	store the received Security Key IE, take it into use and associate it with the initial value of NCC as defined in TS 33.401 [15]
-	store the UE Security Capabilities IE and take them into use together with the received keys according to TS 33.401 [15].
-	if supported, store the NR UE Security Capabilities IE and use it as defined in TS 33.401 [15]
-	store the Subscriber Profile ID for RAT/Frequency priority IE and use it as defined in TS 36.300 [14].
-	if supported, store the Additional RRM Policy Index IE and use it as defined in TS 36.300 [14].
-	store the received IAB Authorized IE, if supported, in the UE context. If the IAB Authorized IE is set to "not authorized" for an IAB-MT, the eNB shall, if supported, initiate actions to ensure that the IAB node will not serve any UE(s).
If the UE Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message the eNB shall:
-	replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context;
-	use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.


<<<<<<<<<<<<<<<<<<<< End of Changes >>>>>>>>>>>>>>>>>>>>
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