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1 Introduction

CB: # 22_IABAuthorization

- CRs are agreeable?

- Whether RAN3 can agree both options and LS to SA2?

(Nok - moderator)

Summary of offline disc R3-230874
The deadline for the discussion is Thursday, March 2nd, 23:59:59 UTC. 

2 For the Chair’s Notes

Propose to capture the following Agreement:

· agree the updated NGAP/S1AP CRs in R3-230943/ R3-230944/ R3-230945/ R3-230946

· Agree LS to SA2 (CC CT1) in R3-230950. 

3 Discussion 

TS23.501 specifies:

The following aspects are enhanced to support the IAB operation:

…

- UE Context setup/modification procedure is enhanced to provide IAB authorized indication to NG-RAN.
Per TS23.501, the CRs ([1]

 REF _Ref128610185 \r \h [2]

 REF _Ref128610189 \r \h [3]

 REF _Ref128610191 \r \h [4]) are proposed to clarify the RAN node behavior when the RAN node receives the UE CONTEXT MODIFICATION REQUEST message includes the IAB Authorized IE set to “not authorized”.  

During the online session, there is one comment to capture the two options as described in R3-230088 (copied as below)

During IAB’s normal operation, the IAB’s authorization can be changed from “authorized” to “not authorized”. Up to operator and AMF, there are two options. 

· Option 1: AMF de-register the IAB-MT

· Option 2: AMF initiate UE Context Modification procedure to stop IAB operation, but IAB-MT is still registered.

To address the online comments, Moderator propose to agree the CRs and capture following in the MCC minutes (no need to send LS to SA2):

The agreed RAN3 CRs do not preclude AMF take other action when the IAB’s authorization is changed from “authorized” to “not authorized”, e.g. AMF de-register the IAB-MT. It is up to AMF’s implementation to take a specific action, e.g. initiate UE Context Modification procedure, or de-register the IAB-MT. 

Q1: Please share your view on whether the CRs ([1]

 REF _Ref128610185 \r \h  \* MERGEFORMAT [2]

 REF _Ref128610189 \r \h  \* MERGEFORMAT [3]

 REF _Ref128610191 \r \h  \* MERGEFORMAT [4]) are agreeable

	Company
	Comment

	Nokia
	Yes. The CRs are agreeable. 

	CATT
	Agree. These CRs are focus on option 2 which aims to align with SA2 specification and there is no further RAN3’s impact for option 1. If companies think option 1 needs some clarification in SA2’s specification, it based on contribution driven in SA2. 

	Huawei
	 If option 2 is adopted by the CN, the CRs are agreeable. However, we find another case which also worth to be addressed, i.e. if the IAB authorization is “not authorized” during the IAB integration procedure. There also two options, option A is the CN directly reject the registration of the IAB-MT, and option B is the AMF send INITIAL CONTEXT SETUP REQUEST message to the IAB-donor and carry the value “not authorized” for the IAB Authorized IE. In our view, the option 2 may also requires some modification to the Initial Context Setup procedure. e.g. if the value of IAB Authorized IE is “not authorized” in the INITIAL CONTEXT SETUP REQUEST message, the IAB donor should not permit the IAB-DU co-located with the IAB-MT serve any UE. We add a new question for this case.

	Ericsson
	Yes

	Nokia-2
	For HW comments, Option 2 is already supported in TS23.501 (copied as below). 

- UE Context setup/modification procedure is enhanced to provide IAB authorized indication to NG-RAN.
So let’s stop the debate on Option 2. 

For comments on INITIAL CONTEXT SETUP REQUEST message, a possible change can be:

Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall
…

-
if supported, store the received IAB Authorization information in the UE context, and use it accordingly for the IAB-MT;

If this agreeable, I can update the CRs to include it. 

	Huawei-2
	Even if the AMF allow the IAB-MT still registered when it is not authorized for IAB operation (option 2), we still need to discuss how will the NG-RAN node handle this IAB-node? For example, there maybe two options: 

Option a): NG-RAN node releases the IAB-MT, and the F1 connection with the IAB-DU.

Option b): NG-RAN node allows the IAB-MT in RRC_CONNECTED state, just release the F1 connection with the IAB-DU.

The CRs adding “If the IAB Authorized IE is set to "not authorized" for an IAB-MT, the NG-RAN node shall, if supported, initiate actions to ensure that the IAB node will not serve the UE(s)” is a general description but is a bit confusing for me, because “the UE(s)” may be wrongly interpreted as the UE for who the UE context setup/modification procedure was triggered. Another possible general description maybe “initiate actions to disable the IAB operation for the IAB-node”. Not sure we should use more detailed description on the option a) or b) instead, if we can converge on the RAN-node operation.

For the correction to the Initial Context Setup procedure, my suggestion is better to use similar sentence as for the UE Context Modification procedure, when we can converge on the wording.


	Nokia-3
	Regarding to HW comments, this may be further implementation choice, as long as the IAB operation is stopped. For example, IAB-donor can initiate F1 removal, or deactivate the IAB-DU’s cell. I would think the text should be general. 
For initial context setup procedure, there is no UE connect with the IAB yet. The IAB Authorized information is only used later, e.g. not assign IP address to IAB-MT. This is why I use a general text “and use it accordingly for the IAB-MT”

	Samsung
	Yes

	ZTE
	Fine with the CRs to clarify the behavior as it’s already supported in the signaling. On HW’s comments, we prefer to have general description as nokia commented. 

	
	


Q2: Please share your view on whether capture following in MCC minutes

The agreed RAN3 CRs do not preclude AMF take other action when the IAB’s authorization is changed from “authorized” to “not authorized”, e.g. AMF de-register the IAB-MT. It is up to AMF’s implementation to take a specific action, e.g. initiate UE Context Modification procedure, or de-register the IAB-MT. 

	Company
	Comment

	Nokia
	Ok to capture above text in MCC minutes.

	CATT
	Fine

	Huawei
	Not enough to just minutes that, we prefer an agreement, and, the LS is very important. If we agree both options, why not notify SA2 and trigger them to capture the procedure for not authorized case more clearly? What is the harm to send such LS to SA2?

	Ericsson
	OK to capture

	Samsung
	OK to capture it

	ZTE
	OK 

	
	

	
	

	
	

	
	


Q3: Do you agree the following options for the case that IAB node is not authorized during the IAB node integration?  
Option A: AMF reject the registration of the IAB-MT directly.

Option B: AMF accept the registration of the IAB-MT, but the IAB operation is not allowed.
	Company
	Comment

	Huawei
	Prefer option A, but can agree both options, and which options is selected should be up to operator and AMF.

If option B is allowed, the Initial UE context setup procedure should be modified to capture the case “not authorized”. And the CRs should be updated.

	Ericsson
	Only B is in RAN3 scope, we can let SA2 discuss A.

	Nokia-2
	Both Options are possible. RAN3 cannot mandate AMF behavior, especially this is an implementation choice. 

As we commented on Q1, option B is already supported in TS23.501 Rel-16/17. Please also note SA2 Rel-18 mIAB still keep this principle that mIAB-MT is registered but not authorized for mIAB operation. (refer to SA2 agreed Rel-18 CR S2-2301831.zip. please ignore those mIAB aspects that are not directly related to our R16 case, but just to let you know that SA2 did not change Rel-16 principle that a not-authorized IAB-MT can still be registered. )


	Samsung
	Same view with Ericsson

	ZTE
	It’s the same issue as discussed above. 

	
	

	
	

	
	

	
	

	
	


Q4: Do you agree that RAN3 to inform SA2 the following?

RAN3 discussed and agreed the RAN node behavior when it receives the IAB Authoried IE with the value set to “not authorized”. 

· In case the RAN node receives it in the INITIAL CONTEXT SETUP REQUEST message, the RAN node shall, if supported, store it in the UE context and use it accordingly
. 
· In case the RAN node receives it in the UE CONTEXT MODIFICATION REQUEST message, the RAN node shall, if supported, initiate actions to ensure that the IAB node will not serve the UE(s). 

RAN3 also assumes that AMF may choose another option to reject the IAB-MT’s registration or deregister the IAB-MT, and not initiate the Initial Context Setup procedure or UE Context Modification procedure, when the IAB’s authorization is “not authorized”, and this option have no impact to RAN3. 
RAN3 would like to ask SA2 to consider RAN3 agreements and update the related specifications is needed. 





· 
	Company
	Comment

	Huawei
	Agree. The LS is important, such part is missing since Rel-16, we should inform SA2 and trigger them to check whether to capture anything in their specification, rather than just pretend there is nothing missing. 

	Ericsson
	Perhaps we can introduce this from Rel-18? Anyway, OK to liaise SA2, but we need to check on the wording. Huawei proposal above does not state any action to SA2. 

	Nokia-2
	Ok. Please consider above update. 

	Huawei-2
	We provide revision based on Nokia’s version. 
And we have sympathy on Ericsson’s comments, may be the authorization change only applicable for the mobile IAB? If so, the CRs only need to handle the case that the IAB authorized is “not authorized” in the Initial Context Setup procedure.

	Nokia-3
	This is already in SA2 spec from Rel-16. It is not related to mobile IAB. So Rel-16/17 CRs are needed. 

	Samsung 
	Fine to have an LS to SA2 to clarify AMF behavior for an “not authorized” IAB

	ZTE
	Ok to have the LS if majority think it’s really needed. But we are not sure whether SA2 needs to take any action on this. Let’s leave it to SA2. Besides, we need to CC CT1 as well since CT1 defines the NAS signaling, which would be involved to this issue. 

	
	

	
	

	
	


Summary:

· Companies are ok to agree the CRs with update on Initial UE context Setup procedure, and small re-wording on UE Context Modification procedure. 
· Companies are ok to send LS to SA2.

Suggest following proposal:

Proposal 

· agree the updated NGAP/S1AP CRs in R3-230943/ R3-230944/ R3-230945/ R3-230946, with following update to original CRs ([1]

 REF _Ref128610185 \r \h  \* MERGEFORMAT [2]

 REF _Ref128610189 \r \h  \* MERGEFORMAT [3]

 REF _Ref128610191 \r \h  \* MERGEFORMAT [4])
· Changes for Initial UE context setup procedure 

-
if supported, store the received IAB Authorization information in the UE context, and use it accordingly for the IAB-MT;

· Changes for UE context modification procedure

-
if supported, store the received IAB Authorization information in the UE context. If the IAB Authorized IE is set to "not authorized" for an IAB-MT, the NG-RAN node shall, if supported, initiate actions to ensure that the IAB node will not serve theany UE(s).
· Agree LS to SA2 (CC CT1) in R3-230950. The draft LS “draft R3-230950 Draft LS on IAB Authorization” will be updated to

· add “CC CT1”.

· Change work item from “NR_IAB” to “NR_IAB-Core”

4 Conclusion, Recommendations
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