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1. Overall Description:
RAN3 thanks SA3's answers on RAN3's question on Q1b:
To SA3 Q1b: Does SA3 believe that the NCR needs to be securely validated? Any security issue for configuring locally stored information in the gNB in Solution 1?
Answer to RAN3: 
For the 1st question in Q1b, SA3 is not clear about what does "validation" mean. 
For the 2nd question in Q1b, SA3 cannot provide answers before the security validation related steps in solution1 are clarified. In addition, the feasibility of such additional steps and what kind of information is stored in RAN are also unclear. Further clarification is expected.  

Regarding the meaning of "validation" in Q1b, RAN3 would like to clarify as follows:
As described in the WID [RP-222673], after NCR devices are initially deployed to extend coverage and fill up coverage holes, an operator may need further calibration/adjustment of those deployed NCR devices for best results. This could be achieved through e.g. controlling side control information for NCR-FWD functionality or moving the connected NCR devices around the area of interest, etc., but those “validation” efforts would be performed in RAN-level, and it is important for an operator to identify which NCR device (among deployed) is connected to which cell. 
In order to “identify” which NCR-MT is connected, there should be some mechanism in RAN, and RAN3 believes that such mechanism should be securely protected because the wrong identification of NCR-MTs connected could jeopardize those validation efforts that are required to make NCR deployment successful for its intended purposes. Securely identifying which NCR-MT is connected after AS security is activated may require RAN to store some identification information that has been pre-configured in each NCR-MT and their exchange over Uu interface. RAN3 would like to get consultation from SA3 whether there would be any security issue on this aspect.

2. Actions:
To SA3 group.
ACTION: 	RAN3 respectfully asks SA3 to provide answers accordingly.

3. Date of Next RAN WG3 Meetings:
RAN3 Meeting #119bis-e  	April 17 – 26, 2023						Electronic
RAN3 Meeting #120		May 22 – 26, 2023 					Incheon, South Korea
