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1 Introduction

A previous LS from RAN2 [1], asked about any possible latency constraints on the UE location verification procedure for NTN, and whether the verification could be run independently from the targeted services (e.g. in parallel), to prevent any setup delay. RAN3 was in cc with no action needed, so the LS was noted at the last RAN3 meeting.
Now both SA1 and SA2 are providing replies [2]
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[3] to questions from that LS. In particular, both WGs state that it is possible to run network verification of UE location in parallel to other services for the UE. SA2 states that “location verification is started after an initiating NAS procedure has been completed and would then run in parallel with any other UE related activity” [2], and that there seem to be no constraints in 5GC that might hinder or delay the location verification once started.
However, both SA1 and SA2 seem to have missed a RAN3-specific aspect: when the UE attaches to the network for the first time, location verification is needed for NNSF to select the appropriate 5GC node. If strict enforcement of UE location verification is configured, without the verification result, no service can be provided to the UE. So, the replies from SA1 and SA2 are only valid after the initial connection setup phase.

A related contribution has also been submitted to RAN2 [6].

2 Discussion
Network-verified UE location has been studied by RAN and is documented in [4]. It is recommended to “assume the UE is attached to a network (so that its context has been set up in the network) for the purpose of positioning”. [4] The rationale for this recommendation is that without a UE context set up in both NG-RAN and 5GC it is not possible to run the required LCS procedures [5] for location verification.
This is especially true when the UE first attaches to the network and there is no trusted prior knowledge of its location. The NG-RAN node then must rely on the verified UE location in order for NNSF to select the appropriate core network node. As described in [4], this is needed to comply with the necessary regulatory requirements (for provisioning of e.g. emergency services, PWS, and Lawful Interception).
Observation 1: During network verification of UE location, the UE attachment is solely for the purpose of positioning; this is especially true when the UE first attaches to the network and there is no trusted prior knowledge of its location.

If the AMF is configured for this functionality, it triggers UE location verification in order to be sure that the selected CN is the appropriate one for the UE. Once the UE location has been verified and the appropriate core network nodes have been selected, services can be provided.
Observation 2: At initial network attach by the UE, if the AMF triggers UE location verification, no services can be provided to the NTN UE until its location has been verified.
In addition, the network may trigger location verification at any later stage, according to operator policy, at which point the UE may be already running some services. In this case, the necessary LCS procedures may indeed run in parallel to the ongoing services to the UE, and SA1/SA2’s statements are correct.
Observation 3: If network verification of UE location is triggered at a later stage, the necessary LCS procedures may indeed run in parallel to the ongoing services to the UE.

We propose to clarify the above points in a reply LS so that the concerned WGs have a “complete picture” of the situation. Even though no action was required from RAN3, we believe this is an important clarification to make.
Proposal 1: Clarify the above points in a reply LS to the concerned WGs (see Annex).

3 Conclusions and Proposals
Our observations and proposals are summarized below.
Observation 1: During network verification of UE location, the UE attachment is solely for the purpose of positioning; this is especially true when the UE first attaches to the network and there is no trusted prior knowledge of its location.

Observation 2: At initial network attach by the UE, if the AMF triggers UE location verification, no services can be provided to the NTN UE until its location has been verified.
Observation 3: If network verification of UE location is triggered at a later stage, the necessary LCS procedures may indeed run in parallel to the ongoing services to the UE.

Proposal 1: Clarify the above points in a reply LS to the concerned WGs (see Annex).
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1. Overall Description:

RAN3 has discussed the issue of UE location verification by the network, in particular the replies from SA2 (and SA1) to Q2 from RAN2: “Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?”

Reply from SA1: “Yes”

Reply from SA2: “Location verification is started after an initiating NAS procedure has been completed and would then run in parallel with any other UE related activity. SA2 is not aware of any constraint at a 5GC level that might impede or delay the location verification once started.”

RAN3 would like to point out the following.

According to TR 38.882, “the UE is attached to a network (so that its context has been set up in the network) for the purpose of positioning.” When the UE first attaches to the network, its location is necessary for the NNSF (NAS Node Selection Function) in the NG-RAN node to select core network node. If the AMF triggers UE location verification, no services can be provided to the UE until its location has been verified.

If UE location verification is triggered by the AMF at any later stage, then the necessary positioning procedures may indeed run in parallel with any ongoing services to the UE.
2. Actions:

To SA2, RAN2, SA1 group.

ACTION: 
RAN3 asks SA2, RAN2, SA1 to take the above into account.
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