
[bookmark: page1]3GPP TSG-RAN WG3 #119																			R3-230179
27th Feb – 3rd Mar 2023
Athens, Greece

Source:	Nokia, Nokia Shanghai Bell
Title:	Discussion on Identification and authorization of Network Controlled Repeater
Agenda item:	22.2
Document for:	Approval
1. Introduction
Last RAN3 meeting agreed following:
RAN3#118:
Exclude the solution 2.
OAM-NCR connectivity can be provided via PDU session.
gNB-DU needs to know the authorization status of NCR.
Take Solution 3 as the basis for NCR management. FFS on any additional aspects.
The NCR may be configured with a list of allowed and/or forbidden cells.
Discussion on further stage 2 related aspects agreed by RAN1.
Whether the needs for gNB-CU or gNB-DU to configure which cell(s) can be used for NCR device accessing.
Work on stage2 and stage3 CRs 
In this contribution we focus on the impact to RAN3, and the remaining open issues. 
2. Discussion
“Validation”
For Validation, there is no clear definition on the meaning for “validation”. It seems the main requirement is to “support a NCR only connect with allowed gNB cell.” The majority companies prefer NCR may be configured with a list of allowed and/or forbidden gNB cells.
In this solution, Operator/OAM configure a list of allowed/forbidden cells in the NCR. This is similar to LTE RN. The allowed/forbidden cell is uniquely identified by the NR CGI or NR Cell Identity. When the operator plan to deploy a NCR, the operator know the environment, e.g. the neighboring cell, the allowed cell, the forbidden cell, etc. So the operator can configure the NCR in advance. 
There is another proposal that gNB may be configured with a list of allowed/forbidden NCRs. This is impractical. The gNB need to have a unique ID for NCR, and NCR need to provide this unique ID to the gNB during its RRC setup. Current RRCSetupRequest message can include a 5G-S-TMSI or a random number. The UE only have a 5G-S-TMSI after it is registered. In case it is the 1st time that NCR power up, the NCR does not have 5G-S-TMSI. In addition, the 5G-S-TMSI is dynamically assigned by the AMF. Current AMF does not allow to pre-allocate 5G-S-TMSI to be used for NCR. Even an AMF can do it, OAM server does not know it. Without a unique UE ID for NCR, it is not possible to configure the gNB with a list of allowed/forbidden NCR. 
Observation 1: without a unique UE ID over the air interface, it is not possible to configure the gNB with a list of allowed/forbidden NCR.
One may argue that CN provide this UE ID to the gNB, then gNB perform a check. However, there is no unique UE ID over NGAP can be used for this purpose. The UE NGAP ID is dynamically assigned and have similar issue discussed above for 5G-S-TMSI. So it is impossible to use CN provided UE ID. 
It is easier to configure a list of allowed and/or forbidden cells in the NCR, since it does not have Stage-3 impact to RAN2/RAN3 and similar solution have already used/verified in LTE RN. So we propose to agree this solution. 
Proposal 1: NCR may be configured with a list of allowed and/or forbidden gNB cells.
Proposal 2: No need to configure a list of allowed/forbidden NCRs in the gNB.

Impact to CU-DU Split
· Does gNB-DU need to know a UE is authorized for NCR?
The gNB-DU need to generate the NCR-related RRC configuration information and send the side control information only for the authorized NCR-MT. So the gNB-DU need to know whether a UE is authorized for NCR. 
When the gNB-CU initiate the F1AP UE Context Setup procedure towards the gNB-DU, there are two options for how gNB-DU know whether a UE is authorized for NCR:
· Option a: gNB-DU know it via a new/explicit NCR Authorized IE in the F1AP message. 
· Option b: gNB-DU implicitly know it via existing CU-to-DU RRC information 

In Option b, it is unclear which IE can be used by the gNB-DU to implicitly know a UE is NCR authorized. It is prefer to use an explicit IE (Option a). 
 
Proposal 3: gNB-DU know a UE (i.e. NCR-MT) is NCR authorized based on an explicit NCR Authorized IE over F1AP.

· NCR Barred
RAN2 agreed “Introduce an NCR-support indication in SIB1”. Similar to IAB that a gNB-CU can control whether a cell is IAB barred, gNB-CU should also be able to control whether a cell is NCR barred. F1AP gNB-CU Configuration Update procedure need to be enhanced. 
Proposal 4: enhance F1AP gNB-CU Configuration Update procedure to allow gNB-CU to configure a cell to be NCR barred. 

OAM
Last RAN3 meeting agreed OAM-NCR connectivity can be provided via PDU session. This only have Stage-2 impact and need to be captured in the specification. 

NCR integration procedure
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[bookmark: OLE_LINK14]Figure 8.x.y-1: The integration procedure for NCR-node
Phase 1: NCR-MT setup. In this phase, the NCR-MT of the new NCR-node connects to the network in the same way as a UE, by performing RRC connection setup procedure with gNB-CU, authentication with the core network, and OAM connectivity establishment that can be supported by using the NCR-MT’s PDU session. The NCR-MT selects a cell for access based on NCR support indication in SIB1, and includes the NCR indication in RRCSetupComplete message to assist the gNB to select an AMF supporting NCR. Upon receiving the NCR authorization information from 5GC, the gNB-CU provides the authorization information to the gNB-DU.
NOTE 1: The OAM server may configure the NCR-node with a list of allowed gNB cell(s) that the NCR-MT is allowed to connect with, and/or a list of forbidden gNB cell(s) that the NCR-MT is not allowed to connect with.
NOTE 2: The signalling flow for UE initial access procedure as shown in Figure 8.1-1/Figure 8.9.1-1 is used for the setup of the NCR-MT.
Phase 2: The gNB-CU may configure the NCR node via the RRC. 
Editor’s NOTE: The information to be configured via RRC pends on RAN2. 
Phase 3: After the NCR is configured, the NCR-node can start serving the UEs.
Depends on the potential impact to F1, this procedure may be added in TS38.300 or TS38.401. 

Proposal 5: RAN3 agree the above procedure for NCR integration procedure. 
The draft Stage-2 TP can be found at ([6]).
4. Conclusion
Following are the proposals for NCR authorization:
Proposal 1: NCR may be configured with a list of allowed and/or forbidden gNB cells.
Proposal 2: No need to configure a list of allowed/forbidden NCRs in the gNB.
Proposal 3: gNB-DU know a UE (i.e. NCR-MT) is NCR authorized based on an explicit NCR Authorized IE over F1AP.
Proposal 4: enhance F1AP gNB-CU Configuration Update procedure to allow gNB-CU to configure a cell to be NCR barred. 
Proposal 5: RAN3 agree the above procedure for NCR integration procedure. 
The draft Stage-2 TP can be found at ([6]).
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