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1. Introduction
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]The following four potential NCR management solutions in TR 38.867 [1] have been discussed since the SI phase. 
· Solution 1: The NCR firstly accesses to RAN and CN as a normal UE, NCR dedicated slice is deployed to enable NCR authorization, and afterwards the NCR validation is used to check the validity of NCR which is done at RAN side.
· Solution 2: The NCR is identified at RAN side and the authorization/validation are performed by local RAN OAM. CN is absent in this solution.
· Solution 3: NCR identification is done at RAN side, and NCR authorization is done at CN side, similar to the handling of IAB-MT.
· Solution 4: NCR authorization is performed at CN side, and the NCR is identified in the authorization process, e.g., based on the UE subscription. The NCR authorization information is sent from the AMF to the gNB.
In the last meeting, RAN3 achieved the following agreements for NCR management [2]:
	[bookmark: _Hlk124697445]Exclude the solution 2.
Take Solution 3 as the basis for NCR management. FFS on any additional aspects.


On the other hand, as concluded in last meeting, the following aspects may be regarded as issues in RAN3 with contribution driven:
· How does the gNB-DU know the authorization status of the NCR?
· Whether the needs for gNB-CU or gNB-DU to configure which cell(s) can be used for NCR device accessing, e.g., due to overload?
In this contribution, we will further discuss the F1AP impact, NGAP impact and call flows for solution 3, and give the corresponding TPs. We also give our views on the remaining issues for the NCR management solutions.
2. Discussion
2.1 F1AP impact for solution 3
1) 	How does the gNB-DU know the authorization status of the NCR?
It was agreed in RAN3 117b e-meeting that “The NCR authorization indicator is provided from AMF to gNB explicitly over the NG interface”, and it was also agreed in the last meeting that “gNB-DU needs to know the authorization status of NCR”. Based on these two agreements, it is natural that the gNB-CU acquires the NCR authorization status firstly from AMF, and then informs that to the gNB-DU.
Observation 1: Once NCR is authorized, the gNB-CU informs the gNB-DU about NCR authorization. 
2) Whether the needs for gNB-CU or gNB-DU to configure which cell(s) can be used for NCR device accessing, e.g., due to overload?
For the NCR support indication, RAN2 has the following agreement [3]:
	· Introduce an NCR-support indication in SIB1 per PLMN; whether it is also per NPN is FFS.


Observation 2: RAN2 has introduced an NCR-support indication in SIB1.
It was agreed in RAN3 117bis e-meeting that “gNB-CU knows whether the connected gNB-DU supports NCR based on OAM configuration”. With that, the gNB-CU also needs to indicate to the gNB-DU about whether a cell of the DU allows NCR access or not, to assist the gNB-DU to provide NCR-support indication over SIB1. Considering the cells to be barred for UEs and IABs are both indicated in the F1AP: GNB-CU CONFIGURATION UPDATE message, we prefer to also introduce a per cell configured “Network Controlled Repeater Barred” in this F1AP message, to let the NCR capable gNB-DU make decision on whether to send NCR-support indication over SIB1.
Observation 3: Similar to IAB, the gNB-CU needs to indicate the “Network Controlled Repeater Barred” to the gNB-DU about whether a cell of the DU allows NCR access or not.
As mentioned in above, we prefer the gNB-CU configures the cells under the NCR capable gNB-DU whether to allow the NCR accessing by F1AP, e.g., by the GNB-CU CONFIGURATION UPDATE message. The gNB-CU can make modifications by re-sending the F1AP message, e.g., due to overload at the gNB-CU side. In case the gNB-CU does not indicate “Network Controlled Repeater Barred” to the gNB-DU for a cell, it is up to the gNB-DU on whether to broadcast NCR-support over SIB1, and whether to take the cell load into account when making such decision.
Observation 4: In case the gNB-CU does not indicate “Network Controlled Repeater Barred” to the gNB-DU for a cell, it is up to the gNB-DU to make decision on whether to broadcast NCR-support over the SIB1.
Based on the observations above, we can get the following detailed proposal on the F1AP signalling:
Proposal 1: Introduce Network Controlled Repeater Authorized IE in F1AP: UE CONTEXT SETUP REQUEST and UE CONTEXT MODIFICATION REQUEST messages.
Proposal 2: Introduce Network Controlled Repeater Barred IE in F1AP: GNB-CU CONFIGURATION UPDATE message.

2.2 NGAP impact for solution 3
RAN3 has agreed to take solution 3 as basis for NCR management. In TR 38.867, the call flow for solution 3 is given as follows:


Figure 1. NCR management solution 3 call flow
Besides the NCR authorized information in step 10, according to Figure 1, in step 2, the IE of NCR supported should be introduced in NG SETUP RESPONSE, and in step 9, the IE of NCR indication info should be introduced in INITIAL UE MESSAGE. These two parts in solution 3 are missing in the agreed BL CR of TS 38.413 [4]. Thus, we get the following detailed proposal on the NGAP signalling:
Proposal 3: Introduce Network Controlled Repeater Indication IE in NGAP: INITIAL UE MESSAGE.
Proposal 4: Introduce Network Controlled Repeater Supported IE in NGAP: NG SETUP RESPONSE.

2.3 Call flows for solution 3
The call flow and the corresponding descriptions for NCR initial access should be captured in TS 38.300. Based on RAN2 agreement that the NCR-support indication is introduced in SIB1, we add a step of broadcasting SIB1 with the networkcontrolledrepeater-Support IE between the current step 2 and step 3 in Figure 1. We also change the name of the last message in Figure 1 as INITIAL CONTEXT SETUP REQUEST. The modified version of Figure 1 is given by Figure 2. 


Figure 2. Modified NCR management solution 3 call flow
We propose to capture the NCR initial access procedure in the specifications, and provide the TP to TS 38.300 BL CR in Annex 1 to capture it.
Next, we extend Figure 2 to CU DU split architecture. In the split architecture, MSG1~MSG5 in initial access are exchanged between NCR and the gNB-DU, and the RRC signalling is exchanged between NCR and the gNB-CU via the gNB-DU. Upon receiving the Network Controlled Repeater Authorized indication from CN, the gNB-CU will transmit an Network Controlled Repeater Authorized indication to the gNB-DU by the F1AP: UE CONTEXT SETUP REQUEST message. With that, Figure 2 can be redrawn to Figure 3 as follows to support solution 3 in disaggregated architecture.



Figure 3. NCR management solution 3 call flow in CU-DU split architecture
We propose to capture the NCR initial access procedure in disaggregate architecture in the specifications, and provide the TP to TS 38.401 BL CR in Annex 2 to capture it.
We name all the IEs related to NCR using the full name “Network Controlled Repeater” in the provided TPs at this stage, since some companies object to use the abbreviation “NCR”. The names may need to be modified after the abbreviation is decided.

2.4 Remaining issues for NCR management
In addition to the CN authorization, some companies also proposed that RAN3 to consider “A NCR device may connect only with the allowed cells”, and “The NCR may be configured with a list of allowed and/or forbidden cells”. In our view, if operators really intend to allow certain NCRs access certain cells, they can configure an allowed cell list on the NCR, e.g., via OAM. Configuring an allowed cell list on the NCR is superior to configuring an allowed NCR list on the gNB, because the former one can let the NCR select the feasible cell at one time, while the latter one may cause the NCR makes many times of attempting until it accesses the feasible cell. If the allowed cell list is configured on the NCR, that’s enough and there is no need to additionally configure an allowed NCR list on the gNB.
Based on the analysis above, we propose: 
Proposal 5: The NCR may be configured with a list of allowed and/or forbidden cells. 
[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]3. Conclusion
Based on the discussion in this paper, we propose the following:
[bookmark: _Toc423020280]On F1AP impact for solution 3
Observation 1: Once NCR is authorized, the gNB-CU informs the gNB-DU about NCR authorization. 
Observation 2: RAN2 has introduced an NCR-support indication in SIB1.
Observation 3: Similar to IAB, the gNB-CU needs to indicate the “Network Controlled Repeater Barred” to the gNB-DU about whether a cell of the DU allows NCR access or not.
Observation 4: In case the gNB-CU does not indicate “Network Controlled Repeater Barred” to the gNB-DU for a cell, it is up to the gNB-DU to make decision on whether to broadcast NCR-support over the SIB1.
Proposal 1: Introduce Network Controlled Repeater Authorized IE in F1AP: UE CONTEXT SETUP REQUEST and UE CONTEXT MODIFICATION REQUEST messages.
Proposal 2: Introduce Network Controlled Repeater Barred IE in F1AP: GNB-CU CONFIGURATION UPDATE message.
On NGAP impact for solution 3
Proposal 3: Introduce Network Controlled Repeater Indication IE in NGAP: INITIAL UE MESSAGE.
Proposal 4: Introduce Network Controlled Repeater Supported IE in NGAP: NG SETUP RESPONSE.
On Remaining issues for NCR management
Proposal 5: The NCR may be configured with a list of allowed and/or forbidden cells. 
It is also proposed to:
· Endorse [5] the F1AP CR (for Proposal 1 and 2) in which the changes are needed.
· Agree the TPs to TS 38.300and TS 38.413 BL CRs in Annex 1and 2 to adopt solution 3.
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Annex 1 TP for TS 38.300 BL CR
[bookmark: _Toc37231839][bookmark: _Toc46501892][bookmark: _Toc51971240][bookmark: _Toc52551223][bookmark: _Toc109153728]-------------------------------------------------------------Start of change-------------------------------------------------------------
X Network controlled repeater
X.Y OAM aspects
The transport connection between the NCR-node and its OAM may be provided by the NCR-MT’s PDU session.
X.Z	Network Controlled Repeater Identification and Authorization
The general procedure for Network Controlled Repeater identification and authorization is illustrated in Figure 4.x.x-1:


Figure 4.x.x-1. Network Controlled Repeater Identification and Authorization
1~2. During NG-C setup procedure, the AMF may inform the gNB whether it supports Network Controlled Repeater, by including “Network Controlled Repeater supported” indicator in NG SETUP RESPONSE message. 
3.The gNB broadcasts the support of Network Controlled Repeater access in the cell.
4~8. Network Controlled Repeater access to a cell and establishes RRC connection and provide the Network Controlled Repeater indication in Msg5. 
NOTE:	An allowed cell list may be pre-configured on the Network Controlled Repeater (e.g., via OAM), and if so, the Network Controlled Repeater will select an allowed cell it to access.
9~10. The gNB selects an AMF which supports Network Controlled Repeater, and forwards the Network Controlled Repeater indicator to the AMF. 
11. The AMF performs Network Controlled Repeater authorization based on the subscription information. In case the Network Controlled Repeater is authorized, the AMF provides Network Controlled Repeater Authorization indication to the gNB in the Initial Context Setup Request procedure.
-------------------------------------------------------------End of change-------------------------------------------------------------
Annex 2 TP for TS 38.413 BL CR
-------------------------------------------------------------Start of change-------------------------------------------------------------
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The Initial UE Message procedure is used when the NG-RAN node has received from the radio interface the first uplink NAS message to be forwarded to an AMF. 
[bookmark: _Toc20954916][bookmark: _Toc29503353][bookmark: _Toc29503937][bookmark: _Toc29504521][bookmark: _Toc36552967][bookmark: _Toc36554694][bookmark: _Toc45651984][bookmark: _Toc45658416][bookmark: _Toc45720236][bookmark: _Toc45798116][bookmark: _Toc45897505][bookmark: _Toc51745709][bookmark: _Toc64445973][bookmark: _Toc73981843][bookmark: _Toc88651932][bookmark: _Toc97890975][bookmark: _Toc99123053][bookmark: _Toc99661857][bookmark: _Toc105151918][bookmark: _Toc105173724][bookmark: _Toc106108723][bookmark: _Toc106122628][bookmark: _Toc107409181][bookmark: _Toc112756370][bookmark: _Toc120536864]8.6.1.2	Successful Operation


Figure 8.6.1.2-1: Initial UE message
The NG-RAN node initiates the procedure by sending an INITIAL UE MESSAGE message to the AMF. The NG-RAN node shall allocate a unique RAN UE NGAP ID to be used for the UE and the NG-RAN node shall include this identity in the INITIAL UE MESSAGE message. 
The NAS-PDU IE contains a UE – AMF message that is transferred without interpretation in the NG-RAN node.
In case of network sharing, the selected PLMN is indicated by the PLMN Identity IE within the TAI IE included in the INITIAL UE MESSAGE message.
When the NG-RAN node has received from the radio interface the 5G-S-TMSI IE, it shall include it in the INITIAL UE MESSAGE message.
If the AMF Set ID IE is included in the INITIAL UE MESSAGE message this indicates that the message is a rerouted message and the AMF shall, if supported, use the IE as described in TS 23.502 [10].
If the UE Context Request IE is included in the INITIAL UE MESSAGE message the AMF shall trigger an Initial Context Setup procedure towards the NG-RAN node.
If the Allowed NSSAI IE is included in the INITIAL UE MESSAGE message the AMF shall use the IE as defined in TS 23.502 [10].
If the Source to Target AMF Information Reroute IE is included in the INITIAL UE MESSAGE message the AMF shall use the IE as defined in TS 23.502 [10].
If the IAB Node Indication IE is included in the INITIAL UE MESSAGE message, the AMF shall consider that the message is related to an IAB node.
If the CE-mode-B Support Indicator IE is included in the INITIAL UE MESSAGE message and set to "supported", the AMF shall, if supported, use the extended NAS timer settings for the UE as specified in TS 23.501 [9].
If the LTE-M indication IE is included in the INITIAL UE MESSAGE message the AMF shall, if supported, use it according to TS 23.501 [9].
If the EDT Session IE set to "true" is included in the INITIAL UE MESSAGE message and the NG-RAN node is an ng-eNB, the AMF shall, if supported, consider that the message has been received as a result of an EDT session initiated by the UE.
If PNI-NPN related information within the NPN Access Information IE is received in the INITIAL UE MESSAGE message, the AMF shall, if supported, consider that the included information is associated to the cell via which the UE has sent the first NAS message, and to the PLMN Identity which is indicated within the TAI IE, and use the included information as specified in TS 23.501 [9].
In case of network sharing for SNPNs, the selected SNPN is indicated within the User Location Information IE included in the INITIAL UE MESSAGE message by the PLMN Identity IE within the TAI IE and the NID IE.
If the RedCap Indication IE is included in the INITIAL UE MESSAGE message, the AMF shall, if supported, use it according to TS 23.501 [9].
If the Network Controlled Repeater Indication IE is included in the INITIAL UE MESSAGE message, the AMF shall consider that the message is related to a Network Controlled Repeater.
-------------------------------------------------------------Next change-------------------------------------------------------------
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The purpose of the NG Setup procedure is to exchange application level data needed for the NG-RAN node and the AMF to correctly interoperate on the NG-C interface. This procedure shall be the first NGAP procedure triggered after the TNL association has become operational. The procedure uses non-UE associated signalling.
This procedure erases any existing application level configuration data in the two nodes, replaces it by the one received and clears AMF overload state information at the NG-RAN node. If the NG-RAN node and AMF do not agree on retaining the UE contexts this procedure also re-initialises the NGAP UE-related contexts (if any) and erases all related signalling connections in the two nodes like an NG Reset procedure would do.
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Figure 8.7.1.2-1: NG setup: successful operation
The NG-RAN node initiates the procedure by sending an NG SETUP REQUEST message including the appropriate data to the AMF. The AMF responds with an NG SETUP RESPONSE message including the appropriate data. 
If the Configured TAC Indication IE set to "true” is included for a Tracking Area contained in the Supported TA List IE in the NG SETUP REQUEST message, the AMF may take it into account to optimise NG-C signalling towards this NG-RAN node.
If the UE Retention Information IE set to “ues-retained“ is included in the NG SETUP REQUEST message, the AMF may accept the proposal to retain the existing UE related contexts and signalling connections by including the UE Retention Information IE set to “ues-retained“ in the NG SETUP RESPONSE message.
If the AMF supports IAB, the AMF shall include the IAB Supported IE in the NG SETUP RESPONSE message.
The AMF shall include the Backup AMF Name IE, if available, in the Served GUAMI List IE in the NG SETUP RESPONSE message. The NG-RAN node shall, if supported, consider the AMF as indicated by the Backup AMF Name IE when performing AMF reselection, as specified in TS 23.501 [9].
If the GUAMI Type IE is included in the NG SETUP RESPONSE message, the NG-RAN node shall store the received value and use it for further AMF selection as defined in TS 23.501 [9].
If the RAN Node Name IE is included in the NG SETUP REQUEST message, the AMF may use this IE as a human readable name of the NG-RAN node. If the Extended RAN Node Name IE is included in the NG SETUP REQUEST message, the AMF may use this IE as a human readable name of the NG-RAN node and shall ignore the RAN Node Name IE if also included. 
If the AMF Name IE is included in the NG SETUP RESPONSE message, the NG-RAN node may use this IE as a human readable name of the AMF. If the Extended AMF Name IE is included in the NG SETUP RESPONSE message, the NG-RAN node may use this IE as a human readable name of the AMF and shall ignore the AMF Name IE if also included.
If the NB-IoT Default Paging DRX IE is included in the NG SETUP REQUEST message, the AMF shall take it into account for paging.
If the RAT Information IE is included in the NG SETUP REQUEST message, the AMF shall handle this information as specified in TS 23.502 [10].
If the NID IE within the NPN Support IE is included within a Broadcast PLMN Item IE in the NG SETUP REQUEST message, the AMF shall consider that the NG-RAN node supports the indicated S-NSSAI(s) for the corresponding tracking area code for the SNPN identified by the PLMN Identity IE and the NID IE.
If the NID IE within the NPN Support IE is included within a PLMN Support Item IE in the NG SETUP RESPONSE message, the NG-RAN node shall consider that the AMF supports the SNPN identified by the PLMN Identity IE and the NID IE.
If the Onboarding Support IE is also included within the same PLMN Support Item IE, the NG-RAN node shall, if supported, consider that the AMF supports UE onboarding for the identified SNPN, as specified in TS 23.501 [9].
If the TAI NSAG Support List IE is included in the Broadcast PLMN Item IE in the NG SETUP REQUEST message, the AMF shall, if supported, use this information as specified in TS 23.501 [9].
If the AMF supports Network Controlled Repeater, the AMF shall include the Network Controlled Repeater Supported IE in the NG SETUP RESPONSE message.
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This message is sent by the NG-RAN node to transfer the initial layer 3 message to the AMF over the NG interface.
Direction: NG-RAN node  AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	//skip unchanged part
	
	
	
	
	
	

	NPN Access Information
	O
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	YES
	reject

	RedCap Indication
	O
	
	9.3.1.228
	
	YES
	ignore

	Network Controlled Repeater Indication
	O
	
	ENUMERATED (true, ...)
	Indication of a Network Controlled Repeater.
	YES
	reject
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UNCHANGED PART OMITTED
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This message is sent by the AMF to transfer application layer information for an NG-C interface instance.
Direction: AMF  NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	M
	
	9.3.3.21 
	
	YES
	reject

	……
	……
	……
	……
	……
	……
	……

	IAB Supported
	O
	
	ENUMERATED (true, ...)
	Indication of support for IAB.
	YES
	ignore

	Extended AMF Name
	O
	
	9.3.3.51
	
	YES
	ignore

	Network Controlled Repeater Supported
	O
	
	ENUMERATED (true, ...)
	Indication of support for Network Controlled Repeater.
	YES
	ignore
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-- ASN1START
-- **************************************************************
--
-- PDU definitions for NGAP.
--
-- **************************************************************

NGAP-PDU-Contents { 
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 
ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-PDU-Contents (1) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************
--
-- IE parameter types from other modules.
--
-- **************************************************************

IMPORTS

	AllowedNSSAI,
	AMFName,
	AMFSetID,
	AMF-TNLAssociationSetupList,
	AMF-TNLAssociationToAddList,

//skip unchanged part
	NAS-PDU,
	NASSecurityParametersFromNGRAN,
	NB-IoT-DefaultPagingDRX,
	NB-IoT-PagingDRX,
	NB-IoT-Paging-eDRXInfo,
	NB-IoT-UEPriority,
	NetworkControlledRepeaterAuthorized,
	NetworkControlledRepeaterIndication,
	NetworkControlledRepeaterSupported,
	NewSecurityContextInd,
	NGRAN-CGI,
	NGRAN-TNLAssociationToRemoveList,
	NGRANTraceID,
	NotifySourceNGRANNode,
	NPN-AccessInformation,
	NR-CGI,
	NR-PagingeDRXInformation,
	NRPPa-PDU,
	NumberOfBroadcastsRequested,
	NRUESidelinkAggregateMaximumBitrate,
	NRV2XServicesAuthorized,

//skip unchanged part

FROM NGAP-IEs

	PrivateIE-Container{},
	ProtocolExtensionContainer{},
	ProtocolIE-Container{},
	ProtocolIE-ContainerList{},
	ProtocolIE-ContainerPair{},
	ProtocolIE-SingleContainer{},
	NGAP-PRIVATE-IES,
	NGAP-PROTOCOL-EXTENSION,
	NGAP-PROTOCOL-IES,
	NGAP-PROTOCOL-IES-PAIR
FROM NGAP-Containers

[bookmark: _Hlk512956689]	id-AllowedNSSAI,
	id-AMFName,

//skip unchanged part
	id-MessageIdentifier,
	id-MobilityRestrictionList,
	id-MulticastSessionActivationRequestTransfer,
	id-MulticastSessionDeactivationRequestTransfer,
	id-MulticastSessionUpdateRequestTransfer,
	id-MulticastGroupPagingAreaList,
	id-NAS-PDU,
	id-NASC,
	id-NASSecurityParametersFromNGRAN,
	id-NB-IoT-DefaultPagingDRX,
	id-NB-IoT-PagingDRX,
	id-NB-IoT-Paging-eDRXInfo,
	id-NB-IoT-UEPriority,
	id-NetworkControlledRepeaterAuthorized,
	id-NetworkControlledRepeaterIndication,
	id-NetworkControlledRepeaterSupported,
	id-NewAMF-UE-NGAP-ID,
	id-NewGUAMI,
	id-NewSecurityContextInd,
	id-NGAP-Message,
	id-NGRAN-CGI,
	id-NGRAN-TNLAssociationToRemoveList,
	id-NGRANTraceID,
	id-NotifySourceNGRANNode,
	id-NPN-AccessInformation,
	id-NR-PagingeDRXInformation,
	id-NRPPa-PDU,
	id-NRV2XServicesAuthorized,
	id-NRUESidelinkAggregateMaximumBitrate,
	id-NumberOfBroadcastsRequested,



//skip unchanged part
-- **************************************************************
--
-- NG SETUP RESPONSE
--
-- **************************************************************

NGSetupResponse ::= SEQUENCE {
	protocolIEs		ProtocolIE-Container		{ {NGSetupResponseIEs} },
	...
}

NGSetupResponseIEs NGAP-PROTOCOL-IES ::= {
	{ ID id-AMFName						CRITICALITY reject	TYPE AMFName					PRESENCE mandatory	}|
	{ ID id-ServedGUAMIList				CRITICALITY reject	TYPE ServedGUAMIList			PRESENCE mandatory	}|
	{ ID id-RelativeAMFCapacity			CRITICALITY ignore	TYPE RelativeAMFCapacity		PRESENCE mandatory	}|
	{ ID id-PLMNSupportList				CRITICALITY reject	TYPE PLMNSupportList			PRESENCE mandatory	}|
	{ ID id-CriticalityDiagnostics		CRITICALITY ignore	TYPE CriticalityDiagnostics		PRESENCE optional		}|
	{ ID id-UERetentionInformation		CRITICALITY ignore	TYPE UERetentionInformation		PRESENCE optional		}|
	{ ID id-IAB-Supported				CRITICALITY ignore	TYPE IAB-Supported				PRESENCE optional		}|
	{ ID id-Extended-AMFName			CRITICALITY ignore	TYPE Extended-AMFName			PRESENCE optional		}|
	{ ID id-NetworkControlledRepeaterSupported		CRITICALITY ignore	TYPE NetworkControlledRepeaterSupported			PRESENCE optional		},
	...
}

//skip unchanged part
-- **************************************************************
--
-- INITIAL UE MESSAGE
--
-- **************************************************************

InitialUEMessage ::= SEQUENCE {
	protocolIEs		ProtocolIE-Container		{ {InitialUEMessage-IEs} },
	...
}

InitialUEMessage-IEs NGAP-PROTOCOL-IES ::= {
	{ ID id-RAN-UE-NGAP-ID							CRITICALITY reject	TYPE RAN-UE-NGAP-ID									PRESENCE mandatory	}|
	{ ID id-NAS-PDU									CRITICALITY reject	TYPE NAS-PDU										PRESENCE mandatory	}|
	{ ID id-UserLocationInformation					CRITICALITY reject	TYPE UserLocationInformation						PRESENCE mandatory	}|
	{ ID id-RRCEstablishmentCause					CRITICALITY ignore	TYPE RRCEstablishmentCause						PRESENCE mandatory	}|
	{ ID id-FiveG-S-TMSI							CRITICALITY reject	TYPE FiveG-S-TMSI									PRESENCE optional		}|
	{ ID id-AMFSetID								CRITICALITY ignore	TYPE AMFSetID										PRESENCE optional		}|
	{ ID id-UEContextRequest						CRITICALITY ignore	TYPE UEContextRequest								PRESENCE optional		}|
	{ ID id-AllowedNSSAI							CRITICALITY reject	TYPE AllowedNSSAI									PRESENCE optional		}|
	{ ID id-SourceToTarget-AMFInformationReroute	CRITICALITY ignore	TYPE SourceToTarget-AMFInformationReroute	PRESENCE optional		}|
	{ ID id-SelectedPLMNIdentity					CRITICALITY ignore	TYPE PLMNIdentity									PRESENCE optional		}|
	{ ID id-IABNodeIndication						CRITICALITY reject	TYPE IABNodeIndication								PRESENCE optional		}|
	{ ID id-CEmodeBSupport-Indicator				CRITICALITY reject	TYPE CEmodeBSupport-Indicator					PRESENCE optional		}|
	{ ID id-LTEM-Indication							CRITICALITY ignore	TYPE LTEM-Indication								PRESENCE optional		}|
	{ ID id-EDT-Session								CRITICALITY ignore	TYPE EDT-Session									PRESENCE optional		}|
	{ ID id-AuthenticatedIndication					CRITICALITY ignore	TYPE AuthenticatedIndication						PRESENCE optional		}|
	{ ID id-NPN-AccessInformation					CRITICALITY reject	TYPE NPN-AccessInformation						PRESENCE optional		}|
	{ ID id-RedCapIndication						CRITICALITY ignore	TYPE RedCapIndication								PRESENCE optional		}|
	{ ID id-NetworkControlledRepeaterIndication		CRITICALITY reject	TYPE NetworkControlledRepeaterIndication		PRESENCE optional		},
	...
}
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9.4.5	Information Element Definitions
//skip unchanged part
-- N

N3IWF-ID ::= CHOICE {
	n3IWF-ID				BIT STRING (SIZE(16)),
	choice-Extensions		ProtocolIE-SingleContainer { {N3IWF-ID-ExtIEs} }
}

N3IWF-ID-ExtIEs NGAP-PROTOCOL-IES ::= {
	...
}

NAS-PDU ::= OCTET STRING

NASSecurityParametersFromNGRAN ::= OCTET STRING

NB-IoT-DefaultPagingDRX ::= ENUMERATED {
	rf128, rf256, rf512, rf1024, 
	... 
}

NB-IoT-PagingDRX ::= ENUMERATED {
	rf32, rf64, rf128, rf256, rf512, rf1024, 
	... 
}

NB-IoT-Paging-eDRXCycle ::= ENUMERATED {
	hf2, hf4, hf6, hf8, hf10, hf12, hf14, hf16, hf32, hf64, hf128, hf256, hf512, hf1024, 
	...
}

NB-IoT-Paging-TimeWindow ::= ENUMERATED {
	s1, s2, s3, s4, s5, s6, s7, s8, s9, s10, s11, s12, s13, s14, s15, s16, 
	... 
}

NB-IoT-Paging-eDRXInfo ::= SEQUENCE {
	nB-IoT-Paging-eDRXCycle 	NB-IoT-Paging-eDRXCycle,
	nB-IoT-Paging-TimeWindow 	NB-IoT-Paging-TimeWindow 								OPTIONAL,
	iE-Extensions		ProtocolExtensionContainer { { NB-IoT-Paging-eDRXInfo-ExtIEs} } OPTIONAL,
	...
}

NB-IoT-Paging-eDRXInfo-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {
	...
}

NB-IoT-UEPriority ::= INTEGER (0..255, ...)

NetworkControlledRepeaterAuthorized ::= ENUMERATED {authorized, not-authorized, ...}


NetworkControlledRepeaterIndication ::= ENUMERATED {true, ...}


NetworkControlledRepeaterSupported ::= ENUMERATED {true, ...}

 
NetworkInstance ::= INTEGER (1..256, ...)

NewSecurityContextInd ::= ENUMERATED {
	true,
	...
}

NextHopChainingCount ::= INTEGER (0..7)

NextPagingAreaScope ::= ENUMERATED {
	same,
	changed,
	...
}
-------------------------------------------------------------Next change-------------------------------------------------------------
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//skip unchanged part
	id-MBS-SessionTNLInfo5GC								ProtocolIE-ID ::= 352
	id-TAINSAGSupportList									ProtocolIE-ID ::= 353
	id-SourceNodeTNLAddrInfo									ProtocolIE-ID ::= 354
	id-NGAPIESupportInformationRequestList					ProtocolIE-ID ::= 355
	id-NGAPIESupportInformationResponseList					ProtocolIE-ID ::= 356
	id-MBS-SessionFSAIDList									ProtocolIE-ID ::= 357
	id-MBSSessionReleaseResponseTransfer						ProtocolIE-ID ::= 358
	id-ManagementBasedMDTPLMNModificationList				ProtocolIE-ID ::= 359
	id-EarlyMeasurement										ProtocolIE-ID ::= 360
	id-BeamMeasurementsReportConfiguration					ProtocolIE-ID ::= 361
	id-NetworkControlledRepeaterAuthorized					ProtocolIE-ID ::= x
	id-NetworkControlledRepeaterIndication					ProtocolIE-ID ::= y
	id-NetworkControlledRepeaterSupported					ProtocolIE-ID ::= z



END
-- ASN1STOP
-------------------------------------------------------------End of change-------------------------------------------------------------
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