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1	Introduction
Upon the reception of the IAB Authorized IE, current NGAP/S1AP only defines the RAN node to “store the received IAB Authorization information in the UE context;” This can cause some issue. This contribution provides an analysis.
2	Discussion
General Principle for Stage-3 specification
As defined in TS38.413 ([1]), the general principle is 
The principle for specifying the procedure logic is to specify the functional behaviour of the terminating node exactly and completely.

IAB Authorization information
During IAB’s normal operation, the IAB’s authorization can be changed from “authorized” to “not authorized”. It means the IAB is not authorized to serve the UE. Up to operator and AMF, there are two options. 

· Option 1: AMF de-register the IAB-MT
During the de-register procedure, AMF initiate a UE Context Release procedure. Then IAB-donor shall release all related resources for IAB-MT. IAB will not be able to serve UE anymore.  

· Option 2: AMF initiate UE Context Modification procedure to stop IAB operation, but IAB-MT is still registered.
AMF initiate a UE Context Modification procedure to inform IAB-donor that IAB’s authorization is changed from “authorized” to “not authorized”. Similar to Option 1, IAB shall stop to serve UE, and IAB-donor shall ensure the IAB node will not serve UE anymore. 
So UE Context Modification procedure is only used in Option 2. 

Observation 1: when IAB’s authorization is changed to “authorized” to “not authorized”, IAB shall not serve UE anymore. 
Observation 2: when AMF initiate UE Context Modification procedure to change IAB’s authorization to “not authorized”, IAB-donor shall ensure IAB will not serve UE anymore. 

Proposal 1: RAN3 informs SA2 that the following two options are allowed for the case that the IAB’s authorization is changed from “authorized” to “not authorized”, and which option is used is up to operator.
· Option 1: AMF de-register the IAB-MT.
· Option 2: AMF initiate UE Context Modification procedure to stop IAB operation, but IAB-MT is still registered.

However, current TS38.413 defines:

Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the NG-RAN node shall
-	if supported, store the received IAB Authorization information in the UE context.
Based on this, an IAB-donor may not take any action other than “store the received IAB Authorization information in the UE context”. This means an IAB can continue to serve the UE. This is not expected by the AMF (and operator). 

Observation 3: Current TS38.413 can cause incorrect behaviour that IAB continue to serve the UE, after the IAB’s authorization is changed from “authorized” to “not authorized”. 

Actually, there is other authorized IE defined in TS38.413, i.e. NR V2X Services Authorized IE, LTE V2X Services Authorized IE and 5G ProSe Authorized IE. For these IEs, when it is changed to “not authorized”, TS38.413 defines the action to stop the related services. For example, 

If the NR V2X Services Authorized IE is contained in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, update its V2X services authorization information for the UE accordingly. If the NR V2X Services Authorized IE includes one or more IEs set to "not authorized", the NG-RAN node shall, if supported, initiate actions to ensure that the UE is no longer accessing the relevant service(s).
Similar text is need for IAB Authorized IE. 

Proposal 2: When the IAB Authorized IE is set to “not authorized” in the UE CONTEXT MOFICATION REQUEST message, IAB-donor shall, if supported, initiate actions to ensure that the IAB node will not serve the UE(s).

Similar issue also happens for NSA IAB. When the IAB Authorized IE is set to “not authorized” in the received UE CONTEXT MODIFICATION REQUEST message, eNB need to take actions to ensure IAB will not serve UE(s). For example, eNB may initiate Secondary Node Release procedure to release IAB-donor thus stop IAB’s operation. 

Proposal 3: In NSA, when the IAB Authorized IE is set to “not authorized” in the UE CONTEXT MOFICATION REQUEST message, eNB shall, if supported, initiate actions to ensure that the IAB node will not serve the UE(s).

Draft NGAP CR and S1AP CR can be found in ([3][4]).

Proposal 4: Agree NGAP CR and S1AP CR.
 
3	Conclusion
In this contribution, we discussed the issue for IAB Authorization information is changed to “not authorized” during the UE Context Modification procedure. 
Observation 1: when IAB’s authorization is changed to “authorized” to “not authorized”, IAB shall not serve UE anymore. 
Observation 2: when AMF initiate UE Context Modification procedure to change IAB’s authorization to “not authorized”, IAB-donor shall ensure IAB will not serve UE anymore. 
Observation 3: Current TS38.413 can cause incorrect behaviour that IAB continue to serve the UE, after the IAB’s authorization information is changed from “authorized” to “not authorized”. 

Our proposals are:
Proposal 1: RAN3 informs SA2 that the following two options are allowed for the case that the IAB’s authorization is changed from “authorized” to “not authorized”, and which option is used is up to operator.
· Option 1: AMF de-register the IAB-MT.
· Option 2: AMF initiate UE Context Modification procedure to stop IAB operation, but IAB-MT is still registered.

Proposal 2: when the IAB Authorized IE is set to “not authorized” in the UE CONTEXT MOFICATION REQUEST message, IAB-donor shall, if supported, initiate actions to ensure that the IAB node will not serve the UE(s).

Proposal 3: In NSA, when the IAB Authorized IE is set to “not authorized” in the UE CONTEXT MOFICATION REQUEST message, eNB shall, if supported, initiate actions to ensure that the IAB node will not serve the UE(s).

Proposal 4: Agree NGAP CR and S1AP CR
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