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CB: # 26_NCR
- Discuss the open issues
- Provide the stage2 and stage3 CRs if agreeable
(ZTE - moderator)
Summary of offline disc in R3-226814

Please provide your comments before the end of Thursday online meeting(Nov 17th, 2022, 19:00 CEST).
For the Chairman’s Notes 

To be agreed proposals and BL CRs:
Proposal 4: RAN3 will not send reply LS to SA3 in this meeting.
38.300 BL CR R3-226824
38.413 BL CR R3-226825
[bookmark: _GoBack]Tend to agree in final CB:
Proposal 5: gNB-DU needs to know the information of NCR has been authorized.
Proposal 1:  RAN3 have consensus on solution 3. FFS on any additional aspects.

To be continue:
Proposal 2: The NCR may be configured with a list of allowed and/or forbidden cells
Proposal 3: Discussion on further stage 2 related aspects agreed by RAN1.
Proposal 6: Whether the needs for gNB-CU or gNB-DU to configure which cell(s) can be used for NCR device accessing.
2.5 summary after quick chat:
Q1.1: Comments/remarks regarding Stage 2 (TS 38.300) 
Please check the latest version(marked as v2) of 300 BL CR in the CB folder.

Q2: Please provide your views on which solution(e.g. solution 1, 3, 4, and hybrid one) shall be selected for NCR management.
Proposal 1:  RAN3 have consensus on solution 3. FFS on any additional aspects.

Q3: Please provide your views on the below proposal: Proposal 1: A NCR device may connect only with the allowed cells.
Proposal 2: The NCR may be configured with a list of allowed and/or forbidden cells

Q4: Companies may provide their views on whether RAN3 shall capture the following stage 2 description for RAN1 NCR&OAM agreements in this RAN3 meeting.
Proposal 3: RAN3 can not make consensus on this stage 2 description in this meeting.

Q5: Please provide your views on whether RAN3 shall reply LS to SA3 on validation at the end of this meeting.
Proposal 4: RAN3 will not send reply LS to SA3 in this meeting.

Q6. Please provide your views on proposal 2 and if there is additional F1AP issues shall be covered in this proposal. 
Proposal 5: gNB-DU needs to know the information of NCR has been authorized.
[To be continue] Proposal 6: Whether the needs for gNB-CU or gNB-DU to configure which cell(s) can be used for NCR device accessing, e.g., due to overload?
Note: 
Majority companies prefer to discuss F1AP enhancement. No issue 1.
The potential agreement generated in Q3 has covered issue 2. No redundant discussion.
Companies prefer to make some progress on issue3. so RAN3 may try to agree the proposal 5 during final online session. If not, let’s set is as to be continue.

Discussion
BL CR allocation
The following agreements have been agreed in recent RAN3 meetings:
RAN3#117bis_e:
· The NCR-OAM connectivity requirement should be supported, further details can be discussed. 
· The NCR authorization indicator is provided from AMF to gNB explicitly over the NG interface. 
RAN3#118:
· OAM-NCR connectivity can be provided via PDU session.
· Exclude the solution 2.
It is clear that RAN3 have made consensus on the NGAP enhancement and NCR-OAM connectivity. Hence, the related BL CR can be discussed in this CB. The allocation of 38300 and 38413 BL CR is shown below:
Stage 2(TS 38.300): ZTE, based on R3-226749
Stage 3(TS 38.413): Ericsson, based on R3-226406
Companies may provide comments for the following questions:
Q1.1: Comments/remarks regarding Stage 2 (TS 38.300) 
	Company
	Comment

	Ericsson
	a) NWCR was not agreed, so the acronym NCR should be maintained.
Sec. 21.X1:
b) Step 4: “Upon NAS registration procedure” should be  removed – step numbering is clear enough.
c) Step 5 should simply read “AMF signals the authorization indication in the Context Setup Request.”
d) Step 7 should be first discussed, and possibly checked with RAN2. It could be simplified as “The gNB checks whether the NCR is allowed to access the cell.” It should be placed before step 3 – why send INITIAL UE MESSAGE message to AMF for a blocked NCR?
e) The NOTE refers to a Step 6 which is not there. Should Step 7 be renamed to Step 6?
Sec. 21.X2:
f) The statements about NCR ID should be removed (it does not belong in the section about OAM connectivity). They should be further discussed and if agreeable captured either at the beginning of Sec. 21.X1 or in a specific section (e.g. “Access Control”), removing any reference to the concept of “validation”. The statements should be further simplified as e.g. “The NCR may be configured with a list of allowed/forbidden cell IDs for connection. The gNB may be configured with a list of allowed/forbidden NCR IDs for connection.”

	CATT
	Generally, we are fine with the stage 2 TP in 6749, it’s similar to our TP in 6571.
Some comments:
1. For the terminology, we should use “NCR” or “Network Controlled Repeater” not “NWCR”.
2. For step 5, the message name in the figure should be “INITIAL CONTEXT SETUP REQUEST”.
3. For Step 6, it seems we have not agreed that “NWCR forwards the NCR ID to gNB and gNB validates the NWCR by checking whether the received ID is included in the list which is pre-configured by OAM.” Perhaps, we can simplify the description, e.g. how to perform the NCR validation is FFS.

	ZTE
	To E// and CATT:
I have updated the 300 CR and uploaded into the folder. Please check the last version in the CB folder.

	Huawei
	Section 21.X1:
· Step 5, we need to remove the “(e.g. NWCR context)” , and need to update “sends it to the gNB”.
Section 21.X2:
· First sentence: “for data transmission” should be updated to “for configuration transmission”
· Remove the last two paragraphs, we do not think there should be a NCR id to be configured, and they are not justified yet. From our view for the OAM connection, the only thing may be needed from RAN3 point of view is an allowed cell list to be configured optionally from OAM to the NCR.

	Nokia 
	We assume the draft 38.300 CR is “DRAFT R3-226824…” Please find our update in the CB folder. 


	Deutsche Telekom
	Too early to discuss St2 in detail as R3-226749 includes elements that were not agreed up to now, e.g. 
· NWCR   Change to be triggered by RAN1 as leading WG?
· NCR Id: What is the meaning of this Id? Further discussion needed.
· RAN validation in Figure 21.X-1 NCR management is not needed from our perspective or at least has to be further clarified.

	Samsung
	Referring TS 38.300 CR in the CB folder
· In the cover page, ‘NWCR’ should be ‘NCR’ in “NWCR management solution”.
· In the cover sheet, CR# for TS 38.413 should be ‘0890’ as in R3-226406.
Like Huawei’s comment, in the first sentence, “Data transmission” needs to be updated.
We would like to co-sign the BL CR.

	BT
	Agree with Nokia’s revision in the CB folder

	CMCC
	It seems the updated version by ZTE just keeps the OAM aspects, we are fine with Nokia’s further modification.



	Moderator Summary  :
Summary after quick chat: 
Please check the latest version 300 BL CR  in the CB folder.






Q1.2: Comments/remarks regarding Stage 3 (TS 38.413) 
	Company
	Comment

	CATT
	We’re fine with the stage 3 CR for TS 38.413 in 6406, it’s almost same as our CR 6572. We’re glad to co-source this CR. 

	Huawei
	Fine to introduce the Network Controlled Repeater Authorized IE in both messages.
Issue for the tabular and asn.1 for the new authorized IE, why we need to use a sequence type to include the enumerated type? We should use the same way as the “IAB-Authorized”, i.e. to be defined directly as an enumerated type.

	Nokia
	For 6406, some comments. 
1. Cover page, please update “reason for changes” to make it simple
2. 8.3.4.2, since it can be changed from “authorized” to “not authorized” or vice versa, so it need some behavior text in addition to “update the information”
3. For the tabular and ASN.1, same view as Huawei. 
4. We support the CR, please add “Nokia, Nokia Shanghai Bell”

	Samsung
	Same comment as Huawei. Why is the sequence type used for the NetworkControlledRepeaterAuthorized?
We would like to co-sign the BL CR.

	ZTE2
	 ZTE also wish to co-sign.

	CMCC
	We support to introduce the Network Controlled Repeater Authorized IE in both messages. 
For cover page “reason for changes”, we suggest to change the sentence “Solution 4 as studied in TR 38.867 ...... in context handling messages” to “RAN3 agreed that the NCR authorization indicator is provided from AMF to gNB explicitly over the NG interface. ”

	
	



	Moderator Summary  :
 





NCR solutions
Because of limited online time budget, the NCR management solution was not discussed in this meeting. 
[226270], [226319], [226325], [226375] believe RAN3 shall adopt solution 3. 
[226325] also provide a related NGAP CR to support solution 3.
If the AMF supports NCR, the AMF shall include the NCR Supported IE in the NG SETUP RESPONSE message.
[226405] prefer to choose solution4.
And [226749], [226684], [226571], [226701] prefer to select the hybrid solution for NCR management and provide their views.
Q2: Please provide your views on which solution(e.g. solution 1, 3, 4, and hybrid one) shall be selected for NCR management.
	Company
	Selected solution
	Comments

	Ericsson
	4
	Sol. 1 with its “validation” concept managed to confuse SA3. Therefore, following the clarifications given in the online discussion, there seems to be no benefit from a “hybrid” solution which combines Sol. 1 with something else. Sols. 3 and 4 differ for small details, which could be sorted out in the remaining allocated time.

	CATT
	Hybrid is preferred. 
	For purely NCR authorization info delivery, what we agreed is to convey the NCR authorization info from AMF to NG-RAN, that is the solution 4.
We do not think NCR indicator from gNB to AMF is needed.
We do not think NCR Supported IE from AMF to NG-RAN is necessary, it could be left to OAM configuration.

We would prefer to have a unified solution for NCR management, and we should try to work on that. Thus, we should not simply say solution 4 or solution 3 is selected. 
With above, we would prefer to have a hybrid solution(the only one solution) for NCR management, which covers authentication, authorization, validation, etc. 

	ZTE
	1>hybrid>4
	From our point of view, the validation function is necessary for the NCR management. In addition, we prefer to support the NCR management function by using a simply method with the minimum CN impact.
For the SA3 confusion, I believe that’s the reason why i am trying to clarify the definition, use case and steps for the NCR validation.

	Huawei
	3
	We do not ack of the need of the validation in solution 1.
For solution 4, the RAN node will not able to receive NCR indication from RRC, then the RAN node will probably select an AMF which does not support NCR, i.e. the AMF which does not able to provide NCR authorization to the RAN node.

	Nokia
	3
	Please do not mix the authorization issue with the “validation”. 
Even without “validation”, the authorization is still needed. So please not mixt them.

	Deutsche Telekom
	3
	We see no big difference between Sol 3 and 4, but we prefer Sol 3 for NCR authorization as it is based on the IAB-like approach (NCR is seen as operator-deployed NW element similar to an IAB node).
From an operator’s perspective we don’t see the need for a hybrid solution with additional validation function as an NCR can be pre-configured with suitable/allowed cells by OAM and this can be also changed during operation, e.g. after first connection of NCR-MT to the NW.

	Samsung
	3
	Similar to Huawei’s comment, we think the selection for NCR-support AMF would provide the benefit. 
All legacy AMFs don’t need to support NCR feature and be upgraded to support NCR. So the NCR indication from the NCR device via RRC and the NCR support indication from the AMF to the gNB via NGAP are required.
Regarding solution 1/hybrid, we don’t see the benefit of that the NCR validation should be performed by the gNB with additional impact, not directly by OAM. To support the validation in the gNB, the OAM (including pre-configuration) should also configure the related information to the NCR device.

	BT
	3
	We believe both solution 3 and 4 are feasible, but have a preference for solution 3 as we see some benefit in allowing scenarios where only some AMF(s) are upgraded to allow further flexibility of operators’ deployments.
We do not see a requirement for the validation in solution 1.

	CMCC
	Prefer hybird solution
	Since RAN3 agreed that the NCR authorization indicator is provided from AMF to gNB explicitly over the NG interface, and we think NCR validation is beneficial to to avoid unexpected device to access the network, so we prefer a hybrid solution including authentication, authorization and validation. With this solution, gNB can further check whether the NCR is allowed to access specific cell after it is authorized.

	Intel
	Hybrid is preferred.
	The same comments as CATT. 



	Moderator Summary  :
solution3:(5) HW, Nokia, DT, SS, BT
Hybrid:(3?)ZTE, CATT, Intel
solution1:(1)ZTE
solution4:(1)Ericsson(ok with sol3)

Either hybrid or sol 3 may be selected based on the current CB summary. 
Shall we narrow down the NCR selection between sol3 and hybrid in this meeting?

RAN3 have consensus on solution 3. FFS on any additional aspects.







Online left issue
Companies discussed the validation aspects during online session and the left issue is shown below:
A NCR device may connect only with the allowed cells.
Q3: Please provide your views on the below proposal:
Proposal 1: A NCR device may connect only with the allowed cells.
	Company
	Agree/Disagree
	Comments

	Ericsson
	Agree
	This is very beneficial for operators. It is easily implemented as a locally configured access list in the NCR (allowed/forbidden cells). This seems fully adequate for an operator-planned, operator-deployed node (consistent with the NCR WID). This is also a tried and tested solution from the Rel-10 LTE RNs.

	CATT
	Agree, but
	We agree with the proposal. 
However, some details should be further discussed, e.g.:
· Configure the allowed cells to the NCR node? Different NCR may be pre-configured with different information.
· For a NCR supported cell, any NCR is allowed, or just some specific NCR is allowed? How to do the access control?

	ZTE
	Disagree
	As we pointed of in yesterday online session, we do not think the allowed cell shall be used here. Allowed is not as same as intended. The current version can not describe RAN3 understanding properly.

	Huawei
	depends
	It depends on the deployment, maybe a NCR is deployed only in some specific cells, maybe a NCR can deployed in any cell which support NCR.

	Nokia
	Agree
	To address others’ comments on the term “allowed cells”, the proposal can be updated to 
“A NCR device may connect only with operator designated cell(s)”

	Deutsche Telekom
	Agree
	We share Ericsson’s view w.r.t. implementation aspects on access lists.
From an operator’s perspective we generally support to additionally introduce an NCR-support indication in SIB1 allowing us to declare cells as “NCR barred”, if needed. But details are up to RAN2.

	Samsung
	Agree
	If needed, the allowed cell list can be configured for each the NCR device by the operator. (pre-configured or by OAM)

	BT
	Agree
	Agree with Nokia and Ericsson’s comments. Allowed/forbidden cells list is an appropriate solution.

	CMCC
	See comments
	We understand even if NCR device may connect only allowed cells, gNB is also configured an allowed NCR ID list to check whether the NCR is allowed to access this cell.

	Intel
	OK but
	having this allowed cell list configured to the UE by OAM still does not exclude the need of RAN-level validation. RAN should be able to check whether NCR is connected to the right one - that's why we need to reply SA3. 



	Moderator Summary  :
 Agree:     E//, Nokia, DT, SS, BT
          Agree with but: CATT, Intel
Disagree: ZTE
Depends: HW

E///, HW, SS: “The NCR may be configured with a list of allowed and/or forbidden cells”

	



Other OAM related issue
In the ongoing RAN1 meeting, the OAM related aspects have been discussed in NCR session, the following agreements have been agreed at RAN1 side:
Agreement
The following is supported to deliver the information to characterize the supported physical beam of NCR-Fwd for access link:
Option-2: The information is informed to gNB and NCR via OAM
Note-1: In this option, how to characterize the beam information is based on implementation (e.g., declaration from NCR vendor).
[bookmark: OLE_LINK1]Note-2: In this option, the beam(s) used by NCR-Fwd for access link is configured for gNB and NCR by OAM based on implementation.
o The beam index in SCI corresponds to the configured beam(s) sequentially.

From moderator points of view, RAN3 should discuss and capture,if agreeable, stage 2 description on RAN1 NCR&OAM agreements in this RAN3 meeting.
Q4: Companies may provide their views on whether RAN3 shall capture the following stage 2 description for RAN1 NCR&OAM agreements in this RAN3 meeting.

At least the following NCR related parameters may be provided by OAM to the gNB and NCR for its operation.
- the beam(s) used by NCR-Fwd for access link

	Company
	Agree/Disagree
	Comments

	Ericsson
	Agree
	Minor editorial: “for its operation” -> “for operation”

	CATT
	Agree
	

	ZTE
	Agree
	Fine for E//’s modification.

	Huawei
	FFS
	Let’s further discuss this next meeting.

	Nokia
	Not now
	This is not discussed online, and it highly pends on RAN1/2. 

	Deutsche Telekom
	Not now
	Nothing against to cover that part, but shouldn’t we wait until we have the official minutes on those agreements? We can discuss at next meeting.

	Samsung
	
	No strong view on it. We’re fine with it.

	BT
	Not now 
	Discuss further next meeting.

	CMCC
	
	Prefer to discuss it at next meeting.

	Intel
	FFS
	



	Moderator Summary  :
 Agree(4): E//, CATT, ZTE, SS(?)
FFS(5): HW, Nokia, DT, BT, Intel

RAN1 has already made such decision.


# no consensus.




[bookmark: OLE_LINK4]Reply LS to SA3
Based on moderator’s understanding, whether reply LS shall be sent to SA3 depends on the final result in Q3. A draft LS is prepared based on the assumption that the proposal in Q3 is agreed. 
In the SA3 reply LS, SA3 explained that they do not have clearly view on validation and can not provide further clarification on the security field. Considering RAN3 can not make any consensus on the NCR validation aspects, companies may provide theri views on whether to send the reply LS to SA3 in this RAN3 meeting.
[bookmark: OLE_LINK5]Q5: Please provide your views on whether RAN3 shall reply LS to SA3 on validation at the end of this meeting.
	Company
	Comments

	Ericsson
	No need for a reply LS. We don’t even need to mention “validation” in our spec text, as we have clarified that what we are really referring to is an access control list.

	CATT
	We should reply the LS only if we have the clear answer on what the “Validation” means, and there may be some security issue could not be confirmed by RAN3. It seems this is linked to the discussion in Q3 (3.3).

	ZTE
	Though we believe it is necessary for RAN3 to further clarify the validation to SA3, the LS may be postponed if RAN3 can not make any agreement on the NCR validation aspects. 
Whether RAN3 can send the validation explanation LS to SA3 depends on what we can get in this CB discussion.

	Huawei
	No need. 
No agreement in RAN3 on what is validation, whether such concept should be introduced or not, therefore we do not need to and cannot reply LS for now.

	Nokia
	Not needed. The term “validation” does cause confusion in RAN3 and SA3. Let’s stop to use this term “validation”. It is enough to have Proposal 1 in 3.3.

	Deutsche Telekom
	Reply LS not needed from our perspective as “validation” is related to access control which can be handled by existing tools/mechanisms. 

	Samsung
	No need at this time.
Only if the RAN validation is agreed in RAN3, then LS to SA3 would be sent if needed.

	BT
	Same view as Nokia, Ericsson and Deutsche Telekom, no need for a reply LS. 

	CMCC
	Depends on whether we can reach agreements on the validation.



	Moderator Summary  :
Based on final agreements(3): CATT, ZTE, SS
No need LS(5): E//, HW, Nokia, DT,BT.

Depends on the answer we get in previous questions.

# no LS in this meeting.




F1AP discussion 
Some companies also provide their views on the NCR F1AP enhancement. The open issues on this part were pointed out in RAN3#117bis_e are listed below: 
Issue 1: How the NCR selects a cell belongs to a gNB that supports NCR operation (e.g., OAM configure a list of cell can be accessed by NCR, cell broadcast)?
Issue 2: Once NCR is authorized, whether gNB-CU indicates to the gNB-DU about NCR authorization?
Issue 3: Whether the needs for gNB-CU or gNB-DU to configure which cell(s) can be used for NCR device accessing, e.g., due to overload?
Because of the limited time budget, RAN3 may not have enough time to further discuss the F1AP aspects this meeting. RAN3 may continue to discuss the above issues in next RAN3 meeting.
Proposal 2: The following F1AP aspects shall be discussed in next RAN3 meeting:
Issue 1: Whether the F1AP enhancement on NCR is needed in Rel-18.
Issue 2: How the NCR selects a cell belongs to a gNB that supports NCR operation (e.g., OAM configure a list of cell can be accessed by NCR, cell broadcast)?
Issue 3: Once NCR is authorized, whether gNB-CU indicates to the gNB-DU about NCR authorization?
Issue 4: Whether the needs for gNB-CU or gNB-DU to configure which cell(s) can be used for NCR device accessing, e.g., due to overload?

Q6. Please provide your views on proposal 2 and if there is additional F1AP issues shall be covered in this proposal. 
	Company
	Comments

	Ericsson
	Issue 1 is misleading – too vague. We should remove it from the list. So far the only F1AP issue on the table is whether to signal the authorization from CU to DU.
Issue 2: Seems already settled from yesterday’s discussion. Multiple companies support this access control list; it should be possible to capture it as a WA already at this meeting. Then the corresponding statement (see our comment above) can be captured in the st2 BL CR with an FFS. E.g. “WA: the NCR may be configured with a list of allowed/forbidden cells; WA: the gNB may be  configured with a list of allowed/forbidden NCRs.” We should go for this, then also this issue can be removed from the list.
Issue 3: OK to further check
Issue 4: No reason to discuss this. According to our existing principles, cell parameters are configured in the DU via DU OAM. Possibly this should be reported from DU to CU at F1 setup/DU config update. CU never configures DU parameters. Given how it’s defined (i.e. it does not terminate traffic except possibly for its own OAM), an NCR cannot pose a problem to its serving cell w.r.t. overload.

	ZTE
	Considering there is no time for us to further discuss F1AP aspects in this RAN3 meeting, we are open to discuss issue 2,3,4 in next meeting.
Issue 1: We believe the F1AP enhancement is necessary. So we dont support this one.
Issue 2: This issue is a pure RAN2 topic, we do not think this shall be discussed by RAN3. 
Issue 3: considering RAN3 has agreed the following agreement:
The NCR authorization indicator is provided from AMF to gNB explicitly over the NG interface.
It is straight forward to let CU pass the NCR authorization info to DU.
Issue 4: Based on the configuration, a NCR device may be not able to access to NW from every cells belongs to a gNB-DU which supports the NCR management function. This may either because not all cells on this gNB-DU support NCR function or because some cells are configured to reject NCR accessing due to some reasons(e.g. heavy load). We think it is valuable to discuss this issue in next meeting.

	Huawei
	We are open to further discuss the F1AP impacts in next meeting.
Note that we updated the first list of issues to 1a 2a 3a, to avoid the misunderstanding of the issue 1 2 3 in the Proposal 2.
For issue 1a, we think it could be done by OAM, and it can also be done by Uu broadcast but the latter one is up to RAN2.
For issue 2a, yes, the DU needs to control the side control information, the DU needs to know that this NCR is an authorized NCR.
For issue 3a, similar to IAB, the CU should be able to inform DU about whether a cell is allowed for NCR access or not.
For the Proposal2, we are fine to further discuss open issues in next meeting, although we think the answer to issue 1 should be yes with no doubt.
For issue 2, 3, and 4, same answers as our comments above for issue 1a 2a and 3a.

Btw, we volunteer to do the F1AP BL CR, thank you.

	Nokia
	There is no online discussion yet. F1AP may be affected, but better to discuss it in next meeting. 
BTW, we volunteer to do the TS38.401 BL CR. Thank you very much!


	Deutsche Telekom
	Discussion on details for F1AP should be shifted to next meeting.
Issue 1: We think that enhancement of F1AP is needed for NCR (also related to Issue 3).
Issue 2 is a RAN2 topic. From an operator’s perspective we generally support to additionally introduce an NCR-support indication in SIB1 allowing us to declare cells as “NCR barred”,
Issue 3 is ok for us.
W.r.t. Issue 4 we share Ericsson’s view. DU configuration is done via OAM. Overload should not be an issue to be considered for assignment of cells for NCR deployment.

	Samsung
	Regarding Issues in Proposal 2:
Issue 1: A little unclear. We think F1AP needs to be enhanced to support NCR feature.
Issue 2: It’s RAN2 issue. And RAN2 seemed to agree introducing an NCR-support indication per PLMN in SIB1. Also as commented above, we think OAM can configure the allowed cell list in the NCR device.
Issue 3: Yes. The DU needs to generate the NCR-related RRC configuration information and send the side control information only for the authorized NCR device. If the NCR authorization information is not delivered to the DU, other NCR related information from the CU to the DU should be introduced.
Issue 4: We also think there is no reason to discuss this issue now.

	CMCC
	We are fine to discuss enhancements on F1AP in next meeting.
For issue 2, RAN2 has already agreed to introduce an NCR-support indication in SIB1 per PLMN in this meeting.



	Moderator Summary  :
For each issues in list:
     If no consensus:
          Discuss in next meeting
     Else:
           Make agreement/WA or remove an issue in this meeting.

Nokia is fine to discuss F1AP in next meeting.

Issue 1:  Whether the F1AP enhancement on NCR is needed in Rel-18.
  E//: misleading. ZTE: no.  HW: negative,. DT: no, SS: need enhancement.
[moderator]: F1AP enhancement discussion is necessary.


Issue 2:How the NCR selects a cell belongs to a gNB that supports NCR operation (e.g., OAM configure a list of cell can be accessed by NCR, cell broadcast)?
  E//: “WA: the NCR may be configured with a list of allowed/forbidden cells; WA: the gNB may be  configured with a list of allowed/forbidden NCRs”
  ZTE,HW,DT,SS: RAN2
[moderator]: RAN3 make assumption this meeting? RAN2 scope? Or discuss next meeting?

Issue 3:Once NCR is authorized, whether gNB-CU indicates to the gNB-DU about NCR authorization?
  E//,ZTE, DT(?), SS(?): FFS
[moderator]: discuss this next meeting?

Issue 4:Whether the needs for gNB-CU or gNB-DU to configure which cell(s) can be used for NCR device accessing, e.g., due to overload?
   E//, DT,SS(?): no for this.
   ZTE,HW, : FFS
[moderator]: next meeting? Or no more discussion? 

#Try to agree in final CB: DU needs to know the information of NCR has been authorized.
To be continue: issue 4.


	




Conclusion, Recommendations [if needed]
TBU
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