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Introduction
The Rel-18 study item on NR network-controlled repeaters (NCR) has been finished and the report was summarized in TR38.867[1]. Consequently, a WI was agreed in RP-222673 at RAN#97e meeting. It includes following objective:
	Specify the solution of network-controlled repeater management (i.e., the identification and authorization/validation of NCR) [RAN3, RAN2]
NOTE: Down-selection of solutions in section 8 of TR 38.867 is needed taking into account the feedback of other working groups (i.e., SA3 and SA5). From a security point of view, the feasibility of NCR validation procedure in solution 1 and the feasibility of solution 2 will be decided by SA3.The selected solution shall provide inter-vendor interoperability.



Last RAN3#117bis has given the status that “Down selection on all solutions which takes the feedback from SA3 and SA5 into account can be discussed in next RAN3 meeting”.
This contribution provides our views on down-selection of solutions in section 8 of TR 38.867 taking SA3 feedback in [2] into account.
Discussion
Four solutions on repeater management are captured in section 8 of TR 38.867. Since there are some concerns on Solution 1 optional NCR validation procedure and Solution 2, RAN3 sent an LS [3] to SA3 and SA5 (cc to RAN2 and SA2) while SA3 summarized their reply as followings [2],
	Q1a: Is there any security issue for solution 2 which does not provide Uu security, non-protected NCR indication info and the OAM container in Step 5?
Reply: Yes. Due to the lack of Uu security, this solution exposes the OAM indirectly to attacks over the air interface. 
Q1b: Does SA3 believe that the NCR needs to be securely validated? Any security issue for configuring locally stored information in the gNB in Solution 1?
Reply: SA3 cannot provide answers before the security validation related steps in solution1 are clarified. For example, if this refers to an additional authentication procedure, typically RAN does not perform such procedure. If this is not the authentication procedure, it is unclear the purpose and the feasibility to have such additional steps as well as what kind of information is stored in RAN.



SA3 clearly stated that there are security issues for solution 2. 

Taking the above SA3 answers into account, as well as already discussed that the solution 2 does not compliance with WID that requires multi-vendor interoperability, our first proposal is:
Proposal 1: RAN3 to agree to down-select Solution 2 firstly.

The simplified signalling message flows of solution 1, solution 3 and solution 4 are shown in Fig.1. 
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Fig.1 The simplified call flows of solution 1, 3 and 4 
Since initial context setup procedure in solution 1 is the same as that of legacy UE, so it is observed from Fig.1 that solution 1 does not have impact on NGAP, then it will be reasonable for RAN2 decision on solution 1.
Solution 1 does not have impact on NGAP.

Proposal 2: Whether down-select solution 1 or not is up to RAN2 decision.
Regarding the NGAP impact comparison between solution 3 and 4, Fig.1 shows that NG setup for NCR and initial context setup with NCR-MT indication are needed for solution 3 while the NCR authorization indicator need to be provided from AMF to gNB explicitly over the NG interface for both solution 3 and 4. It seems result in that solution 4 has a smaller NGAP impact than solution 3. However, from deployment perspective, there is no difference between solution 3 and 4, since anyway AMF upgrade is needed for both solution 3 and 4. Since solution 3 is similar to IAB-MT, it is possible to recycle legacy signalling what is used for identifying and authorizing IAB-MT. Therefore, we think NGAP impact of solution 3 is controllable and the above NGAP difference between solution 3 and 4 can be ignored. 
On the other hand, as discussed in last RAN3#117bis [4], solution 4 has further impact on NAS because an NCR support indicator needs to be included in the 5GMM capability submitted in the NCR-MT’s NAS registration request. 
In total from the analysis, we propose to down-select Solution 4.
Proposal 3: RAN3 to agree to down-select solution 4.

Proposals
Proposal 1 RAN3 to agree to down-select Solution 2 firstly.
Proposal 2 Whether down-select solution 1 or not is up to RAN2 decision.
Proposal 3 RAN3 to agree to down-select solution 4.
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