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1	Introduction
The WID on Rel-18 network-controlled repeaters holds the following objectives [1]:

	Specify the solution of network-controlled repeater management (i.e., the identification and authorization/validation of NCR) [RAN3, RAN2]
· NOTE: Down-selection of solutions in section 8 of TR 38.867 is needed taking into account the feedback of other working groups (i.e., SA3 and SA5). From a security point of view, the feasibility of NCR validation procedure in solution 1 and the feasibility of solution 2 will be decided by SA3.The selected solution shall provide inter-vendor interoperability.



The following agreements and notes were captured in the last meeting [2]:

	The NCR authorization indicator is provided from AMF to gNB explicitly over the NG interface. 
· It can be applied to any solution selected.
The discussion on RAN impact on validation function is pending to SA3 reply LS.
The following aspects may be regarded as issues in RAN3 with contribution driven:
· How the NCR selects a cell belongs to a gNB that supports NCR operation (e.g., OAM configure a list of cell can be accessed by NCR, cell broadcast)?
· Once NCR is authorized, whether gNB-CU indicates to the gNB-DU about NCR authorization?
· Whether the needs for gNB-CU or gNB-DU to configure which cell(s) can be used for NCR device accessing, e.g., due to overload?
gNB-CU knows whether the connected gNB-DU supports NCR based on OAM configuration.
Down selection on all solutions which takes the feedback from SA3 and SA5 into account can be discussed in next RAN3 meeting.
The NCR-OAM connectivity requirement should be supported, further details can be discussed.
RAN3 has the understanding that V2X like Solution 4 has NAS impact.



SA3 sent a reply LS on NCR solutions and stated the following [3]:

	To SA3 Q1a: Is there any security issue for solution 2 which does not provide Uu security, non-protected NCR indication info and the OAM container in Step 5?
Answer to RAN3:
Yes. For solution 2, SA3 believes that this information can be tampered due to the lack of Uu security. It exposes the OAM indirectly to attacks over the air interface. 
To SA3 Q1b: Does SA3 believe that the NCR needs to be securely validated? Any security issue for configuring locally stored information in the gNB in Solution 1?
Answer to RAN3: 
For the 1st question in Q1b, SA3 is not clear about what does "validation" mean. 
· For the 2nd question in Q1b, SA3 cannot provide answers before the security validation related steps in solution1 are clarified. In addition, the feasibility of such additional steps and what kind of information is stored in RAN are also unclear. Further clarification is expected.



This contribution discusses down-selection of the four solutions for NCR management in TR 38.867 [4], indication of NCR authorization to the gNB-DU, parent selection of the NCR and OAM connectivity. 
2	Discussion
2.1	Down-selection of solutions for NCR management
SA3 confirmed that Solution 2 has security issues [3]. Solution 2 also does not meet the WID requirement for inter-vendor operability. Solution 2 should therefore be deprioritized.
Proposal 1: Solution 2 is deprioritized since it does not provide inter-vendor inter-operability and it does not meet SA3’s security requirements.
RAN3#117bis-e agreed that the AMF provides NCR authorization to the gNB over NGAP [2]:
The NCR authorization indicator is provided from AMF to gNB explicitly over the NG interface. 
This implies Solution 1 supports CN-based authorization of NCR based on the NCR’s subscription profile. According to TR 38.867, Solution 1 further requires RAN-based authorization using a RAN-based validation function. Therefore, the RAN-based authorization  becomes redundant, adds unnecessary implementation and specification complexity, and provides no additional benefit. Furthermore, SA3 questioned the feasibility of provisioning the secure validation in the gNB [3]. Therefore, Solution 1 should be deprioritized.
Proposal 2: Solution 1 is deprioritized since it unnecessarily replicates authorization in RAN while CN-based authorization has already been agreed.
Both Solutions 3 and 4 perform a (common) CN-based authorization of the NCR operation based on the NCR-MT’s subscription profile. This has two implications:
· Implication 1: the NCR-MT must indicate to the network that the purpose of its connection is to perform NCR operation. If the NCR-MT solely connects for other purposes, e.g., to download a software upgrade or connect to OAM, “NCR operation” part does NOT have to be authorized.
· Implication 2: an “NCR-capable” AMF must be selected both to check the “NCR-specific” subscription information and to provide the NCR authorization indicator.
Observation 1: The NCR-MT needs to indicate to the network that it intends to perform NCR operation so that the AMF can verify NCR support based on the NCR-MT’s subscription profile and authorize NCR operation..
Observation 2: An NCR-capable AMF must be selected to check the “NCR-specific” subscription information and to provide the NCR authorization indicator.  
For Implication 1:
In Solution 3, an NCR indication is carried over RRC and NGAP.
In Solution 4, an NCR indication needs to be carried in NAS. RAN3#117bis-e has confirmed the understanding that Solution 4 has NAS impact [2].
Observation 3: In Solution 3, NCR indication is carried in RRC + NGAP. In Solution 4, an equivalent NCR indication is carried in NAS.
For Implication 2:
According to TS 23.501 section 6.3.5 [5], the AMF selection functionality can be supported by: 
· the 5G-AN (e.g. RAN, N3IWF)
· the AMF itself, e.g., if the initially selected AMF was not an appropriate AMF to serve the UE

In Solution 3, the selection of the NCR-capable AMF is performed by the donor based on NCR-support indication on NG-C from AMF.
In Solution 4, the selection of the NCR-capable AMF is performed by the AMF initially selected by the donor for the NCR-MT based on the NCR indication provided in NAS.
Observation 4: In Solution 3, NCR-capable AMF selection is performed by the gNB. In Solution 4, an equivalent NCR-capable AMF selection is performed by the AMF initially selected by the gNB. 
Based on Observations 3 and 4, Solutions 3 and 4 have similar specification and implementation overhead.
Observation 5: Solution 3 and 4 have similar specification and implementation overhead.
Since NCR represents a network node like IAB and not a UE, reusing the IAB-based procedure in Solution 3 is more appropriate.
Proposal 3: RAN3 to prefer Solution 3 over Solution 4 since it is better aligned with IAB.

2.2	Indication of NCR authorization to the gNB-DU
RAN3#117bis-e agreed that the NCR authorization result is indicated to the gNB-CU. In case the NCR operation is not authorized, the NCR-MT may retain its connection to the network for other purposes. 
The gNB-DU needs to know that the NCR-MT is authorized for NCR operation before it starts side-control signaling. For that reason, the gNB-CU needs to indicate to the IAB-DU that the NCR-MT is authorized for NCR operation. 
Proposal 4a: The gNB-CU indicates NCR authorization to the gNB-DU.
RAN2#119bis-e agreed that “RAN2 confirms to use RRC signalling to configure NCR-MT to receive side control information.” In case the NCR operation is authorized, providing RRC configuration for side control information to the gNB-DU can implicitly indicate the authorization result.
Proposal 4b: WA: NCR authorization is implicitly indicated to the gNB-DU via the CU-to-DU RRC information carried in F1AP together with the RRC configuration of side control for the NCR-MT.

2.3	Parent selection of the NCR
The gNB needs additional functionality for the support of NCR operation. It cannot be expected that all gNBs will support this functionality. When the NCR integrates into the network, it needs to select a gNB that supports NCR operation. This can be based on an NCR-support indication in SIB1 like in IAB.
Proposal 5: An NCR-support indication is included in SIB to assist parent selection for the NCR.


2.4	OAM connectivity
RAN3#117bis-e agreed that “the NCR-OAM connectivity requirement should be supported, further details can be discussed” [2]. 
RAN2#119bis-e agreed that “NCR-MT supports SRB0/1/2 and DRB is optional. FFS on maximum number of DRBs” [6].
Since the NCR-MT supports PDU session/DRB, this can be used to provide OAM connectivity.
Proposal 6: PDU-session-based OAM connectivity is supported for the NCR-MT.
Conclusion
This contribution discussed down-selection of the four solutions for NCR management in TR 38.867 [4], indication of NCR authorization to the gNB-DU, parent selection of the NCR and OAM connectivity. The following observations and proposals have been made:

Observation 1: The NCR-MT needs to indicate to the network that it intends to perform NCR operation so that the AMF can verify NCR support based on the NCR-MT’s subscription profile and authorize NCR operation..
Observation 2: An NCR-capable AMF must be selected to check the “NCR-specific” subscription information and to provide the NCR authorization indicator.  
Observation 3: In Solution 3, NCR indication is carried in RRC + NGAP. In Solution 4, an equivalent NCR indication is carried in NAS.
Observation 4: In Solution 3, NCR-capable AMF selection is performed by the gNB. In Solution 4, an equivalent NCR-capable AMF selection is performed by the AMF initially selected by the gNB. 
Observation 5: Solution 3 and 4 have similar specification and implementation overhead.

Proposal 1: Solution 2 is deprioritized since it does not provide inter-vendor inter-operability and it does not meet SA3’s security requirements.
Proposal 2: Solution 1 is deprioritized since it unnecessarily replicates authorization in RAN while CN-based authorization has already been agreed.
Proposal 3: RAN3 to prefer Solution 3 over Solution 4 since it is better aligned with IAB.
Proposal 4a: The gNB-CU indicates NCR authorization to the gNB-DU.
Proposal 4b: WA: NCR authorization is implicitly indicated to the gNB-DU via the CU-to-DU RRC information carried in F1AP together with the RRC configuration of side control for the NCR-MT.
Proposal 5: An NCR-support indication is included in SIB to assist parent selection for the NCR.
Proposal 6: PDU-session-based OAM connectivity is supported for the NCR-MT.
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