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1. Overall Description:
RAN3 thanks SA3's answers on RAN3's question on Q1b:
To SA3 Q1b: Does SA3 believe that the NCR needs to be securely validated? Any security issue for configuring locally stored information in the gNB in Solution 1?
Answer to RAN3: 
For the 1st question in Q1b, SA3 is not clear about what does "validation" mean. 
For the 2nd question in Q1b, SA3 cannot provide answers before the security validation related steps in solution1 are clarified. In addition, the feasibility of such additional steps and what kind of information is stored in RAN are also unclear. Further clarification is expected.  
Regarding the meaning of "validation" in Q1b, RAN3 would like to clarify as follows:
The validation step in Solution 1 is basically for NW to make sure that the connected NCR devices serve the suitable cells for coverage enhancement and that can control the NCR-FWD as pre-planned before. 
NCR is essentially a relay that simply provides RF “amplification” to the end UE. And repeater deployments are normally carefully planned ‒ after identifying coverage gaps, NCR will be deployed to provide a repeater function for those cells suffering from coverage holes as well as cells able to control the NCR-FWD functionality. 
Therefore, NCR operating in a wrong cell (either maliciously or by error) can cause RF and interference problems. While CN authentication can check whether NCR-MT should perform as an NCR, but it cannot verify whether the NCR is connected to the correct cell/gNB that has been pre-planned before. This verification (in other words, "validation") has to be done at RAN level and there should be some RAN level pre-configuration for gNBs to identify whether NCR that has accessed is connected to the right pre-planned cell or not (considering multiple NCRs covering different cells).
The information that needs to be held in the RAN can be e.g. “security token” corresponding to an NCR device and the cell that is allowed to operate in. 

2. Actions:
To SA3 group.
ACTION: 	RAN3 respectfully asks SA3 to provide answers accordingly.

3. Date of Next RAN WG3 Meetings:
RAN3 Meeting #119		February 27 – March 03, 2023 		Athens, Greece
RAN3 Meeting #119bis-e  	April 17 – 26, 2023						Electronic
