3GPP TSG-RAN WG3 #118									R3-226648
14th – 18th Nov 2022
Toulouse, France

[bookmark: Source]Agenda Item:	22.2
Source:	AT&T
[bookmark: OLE_LINK67]Title:	Authorization for NR network-controlled repeaters
[bookmark: DocumentFor]Document for:	Discussion/Approval

Introduction
[bookmark: OLE_LINK63]As part of Rel-18 Work Item on NR Network-controlled Repeaters [1], 3GPP has agreed to specify enhancements over conventional RF repeaters including the following objectives:
Specify the solution of network-controlled repeater management (i.e., the identification and authorization/validation of NCR) [RAN3, RAN2]
· [bookmark: OLE_LINK48]NOTE: Down-selection of solutions in section 8 of TR 38.867 is needed taking into account the feedback of other working groups (i.e., SA3 and SA5). From a security point of view, the feasibility of NCR validation procedure in solution 1 and the feasibility of solution 2 will be decided by SA3.The selected solution shall provide inter-vendor interoperability.
[bookmark: OLE_LINK54]This contribution discusses the solutions for identification and authorization/validation of NR network-controlled repeaters.

Side control information for NR network-controlled repeaters
[bookmark: OLE_LINK65][bookmark: OLE_LINK57]Due to the native deployment of massive MIMO or multi-beam systems in NR, there is now an opportunity to develop and deploy network controlled repeaters (e.g., “smart” repeaters) which utilize an amplify-and-forward approach to take the DL signal from a donor cell (e.g. macro gNB) and provide it to users which may be beyond the coverage of the donor cell. Additionally, the NCR can provide the UL signal from the user device to its serving cell in a transparent manner. This may allow easier deployment of a dense network of access points in FR1 and FR2 as shown in Figure 1.
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Figure 1: Network-controlled repeater access and backhaul links
During RAN1#109e, the following agreement was made which introduces the concept of NCR-MT and NCR-Fwd functions, as well as a control link between the NCR and gNB which is separate from the access and backhaul links:

Agreement
Capture the following model of network-controlled repeater in TR 38.867.
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· The NCR-MT is defined as a function entity to communicate with a gNB via Control link (C-link) to enable the information exchanges (e.g. side control information). The C-link is based on NR Uu interface.
· Note: Side control information is at least for the control of NCR-Fwd
· The NCR-Fwd is defined as a function entity to perform the amplify-and-forwarding of UL/DL RF signal between gNB and UE via backhaul link and access link. The behavior of the NCR-Fwd will be controlled according to the received side control information from gNB. 

An example where this framework has already been realized in NR is the UE-like mobile termination (MT) function which is used by Integrated Access and Backhaul (IAB) nodes to provide connectivity between the IAB node and its parent donor node. While the IAB-MT’s capabilities are much greater than envisioned for network-controlled repeaters since it also has L2 relay and topology/routing management functionality, the configuration of the air interface features of the backhaul and access links of the IAB node (e.g., timing, power control, time/frequency/spatial resources) are very aligned with the requirements for network-controlled repeaters. As a result, the IAB-MT control information signaling framework can be taken as a starting point for defining the signaling framework of network-controlled repeaters and should be reused as much as possible. 
Given that the C-link is expected to reuse L1/L2 signaling for the configuration and control of various NCR-Fwd access and backhaul link parameters and properties, one area where the control link for the NCR-MT should also align with the IAB-MT is in the reuse of initial access procedures for the setup and authorization of the NCR into the network. A major benefit of this approach is that it allows the network to easily integrate repeaters, IAB nodes, and other network-controlled infrastructure with common management platforms within the RAN or at least based on 3GPP standardized signaling interfaces and security solutions. In addition, this natively supports multi-vendor interoperability which is one of the objectives of the NCR WI.
[bookmark: OLE_LINK68]Proposal 1: An IAB-like solution which supports existing 3GPP procedures, security solutions, and multi-vendor interoperability should be selected for NCR identification and authorization/validation.

[bookmark: OLE_LINK64]As noted in the WID, four solutions for NCR authorization have been captured in the study item phase for down-selection, also considering the feedback of SA3 and SA5. Solution 3 in Section 8 of 38.867 [2] is the most attractive solution in our view since NCR identification is done at RAN side, and NCR authorization is done at CN side, similar to the handling of the IAB-MT when performing initial access and authorization.
[bookmark: OLE_LINK53]Proposal 2: Solution 3 from TR 38.867 Section 8 is supported for NCR identification and authorization/validation.
Conclusion
[bookmark: OLE_LINK55]In this contribution, we discussed the solutions for identification and authorization/validation of NR network-controlled repeaters. We made the following proposal:

Proposal 1: An IAB-like solution which supports existing 3GPP procedures, security solutions, and multi-vendor interoperability should be selected for NCR identification and authorization/validation.
Proposal 2: Solution 3 from TR 38.867 Section 8 is supported for NCR identification and authorization/validation.
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