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Introduction
In this paper we discuss PCI collision avoidance for mIAB-nodes, based on the following agreements from the RAN3#117-e and RAN3#117-bis-e meetings:
PCI Space Partitioning is performed by OAM and up to implementation.
As baseline, to avoid PCI collision, F1-terminating IAB-donor can reconfigure PCI for the cell of mobile IAB-DU via existing F1AP message.
PCI-change on the IAB-node can be supported via handover of connected UEs between cells using old and new PCI, respectively.
FFS for the PCI reconfiguration in case of IAB-donor and IAB-node with different OAMs.
From RAN3 perspective, existing mechanism can be used for PCI collision detection in mobile IAB scenario. Further enhancement is FFS.
PCI collision can be detected by the F1-terminating IAB-donor of the mobile IAB-node. 

Discussion
[bookmark: _Toc108441134]In mobile radio networks comprising static nodes, physical distance between the (non-neighbouring) nodes, proper operator cell deployment planning, and the fact that the set of neighbouring nodes does not change, is sufficient to avoid collisions between reference and control signals. This, however, may not always be the case for a network with mIAB-nodes, whose set of neighbour cells can change due to mIAB-node mobility. 
The Rel-18 mobile IAB WID lists two types of reference and control signal collisions: Physical Cell Identity (PCI) collisions and Random Access CHannel (RACH) collisions. RAN3 concluded at the RAN3#117-e meeting that no enhancements are needed for RACH collision avoidance, unless requested by other WGs. On the other hand, the PCI conflict issue needs to be further discussed.

PCI conflict detection
The PCI is encoded into the primary synchronization signal (PSS) and the secondary synchronization signal (SSS). If the mIAB moves into an area with the same PCI that is used in one of its served cells, there can be interference in the sync sequence detection, which may lead to reduced UE synchronization performance. This is because of the UEs that will try to sync to two different synchronization signals, one coming from the mIAB and the other from, e.g., a static node. 
At the RAN3#117-bis-e it was agreed that “PCI collision can be detected by the F1-terminating IAB-donor of the mobile IAB-node.”. 
In previous discussions, some companies argued that the mIAB-node can detect PCI collisions. Nevertheless, some issues need to be considered. The mIAB-MT part of the mIAB-node is the one that detects PCIs transmitted by the other IAB-DUs and does this through the detection of SSBs. However, the mIAB-MT is unable to detect PCI collisions if the SSBs of the other IAB-DUs (including the co-located mIAB-DU) are on identical time resources. Thus, mIAB-MTs seems to be less capable than donor CUs when it comes to detecting PCI collisions. 
Observation 1: PCI collision detection by the mIAB-MT node is not always possible.
One question is whether to allow mIAB to reconfigure its PCI (e.g., upon PCI collision detection). Allowing PCI reconfigurations without donor CU involvement leads to issues as it will lead to many PCI changes across the network due to conflicts with nearby nodes, which will then change their PCIs due to conflict and so on. This makes PCI planning extremely complex for the operator. 
Consider the case that the mIAB-node detects a fleeting PCI collision and then reconfigures its PCI to a new PCI in a range pre-configured by the IAB-donor (or the OAM), which in turn might cause conflicts with nearby mIAB-nodes, leading to it to change its PCI. This is not a good solution, which cannot coexist with the already standardized gNB-/CU-centric PCI optimizations, defined in clause 7.8 of TS 38.401.
Observation 2: Allowing the mIAB-node to reconfigure PCI without donor involvement may cause massive PCI reconfigurations across the network, and it is incompatible conflict with existing standardized solutions, which are gNB/CU-centric. 
[bookmark: _Hlk117966331]Proposal 1: The decision to perform PCI reconfiguration cannot be taken by the mIAB-node.

PCI conflict prediction
Prediction of PCI conflicts between mIAB-node and other RAN nodes was discussed during RAN3#117-bis-e. Consider an already deployed network where the areas of a city are divided and under the control of different IAB donors, or CUs. In this case, collision can be predicted by checking for PCI conflicts between the CU areas that the mIAB-node may traverse. In fact, the RAN3#117-bis-e agreement, stating that the F1-terminating donor can detect PCI collisions is applicable for PCI conflict prediction as well. In particular, PCI collision can be predicted by exchanging information about PCI ranges between different donors. 
[bookmark: _Hlk117966345]Observation 3: Both the PCI collision prediction and PCI collision detection depend on sharing of PCI information between IAB-donors
Proposal 2: PCI collision can be predicted by sharing the information about configured PCIs between IAB-donors.
PCI reconfiguration
An open question after RAN3#117-bis-e was “FFS for the PCI reconfiguration in case of IAB-donor and IAB-node with different OAMs.” This is question out of RAN3 scope. Also, at the present, this is not different from the case where the IAB-donor and IAB-node are under the same OAM. Moreover, in our standardization work, it is always assumed that the DU and CU can be connected to different OAMs.  
[bookmark: _Hlk117966363]Proposal 3: PCI reconfiguration for the scenario where the IAB-donor and the mIAB-node connect to different OAMs is out of RAN3 scope.

Conclusion
This paper discusses interference mitigation for mIAB-nodes. The following observations is observed and proposed:
Observation 1: PCI collision detection by the mIAB-MT node is not always possible.
Observation 2: Allowing the mIAB-node to reconfigure PCI without donor involvement may cause massive PCI reconfigurations across the network, and it is incompatible conflict with existing standardized solutions, which are gNB/CU-centric. 
Proposal 1: The decision to perform PCI reconfiguration cannot be taken by the mIAB-node.
Observation 3: Both the PCI collision prediction and PCI collision detection depend on sharing of PCI information between IAB-donors
Proposal 2: PCI collision can be predicted by sharing the information about configured PCIs between IAB-donors.
Proposal 3: PCI reconfiguration for the scenario where the IAB-donor and the mIAB-node connect to different OAMs is out of RAN3 scope.
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