3GPP TSG-RAN WG3 #117bis-e
R3-225952
Online, 10-18 October 2022
Agenda Item:
17.3
Source:
Ericsson (moderator)
Title:
CB: # NTN2_LocationVerification – Summary of email discussion
Document for:
Discussion
1 Introduction

CB: # NTN2_LocationVerification

- Clarification on a new cause value for UE Context Release procedure

- Discussion on UE location positioning/reporting methods

- Coordination between RAN and CN on the UE location verification

- Capture agreements and provide CRs if agreeable 

(E/// - moderator)
Summary of offline disc
2 For the Chair’s Notes – 2nd Round

No support for introducing a new cause value

Propose to endorse as BL: 5956 (revision of 5582)
3 Chair’s Notes from the 1st Round
RAN3 is not affected by UE location reporting

No additional RAN3 impact if UE location is not correct
No support for introducing a new cause value

For 2nd round: revise 5582 and attempt agreement
4 Discussion – 1st Round
NB: Considering that this issue requires to look at both NTN and positioning, the Moderator has taken the liberty of pointing to current agreements and/or existing specifications when formulating questions, where it seemed appropriate. Hopefully this will aid the discussion.
4.1 LS from RAN2

RAN2 is considering reusing the LCS framework and is asking SA2 for feedback [1]. This LS has no action for RAN3.
The Moderator notes that reusing current LCS architecture and procedures is already recommended by TSG RAN in TR 38.882 (Sec. 5, “Recommendations”) and that positioning architecture is the joint responsibility of RAN2 and RAN3.
Question 1: Should RAN3 note this LS without further action?

	Company
	Comment

	Ericsson
	Yes

	Deutsche Telekom
	Yes

	CATT
	Yes

	Nokia
	Yes

	Huawei
	Yes

	ZTE
	Yes

	Qualcomm
	Yes

	Samsung
	Yes

	CMCC
	Yes

	Thales
	Yes


4.2 Need for UE Location Reporting

UE location is assumed to be reported from the UE to the LMF (no RAN3 impact) in [2]; in [6] and [7] it is proposed that it is not necessary to provide the reported UE location to the 5GC for location verification.

The Moderator notes that TR 38.882 (Sec. 5, “Recommendations”) states: “The verification should be performed independently from the location information reported by the UE.”
Question 2: Should RAN3 assume that UE location is signaled to the LMF?
	Company
	Comment

	Ericsson
	No. There is no need to make such an assumption. The UE-reported location is not considered trusted, so in principle even if it is signaled to the LMF it will not be considered, not even as an initial estimate (because it could be compromised).

	Deutsche Telekom
	No; we share E///’s view.

	CATT
	No; share Ericsson’s view.

	Nokia
	Our original intention is RAN3 will not be affected by the UE’s reported location, e.g. either no need to provide it to CN, or out of RAN3 scope to provide it to CN.

So suggest modify the proposal to: 

RAN3 is not affected by UE location reporting

	Huawei
	No. As pointed out by the moderator, the verification should be performed independently from the location reported by the UE, and no such assumption is needed. 

BTW, a small thing to clarify: in [7], the proposal was actually want to say it is unnecessary to let gNB know the verification or the positioning result.

	ZTE
	No, and the Nokia’s suggestion could be captured.

	Qualcomm
	Agree with Nokia. 

	Samsung
	No, as indicated by TR 38.882.

	CMCC
	No; share with Ericsson’s view.

	Thales
	Yes: We believe that as part of the verification that LMF can compare the UE reported location and its own estimate of UE location


4.3 Functional Impacts, Stage 2
It is proposed in [3]

 REF _Ref115795421 \r \h 
[4] to clarify in TS 38.300 that the LCS procedure is triggered by the AMF, according to current TSs 23.501 and 38.305. It is proposed in [8] to consider a (new) RAN-initiated positioning procedure.

The Moderator notes that RAN3 has already agreed that the verification is performed in the CN.
Question 3: Should RAN3 capture the current agreement in stage 2, or should RAN3 revisit the current agreement?
	Company
	Comment

	Ericsson
	Given that the CN is considered more secure than the RAN, it seems the most appropriate place to perform the verification. We see no reason to revisit the current agreement, and we propose to capture it in stage 2 as in [4].

	Deutsche Telekom
	We are fine with capturing current agreement in St2.

	CATT
	We agree that CN to perform the verification, and CN could perform the verification at any time it needs to verify the UE location, and CN could take corresponding actions. Therefore, we agree to capture something in our stage 2 to reflect our agreements, just like [4].
But we still think RAN may need to request for location verification towards AMF before it take some actions for connected UE in cross-country use cases, e.g. inter-AMF handover. Details could be found in our comment to Q5.

For the P4/P5 in [8], whether need to define the credit status, how to decide and use the credit status may need to be discussed in SA2/SA3 firstly. We understand that the target of the UE location verification is not to identify whether the UE is “fake” or not.

	Nokia
	Ok, but this agreement may be better to be captured in SA2 spec, since it is CN node behavior to perform the verification. 

	Huawei
	No need to revisit the current agreement, it can be captured in stage 2.

	ZTE
	Fine with the current stage 2 clarification.

	Qualcomm
	We think there is no need to revisit the agreement made in RAN3 on CN based UE location verification.

On whether RAN based verification is needed, we would prefer to wait for other WGs on the final solution. 

Regarding capturing the agreement in 38.300, we again prefer to wait for other WGs on the final solution for UE location verification.

	Samsung
	If it has already been captured in SA2 spec, then there might be no need to duplicate the description in our stg2.

	CMCC
	Above all, we respect the conclusion made in last meeting that the verification is performed in the CN. However, it is not excluded the possibility RAN performs verification. Hopefully, RAN3 can reconsider the existing long RTT latency in NTN system is not acceptable.

	Thales
	verification is performed in the CN. However we do not want to exclude that RAN does some pre-processing to contribute to the verification


It is also proposed in [8] to limit the NTN cell size to the granularity of 5-10 km, similar to TN macro cell size, and consider reporting TN cell info or virtual cell detected by the UE. A somewhat similar but more generic proposal is made in [3]

 REF _Ref115795421 \r \h 
[4], which propose to state in a note in TS 38.300 that UE location verification for AMF selection should not be necessary if the cell has an “appropriate” size and does not extend over more than one country.

Question 4: Should RAN3 capture a note in stage 2 e.g. as proposed in [4] or [8]?
	Company
	Comment

	Ericsson
	Cell size is subject to many constraints, such as coverage requirements, capacity requirements, and others. For this reason it does not seem appropriate to recommend a specific cell size in specifications, but we see some benefit in pointing to the fact that the larger the cell size, the more the issue of UE location verification will manifest itself. Our proposal in [4] tries to hit a compromise by introducing an informational note mentioning “appropriate” size.

	Deutsche Telekom
	We prefer the more general note as proposed in [4].

	CATT
	Currently, we prefer to have a general note as proposed in [4]. 
For the text proposals in [8], maybe it’s more appropriate to discuss in SA2/SA3 firstly on whether the credit status should be introduced.

	Nokia
	We prefer no need to add a Note at current stage.

TR38.882 states the accuracy of the verification should be 5-10 km, but this is not the NTN cell size to be 5-10km. It is up to the implementation/configuration to decide whether need to perform a verification. Even with a small cell size, it does not mean the UE reported location is correct. 

	Huawei
	We are fine with such note.

	ZTE
	[4] could be better, there is no need to specify the detailed cell size.

	Qualcomm
	Agree with Nokia. This is based on Operator’s configuration and also on the geography of the area. We prefer not to capture the note at this stage. 

	Samsung
	OK to capture a Note and FFS on the wording.

	CMCC
	As the proponent of [8], we limit the assessment accuracy for UE in the granularity 5-10 km, not limit the cell size within 5-10 km. It is our solution provided for network-based assessment. However, we need to determine Q3 first.
For [4], we prefer not to add a note to regulate operator’s policy.

	Thales
	We are fine with such note.


In [6] it is proposed to wait until the location verification result arrives before e.g. triggering inter-AMF HO or UE context release, and in [7] it is proposed that the AMF may initiate UE deregistration and indicate to gNB to release UE context with the legacy procedure. In [6] it is also proposed that the AMF should notify the RAN of the verification result.
Question 5: Is there any additional RAN or AMF behavior to be considered, e.g. according to [6] and [7]?
	Company
	Comment

	Ericsson
	No. There is no need to specify that the AMF should wait for the verification result before taking any action: it should all be part of the AMF configuration. With respect to notifying the RAN of the verification result, this is also not needed: the verification notification will be “implicit”. I.e. if the UE will be requested to be disconnected, especially with the specific cause value, the RAN will understand that the UE location was not correct. On the contrary, if DRB setup will be requested for that UE, it’s obvious that the location was verified.

	Deutsche Telekom
	No. We share E///’s view.

	CATT
	We should consider this issue case by case.
For initial access (e.g. UE registration procedure), similar view with Ericsson, AMF is able to verify the UE location via LCS, and take corresponding actions, e.g. de-registration if the wrong CN is selected. Actually, this is more like Rel-17 design in SA2, and still applicable now.

For UE connected mode mobility, especially in cross country scenarios (one NTN cell crosses several countries/PLMNs), in Rel-17, RAN is able to trigger UE context Release or inter-AMF handover in case it detects the UE moves across the country boarder according to the reported UE location from UE. For now, if we do not trust the reported UE location, the actions taken by the RAN may be not correct without the UE location verification. We could not simply leave it to CN, as CN does not know whether and when to verify the UE location for a connected UE (especially for the UE moves within a NTN cell, for this case neither the reported UE location, nor ULI is provided to CN). Therefore, we understand that NG-RAN should not take the actions we designed in Rel-17 before the UE location is verified. Following the agreement we made the last meeting, it’s CN to verify the UE location, thus we understand RAN should request CN to verify the UE location, and take the actions when it get the verification result (e.g. UE is located in the country different with the serving AMF), then inter-AMF handover could be triggered by RAN accordingly.

	Nokia
	No impact to RAN3 at current stage. 

	Huawei
	There is no need to notify the RAN of the verification result, if the negative location verification is detected, the AMF may initiate the UE deregistration procedure, and RAN knows that implicitly. 

In [7], it was not our intention to specify the AMF should wait for the verification result before taking any action. The AMF can of course deregister the UE directly, if it thinks the ULI reported from RAN is reliable. But we do think AMF may initiate UE deregistration and indicate the gNB to release the UE context following the legacy procedure, once the inconsistent UE location verification is detected.

	ZTE
	We do not see the need of any additional RAN or AMF behavior.

	Qualcomm
	We think RAN need to wait for UE location verification to provide services to the UE as location verification may delay the UE procedures. UE Location verification should transparent to RAN. As HW pointed out, if the location is found incorrect by CN, CN would trigger a UE Ctx Release.

Moreover for Xn based HO, the ULI is sent to AMF in Path Switch Request. If AMF thinks location verification is needed, then AMF can initiate verification. What is the trigger for RAN to initiate location verification?


	Samsung
	Even though the inter-AMF HO happens, the target AMF will also have the capability to deregister the UE or release UE context. And current spec is enough and nothing is broken.

The question is how often will it happen when inter-AMF HO happens before UE location verification. If it does not happen that frequently, such imposed behavior to RAN as in the proposal seems not that necessary.

	CMCC
	Share same view with Ericsson and Huawei. There is no need to wait for the verification result before taking any action.


4.4 New Cause Value for UE Context Release
A new cause value for UE Context Release is proposed in [5]; it is opposed in [7], and further discussion on this issue is proposed in [2].
Question 6: Should RAN3 introduce a new cause value (e.g. as proposed in [5]) to specifically address UE location verification?
	Company
	Comment

	Ericsson
	No. UE location verification is done to assist NNSF, so the issue is not about UE location in itself. The issue is to understand which AMF can serve the UE given its true location. Hence, the existing cause value "UE not in PLMN serving area" can (and should) be used, as it conveys this meaning much better than the proposed one.

	Deutsche Telekom
	No. Existing cause value is sufficient.

	CATT
	Share the view with Ericsson, the existing cause value "UE not in PLMN serving area" can (and should) be used.

	Nokia
	Not necessary. It may be similar to the existing cause value “UE not in PLMN serving area”. If company propose to add a new cause value, please clarify the requirement/scenario that is not covered by current cause value.

	Huawei
	No need, same view as Ericsson.

	ZTE
	Yes

For the cause value, some description in TR 38.882 has been given as below.
With NTN it is possible to deploy very large cells over large portions of a continent (possibly covering different countries), with the different core networks for the various countries connected to the same NTN RAN (MOCN network sharing scenario). In such a scenario, it may not always be possible to correctly determine the appropriate core network for a connecting UE, especially close to country borders, because the serving cell information may not be granular enough.

Furthermore, a malicious UE might "fake" its selected PLMN in order to attempt connecting to a different core network. Upon such an attempt the AMF will disconnect the UE and inform the RAN node via an appropriate NGAP cause value, so the RAN can take appropriate action on subsequent attempts by the same UE.
From our point of view, the existing cause value "UE not in PLMN serving area" can only cover the case in the first paragraph, while, it cannot cover the case in the second paragraph, i.e. malicious UE might fake its selected PLMN.

There could be multiple PLMNs which are deployed in different locations within one country, hence, "the UE fake its selected PLMN" could also lead to the UE Context Release procedure within one country. 


	Qualcomm
	We would like to understand the RAN’s behavior when the new cause value is received from AMF. What will RAN do by knowing that UE location is incorrect? RAN cannot identify the UE in the subsequent attempt to attach. We think the new cause value needs further clarification. 



	Samsung
	Tend to no. Maybe more clarification is needed on what is the difference in behavior for RAN between the new cause value and the existing one.

	CMCC
	Not need. Same view with Ericsson.

	Thales
	No need, same view as Ericsson.

	
	


5 Discussion – 2nd Round

5.1 New Cause Value for UE Context Release

A new cause value for UE Context Release was proposed in [5]; it was opposed in [7], and further discussion on this issue was proposed in [2]. The outcome of the 1st round was captured in the Chair’s notes as “no support for introducing a new cause value”. Unless there is any “delta” with respect to the 1st round and the online discussion, it should be confirmed that there is no support for this.
Question 7: Any “delta” with respect to previous discussions?
	Company
	Comment

	
	

	
	


5.2 Attempt at Stage 2 Text
In the 1st round most companies seemed OK with capturing the current agreement in stage 2; it was commented that discussion in other WGs is pending, and we shall avoid overlaps with what is already captured in SA2.

Most companies seemed also OK with capturing a generic note in stage 2 on cell size vs. location verification; the spec text shall not mandate operator policy.
A draft revision of [4] is provided in the Drafts folder; all further comments and modification are expected in the draft itself.
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