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Introduction
The new WID on NR network-controlled repeater was approved in RAN#97e meeting [1]. On repeater management, the following work should be further considered in RAN3:
Specify the solution of network-controlled repeater management (i.e., the identification and authorization/validation of NCR) [RAN3, RAN2]
· NOTE: Down-selection of solutions in section 8 of TR 38.867 is needed taking into account the feedback of other working groups (i.e., SA3 and SA5). From a security point of view, the feasibility of NCR validation procedure in solution 1 and the feasibility of solution 2 will be decided by SA3.The selected solution shall provide inter-vendor interoperability.
The four potential solutions in TR38.867 should be down-selection in normative phase. Since the evaluation of Solution 1 and Solution 2 should wait the conclusion of SA3 and SA5, this paper only focus on the Solution 3 and Solution 4. Given that the criterions of down-selection are still unclear at this stage, this paper would like to discuss the criterions of down-selection and try to rule out one solution based on the proposed criterion.
Discussion
Criterions of Down-selection
The following criterions should be considered in down-selection:
· inter-vendor interoperability
· low cost for network-controlled repeater 
· no or less impact on Core network/ Authentication System
· security(SA3)
The criterion on inter-vendor interoperability was agreed in RAN#97e meeting. Here we would like to point out that the so called “inter-vendor interoperability “also needs to evaluate whether the interoperability issue could be addressed by implementation. For the legacy repeater or RF repeater which is not the “RAN entity” specified in 3GPP, operators and other standard organizations had specified their own standards or regional standards to achieve interoperability between repeater and OAM [2][3][4]. This work has lasted more than ten years. It is not reasonable to overstate the impact of “inter-vendor interoperability “.
The “low cost” aims to provide a quickly deployed and low cost solution as the legacy RF repeater in 2G/3G/4G. Compared to the existing IAB, small cell and legacy UE, the network-controlled repeater is a stationary device and does not support the requirement of QoS, DRBs, slices, and etc. In [5], operator had provided their requirements and views on NCR as below:
The smart repeater is considered as a RF layer relay (different from L2/L3 relay), which is expected to be quickly deployed whenever a coverage hole is detected. Upgrading core network for the repeater causes unnecessary time and cost. Therefore, this will seriously affect the progress of large-scale commercial deployment for NCR.
Thus, it is need to simplify the protocol and key procedures for NCR to achieve the objective of low cost. The evaluation result based on this criterion should be mainly decided by RAN2. The legacy repeater is transparent to CN and Authentication System. Based on this, we don’t expect to introduce any complexity functionalities introduced to CN and Authentication System. 
Proposal 1: The following criterions should be considered in down-selection:
· inter-vendor interoperability
· low cost for network-controlled repeater 
· no or less impact on Core network/ Authentication System
· security
Comparison of Solution 3 and Solution 4
Both Solution 3 and Solution 4 need introduce some enhancements on the existing procedures. To compare two candidate solutions, the mainly difference are summarized as below:
	
	NG Setup Procedure
	Initial Access procedure
	Initial UE Message
	UE Context Setup/Modification

	Solution3(IAB-like)
	a new IE” NCR supported” in NG Setup Response
	Introduce a NCR indication in MSG5
	introduce a new IE NCR indication in initial UE Message
	introduce a new IE “NCR authorized” in UE Context Setup/Modification Request

	Solution 4(V2X-like)
	No need
	No need
	No need
	introduce a new IE “NCR authorized” in UE Context Setup/Modification Request


 
Technically, both solutions could work as they reuse the existing mechanisms. However, they have different deployment cost and upgraded requirement for CN/RAN node. Per the evaluation results in SI phase, both solutions support inter-vendor interoperability. In addition, both solutions seem no difference in the aspect of low cost from the perspective of RAN3. On the impact on CN, Solution3 may introduce extra complexity in CN. The AMF should provide an “NCR supported” indication in NG Setup Response message. With this indication, the gNB could select the appropriate AMF for NCR. Currently, the following capability information of CN are indicated by AMF:
· NPN supported
· Slice supported
· On boarding Supported
· IAB supported
Compare to the above features, NCR should be a very small enhancement for core network as there is no mobility, slice, and QoS requirements for the NCR. Therefore, AMF should not indicate the “supported” indication in NG-C signalling. In addition, this indication also implies that operators need to configure a dedicate AMF pool to support the deployment of NCR. Therefore, in order to reduce the impact on CN, there is no need to introduce a new capability information in NG Setup Response.
Observation: There is no need to introduce a new “NCR supported” indication in NG Setup Response message.
Proposal 2: it is proposed to rule out Solution 3 as it has too much impact on CN. 
Proposal
Based on the above analysis, we have the following observation and proposals:
Observation: There is no need to introduce a new “NCR supported” indication in NG Setup Response message.
Proposal 1: The following criterions should be considered in down-selection:
· inter-vendor interoperability
· low cost for network-controlled repeater 
· no or less impact on Core network/ Authentication System
· security
Proposal 2: it is proposed to rule out Solution 3 as it has too much impact on CN. 
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