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1. Introduction
In RAN#97-e meeting, new WID for network-controlled repeater is approved [1]. The solution of NCR management (i.e., the identification and authorization/validation of NCR) is to be specified in WI phase, and the solution is to be down-selected from the following 4 solutions in section 8 of TR 38.867 [2]:
· In solution 1, the NCR firstly accesses to RAN and CN as a normal UE, NCR dedicated slice is deployed to enable NCR authorization, and afterwards the NCR validation is used to check the validity of NCR which is done at RAN side.
· In solution 2, the NCR is identified at RAN side and the authorization/validation are performed by local RAN OAM. CN is absent in this solution.
· In solution 3, NCR identification is done at RAN side, and NCR authorization is done at CN side, similar to the handling of IAB-MT.
· In solution 4, NCR authorization is performed at CN side, and the NCR is identified in the authorization process, e.g., based on the UE subscription. The NCR authorization information is sent from the AMF to the gNB.
In the paper of NCR WID, it is noted that the feasibility of NCR validation procedure in solution 1 and the feasibility of solution 2 are pending to the feedback from SA3 and SA5. When waiting for the LS back, we can first analyse the details of solution 3 and solution 4.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]2. Discussion
Solution 1 and solution 2 respectively render RAN and OAM the function of legality validation that has not been considered as the function of RAN and OAM before. Thus SA3 is to check the security issues in solutions 1 and 2, and SA5 is to check the OAM related issues. How to support inter-vendor interoperability also needs to be clarified by the supporters of solution 1 (RAN validation) and solution 2 (OAM authorization/validation). Before receiving the feedback from SA3 and SA5 on solution 1/2’s feasibility, we should only discuss the details of solution 3 and solution 4. And if feasibilities of solution 1 and solution 2 are approved in the future, down-selection of these 4 solutions can be considered.
Proposal 1: Before receiving the feedback from SA3 and SA5 on solution 1/2’s feasibility, we should only discuss the details of solution 3 and solution 4 in RAN3.
In TR 38.867, the call flows for solution 3 and solution 4 are given as follows:


    
Figure 1. NCR management solution 3 call flow          Figure 2. NCR management solution 4 call flow
In Solution 3 and solution 4, the NCR authorization is performed by the CN, and CN provide NCR authorized indication to RAN once it is authorized.
To support NNSF, in solution 3, the NCR supporting capability of the AMF is transmitted to the gNB, and the gNB selects an NCR capable AMF for serving the NCR. In solution 4, it is assumed that all the connected AMFs of the gNB support NCR.
To support NCR identification, in solution 3, the NCR indication info is first transmitted from the NCR to the gNB, and gNB further forward this indication to the CN. In solution 4, AMF identifies and authorized the NCR based on the subscription data, and gNB identifies the NCR based on the NCR authorization indication from the CN.
From our view, both solution 3 and solution 4 are feasible and solution 3 is more flexible than solution4, considering that the NGAP change for solution 4 is a subset of solution3, we provide TPs related to solution3 and 4 in the section 5 and 6.
Proposal 2: Capture the TPs provided in section 5 and 6 about solution 3 and 4 into the BL CRs for TS 38.300 and 38.413.
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Based on the discussion in this paper, we propose the following:
[bookmark: _Toc423020280]Proposal 1: Before receiving the feedback from SA3 and SA5 on solution 1/2’s feasibility, we should only discuss the details of solution 3 and solution 4 in RAN3.
Proposal 2: Capture the TPs provided in section 5 and 6 about solution 3 and 4 into the BL CRs for TS 38.300 and 38.413.
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4.x	Network Controlled Repeater
4.x.x	NCR Identification and Authorization
NCR identification is done at RAN side, and NCR authorization is done at CN side. The general procedure for NCG identification and authorization is illustrated in Figure 4.x.x-1:


Figure 4.x.x-1. NCR Identification and Authorization
1/2. During NG-C setup procedure, the AMF should inform the gNB whether it supports NCR, by including “NCR-supported” indicator in NG SETUP RESPONSE message. 
3.The gNB broadcasts the support of NCR access in the cell. (pending to RAN2 discussion)
4~8. NCR access to the cell and establishes RRC connection and provide the NCR indication in Msg5.
9. The gNB selects an AMF which supports NCR, and forwards the NCR indicator to the AMF.
10. the AMF performs NCR authorization based on the subscription information.
11. in case the NCR is authorized, the AMF provides NCR Authorization indication to the gNB in the Initial Context Setup Request procedure.
-------------------------------------------------------------End of change-------------------------------------------------------------
6 TP for TS 38.413 BL CR
-------------------------------------------------------------Start of change-------------------------------------------------------------
[bookmark: _Toc45651847][bookmark: _Toc45658279][bookmark: _Toc45720099][bookmark: _Toc45797979][bookmark: _Toc45897368][bookmark: _Toc51745568][bookmark: _Toc64445832][bookmark: _Toc73981702][bookmark: _Toc88651791][bookmark: _Toc97890834][bookmark: _Toc99122909][bookmark: _Toc99661712][bookmark: _Toc105151773][bookmark: _Toc105173579][bookmark: _Toc106108578][bookmark: _Toc106122483][bookmark: _Toc107409036][bookmark: _Toc112756225]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GC	5G Core Network
5QI	5G QoS Identifier
ACL	Access Control List
AMF	Access and Mobility Management Function
CAG	Closed Access Group
CGI	Cell Global Identifier
CP	Control Plane
DAPS	Dual Active Protocol Stacks
DC	Dual Connectivity
DL	Downlink
EPC	Evolved Packet Core
FN-RG	Fixed Network Residential Gateway 
GUAMI	Globally Unique AMF Identifier
HFC	Hybrid Fiber-Coax
IAB	Integrated Access and Backhaul
IMEISV	International Mobile station Equipment Identity and Software Version number
LMF	Location Management Function
MBS	Multicast/Broadcast Service
N3IWF	Non 3GPP InterWorking Function
NB-IoT	Narrow Band Internet of Things
NCR	Network Controlled Repeater
NID	Network Identifier
NGAP	NG Application Protocol
NPN	Non-Public Network
NRPPa	NR Positioning Protocol Annex
NSAG	Network Slice AS Group
NSCI	New Security Context Indicator
NSSAI	Network Slice Selection Assistance Information
OTDOA	Observed Time Difference of Arrival
PEIPS	Paging Early Indication with Paging Subgrouping
PNI-NPN	Public Network Integrated Non-Public Network
ProSe	Proximity Services 
PSCell	Primary SCG Cell
PTP	Point to Point
PTM	Point to Multipoint
QMC	QoE Measurement Collection
QoE	Quality of Experience
RedCap	Reduced Capability
RIM	Remote Interference Management
RIM-RS	RIM Reference Signal
RSN	Redundancy Sequence Number
SCG	Secondary Cell Group
SCTP	Stream Control Transmission Protocol
SgNB	Secondary gNB
SMF	Session Management Function
S-NG-RAN node	Secondary NG-RAN node
SNPN	Stand-alone Non-Public Network
S-NSSAI	Single Network Slice Selection Assistance Information
TAC	Tracking Area Code
TAI	Tracking Area Identity
TNAP	Trusted Non-3GPP Access Point
TNGF	Trusted Non-3GPP Gateway Function
TNLA	Transport Network Layer Association
TWAP	Trusted WLAN Access Point
TWIF	Trusted WLAN Interworking Function
UL	Uplink
UP	User Plane
UPF	User Plane Function 
V2X	Vehicle-to-Everything
W-AGF	Wireline Access Gateway Function
WUS	Wake Up Signal
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The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE context at the NG-RAN node, when required, including PDU session context, the Security Key, Mobility Restriction List, UE Radio Capability and UE Security Capabilities, etc. The AMF may initiate the Initial Context Setup procedure if a UE-associated logical NG-connection exists for the UE or if the AMF has received the RAN UE NGAP ID IE in an INITIAL UE MESSAGE message or if the NG-RAN node has already initiated a UE-associated logical NG-connection by sending an INITIAL UE MESSAGE message via another NG interface instance. The procedure uses UE-associated signalling.
For signalling only connections and if the UE Context Request IE is not received in the Initial UE Message, the AMF may be configured to trigger the procedure for all NAS procedures or on a per NAS procedure basis depending on operator’s configuration.
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Figure 8.3.1.2-1: Initial context setup: successful operation
In case of the establishment of a PDU session the 5GC shall be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the AMF. If no UE-associated logical NG-connection exists, the UE-associated logical NG-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.
The INITIAL CONTEXT SETUP REQUEST message shall contain the Index to RAT/Frequency Selection Priority IE, if available in the AMF.
If the NAS-PDU IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall pass it transparently towards the UE.
If the Masked IMEISV IE is contained in the INITIAL CONTEXT SETUP REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.
Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall
-	attempt to execute the requested PDU session configuration;
-	store the received UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9];
-	store the received Mobility Restriction List in the UE context;
-	store the received UE Radio Capability in the UE context;
-	store the received Index to RAT/Frequency Selection Priority in the UE context and use it as defined in TS 23.501 [9];
-	store the received UE Security Capabilities in the UE context;
-	store the received Security Key in the UE context and, if the NG-RAN node is required to activate security for the UE, take this security key into use;
-	if supported, store the received SRVCC Operation Possible in the UE context and use it as defined in TS 23.216 [31];
-	store the received NR V2X Services Authorization information, if supported, in the UE context;
-	store the received LTE V2X Services Authorization information, if supported, in the UE context;
-	store the received NR UE Sidelink Aggregate Maximum Bit Rate, if supported, in the UE context, and use it for the concerned UE’s sidelink communication in network scheduled mode for NR V2X services;
-	store the received LTE UE Sidelink Aggregate Maximum Bit Rate, if supported, in the UE context, and use it for the concerned UE’s sidelink communication in network scheduled mode for LTE V2X services;
-	store the received PC5 QoS Parameters, if supported, in the UE context and use it as defined in TS 23.287 [33];
-	store the received Management Based MDT PLMN List information, if supported, in the UE context;
-	if supported, store the received IAB Authorization information in the UE context;
[bookmark: _Hlk99389284]-	store the received 5G ProSe Authorization information in the UE context, if supported, and use it for the concerned UE’s sidelink communication in network scheduled mode for 5G ProSe services;
-	store the 5G ProSe UE PC5 Aggregate Maximum Bit Rate in the UE context, if supported, and use it for the concerned UE’s sidelink communication in network scheduled mode for 5G ProSe services;
-	store the 5G ProSe PC5 QoS Parameters, if supported, in the UE context and use it as defined in TS 23.304 [47];
-	store the received NCR Authorization information, if supported, in the UE context.
For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context.
If the PDU Session Resource Setup Request List IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall behave the same as defined in the PDU Session Resource Setup procedure. The NG-RAN node shall report to the AMF in the INITIAL CONTEXT SETUP RESPONSE message the result for each PDU session resource requested to be setup as defined in the PDU Session Resource Setup procedure.
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The purpose of the NG Setup procedure is to exchange application level data needed for the NG-RAN node and the AMF to correctly interoperate on the NG-C interface. This procedure shall be the first NGAP procedure triggered after the TNL association has become operational. The procedure uses non-UE associated signalling.
This procedure erases any existing application level configuration data in the two nodes, replaces it by the one received and clears AMF overload state information at the NG-RAN node. If the NG-RAN node and AMF do not agree on retaining the UE contexts this procedure also re-initialises the NGAP UE-related contexts (if any) and erases all related signalling connections in the two nodes like an NG Reset procedure would do.
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Figure 8.7.1.2-1: NG setup: successful operation
The NG-RAN node initiates the procedure by sending an NG SETUP REQUEST message including the appropriate data to the AMF. The AMF responds with an NG SETUP RESPONSE message including the appropriate data. 
If the Configured TAC Indication IE set to "true” is included for a Tracking Area contained in the Supported TA List IE in the NG SETUP REQUEST message, the AMF may take it into account to optimise NG-C signalling towards this NG-RAN node.
If the UE Retention Information IE set to “ues-retained“ is included in the NG SETUP REQUEST message, the AMF may accept the proposal to retain the existing UE related contexts and signalling connections by including the UE Retention Information IE set to “ues-retained“ in the NG SETUP RESPONSE message.
If the AMF supports IAB, the AMF shall include the IAB Supported IE in the NG SETUP RESPONSE message.
The AMF shall include the Backup AMF Name IE, if available, in the Served GUAMI List IE in the NG SETUP RESPONSE message. The NG-RAN node shall, if supported, consider the AMF as indicated by the Backup AMF Name IE when performing AMF reselection, as specified in TS 23.501 [9].
If the GUAMI Type IE is included in the NG SETUP RESPONSE message, the NG-RAN node shall store the received value and use it for further AMF selection as defined in TS 23.501 [9].
//skip unchanged part
If the Onboarding Support IE is also included within the same PLMN Support Item IE, the NG-RAN node shall, if supported, consider that the AMF supports UE onboarding for the identified SNPN, as specified in TS 23.501 [9].
If the TAI NSAG Support List IE is included in the Broadcast PLMN Item IE in the NG SETUP REQUEST message, the AMF shall, if supported, use this information as specified in TS 23.501 [9].
If the AMF supports NCR, the AMF shall include the NCR Supported IE in the NG SETUP RESPONSE message.
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The purpose of the UE Context Modification procedure is to partly modify the established UE context. The procedure uses UE-associated signalling.
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Figure 8.3.4.2-1: UE context modification: successful operation
Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the NG-RAN node shall
-	if supported, store the received IAB Authorization information in the UE context;
-	if supported, store the received NCR Authorization information in the UE context.
If the Security Key IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall store it and perform AS key re-keying according to TS 33.501 [13].
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This message is sent by the AMF to request the setup of a UE context.
Direction: AMF  NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	……
	……
	……
	……
	……
	……
	……

	5G ProSe UE PC5 Aggregate Maximum Bit Rate
	O
	
	NR UE Sidelink Aggregate Maximum Bit Rate
9.3.1.148
	This IE applies only if the UE is authorized for 5G ProSe services.
	YES
	ignore

	5G ProSe PC5 QoS Parameters
	O
	
	9.3.1.234
	This IE applies only if the UE is authorized for 5G ProSe services.
	YES
	ignore

	NCR Authorized
	O
	
	9.3.1.xxx
	
	YES
	ignore
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This message is sent by the AMF to provide UE Context information changes to the NG-RAN node.
Direction: AMF  NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	……
	……
	……
	……
	……
	……
	……

	5G ProSe UE PC5 Aggregate Maximum Bit Rate
	O
	
	NR UE Sidelink Aggregate Maximum Bit Rate
9.3.1.148
	This IE applies only if the UE is authorized for 5G ProSe services.
	YES
	ignore

	5G ProSe PC5 QoS Parameters
	O
	
	9.3.1.234
	This IE applies only if the UE is authorized for 5G ProSe services.
	YES
	ignore

	NCR Authorized
	O
	
	9.3.1.xxx
	
	YES
	ignore
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This message is sent by the NG-RAN node to transfer the initial layer 3 message to the AMF over the NG interface.
Direction: NG-RAN node  AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	……
	……
	……
	……
	……
	……
	……

	NPN Access Information
	O
	
	[bookmark: _Hlk44344637]9.3.3.46
	
	YES
	reject

	RedCap Indication
	O
	
	9.3.1.228
	
	YES
	ignore

	NCR Indication
	O
	
	ENUMERATED (true, ...)
	Indication of an NCR.
	YES
	reject
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This message is sent by the AMF to transfer application layer information for an NG-C interface instance.
Direction: AMF  NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	M
	
	9.3.3.21 
	
	YES
	reject

	……
	……
	……
	……
	……
	……
	……

	IAB Supported
	O
	
	ENUMERATED (true, ...)
	Indication of support for IAB.
	YES
	ignore

	Extended AMF Name
	O
	
	9.3.3.51
	
	YES
	ignore

	NCR Supported
	O
	
	ENUMERATED (true, ...)
	Indication of support for NCR.
	YES
	ignore
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This IE provides information about the authorization status of the NCR.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NCR Authorized
	M
	
	ENUMERATED (authorized, not authorized, ...)
	Indicates the NCR authorization status.
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