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1. Introduction
This contribution discusses the authorization solution for NR network-controlled repeaters (NCR). The related WI was approved in RAN#97e[1].

2. Discussion
In RAN#97e, the work item for NR network-controlled repeaters was approved with the following RAN3 related objective[1]:
During the study item, the following 4 solutions have been proposed and captured in TR 38.867. Regarding solution 1 and 2 in TR 38.867[2], RAN3 sent a LS to ask SA3 and SA5 whether there is any issue. And in the WID, the down-selection is needed considering the feedback of SA3 and SA5. So RAN3 would rather defer the discussion for solution 1 and 2 after RAN3 receives the feedback from SA3 and SA5.
Proposal 1: RAN3 defers the discussion for solution 1 and 2 after receiving the feedback from SA3 and SA5.
The inter-vendor interoperability is generally important in specification work point of view. The WID also mentions that the selected solution shall provide inter-vendor interoperability. So for down-selection of solution for NCR authorization, RAN3 should confirm whether the selected solution could guarantee inter-vendor operability.
Proposal 2: RAN3 should confirm that the selected solution could provide inter-vendor interoperability.

Regarding solution 3 and 4, solution 3 is similar to the IAB authorization solution and solution 4 is similar to V2X authorization solution. The V2X device is a user device, but the IAB node is an operator device. The NCR device is also an operator device like the IAB node. Including solution 3 and 4, the alternative solutions for the IAB node authorization were proposed and discussed. And finally solution-3 like mechanism was agreed for the IAB authorization. So we think solution 3 is proper for the NCR device that an operator would deploy. The NCR device indication from the NCR device to the gNB is required for the gNB to select NCR-capable AMF and use the information with admission control. And for the AMF to perform authentication/authorization, the NCR device indication should be delivered from the gNB to the AMF like the IAB node authorization.

Proposal 3: Solution 3 (IAB-like solution) is preferred rather than solution 4 (V2X-like solution) because solution 3 is proper to performing authorization for operator’s device.
If solution 3 is selected for NCR device authorization, the similar signalling impact as the IAB node identification and authorization is expected for the NCR device identification and authorization.
For the IAB node identification and authorization, the following signalling impact on NGAP and XnAP has been designed:

· NGAP

· Add the IAB Supported IE as optional IE in the following message:

· NG SETUP RESPONSE

· Add the IAB Node Indication IE as optional IE in the following message:

· INITIAL UE MESSAGE

· Add the IAB Authorized IE as optional IE in the following messages:

· INITIAL CONTEXT SETUP REQUEST

· UE CONTEXT MODIFICATION REQUEST

· HANDOVER REQUEST

· XnAP
· Add the IAB Node Indication IE as optional IE in the following message:

· HANDOVER REQUEST

· RETRIEVE UE CONTEXT RESPONSE

· S-NODE ADDITION REQUEST
However, in our understanding, the NCR has some different features from the IAB. The IAB feature supports the IAB node handover and inter-donor migration features. These mainly impose signalling impact on Xn interface. However, different from the IAB node, we think the NCR device is a fixed device and would be deployed more stringently under operator’s cell planning like the existing repeater. The NCR doesn’t need to support the mobility and other features, e.g. the migration features. Also, NCR deployment in MR-DC is not supported in Rel.18. So the Xn interface is not necessary to be enhanced to support the NCR device identification and the authorization. And the mobility related signalling for NGAP doesn’t need to be enhanced either.
Proposal 4: If adopting solution 3 (IAB-like solution), no enhancement for XnAP is required to support the NCR device, but we expect the following NGAP signalling impacts:

· Add the NCR Supported IE as optional IE in the following message:

· NG SETUP RESPONSE

· Add the NCR Device Indication IE as optional IE in the following message:

· INITIAL UE MESSAGE
· Add the NCR Authorized IE as optional IE in the following messages:

· INITIAL CONTEXT SETUP REQUEST
· UE CONTEXT MODIFICATION REQUEST
To support IAB node in split RAN architecture, the IAB authorized information is not delivered to the gNB-DU. But F1AP procedure is used to configure IAB related configuration, e.g. BH RLC channels configuration, after the IAB node is authorized. To support the NCR device, the gNB-CU would not need to perform NCR-related configuration to the gNB-DU like IAB. However, the gNB-DU should know whether the attached device should work as a NCR device or not. If the attached device is a NCR device, the gNB-DU should configure the NCR device by using L1/L2 signalling. So the NCR authorized information should be delivered from the gNB-CU to the gNB-DU.

Proposal 5: If adopting solution 3 (IAB-like solution), we expect the following F1AP signalling impacts:

· Add the NCR Authorized IE in the following messages:

· UE CONTEXT SETUP REQUEST
· UE CONTEXT MODIFICATION REQUEST
3. Conclusion
This contribution discusses the authorization solution for NR network-controlled repeaters (NCR) and has the following proposals:

Proposal 1: RAN3 defers the discussion for solution 1 and 2 after receiving the feedback from SA3 and SA5.
Proposal 2: RAN3 should confirm whether the selected solution could provide inter-vendor interoperability.

Proposal 3: Solution 3 (IAB-like solution) is preferred rather than solution 4 (V2X-like solution) because solution 3 is proper to performing authorization for operator’s device.

Proposal 4: If adopting solution 3 (IAB-like solution), no enhancement for XnAP is required to support the NCR device, but we expect the following NGAP signalling impacts:

· Add the NCR Supported IE as optional IE in the following message:

· NG SETUP RESPONSE

· Add the NCR Device Indication IE as optional IE in the following message:

· INITIAL UE MESSAGE
· Add the NCR Authorized IE as optional IE in the following messages:

· INITIAL CONTEXT SETUP REQUEST
· UE CONTEXT MODIFICATION REQUEST
Proposal 5: If adopting solution 3 (IAB-like solution), we expect the following F1AP signalling impacts:

· Add the NCR Authorized IE in the following messages:

· UE CONTEXT SETUP REQUEST
· UE CONTEXT MODIFICATION REQUEST
· UE CONTEXT MODIFICATION REQUEST
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NOTE: Down-selection of solutions in section 8 of TR 38.867 is needed taking into account the feedback of other working groups (i.e., SA3 and SA5). From a security point of view, the feasibility of NCR validation procedure in solution 1 and the feasibility of solution 2 will be decided by SA3.The selected solution shall provide inter-vendor interoperability.








