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1. Introduction
This contribution tries to propose some tentative text proposals on the resiliency of gNB-CU-CP, based on the discussion in [1]. 
2. Reference
[1] [bookmark: _GoBack]R3-224897, Discussions on enhancements for resiliency of gNB-CU-CP, Huawei
Text Proposal for TR 38.xxx v.0.0.1
X. Possible failure scenarios
The purpose of this SI is to Study and identify failure scenarios associated with the gNB-CU-CP, based on the current architecture for the NG-RAN, which could be referred in 38.401 [x], see below:


Figure X-1 Overall architecture for separation of gNB-CU-CP and gNB-CU-UP
gNB-CU-CP as a logical node, could be deployed in different way which is up to operator and vendor’s strategy, e.g. could be software plus dedicated hardware within a physical box or, could be software instance run over virtualized environment (generic hardware). Thus, the failure could happen at any single point distributed at any place in Figure X-1, i.e. either to software or to hardware which would finally lead to the unavailable of gNB-CU-CP; in addition, power is also a main factor causing failure.
Y. Analysis and Conclusions
As could be seen in 38.401 [x], current RAN spec already addressed resiliency issue, taking both implementation and standardization factors into account. While in 23.501 [y], there is also a standardized mechanism for AMF recovery which allows gNB to re-connect to a backup AMF when the AMF in service fails, however, this backup mechanism assumes that UE will not be impacted, technically it is possible since RAN could still serve a UE with service ongoing while trying to reselect to backup AMF at the same time (assuming no failure to user plane), but this assumption doesn’t stand for RAN side, since UE will lose RRC connection once gNB-CU-CP fails, and UE will be dropped immediately, needless to say that a gNB-CU-CP also controls many gNB-DUs, in charge of mobility handling and RRM function which requires timely and dynamically update of UE contexts.
On the other hand, the introduction of disaggregation into current RAN architecture tries to take advantage of virtualization technology which has been recognized as a very important implementation mechanism, where a central unit, taking advantage of virtualization technology, could maximize the resource usage in a scalable and resilient way. With this technology, gNB-CU-CP is typically operated as software instance over generic hardware resource, such virtualization techniques enables to immune to a single point hardware failure since software instance could be scheduled to run over another hard resource, which is actually one of major claimed benefits brought by virtualization.
With the above analysis, in case of gNB-CU-CP failure, the current available mechanisms could work well with the combination of standardized way and implementation. Here, it should be noted that any mechanism trying to address gNB-CU-CP failure should not interrupt the ongoing services over a UE; otherwise, the existing mechanism in RAN2, e.g. RRC re-establishment already works.
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