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1 Introduction

The issue of network-verified UE location has been discussed at the last RAN Plenary and is documented among the objectives for the Rel-18 NR NTN WID [1]: pending on the conclusion of the RAN SI, study and evaluate, if needed, solutions for the network to verify UE-reported location information [RAN1, RAN2, RAN3].

Starting from a brief recap of the status in RAN (which has now concluded), we will present some observations and propose a way forward.

2 Discussion

2.1 Status of Discussion in RAN

This issue was discussed at RAN #96 in June 2022, and the RAN part was concluded. Among other things, it was observed that [2]:

· In an NTN scenario characterized by very large cells connected to several countries’ core networks (MOCN network sharing) it may not be possible for the RAN to select the appropriate core network based on serving cell information alone;

· Rel-17 already provides some mitigation against a malicious UE trying to fake its location;

· GNSS measurements reported by the UE are not considered trusted;

· Radio measurements reported by the UE (intra-/inter-RAT neighbors, WLAN, etc.), on the other hand, are considered trusted, the RAN uses them to drive NNSF and also learn from the environment;

· If common sense is used, this issue becomes less severe:

· UEs are not completely untrusted entities;
· Core networks in MOCN will always require a certain amount of coordination and configuration;
· Realistic deployments are likely to have more granular cells, which significantly mitigate this problem;
· Local country regulation has always precedence – there is no difference between NTN and terrestrial;
· LCS functionality always requires a UE context to be present in the network for the UE being positioned [3], so the UE is assumed to have already completed the initial access procedures.
RAN agreed to capture the above discussion in the Use Cases section (Sec. 4.x) of the approved TR [4]. RAN also recommends the following for the WG work [4]:
The verification should be performed independently from the location information reported by UE.
The UE location information is considered verified if the reported UE location is consistent with the network based assessment to within 5-10 km (similar to terrestrial network macro cell size), enabling country discrimination and selection of an appropriate core network in order to support all the regulatory services (i.e. emergency call, lawful intercept, public warning, charging/billing).

The solution should not impact significantly the latency of the targeted services nor infringe privacy requirements that apply to the UE location.

The study in [RAN2,RAN1,RAN3], which will study and evaluate solutions for the network to verify UE reported location information, shall consider the following aspects:

· The scenario of single satellite (or HAPS) in view by the UE at a time is considered with higher priority.

· Multiple satellite (or HAPS) in view by the UE may be considered if time allows;

· Assume that the UE is attached to a network (so that its context has been set up in the network) for the purpose of positioning

· Different solutions or positioning methods for NGSO, GSO or HAPS are not precluded

· When considering solutions based on positioning methods, existing 3GPP defined RAT dependent positioning methods shall be considered as baseline. Other methods are not precluded.

· Solutions using existing NG-RAN architecture and procedures shall be considered.

2.2 Way Forward in RAN3

Of all above recommendations, the ones relevant to RAN3 are the following:

1. Assume the UE is attached to the network;

2. Consider existing NG-RAN architecture and procedures.

From the first recommendation it descends that we will be considering UE-associated procedures for e.g. NRPPa. From the second recommendation it descends that we are using the signaling flow in Sec. 5.2 of [3] (shown in Figure 1 for convenience).
Proposal 1: For network-verified UE location, we should consider UE-associated procedures, and we should refer to the signaling flow for “Location Service Support” in Sec. 5.2 of TS 38.305.
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In particular, once the UE has attached (provisionally / for the purpose of positioning) to the network, the AMF triggers a Location Service Request (Step 1b in Figure 1), in turn the LMF triggers NG-RAN node and/or UE procedures, at the end of which the Location Service Response is signaled to the SMF (Step 5b in Figure 1)). After Step 5b, the AMF knows whether the UE location is consistent with the area that the AMF itself is serving; if it is not, the AMF triggers UE detach procedure toward the NG-RAN (including sending UE CONTEXT RELEASE COMMAND message over NG).
Proposal 2: Once the UE has attached, the AMF triggers a Location Service Request and receives a Location Service Response from the LMF with the verified UE location according to TS 38.305; if the verified UE location is not consistent with the area the AMF is serving, the AMF triggers UE detach procedure toward the NG-RAN.
Notice that the above does not require any change to existing positioning Stage 2 by RAN3 and/or RAN2.
Proposal 3: The signaling flow for network-verified UE location does not require any change to existing positioning Stage 2 by RAN3 and/or RAN2.
Given the above, apart from Stage 2 it seems that at this point the main task is for e.g. RAN2 to discuss an appropriate positioning method (with existing methods to be considered as baseline, as recommended by RAN) for this purpose. Once that discussion has converged, RAN3 should expect LSs from e.g. RAN1 in case some parameters are to be added to NRPPa, similar to other positioning issues.
Proposal 4: Apart from Stage 2, RAN3 should wait for RAN2 discussion to converge.
Proposal 5: Agree the TP for TS 38.300.
3 Conclusions and Proposals

Our proposals are summarized below.

Proposal 1: For network-verified UE location, we should consider UE-associated procedures, and we should refer to the signaling flow for “Location Service Support” in Sec. 5.2 of TS 38.305.
Proposal 2: Once the UE has attached, the AMF triggers a Location Service Request and receives a Location Service Response from the LMF with the verified UE location according to TS 38.305; if the verified UE location is not consistent with the area the AMF is serving, the AMF triggers UE detach procedure toward the NG-RAN.
Proposal 3: The signaling flow for network-verified UE location does not require any change to existing positioning Stage 2 by RAN3 and/or RAN2.
Proposal 4: Apart from Stage 2, RAN3 should wait for RAN2 discussion to converge.
Proposal 5: Agree the TP for TS 38.300.
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START OF CHANGES
4.1. 16.14.8
UE location aspects

Upon network request, after AS security is established in connected mode, a UE can report its coarse UE location information (coarse GNSS coordinates with accuracy around 2km) to the NG-RAN. If the UE cannot provide its coarse UE location, it may report "no coarse GNSS location available".

Editor's note: If/when SA3 will provide feedback that this is not recommended, this above text would be removed. Otherwise RAN2 can further update the above text, e.g. considering any other feedback from SA3.
4.1.. 16.14.8.x
Network verified UE location
The network verifies the UE-provided location for the purpose of selecting the appropriate AMF, taking into account among other things, UE identifiers, the UE-selected PLMN, UE measurements, and UE location information (including the serving cell).
After the UE has attached to the network, the AMF triggers the Location Service Request and receives a Location Service Response (TS 38.305 [42]) with the verified UE location. If the verified UE location is not consistent with the area served by the AMF, the AMF triggers a UE Context Release procedure toward the serving NG-RAN node.
NOTE:
This issue may be more critical in NTN deployments with large cells (possibly covering different countries), with different AMFs for the various countries connected to the same NTN RAN.
END OF CHANGES
� EMBED  ���Figure � SEQ "Figure" \* ARABIC �1�: Location service support by NG-RAN.
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