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1. Introduction
User consent is a topic that will inevitably need to be discussed as part of AI/ML. Indeed, the AI/ML use cases involve signalling of data related to one or more user from RAN to OAM. In [1] it was described how MDT could be a suitable tool for AI/ML data collection. It seems therefore opportune to open a discussion in RAN3 on user consent for AI/ML applied MDT. 
2. [bookmark: OLE_LINK1][bookmark: OLE_LINK2]Discussion
The current user consent framework in place for MDT is inappropriate and should be modified.
This is because such mechanism is unnecessarily restrictive because it does not allow for flexible selection of information that should be subject to user consent, which depends on local laws and regulations.

Indeed, the current 3GPP user consent design is damaging because it restricts the information a network can use to optimize its processes, going beyond the law and regulations in place as it treats MDT user consent on a rather binary level affecting all MDT related measurements.
The damaging effect of the current user consent mechanisms will be even more prominent if MDT is extended for use in AI/ML. As discussed in [1] MDT could be extended to be operationally capable of addressing the data collection requirements for the AI/ML use cases. Such proposed extensions enable use of the MDT/Trace framework for the collection of training data, input data, and feedback information for AI/ML models by enhancing elements in the existing methodology. The suggested solution leverages on the MDT framework, which is already designed to convey in an efficient way data from the RAN to the OAM. 
The proposed solution in [1] enables the establishment of processes for a granular selection of AI/ML related data and for their collection by the OAM but also by the RAN itself, to collect the required input data from the right UE(s), for the case of AI/ML model inference at the RAN, and to collect new training data including feedback data, for the case of AI/ML model training at the OAM. 
If MDT is enhanced to report data for AI/ML, there will be even worst drawbacks stemming from the binary approach of user consent for MDT. Indeed, by following the existing MDT framework no differentiation is enabled on the MDT measurements subject to user consent. Following the current framework, user consent will allow collection of either all or none of such MDT measurements, which is totally inappropriate if one reflects on the numerous possible information that may be needed to be collected for AI/ML. Certainly all such information is not forced by local regulations to be sensitive and subject to user consent. 
Conclusion 1: The current user consent mechanism is unnecessarily restrictive when applied to MDT for AI/ML because it does not allow for flexible selection of information that should be subject to user consent, which depends on local laws and regulations.

3. Proposed Way Forward
It is our firm intention to give to the operators the tools to comply with local laws and regulations on privacy and this applies both to the existing MDT framework but also to extensions related to the AI/ML use cases and processes. 
However, such tools cannot be the ones currently defined in 3GPP nor recently proposed in RAN3.
As an example, the current 3GPP design imposes that an operator shall avoid to collect ANY MDT trace information in absence of user consent, even if local regulations and laws would be applicable to only special subsets of the MDT collected data, something which is obviously damaging because it restricts the information a network can use to optimise its processes, even beyond the law and regulations in place. It should be noted that this damaging aspect becomes even worse when the MDT framework gets extended to cover additional AI/ML processes as the same MDT user consent will equally apply to the extended MDT measurements for AI/ML. 
Observation 1: The damaging effects of the binary treatment of MDT measurements adopted by current user consent become more pronounced when the MDT framework gets extended to cover AI/ML processes.

Consequently, the way forward we propose is to make user consent information configurable by the operator. Namely, the operator shall be able to configure the MDT information that are subject to user consent. If user consent for a given user is not received, the configured information cannot be collected. 
Observation 2: In order to provide tools to operators that enable selection of the information subject to user consent in accordance with local laws and regulations, an operator shall be able to configure which information are subject to user consent, i.e. which information shall not be collected if user consent is not received.

In order to achieve the above, it is proposed to send an LS to SA3 explaining the issues identified above and asking whether it is feasible and beneficial to agree to a user consent mechanism based on operators´ configurations of user consent information enable compliance with local rules and regulations.
Proposal: It is proposed to send a LS to SA3 and to ask SA3 whether it is feasible and beneficial to agree to a user consent mechanism based on operators´ configurations of user consent information.
4. Conclusion
In this paper a number of issues where highlighted concerning the current solution on MDT user consent and the counter effects such solution may have if MDT is extended to support AI/ML data collection.
The following Observations, conclusions and proposals were captured:
Conclusion 1: The current user consent mechanism is unnecessarily restrictive when applied to MDT for AI/ML because it does not allow for flexible selection of information that should be subject to user consent, which depends on local laws and regulations.

Observation 1: The damaging effects of the binary treatment of MDT measurements adopted by current user consent become more pronounced when the MDT framework gets extended to cover AI/ML processes.

Observation 2: In order to provide tools to operators that enable selection of the information subject to user consent in accordance with local laws and regulations, an operator shall be able to configure which information are subject to user consent, i.e. which information shall not be collected if user consent is not received.

Proposal: It is proposed to send a LS to SA3 and to ask SA3 whether it is feasible and beneficial to agree to a user consent mechanism based on operators´ configurations of user consent information.
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