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1	Introduction
The NPN (Non-Public Network) feature was introduced in Rel-16 and further enhanced in Rel-17. The agreed Rel-18 WI on further enhancement for SON/MDT in RP-221825 defines an overall objective to support data collection for SON/MDT in NPN networks.
However, RAN let the more detailed objectives for SON/MDT support for NPN to be left to work item phase, and we here provide an initial discussion on what is required to perform MDT in NPN networks with the aim to lead to agreements on the detailed scope for SON/MDT in NPN networks. 
  
2	Discussion
The two main variants of NPN networks supported in 3GPP standards are the Standalone NPN (SNPN) and the Public Network Integrated NPN (PNI-NPN). The SNPN may be deployed on any kind of spectrum (licensed, unlicensed) and is operated by an NPN operator using a unique or not unique Network ID (NID). It is a standalone (isolated) network with no dependency on public PLMN function. On the other side, the PNI-NPN is an NPN deployed with the support of a PLMN.

For legacy MDT, the following mechanisms governing the measurement collection and reporting have been standardized:
· Area control: the area scope enables limiting the measurement collection to the area of interest, which could potentially be the entire PLMN
· Information protection for the network operator: PLMN check upon reporting information (e.g. RLF report, logged MDT measurements, …) to the network, ensuring that information obtained for a given PLMN is kept for the use of this PLMN.
· User privacy protection: the user consent mechanism, provided per PLMN, ensures that the RAN provides information to external entities only if allowed by the user.

For the SNPN, we believe that the present work item should encompass the above 3 areas (area control, information protection for the network operator, user privacy protection). This will enable the SNPN operator to monitor coverage and obtain other MDT measurements in its network.

Proposal 1: Rel-18 SON/MDT scope to include MDT area control, information protection for the network operator and user privacy protection for SNPNs.

The PNI-NPN will typically be deployed in some part of the PLMN's coverage area, and can also include specific coverage areas (typically indoor) accessible only for the UEs that have access to the PNI-NPN. A conceivable option could be that information protection for the network operator and user privacy protection in PNI-NPNs will use the existing mechanisms for PLMNs, but we don't either at this stage exclude the option where the PNI-NPN tenant (e.g. an enterprise) also has particular requirements on how MDT measurements collected in specific areas are treated (e.g. whether the measurements need to be sent to a specific TCE?). For the area control, we believe that the PLMN should be enabled to perform MDT specifically in areas where a given PNI-NPN is deployed. Similarly to area control in the SNPN, this will enable the PLMN to monitor coverage and obtain other MDT measurements in the PNI-NPN coverage area e.g. for the account of the tenant (enterprise using the PNI-NPN service).   

Proposal 2: RAN3 to further discuss whether normative work is needed in Rel-18 for information protection for the network operator and user privacy protection for PNI-NPNs.

Proposal 3: Rel-18 SON/MDT scope to include MDT area control for PNI-NPNs.

3	Conclusion
We have made the following proposals:
Proposal 1: Rel-18 SON/MDT scope to include MDT area control, information protection for the network operator and user privacy protection for SNPNs.

Proposal 2: RAN3 to further discuss whether normative work is needed in Rel-18 for information protection for the network operator and user privacy protection for PNI-NPNs.

Proposal 3: Rel-18 SON/MDT scope to include MDT area control for PNI-NPNs.




