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1	Introduction
[bookmark: _Toc474247438]This contribution discusses the RAN3 impact to Support network verified UE location in NR NTN.
2 Discussion
WID ([1]) describe the following objective for RAN3:
4.1.3	Network verified UE location

[bookmark: _Hlk89953816]Pending on the conclusion of the RAN SI FS_NR_NTN_netw_verif_UE_loc study item, study and evaluate, if needed, solutions for network to verify UE reported location information [RAN2,RAN1,RAN3].

[bookmark: _Hlk86407450][bookmark: _Hlk102684345]RAN is expected to determine by RAN#98 whether the study has identified any need for Network verified UE location specification support in Rel-18.

According to TR38.882 ([2])
The study in [RAN2,RAN1,RAN3], which will study and evaluate solutions for the network to verify UE reported location information, shall consider the following aspects:
-	The scenario of single satellite (or HAPS) in view by the UE at a time is considered with higher priority.
-	Multiple satellite (or HAPS) in view by the UE may be considered if time allows
-	Assume that the UE is attached to a network (so that its context has been set up in the network) for the purpose of positioning
-	Different solutions or positioning methods for NGSO, GSO or HAPS are not precluded
-	When considering solutions based on positioning methods, existing 3GPP defined RAT dependent positioning methods shall be considered as baseline. Other methods are not precluded.
-	Solutions using existing NG-RAN architecture and procedures shall be considered

The recommendations from TR38.882 ([2]) contain several statements which deserve some more clarifications. First of all the statement:
The verification should be performed independently from the location information reported by UE.
The term location information refers here to the GNSS based location which can be reported by the UE as part of the UEInformationResponse called coarseLocationInfo-r17 which is defined as:
coarseLocationInfo
Parameter type Ellipsoid-Point defined in TS 37.355 [49]. The first/leftmost bit of the first octet contains the most significant bit. The least significant bits of degreesLatitude and degreesLongitude are set to 0 to meet the accuracy requirement corresponds to a granularity of approximately 2 km.
It is up to UE implementation how many LSBs are set to 0 to meet the accuracy requirement.
Proposal 1: the verification method should be performed independently from the location information, reported by the UE and referred to as coarseLocationInfo.
As the purpose of the verification is to ensure the user is connected to the correct PLMN, for lawful intercept and emergency calls the relevant location is the 2D location.
Proposal 2: the verified UE location refers to the 2D location.
Another statement is:
The solution should not impact significantly the latency of the targeted services nor infringe privacy requirements that apply to the UE location.
Question is what latency is insignificant. As the goal is verification of the UE location, the natural startpoint is the time when the network receives the coarseLocationInfo from the UE as mentioned above. At the same time the time in a cell may be rather short (with a 50 km cell radius on average less than 5 seconds, so adding a delay may lead to an additional handover, while at the same time the setup of a call in NTN already is significantly slower than in terrestrial networks, so therefore the additional delay should be kept as low as possible. Also the fact that the UE position verification may lead to correction of the network in order to route emergency call to the correct country, points in the same direction.

Proposal 3: The extra latency introduced by the UE position verification should be kept as short as possible and should be below 1 s.

The verification is required for the regulatory services, which may be transparent to RAN3. The verification is required during the NAS procedure (e.g. registration procedure). The AMF can determine whether need to verify the UE reported location, e.g. based on the subscription info, a list, or a request from other network node. The verification result is used by the AMF, e.g. deregister the UE. 
In general, from RAN3 perspective, the verification procedure may be based on the MT-LR position procedure. A possible call flow is described below.


Fig. 1: example call flow for verify UE reported location
During Step 3 NRPPa transactions, the measurement report is collected and reported to LMF, then the LMF verify whether the UE reported location is correct. The detailed measurement/position method depends on the progress in RAN2/RAN1. At current stage, it may be too early to discuss the impact to RAN3. 
Propose 4: RAN3 wait for SA2/RAN2/RAN1 progress on network verified UE location.
3	Conclusions
In this contribution, we briefly analyzed the support for mobility enhancements. Our proposals are:
Proposal 1: the verification method should be performed independently from the location information, reported by the UE and referred to as coarseLocationInfo.
Proposal 2: the verified UE location refers to the 2D location.
Proposal 3: The extra latency introduced by the UE position verification should be kept as short as possible and should be below 1 s.
Proposal 4: RAN3 wait for SA2/RAN2/RAN1 progress on verify UE reported location.
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