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1. [bookmark: OLE_LINK14][bookmark: OLE_LINK13]Introduction
In Rel-17, a CPC/CPA-configured UE has to release the CPC/CPA configurations when completing random access towards the target PSCell. Hence the UE doesn’t have a chance to perform subsequent CPC/CPA without prior CPC/CPA reconfiguration and re-initialization from the network after SCG change. This will increase the delay for the cell change and increase the signaling overhead. 
To handle this issue, it was agreed in RAN#96-e to specify the mechanism that aims at enabling subsequent CPC/CPA after SCG change, without reconfiguration and re-initialization on the CPC/CPA preparation from the network. The objective is following[1]:
	2. To specify mechanism and procedures of NR-DC with selective activation of the cell groups (at least for SCG) via L3 enhancements:
· To allow subsequent cell group change after changing CG without reconfiguration and re-initiation of CPC/CPA [RAN2, RAN3, RAN4]
Note 4: A harmonized RRC modelling approach for objectives 1 and 2 could be considered to minimize the workload in RAN2.


In this paper, we provide our initial thinking on the issues of supporting subsequent CPC/CPA after PSCell change.
2. Discussion
It is a typical implementation of NR-DC that the network configures the gNB with bigger coverage as MN and the gNB with smaller coverage as SN to avoid frequent MN change. Intra-MN inter-SN mobility occurs within the coverage of one MN and inter-MN inter-SN mobility occurs only at the coverage between two MNs. Therefore, intra-MN inter-SN mobility occurs more frequently than inter-MN inter-SN mobility.
Observation 1 Generally, intra-MN inter-SN mobility occurs more frequently than inter-MN inter-SN mobility. 
NR-DC UE uses different security keys to communicate with MN and SN respectively. During preparing one SN for CPC, the security key to be used by the SN is indicated by MN via the Xn interface, and the key is only valid when the security key used by MN is not changed. This is because the security key used between UE and SN is derived from the key used between UE and MN. Hence, an SN should be re-prepared for CPC after the security key used by MN is changed(e.g. caused by inter-MN handover) to refresh the SN security key. The re-preparation may lead to CPC reconfiguration and re-initialization from the network in Uu. Hence, for the inter-MN inter-SN mobility case, supporting subsequent CPC/CPA after PSCell change without reconfiguration leads to a big impact on the security mechanism.
Observation 2 For the inter-MN inter-SN mobility case, supporting subsequent CPC/CPA after PSCell change without reconfiguration leads to a big impact on the security mechanism.
Taking into account the observaiton1 and 2, compared with in intra-MN inter-SN mobility scenario, supporting subsequent CPC after PSCell change in inter-MN inter-SN mobility scenario may bring less benefit at the cost of more specification work. Similar logic also exists in the CPA case. Therefore, we propose:
Proposal 1 Focus on the intra-MN mobility case when we specify subsequent CPC/CPA without reconfiguration and re-initiation of CPC/CPA after the PSCell change/release.
In Rel-16/17, the SCG configuration of each candidate SN is generated by the corresponding candidate SN, and the SCG configuration may be generated in a format of delta configuration. When delta configuration is applied, only the parameters with different values from the configuration of serving SN are provided to the UE. Hence, after PSCell change, the candidate SN should be informed about the configuration of the target/new serving SCG, to make sure whether the pre-configured delta SCG configuration needs to be updated or not.
Proposal 2 After PSCell change, the candidate SNs which are already prepared for CPC before the PSCell change, should be informed about the configuration of the target/new serving SN. 

In Rel-16/17, two types of CPC are specified, i.e. CPC initiated by MN and by source SN. In CPC initiated by source SN, both the candidate SNs and the corresponding execution conditions are decided by source SN. In our understanding, after SN change, the target SN should be informed about which candidate SNs are prepared and the corresponding execution conditions. Otherwise, the target SN may double prepare an SN which has ready been prepared by the source SN or may remove by mistake a measurement object that is used by the execution conditions configured by the source SN.  
Proposal 3 For CPC initiated by source SN, the target SN should be informed about the information of the CPC, including which candidate SNs are prepared and the corresponding execution conditions.
3. Conclusion
In this contribution, we provide our initial thinking on the issues of supporting subsequent CPC/CPA after PSCell change. The observations and proposals are following:
Observation 1 Generally, intra-MN inter-SN mobility occurs more frequently than inter-MN inter-SN mobility. 
Observation 2 For the inter-MN inter-SN mobility case, supporting subsequent CPC/CPA after PSCell change without reconfiguration leads to a big impact on the security mechanism.
And
Proposal 1 Focus on the intra-MN mobility case when we specify subsequent CPC/CPA without reconfiguration and re-initiation of CPC/CPA after the PSCell change/release.
Proposal 2 After PSCell change, the candidate SNs which are already prepared for CPC before the PSCell change, should be informed about the configuration of the target/new serving SN. 
Proposal 3 [bookmark: _GoBack]For CPC initiated by source SN, the target SN should be informed about the information of the CPC, including which candidate SNs are prepared and the corresponding execution conditions.
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