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1. Introduction
This issue was discussed at #115 e-meeting, and the way forward is:
	Continue to work on identify the use cases for Uu solution
To be continued... 
In addition, there was also a discussion on the CN impact for the endorsed network based solution without any conclusion. 
This contribution continues the discussion with the use case for Uu based solution and the CN impact for the network based solution.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]2. Discussion
2.1 Use case justification for Uu solution
The following relating to the network sharing use case discussed in last meeting is cited from the Sod of this issue in [1]. 
3.4 Details on Flexible gNB-ID discussion
[bookmark: OLE_LINK60][bookmark: OLE_LINK61]3.4.1 RAN Sharing
Here we present details on why the solution in R3-221618 and R3-221619 is subject to limitations when it comes to RAN sharing.
The most important aspect to be understood is that operators assign gNB-IDs to their RAN nodes independently from each other, on the basis of Operator´s internal gNB-ID structures. There is no coordination between operators when it comes to gNB-ID assignment.
gNB-ID == [4 bits] Region area code, [4 bits] City area code, [4 bits] Node Type (Macro, pico…), [4 to 8 bits] Frequency Identifier, [16 to 12 bits] Local Node Identifier 
Other operators may follow a different configuration scheme.
It needs to be appreciated that it is not easy for an operator to change the gNB-ID encoding of choice because such encoding is strictly connected to operation and maintenance processes within the operator´s network (e.g. diagnostics, trouble shooting). A typical example is that of operations processes, where an alarm is triggered for a certain gNB-ID and where analysis of the gNB-Id reveals the location of the node, the type and frequency of the node and even the node´s vendor. Changing such processes has a huge impact.
With the above in mind, the picture below explains the issue affecting the solution in R3-221618 and R3-221619

NCI are overlapping and since you do not know



In the figure above it has been assumed that gNB1, gNB2 and gNB3 are shared gNBs. 
It has also been assumed that operators have deployed PLMN X, which is an equivalent PLMN on which the UEs sharing both operators´networks can be served. Therefore, a UE moving between Operator 1 and Operator 2 cells within the shared network will remain connected to PLMN X.
Step 1: A UE connected to gNB3 reports Cell 2-1 as part of ANR measurements. 
Step 2: Serving gNB-3 decides to trigger Xn address discovery to establish an Xn interface with gNB 1. For that, gNB 3 signals NG: UPLING CONFIGURATION TRANSFER to AMF1. NG: UPLING CONFIGURATION TRANSFER includes TEI X and CGI 1-2.
Step 3: the AMF needs to disambiguate from CGI 1-2 the gNNB-ID of the gNB with which Xn needs to be established. However, CGI 1-2 contains both gNB ID 1 and gNB ID 2. It is therefore impossible for AMF 1 to derive the right gNB ID form CGI 1-2.
An example similar to the one above can be made by assuming that each gNB serves dedicated PLMNs, namely if there is no “common” PLMN X. Even in this example, the fact that operators assign gNB-IDs independently still creates a problem of lack of gNB-ID coordination, which may lead to the problem of not been able to disambiguate between gNB-IDs.
The proponents of Uu solution stated that the network based solution is not workable in such network sharing scenario,
The proponents of Uu based solution stated that network based solution is not workable in such network sharing case above. However, some questions and issues to the network sharing case for clarification were raised during the discussion at last meeting, but not answered clearly. One of the most important issue is that it is not clear which operator’s cell ID the Equivalent PLMN X will use. That will affect which NCGI will be reported to AMF for routing and how the shared the gNB will construct its global gNB ID.
Brief summary to the above network sharing case: MOCN,  gNB 1 from operator 1 (PLMN 1), gNB 2 and gNB 3 from operator 2 (PLMN 2).  Equivalent PLMN X for roaming users from both operator 1 and operator 2.
There are two cases for the PLMN X to manage its network identifiers:
· [bookmark: OLE_LINK7][bookmark: OLE_LINK8]Case 1: PLMN X uses operators’ cell Ids. 
· [bookmark: OLE_LINK9][bookmark: OLE_LINK10]Case 2: PLMN X uses independent cell Ids.
In order to identify whether and how the network based solution works in those two cases, the following table shows the detailed analysis from three basic aspects: SIB broadcasted over Uu interface, gNB ID represented over NGAP, and the NCGI used for Xn TNL address discovery.
Table 1: network based solution in case 1 and case 2
	
	[bookmark: OLE_LINK33][bookmark: OLE_LINK34]Case 1: PLMN X uses operators’ cell Id scheme
	Case 2: PLMN X uses independent cell Id scheme

	Cell ID broadcasted over Uu = UE ANR report
	· Cells in gNB 1 from operator 1: 
[bookmark: OLE_LINK11][bookmark: OLE_LINK12]PLMN 1, PLMN X, TAC =x, cell ID = 10111xxxxxxxx.
· Cells in gNB 2 and 3 from operator 2: 
[bookmark: OLE_LINK13][bookmark: OLE_LINK14]PLMN 2, PLMN X, TAC =y, cell ID = 101111000xxxx.
	· In cells of gNB 1 from operator 1: 
PLMN 1, TAC =x, cell ID = 10111xxxxxxxx.
PLMN X, TAC= a, cell ID = abcdxxxxxxxx.
· [bookmark: OLE_LINK27][bookmark: OLE_LINK28]In cells of gNB 2 from operator 2: 
PLMN 2, TAC =y, cell ID = 101111000xxxx.
[bookmark: OLE_LINK31][bookmark: OLE_LINK32]PLMN X, TAC= b, cell ID = efghxxxxxxxx.
· In cells of gNB 3 from operator 2: 
PLMN 2, TAC =y, cell ID = 101111001xxxx.
PLMN X, TAC= b, cell ID = ijklxxxxxxxx.

	gNB ID in NG STEUP
	gNB1 ID:  PLMN 1 + 10111 (gNB Id part in cell ID)
[bookmark: OLE_LINK21][bookmark: OLE_LINK22][bookmark: OLE_LINK23][bookmark: OLE_LINK24]gNB2 ID:  PLMN 2 + 10111000 (gNB Id part in cell ID)
gNB3 ID:  PLMN 2 + 10111001 (gNB Id part in cell ID)
	In this case, 2 separate logical NG interfaces will be established for each gNB:
· gNB 1 ID:
· PLMN 1 + 10111 over PLMN1’s NG and 
· PLMN X + abcd over PLMNX’s NG
· gNB 2 ID:
· [bookmark: OLE_LINK25][bookmark: OLE_LINK26]PLMN 2 + 10111000 over PLMN1’s NG
· PLMN X + efgh over PLMNX’s NG
· gNB 3 ID:
· PLMN 2 + 10111000 over PLMN1’s NG 
· PLMN X + ijkl over PLMNX’s NG

	NCGI in SON configuration transfer over NG
	[bookmark: OLE_LINK19][bookmark: OLE_LINK20]NCGI of cell 1-2: PLMN 1+ 10111xxxxxxxx
[bookmark: OLE_LINK29][bookmark: OLE_LINK30]NCGI of cell 2-1: PLMN 2+ 101111000xxxx
	Since each PLMN has separate cell ID scheme and logical NG interface, each physical gNB could be considered as a logical gNB to each PLMN. 
NCGI of cell 1-2: PLMN X+ abcdxxxxxxxx
NCGI of cell 2-1: PLMN X + efghxxxxxxxx



In case 1, there seems no ambiguity issue in AMF for the network based solution since the global gNB Ids of gNB 1 and gNB 2 have different PLMN parts.
In case 2, separate NG interface is used. The case is similar as case 1, no any routing issue is foreseen.
Another case is when the gNB declares PLMN X to the AMF in case 1 as part of gNB ID even though it is not the primary PLMN.  In section 8.2 Network Identities in TS 38.300, it states that:
“-	NR Cell Global Identifier (NCGI): used to identify NR cells globally. The NCGI is constructed from the PLMN identity the cell belongs to and the NR Cell Identity (NCI) of the cell. The PLMN ID included in the NCGI should be the first PLMN ID within the set of PLMN IDs associated to the NR Cell Identity in SIB1, following the order of broadcast.
NOTE 1:	How to manage the scenario where a different PLMN ID has been allocated by the operator for an NCGI is left to OAM and/or implementation.
-	gNB Identifier (gNB ID): used to identify gNBs within a PLMN. The gNB ID is contained within the NCI of its cells.
-	Global gNB ID: used to identify gNBs globally. The Global gNB ID is constructed from the PLMN identity the gNB belongs to and the gNB ID. The MCC and MNC are the same as included in the NCGI.
NOTE 2:	It is not precluded that a cell served by a gNB does not broadcast the PLMN ID included in the Global gNB ID.”
In this special case, coordination between operator 1 and operator 2 is unavoidable according to the stage 2 text.
[bookmark: OLE_LINK47][bookmark: OLE_LINK48][bookmark: OLE_LINK35][bookmark: OLE_LINK36]Conclusion 1: The network based solution works well in case 1, when the equivalent PLMN X uses primary operators’ cell Id scheme. 
[bookmark: OLE_LINK37][bookmark: OLE_LINK38]Conclusion 2: The network based solution works well in case 2, when the equivalent PLMN X has separate cell Id scheme and gNB ID.
2.2 CN impact for network based solution
This issue was also addressed in last meeting’s offline discussion.  One company commented that:
“The agreed solution in RAN3 involves steps similar to those in LTE, whereby a container (“SON Configuration Transfer”) is sent by the initiating eNB towards the MME and is relayed across the S10 interface (if needed), and then sent down to the target eNB, with a response then following the reverse path. The MME does not need to process the container apart from extracting the information required to identify a target eNB (and/or MME in case S10 relaying is required). In EN-DC, the main difference is that one of the RAN endpoints is an en-gNB (i.e. the container is further relayed within RAN), and additional information is provided to the MME to aid routing.”
And for the network based solution, since a new target NCGI is introduced in SON configuration transfer, the AMF is requested to:
“	-	Decode a transparent container
-	Process its information to achieve the following:
o		Disambiguate and identify a target gNB-ID
o		Forward the Transparent container to the Target RAN
Note that with the above, the container signalled for Xn TNL discovery is not transparent anymore because its information needs to be processed by the AMF. This implies also an involvement of CT4 because effectively the AMF needs to deduce the gNB-ID, encode it into the (no more) transparent container and then signal it to a Target AMF over N16.”
The clarification and reply to above comments are:
[bookmark: OLE_LINK45][bookmark: OLE_LINK46]“First, a source AMF would obviously not need to do anything because anyway it only identifies a target AMF based on TAI, and does not anyway have the information of the eventual gNB target.
Then for the target AMF, we don’t see the need to do any re-encoding. Even if the target gNB checks the target addressing, it can also understand and check the detected cell, in the same way that the initiating gNB did. There is no need for re-encoding by the AMF, and no SA2/CT4 impact.”
We can also add that this simply requires that a target gNB (if it checks the addressing) is able to understand the new signalling. This is not a differentiating issue because the Uu solution obviously needs a mandatory upgrade of the target gNB (to provide the broadcast).
With above clarification, it is concluded that:
Conclusion 3: There is no new requirement for the AMF to decode the transparent container of SON configuration transfer. The target gNB can (optionally) verify the new NCGI in the SON configuration transfer.
With above analysis and conclusions, it is proposed:
 Proposal 1: RAN3 to agree the two endorsed CRs for network based solution.
Proposal 2: To send the LS to SA2 and CT4 for confirmation.
[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]3. Conclusion
In this contribution, we provide further analysis on the network sharing use case for network based gNB Id resolution and have the following conclusions and proposals:
Conclusion 1: The network based solution works well in case 1, when the equivalent PLMN X uses primary operators’ cell Id scheme. 
Conclusion 2: The network based solution works well in case 2b, when the equivalent PLMN X has separate cell Id scheme and gNB ID.
Conclusion 3: There is no any new requirement for the AMF to decode the transparent container of SON configuration transfer. It is the target gNB to verify the new NCGI in the SON configuration transfer.
Proposal 1: RAN3 to agree the two endorsed CRs for network based solution.
Proposal 2: To send the LS to SA2 and CT4 for confirmation.
The CRs is in [1] and [2]. The draft LS is provided in the ANNEX.
[bookmark: _Toc423020280]4. Reference
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Title:	[DRAFT] LS on Flexible gNB ID Length
[bookmark: OLE_LINK57][bookmark: OLE_LINK58]Response to:	
[bookmark: OLE_LINK59]Release:	Rel-17
Work Item:	TEI-17

Source:	Huawei [will be RAN3]
To:	SA2, CT4
Cc:	

Contact person:	ZHANG Hongzhuo
	zhanghongzhuo(at)Huawei(dot)com
Send any reply LS to:	3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org

Attachments:	R3-22xxxx

1 Overall description
RAN3 would like to inform that it has studied the issue of how to retrieve the global gNB ID from a new NR CGI reported by UE ANR to replace the original OAM based solution (taking into account that the length of the gNB ID may not be known by the gNB receiving the ANR report) and has concluded that:
· If the length of gNB ID is unknown, the NG-RAN node includes the new NR CGI in the SON Configuration Transfer message for Xn TNL address discovery towards the gNB serving that NR CGI.
· When the optional NR CGI is present in the routing part in SON Configuration Transfer message, the AMF should ignore the target gNB ID and use the NR CGI to find the target gNB ID (e.g., by performing a longest LSB search with gNB IDs connecting to it as described in TS 38.300).
RAN3 would like to ask SA2 and CT4 to take above agreements into account.
2	Actions
To SA2, CT4
ACTION: 	RAN3 kindly asks SA2 and CT4 to take above RAN3 agreements into account.

3	Dates of next RAN3 meetings
Updated meeting schedule can be found at: https://portal.3gpp.org/?tbid=373&SubTB=381#/ 
RAN3#117 	2022-08-22 - 2022-08-26		
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