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	Reason for change:
	1/ in the SeNB Addition, the en-gNB may not support the UP IP required, but it also may not support the UP IP “preferred” and not notify the MeNB. The MeNB shall interpret not receving the security result as en-gNB did not run IP intergrity protection.
2/ the SeNB Modification request does not allow to modify the Security Policy. It can only set a security policy for newly added E-RABs. Therefore the statement on failing the modification should be replaced by failing the addition.
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2/ in section 8.7.6.2, en-gNB shall reject addition of new E-RAB with security policy required and this policy is not supported.
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8.7.6.2
Successful Operation
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Figure 8.7.6.2-1: MeNB initiated SgNB Modification Preparation, successful operation
The MeNB initiates the procedure by sending the SGNB MODIFICATION REQUEST message to the en-gNB. When the MeNB sends the SGNB MODIFICATION REQUEST message, it shall start the timer TDCprep.
Not modified
If the Lower Layer presence status change IE set to "suspend lower layers" is included in the SGNB MODIFICATION REQUEST message, the en-gNB shall act as specified in TS 37.340 [32].
If the Lower Layer presence status change IE set to "resume lower layers" is included in the SGNB MODIFICATION REQUEST message, the en-gNB shall act as specified in TS 37.340 [32].

If the SGNB MODIFICATION REQUEST message contains the IAB Node Indication IE, the en-gNB shall, if supported, consider that the request is for an IAB node.
For each E-RAB for which the Security Indication IE is included in the E-RABs To Be Added Item IE of the SGNB MODIFICATION REQUEST message: 

-
if the Integrity Protection Indication IE is set to "required", the en-gNB shall, if supported, perform user plane integrity protection for the concerned E-RAB as specified in TS 33.401 [18], and otherwise it shall reject the addition of the concerned E-RAB with an appropriate cause value.
-
if the Integrity Protection Indication IE is set to "preferred", the en-gNB should perform user plane integrity protection for the concerned E-RAB as specified in TS 33.401 [18], and it shall notify the MeNB whether it performed the user plane integrity protection by including the Integrity Protection result IE in the Security Result IE of the SGNB MODIFICATION REQUEST ACKNOWLEDGE message. 
-
if the Integrity Protection Indication IE is set to "not needed", the en-gNB shall not perform user plane integrity protection for the concerned E-RAB.
For each requested E-RAB configured as MN-terminated split bearer/SCG bearer, if the QoS Mapping Information IE is contained in the GTP Tunnel Endpoint IE in the SGNB MODIFICATION REQUEST ACKNOWLEDGE message, the MeNB shall, if supported, use it to set DSCP and/or flow label fields for the downlink IP packets which are transmitted from MeNB to SgNB through the GTP tunnels indicated by the GTP Tunnel Endpoint IE.
