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1 Introduction

	CB: # 9_Flexible_gNBID

- There is no new requirement for the AMF to decode the transparent container of SON configuration transfer. The target gNB can (optionally) verify the new NCGI in the SON configuration transfer? Agree the two endorsed CRs for network based solution and send LS to SA2, CT4 for confirmation? Huawei, Qualcomm Incorporated, ZTE

- RAN3 should continue working on network based solutions, while waiting for progress in RAN2 on broadcast based solutions, RAN3 should send an LS to SA2 and CT1 to check whether such solutions are feasible and to verify their impact on current systems and specifications?
- Try to close this topic in this meeting
(Qualcomm - moderator)
Summary of offline disc R3-223721


2 For the Chairman’s Notes
Propose the following:

R3-20xxxa, R3-20xxxc merged

R3-20xxxc rev [in xxxg] – agreed

R3-20xxxd rev [in xxxh] – agreed

R3-20xxxe rev [in xxxi] – agreed

R3-20xxxf rev [in xxxj] – endorsed

Propose to capture the following:

Agreement text…
Agreement text…

WA: carefully crafted text…

Issue 1: no consensus

Issue 2: issue is acknowledged; need to further check the impact on xxx. May be possible to address with a pure st2 change. To be continued…
3 Discussion
3.1 General

As an initial remark, the moderator would like to point out that this topic has been discussed for over a year – and if you take into account the discussion in release 15, for perhaps over 4 years. The chairman’s request to “try to close the topic in this meeting” is very helpful, and the moderator would like to ask all companies to take this into account as we dive into the topic.

For the structure of the discussion, the moderator has identified four technical topics regarding the endorsed solution in RAN3 (as documented in [2,3]). Since three out of these four have been discussed before and taking into account the divergence in the inputs [1,4], the moderator does not expect an easy consensus on any of these. Hence the moderator would like to already open the way forward discussion and encourage companies to also work offline to try to reach a consensus if possible.
The initial structure of the discussion is therefore:

· Collect comments on the four issues under discussion (issues 1-4)
· Collect comments on possible way forward (issue 5)
Please see below for the detailed issues. In answering issues 1-4 (or not answering), companies should take into account that the focus at this meeting should be on the way forward, i.e. issue 5.
3.2 Issue 1: RAN sharing
This was previously discussed at some length in RAN3#115-e, and for reference, during the first online discussion at RAN3#115-e, this was the major topic that companies cited when making the case that the network solution did not over all scenarios.

In [1], there is a detailed analysis of the scenario previously highlighted. Without reproducing the detail of the paper, it considers both cases of joint and independent cell IDs. For the first case, it concludes that there is no routing issue as the NCGIs are distinct. It reaches the same conclusion for the second case, though for a different reason (each PLMN in this case sets its own cell ID). In both cases the IDs are always unique, and no coordination is needed.

It also quotes from existing stage 2 which states that other arrangements (e.g., if in case 1 the PLMN ID in the NCGI is not the first PLMN ID in SIB1) are left to OAM / coordination or implementation already in legacy (meaning they should not be used as a motivation).
In [4], there is no analysis, but it is just stated that operators would require to coordinate numbering schemes, and also that RAN/CN upgrades are required.

The moderator’s view is that there is no clear unified statement of the issue still, based on the inputs to this meeting Taking all the inputs into account, the moderator’s view is as follows
· There is no accepted evidence of routing issues in network sharing with [2,3] under the schemes supported by standards.

· On the other hand, at a high level, it is clear that ANR interworking may not be supported at the area boundaries of sharing operators if one operator deploys a flexible scheme with AMF support and signalling as in [2,3], and the other operator does not.

However even this second point is arguable as a critical negative factor for the network solution, because exactly the same would happen with a UE-based solution (it is not possible to route correctly unless the detecting gNB has new functionality, hence an operator not deploying the feature would need to do it just to interwork at the boundary). In other words, there may be generic issues regarding how sharing operators allocate IDs, which are not specific to a scheme.
In conclusion, the moderator sees the RAN-sharing topic as non-conclusive so far in terms of its initial presentation (routing-related). However, a possible take-away from this discussion is that there may need to be some consistency or coordination across sharing operators, irrespective of the details of the scheme.
Question 1: Please provide any comments to the moderator’s view above, if needed (please do not repeat or paraphrase known arguments)

	Company
	Comment

	
	

	
	

	
	


3.3 Issue 2: Transparency of SON Configuration Transfer
This was also previously discussed at RAN3#115-e.
In [1], it is argued that there is no need for the AMF to modify the transparent container, since the routing information is used by the target AMF and is not needed by the target gNB. In any case, the target gNB can verify the NCGI.

In [4] it is argued instead that there is a requirement for the SON Configuration Transfer IE to contain a correct Global RAN Node ID IE before it is received by the target RAN, but no evidence is presented to back this up (i.e., where is such a requirement stated).

The moderator’s view: the need for any manipulation by the AMF seems unproven. Even if the target gNB does check the target gNB ID (by implementation), the only functionality required is exactly the same as that required by the initiating gNB (i.e., understanding the new IE). In some sense, such a check with the new IE is even beneficial, because the target can check that it does host the detected cell.
In conclusion, the moderator believes that the AMF is not required to manipulate the target address in the container.
Question 2: Please provide any comments to the moderator’s view above, if needed (please do not repeat or paraphrase known arguments)
	Company
	Comment

	
	

	
	

	
	


3.4 Issue 3: Assignment flexibility

This is pointed out in [4]. It is not a new issue.

When [2,3] were initially endorsed, it was discussed whether further assignment flexibility was required – and there was a proposal for additional functionality to support such a scenario. However, quoting from the chair’s notes from RAN3#113-e:

Three levels of flexibility for the gNB ID length are discussed.
· Level 1: If one node is reserved as gNB ID, then all its children as cell IDs belongs to this node.

· Level 2: If one node is reserved as gNB ID, then all its children as cell IDs belongs to this node except if a child node is reserved for a new gNB ID. 

· Level 3: On top of level 2, a parent node (macro gNB) can borrow back some cell IDs from its child node (pico gNB).

All companies including 4 operators confirms that supporting level 2 flexibility for the gNB ID length is sufficient.

In addition, an agreement was captured in the chair’s notes:

If one node is reserved as gNB ID, then all its children as cell IDs belongs to this node except if a child node is reserved for a new gNB ID.

Hence the endorsed CRs support Level 2.

On the other hand, [4] lists out various scenarios where potentially Level 3 flexibility might be needed. This can be seen as a challenge to the previous agreement, which of course could be revisited. 

The moderator’s view:  whether level 3 flexibility is needed or not in general can be revisited, but this does not direct us to one type of solution or the other, since the endorsed stage 3 CR in [3] can be enhanced as previously proposed; and in fact, even the existing CR already supports level 3 with some deployment constraints. But we can collect views on this topic independently of solutions.

Question 3: Do you see the need for support of ANR for Level 3 flexibility as defined above? (Noting the RAN3 agreement cited above).

	Company
	Comment

	
	

	
	

	
	


3.5 Issue 4: NGAP Handover

This is newly introduced in [4].

Two scenarios are presented in [4] – early detection of cell before Xn is set up and case where Xn is not available.

Since this scenario is new, we can collect comments on its need. By definition, lack of knowledge of the gNB ID length would seem to imply that there is no local neighbour configuration for the target cell. It should be clarified whether it is a common case for NGAP handover to be triggered without any such target cell configuration at source. Whether and how to support can be discussed later.

Question 4: Please provide a view on the requirements and need of support for this scenario (irrespective of solutions).
	Company
	Comment

	
	

	
	

	
	


3.6 Issue 5: Way Forward
Based on the previous discussions and inputs to this meeting, it seems optimistic to expect complete convergence in the technical analysis (i.e., the previous issues). Taking this into account, the moderator would like to open directly the discussion of the way forward, based on the experience of previous online and offline discussions.

The following is a non-exhaustive list of possible conclusions:

	WF0: Do nothing; topic is closed and may be revisited in rel18.

WF1: Agree endorsed CRs in [3,4]. Send LS to SA2/CT4 informing of approved CRs.

WF2: Agree endorsed CRs in [3,4], potentially modifying the stage 2 [3] to merge the two solutions if possible. Send LS to RAN2 informing of approved CRs and asking RAN2 to go ahead since “there is a possibility” (or some other suitable wording) that some scenarios will not be covered by the agreed solution (particularly if the stage 2 already includes a merge). Send LS to SA2/CT4 informing of approved CRs.
WF3: Send LS to SA2/CT4 with CRs [3,4] to confirm these are feasible. Send LS to RAN2 also informing of CRs [3,4] and that RAN3 has reached no consensus that the agreed CRs cover all scenarios, i.e., up to RAN2 whether to adopt SIB changes [NB: work may still be pending for next meeting]
WF4: As WF3, but LS to RAN2 asks them to go ahead with specification of the broadcast-based solution (potentially merged at stage 2 level with network solution) [NB: work may still be pending for next meeting]
Note: if WF2 or WF4 could be agreeable, then some work may be needed on details, particularly on writing a stage 2 level description of what RAN2 would be requested to do, how it fits in the overall picture etc.


Question 5: Please provide a view regarding the above. Which WFs would you be willing to accept? Any modifications, comments or variations?
	Company
	Comment

	
	

	
	

	
	


4 Conclusion, Recommendations [if needed]
If needed
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