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Within the NG-RAN, Multimedia Priority Service (MPS) relies on a number of prioritized handlings at the RRC, NAS and gNB to ensure prioritized service for its users. When an MPS-enabled UE attempts initial access to the RAN it uses Access Identity 1 at the NAS and a dedicated mps-PriorityAccess establishment cause at the RRC. The mps-PriorityAccess establishment cause value in the RRCSetupRequest allows the gNB to treat the MPS request with priority during times of congestion.
In the case of the disaggregated gNB comprising a DU and CU unit, the DU unit encounters the RRCSetupRequest message first and forwards it to the CU. At times of congestion, where gNB overload can occur at both the DU and CU, the CU can treat the MPS request with priority but it is currently unclear whether the DU can identify the RRC properties of the MPS call and properly prioritize its processing. MPS objective is to ensure that MPS access attempts and session establishment can maintain a high probability of successful completion. The DU/CU handling is also contrasted against the agreements of MPS handling in the case of IAB and Relays.   
This discussion paper identifies the need, and proposes two possible ways to address the MPS needs at the disaggregated gNB. 
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2.1	MPS Prioritized Handling
In the NG-RAN, MPS prioritized handling consists of: 
· Assignment of Access Identity 1 to the MPS UE originating or terminating the call. It enables access control exemptions during the barring check, 
· Prioritized RACH for fast and higher probability of successful RACH completion, and
· Establishment of RRC with an MPS dedicated establishment cause value: mps-PriorityAccess. 
All three aspects above, among many more defined throughout the RAN and core, help the MPS access attempts to be received and processed at a higher probability of success even in cases of congestion. 
The establishment cause value is dedicated to MPS and is processed by the gNB so that the MPS RRC connection can be established even at moments of congestion when normal users may be responded to with RRCReject. At the disaggregated gNB, the processing of the MPS RRCSetupRequest must be received and forwarded by the DU and forwarded to the CU for processing. The procedure, including the F1 tunnelling, is described in Section 8.1 of [1].
Observation 1:	Successful establishment of the MPS user’s RRC connection requires the RRCSetupRequest to be received and processed at the DU or forwarded by the DU and processed by the CU.
2.2	DU handling of MPS access requests 
[bookmark: _Hlk101853986]At the disaggregated gNB, the DU must first receive the RRCSetupRequest (Msg3) from the UE before forwarding it to the CU. Regarding the need to prioritize the MPS access attempt, there are two possible ways by which the DU can act, according to the existing specification: 
1. The DU has the capability to analyze the RRCSetupRequest and inspect the establishment cause value. If it detects an MPS corresponding value, the DU will process with priority and then forward the message to the CU.
2. The DU does not have the capability to analyze the RRCSetupRequest and it just forwards the message to the CU. In that case, when the DU experiences an overload, the MPS access attempt is susceptible to not being processed, along with other regular users’ attempts. 
Observation 2:	A DU that cannot analyze the RRCSetupRequest message contents cannot provide priority to MPS users’ access attempts.
Observation 3:	In the non-disaggregated gNB architecture, priority treatment can be provided to MPS access attempts at the gNB. However, in the disaggregated gNB, the DU cannot provide that treatment; this is a gap that needs to be addressed.  Therefore, the DU must be able to detect the presence of an MPS access attempt at the RRC level or below. 
Two additional cases are described below that indicate how MPS access attempts are handled for the cases of Relay operation and IAB. A high level description of the key messages is shown in Figure 1. 
2.3 MPS access requests through U2N Relays
Per Rel-17 specifications as part of Sidelink, when a UE is enabled as a U2N Relay UE, then, an MPS-enabled UE operating as a Remote UE may trigger the U2N Relay UE to initiate an access attempt for U2N Relay UE's own access. That is, an access attempt originating at the Remote UE may trigger an access attempt by the U2N Relay UE. An agreement was reached in RAN2-117e, and also included in the RAN2 Rel-17 specifications, that in that case, and when the Remote UE is an MPS enabled UE with Access Identity 1 (AI=1) and makes use of the mps-PriorityAccess cause value, then the U2N Relay UE is allowed to set its cause value to mps-PriorityAccess for its own access for that access instance. Normative text on the procedure is included in TS 38.331 v17.0.0. A high level description of the key messages is shown in Figure 1.
2.4 MPS access requests through IAB nodes
When an MPS-enabled UE makes an access attempt to the RAN through an IAB-node, it makes use of the mps-PriorityAccess cause value. That IAB node’s IAB-MT may have to initiate its own access attempt. An IAB-MT’s access attempts are not subject to unified access control (UAC) per TS 38.331. 
The handling of all three cases described above are summarized in Figure 1 below. 
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Figure 1 Three cases of UE access attempts originating at an MPS UE and their handling at the Disaggregated gNB, U2N Relay UE and IAB Node.
The description of the two cases of U2N Relay UE and IAB node clearly illustrate that handling of MPS access attempts is handled in a pre-determined manner to ensure a predictable behaviour. In contrast, at this time, the DU behaviour remains unspecified for the same scenarios of MPS-enabled UE’s access attempts. 
Observation 4:	MPS-enabled UEs' access attempts via U2N Relay UEs or IAB nodes are handled in a pre-determined manner to ensure a predictable behaviour by the U2N Relay UEs and IAB nodes. 
2.5 Proposed DU handling of MPS access requests 
The DU must be able to detect the MPS access attempts in order to prioritize their processing during times of congestion. Two options are possible: 
· Option A: The DU selectively forwards those RRCSetupRequest messages that have an establishment cause value of mps-PriorityAccess to the CU during times of congestion. Currently no RAN3 specification states such a requirement for the DU.
Proposal 1: The DU is made capable of processing RRC messages and selectively forward them to the CU at time of congestion.    
· Option B: The RRCSetupRequest message is sent with layer 2 early identification indicator (e.g., through Logical Channel ID - LCID) that marks it as MPS specific. This option simplifies the processing tasks of the DU compared to Option A, but introduces a new requirement on the UE.
Proposal 2: The DU is enhanced with early identification capability, e.g., LCID, that can take specific values for MPS access attempts. 
We propose that RAN3 formalizes the requirement for prioritized processing at the DU and adopts one of the two proposals. 
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We made the following observations: 
Observation 1:	Successful establishment of the MPS user’s RRC connection requires the RRCSetupRequest to be received and processed at the DU or forwarded by the DU and processed by the CU.
Observation 2:	A DU that cannot analyze the RRCSetupRequest message contents cannot provide priority to MPS users’ access attempts.
Observation 3:	In the non-disaggregated gNB architecture, priority treatment can be provided to MPS access attempts at the gNB. However, in the disaggregated gNB, the DU cannot provide that treatment; this is a gap that needs to be addressed.  Therefore, the DU must be able to detect the presence of an MPS access attempt at the RRC level or below. 
Observation 4:	MPS-enabled UEs' access attempts via U2N Relay UEs or IAB nodes are handled in a pre-determined manner to ensure a predictable behaviour by the Relay and IAB nodes. 

We propose that RAN3 adopts one of the proposals below: 
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Proposal 2: The DU is enhanced with early identification capability, e.g., LCID, that can take specific values for MPS access attempts. 
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