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Introduction

The following sentence was captured in the chairman notes of RAN3#115-e:
The solution is complete. If any problem from the last serving SN to the MN is found, it can be corrected at next meeting.

This paper focuses on the problem between MN and last serving SN, and proposes the corresponding correction.
Discussion
The final solution for pre-R17 UEs is captured as below:

Define two class 2 procedures in stage 3:

One class 2 procedure is from MN to the source SN or from MN to the last serving SN

The second class 2 procedure is from the last serving SN to the MN.

However, it was pointed out in the last meeting that, after MN sends the SCGFailureInformation, PSCell IDs and mobility information to last serving SN, it might not store these information, which means it would release these information without maintaining them for any longer; But if the last serving SN is not the SN which triggered the failure, the MN would have to send these information to the source SN again. Then the problem is how we can make sure that the MN can still have the SCGFailureInformation, PSCell IDs and mobility information when it receives the response from last serving SN that intra-SN change did not happen. Another question we should concern about is how long the MN should store the SCGFailureInformation in case it might need for sending to source SN.
Based on the discussion of last meeting and some further consideration, there are three options:

Option 1: A timer based implementation solution. MN stores the SCGFailureInformation, PSCell IDs and mobility information within the validity duration of a timer, a timer for waiting the response from last serving SN. 

- Upon the timer expires (e.g. the timer can be configured by OAM or leave it to implementation), MN does not receive the response message from the last serving SN, MN can assume that the last serving SN is the node that triggered the SCG Failure, and MN can release the information stored. 

- If the MN receives the response from last serving SN before the timer expires, MN can send another message to source SN which contains the SCGFailureInformation, PSCell IDs, mobility information and so on, after which these information can be released by MN.
Option 2: A solution with modification on the current solution. MN always releases the SCGFailureInformation, PSCell IDs and mobility information once it sends the message to the last serving SN. If there was no intra-SN change failure happened in the last serving SN, which means the responsible node is the source SN, the SN should include the SCGFailureInformation, PSCell ID and mobility information in the response message. 

Option 3: A solution with modification on the current solution. The last serving SN always responds to the MN and informs it if there was an internal PSCell change with some explicit flag. (If the flag about intra-SN PSCell change failure is true, MN can release the SCGFailure related context at once. )
In our understanding, all three options can work. But considering the specification impacts, we would prefer option 1, which is based on implementation, and would not affect the current stage 3 specification. Although it might need MN to store the SCGFailure related information for some time, we don’t think it is unacceptable. Normally a timer will be set after sending a message in implementation. This doesn’t bring new requirement. If necessary, some description can be added in stage 2 specification. A draft CR is provided in [1].
Proposal 1: Accept Option 1 for the potential problem of PSCell change failure, which is a timer based solution based on network implementation.
3. Conclusion

In this contribution , observations and proposals are:

Proposal 1: Accept Option 1 for the potential problem of PSCell change failure, which is a timer based solution based on network implementation.
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