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1. Introduction
In this contribution, we discuss whether gNB-DU or gNB-CU generates SIB15, which refers to the new SIB providing disaster roaming information.
2. Discussion
2.1 Background of disaster roaming
In Rel-17 SA1 specified service requirements for a feature referred to as minimization of service interruption (MINT). This feature is for a scenario where PLMNs, e.g., PLMN 1, experience a disaster condition(DC) and get disabled. When a DC applies to a PLMN or PLMNS in a area, it is assumed that only the RAN part of the affected PLMN(s) fails (i.e. CN part of the affected PLMN(s) is still operational), so that all UEs located in the area of the affected PLMN(s) will lose coverage. In order to mitigate interruption of service for the affected UEs, this feature allows UEs of affected PLMN(s) to roam and then obtain service in other networks, e.g., PLMN 2, as shown in figure 1. Such type of roaming is called disaster roaming.

Disaster roaming is enabled by the hosting PLMN signalling to potential disaster UEs of affected PLMNs by broadcast in system information. In this example, PLMN 2 broadcasts signalling that indicates whether UEs of PLMN 1 are provided with disaster roaming service. The UE performs the NAS registration procedure in order to register to PLMN 2. UEs that are disaster roaming will use Access Identity 3. 


Figure 1: MINT use case

2.2 Impact of disaster roaming
RAN2 has made the following agreements in previous meetings, and reflected in the RAN2 specifications. 
· For NR, RAN2 confirms that a new SIB (SIB15) is used for providing the disaster roaming information.
· To address RAN sharing, ASN.1 will allow the common PLMN signalling and per-PLMN specific signalling of the disaster roaming information.

In the latest BLCR in 38.331 v17.0.0 [1], the descriptions of SIB15 are as below:
–
SIB15
SIB15 contains configurations of disaster roaming information.
SIBX information element
-- ASN1START

-- TAG-SIBX-START

SIBX-r17 ::=                      SEQUENCE {


commonPLMNsWithDisasterCondition-r17
SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity




OPTIONAL,

-- Need R


applicableDisasterInfoList-r17


SEQUENCE (SIZE (1..maxPLMN)) OF ApplicableDisasterInfo-r17
OPTIONAL, 

-- Need R


lateNonCriticalExtension



OCTET STRING                                   




OPTIONAL,


...

}

ApplicableDisasterInfo-r17
::= CHOICE {


noDisasterRoaming-r17

NULL,


oneBitApproach-r17


NULL,

-- The semantics for this approach is pending CT1 progress


commonPLMNs-r17



NULL,


dedicatedPLMNs-r17


SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity

}

-- TAG-SIBX-STOP

-- ASN1STOP

	SIBX field descriptions

	commonPLMNsWithDisasterCondition

A list of PLMN(s) with disaster conditions which can be commonly applicable to the PLMNs sharing the cell.

	applicableDisasterInfoList

A list indicating the applicable disaster information for the networks indicated in plmn-IdentityList and npn-IdentityList-r16. The network indicates in this list one entry for each entry of plmn-IdentityList, followed by one entry for each entry of npn-IdentifyList-r16, meaning that this list will have as many entries as the number of entries of the combination of plmn-IdentityList and npn-IdentifyList-r16. The first entry in this list indicates the disaster information applicable for the network(s) in the first entry of plmn-IdentityList/npn-IdentityList-r16, the second entry in this list indicates the disaster information applicable for the network(s) in the second entry of plmn-IdentityList/npn-IdentityList-r16, and so on. Each entry in this list can either be having the value noDisasterRoaming, oneBitApproach, commonPLMNs, or dedicatedPLMNs. If an entry in this list takes the value noDisasterRoaming, disaster roaming is not allowed for this network(s). If an entry in this list takes the value oneBitApproach, [TBD what happens]. If an entry in this list takes the value commonPLMNs, the PLMN(s) with disaster conditions indicated in the field commonPLMNsWithDisasterCondition apply for this entry. If an entry in this list contains the value dedicatedPLMNs, the listed PLMN(s) are the PLMN(s) with disaster conditions that apply to the network(s) corresponding to this entry. For SNPNs, the network indicates the value noDisasterRoaming.


It can be observed that in the SIB15, it includes: 

· A set of PLMNs with disaster conditions, which is commonly applicable to the PLMNs sharing the cell; 
· A list of applicableDisasterInfoList, each entry corresponding to one entry of  plmn-IdentityList/ npn-IdentifyList-r16, shall inlcude its own applicalbe disater information. 
Then in the CU/DU architecture, the SIB15 should be generated by the DU due to the above observations. For example, this SIB15 is highly dependent on the PLMN info in SIB1 (see the applicableDisasterInfoList-r17 IE in TS 38.331). Since SIB1 is generated by gNB-DU, it is reseanable for gNB-DU to generate SIB15 message.

Also the SIB15 should be signaled to the CU, so that the CU can have a full knowledge that the MINT feature is supported by its connected DU/Cells. For example, it can know which specific PLMN(s) will provide Disaster Roaming service.
Proposal 1: Agree that SIB15 containing the configurations of disaster roaming information in the gNB-DU System Information.  
In addition, RAN2 also has agreed that 
· Further, to be able to control the load that disaster roaming UEs put on a cell, the cell can broadcast access control parameters applicable specifically for disaster roaming UEs. Access attempts of disaster roaming UEs are based on Access Identity 3. The network can for example set the access control parameters for Access Identity 3 so that access attempts of disaster roaming UEs are more likely to be barred compared to non-disaster roaming UEs.

In CU/DU architecture, the CU can send the NETWORK ACCESS RATE REDUCTION message containing UAC Assistance Information to reduce the rate at which the UE accesses the network. For the disaster roaming, it can be further discussed whether the CU can provide the assistance information for access identity 3. But in our understanding, the DU itself can decide the exact access control parameters for Access Identity 3 taking into account the current UAC assistance information. 
Proposal 2: No need to consider the additional information from the CU to assist the access control of access identity 3 used for the disaster roaming.  
3. Conclusion
Based on the discussion in this paper, we propose the following:
Proposal 1: Agree that SIB15 containing the configurations of disaster roaming information in the gNB-DU System Information.  
Proposal 2: No need to consider the additional information from the CU to assist the access control of access identity 3 used for the disaster roaming.  
The corresponding CR for TS 38.473 and 38.470 is provided in [3] and [4].
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