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[bookmark: _Toc20953419][bookmark: _Toc29390596][bookmark: _Toc36551333][bookmark: _Toc45831530][bookmark: _Toc51762483][bookmark: _Toc64381535][bookmark: _Toc73964053][bookmark: _Toc88646661][bookmark: _Toc97882610][bookmark: _Toc98531185]8.4.1	Handover Preparation
[bookmark: _Toc20953420][bookmark: _Toc29390597][bookmark: _Toc36551334][bookmark: _Toc45831531][bookmark: _Toc51762484][bookmark: _Toc64381536][bookmark: _Toc73964054][bookmark: _Toc88646662][bookmark: _Toc97882611][bookmark: _Toc98531186]8.4.1.1	General
The purpose of the Handover Preparation procedure is to request the preparation of resources at the target side via the EPC. There is only one Handover Preparation procedure ongoing at the same time for a certain UE.
[bookmark: _Toc20953421][bookmark: _Toc29390598][bookmark: _Toc36551335][bookmark: _Toc45831532][bookmark: _Toc51762485][bookmark: _Toc64381537][bookmark: _Toc73964055][bookmark: _Toc88646663][bookmark: _Toc97882612][bookmark: _Toc98531187]8.4.1.2	Successful Operation


[bookmark: _Ref161395216]Figure 8.4.1.2-1: Handover preparation: successful operation
The source eNB initiates the handover preparation by sending the HANDOVER REQUIRED message to the serving MME. When the source eNB sends the HANDOVER REQUIRED message, it shall start the timer TS1RELOCprep. The source eNB shall indicate the appropriate cause value for the handover in the Cause IE.
*********************
Skip the unchanged
*********************
If the Security Indication IE is included within the Source eNB to Target eNB Transparent Container IE of the HANDOVER REQUIRED message, it indicates the security policy stored in the source eNB for the concerned E-RAB, as specified in TS 33.401 [15].
[bookmark: _Hlk101439145]If the Security Result IE is included within the Target eNB to Source eNB Transparent Container IE of the HANDOVER COMMAND message, the source eNB shall take it into account it indicates whether as the status of integrity protection has been configured by the target eNB for the concerned E-RAB.

*********************
Skip the unchanged
*********************


[bookmark: _Toc20953433][bookmark: _Toc29390610][bookmark: _Toc36551347][bookmark: _Toc45831544][bookmark: _Toc51762497][bookmark: _Toc64381549][bookmark: _Toc73964067][bookmark: _Toc88646675][bookmark: _Toc97882624][bookmark: _Toc98531199]8.4.4	Path Switch Request
[bookmark: _Toc20953434][bookmark: _Toc29390611][bookmark: _Toc36551348][bookmark: _Toc45831545][bookmark: _Toc51762498][bookmark: _Toc64381550][bookmark: _Toc73964068][bookmark: _Toc88646676][bookmark: _Toc97882625][bookmark: _Toc98531200]8.4.4.1	General
The purpose of the Path Switch Request procedure is to establish a UE associated signalling connection to the EPC and, if applicable, to request the switch of a downlink GTP tunnel towards a new GTP tunnel endpoint.
[bookmark: _Toc20953435][bookmark: _Toc29390612][bookmark: _Toc36551349][bookmark: _Toc45831546][bookmark: _Toc51762499][bookmark: _Toc64381551][bookmark: _Toc73964069][bookmark: _Toc88646677][bookmark: _Toc97882626][bookmark: _Toc98531201]8.4.4.2	Successful Operation


Figure 8.4.4.2-1: Path switch request: successful operation
The eNB initiates the procedure by sending the PATH SWITCH REQUEST message to the MME.
If the ‎E-RAB To Be Switched in Downlink List IE in the PATH SWITCH REQUEST message does not include all E-RABs previously included in the UE Context, the MME shall consider the non included E-RABs as implicitly released by the eNB.
When the eNB has received from the radio interface the RRC Resume Cause IE, it shall include it in the PATH SWITCH REQUEST message.
After all necessary updates including the UP path switch have been successfully completed in the EPC for at least one of the E-RABs included in the PATH SWITCH REQUEST E-RAB To Be Switched in Downlink List IE, the MME shall send the PATH SWITCH REQUEST ACKNOWLEDGE message to the eNB and the procedure ends. The UE-associated logical S1-connection shall be established at reception of the PATH SWITCH REQUEST ACKNOWLEDGE message.
*********************
Skip the unchanged
*********************
If the NR UE Sidelink Aggregate Maximum Bit Rate IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall, if supported:
-	replace the previously provided NR UE Sidelink Aggregate Maximum Bit Rate, if available in the UE context, with the received value; 
-	use the received value for the concerned UE’s sidelink communication in network scheduled mode for NR V2X services.
If the PC5 QoS Parameters IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall, if supported, use it for the concerned UE’s NR sidelink communication as specified in TS 23.285 [49].
For each E-RAB for which the Security Indication IE is included in the E-RABs Switched in Downlink Item IEs IE of the PATH SWITCH REQUEST message, the MME shall, if supported, behave as specified in TS 33.401 [15] and, in case the security policy does not match to what MME has locally stored, may send back the Security Indication IE within the E-RABs Switched in Uplink Item IEs IE of the PATH SWITCH REQUEST ACKNOWLEDGE message. 
If the Security Indication IE is included within the E-RABs Switched in Uplink Item IEs IE of the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall, if supported, behave as specified in TS 33.401 [15].
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